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This edition of NFPA 76, Standard for the Fire Protection of Telecommunications Facilities, was
prepared by the Technical Committee on Telecommunications. It was issued by the Standards
Council on December 13, 2011, with an effective date of January 2, 2012, and supersedes all
previous editions.

This edition of NFPA 76 was approved as an American National Standard on January 2, 2012.

Origin and Development of NFPA 76
In April of 1996, the NFPA Standards Council approved a new committee project to de-

velop documents on fire protection for telecommunication networks. The Technical Com-
mittee on Telecommunications focused on network reliability of public telecommunications.
The committee was responsive to fire protection challenges identified by the Network Reli-
ability Council, which was sponsored by the Federal Communications Commission (FCC).

The first edition, published in 2002, was a recommended practice that was arranged for
use as a performance-based document in the format established by NFPA for performance
documents.

The document was changed from a recommended practice to a standard in the 2005
edition. Requirements for large and small telecommunications facilities were combined into
one chapter. A chapter was added for redundant- or replacement-based approaches.

The standard was edited to improve the language and clarify the Technical Committee’s
intent for the 2009 edition. Sections were revised to reflect changes to the signal-processing
equipment areas. In addition, the requirements for early warning fire detection and very early
warning fire detection were updated.

The 2012 edition features a new section on aisle containment systems for telecommunica-
tions equipment and how these systems must be assessed for their interaction with fire pro-
tection features. Revisions have been made to make the requirements of the standard more
easily enforceable. A number of definitions have been extracted from NFPA 70®, National
Electrical Code®, to define terms used in the body of the standard that were not defined in
previous editions.
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IMPORTANT NOTE: This NFPA document is made available for
use subject to important notices and legal disclaimers. These notices
and disclaimers appear in all publications containing this document
and may be found under the heading “Important Notices and Dis-
claimers Concerning NFPA Documents.” They can also be obtained
on request from NFPA or viewed at www.nfpa.org/disclaimers.

NOTICE: An asterisk (*) following the number or letter
designating a paragraph indicates that explanatory material
on the paragraph can be found in Annex A.

Changes other than editorial are indicated by a vertical rule
beside the paragraph, table, or figure in which the change oc-
curred. These rules are included as an aid to the user in identify-
ing changes from the previous edition. Where one or more com-
plete paragraphs have been deleted, the deletion is indicated by
a bullet (•) between the paragraphs that remain.

A reference in brackets [ ] following a section or paragraph
indicates material that has been extracted from another NFPA
document. As an aid to the user, the complete title and edition
of the source documents for extracts in mandatory sections of
the document are given in Chapter 2 and those for extracts in
informational sections are given in Annex G. Extracted text
may be edited for consistency and style and may include the
revision of internal paragraph references and other refer-
ences as appropriate. Requests for interpretations or revisions
of extracted text shall be sent to the technical committee re-
sponsible for the source document.

Information on referenced publications can be found in
Chapter 2 and Annex G.

Chapter 1 Administration

1.1* Scope. This standard provides requirements for fire pro-
tection of telecommunications facilities where telecommuni-
cations services such as telephone (landline, wireless) trans-
mission, data transmission, internet transmission, voice-over
internet protocol (VoIP) transmission, and video transmission
are rendered to the public.

1.1.1 Telecommunications facilities include signal-
processing equipment areas, cable entrance facility areas,
power areas, main distribution frame areas, standby engine
areas, technical support areas, administrative areas, and build-
ing services and support areas occupied by a telecommunica-
tions service provider.

1.1.2* This standard shall specifically exclude small outdoor
structures that are normally unoccupied and that house tele-
communications equipment, including on-grade, walk-in cabi-
nets, on-grade huts, cell huts, and controlled environmental
vaults (CEVs).

1.2* Purpose. The provisions of this standard shall provide a
minimum level of fire protection in telecommunications fa-
cilities, provide a minimum level of life safety for the occu-

pants, and protect the telecommunications equipment and
service continuity.

1.3* Application The provisions of this standard shall provide
a reasonable level of protection from loss of life, property, and
service continuity from fire.

1.3.1 The requirements of Chapter 4 shall determine the fire
protection program for each facility.

1.3.2* For purposes of application of NFPA 101 and
NFPA 5000, telecommunications facilities shall be classified as
special purpose or as industrial low occupancy, respectively.

1.3.3 The provisions of this standard shall not be applied
retroactively to facilities, equipment, structures, or installa-
tions that were existing or approved for construction or instal-
lation prior to the effective date of the standard.

1.3.4* Building alterations or new equipment installations in
existing facilities shall provide a reasonable level of fire protec-
tion for the changed purposes of the facility.

1.4* Design Options.

1.4.1 Fire protection for the individual hazard areas identi-
fied in the standard shall be based on the performance-based
approach of Chapter 5, the prescriptive-based approach of
Chapter 6, or the redundant- or replacement-based approach
of Chapter 7.

1.4.2* Any of the three approaches shall be used selectively by
hazard area or in any combination.

1.4.3 Protection of continuity from fire for telecommunica-
tions facilities using redundant or replacement-based ap-
proaches shall comply with Chapter 7.

1.4.4 Chapters 1, 4, 9, and 10 shall apply to all telecommuni-
cations facilities within the scope of this standard, regardless
of the design approach taken.

1.5 Equivalency. Nothing in this standard is intended to pre-
vent the use of calculation methods, test methods, systems,
methods, or devices of superior quality, strength, fire resis-
tance, effectiveness, durability, and safety as alternatives to
those required by this standard, provided technical documen-
tation is submitted to the authority having jurisdiction to dem-
onstrate equivalency, and the system, method, or device is ap-
proved for the intended purpose.

Chapter 2 Referenced Publications

2.1 General. The documents or portions thereof listed in this
chapter are referenced within this standard and shall be con-
sidered part of the requirements of this document.

2.2 NFPA Publications. National Fire Protection Association,
1 Batterymarch Park, Quincy, MA 02169-7471.

NFPA 1, Fire Code, 2012 edition.
NFPA 10, Standard for Portable Fire Extinguishers, 2010 edition.
NFPA 12A, Standard on Halon 1301 Fire Extinguishing Systems,

2009 edition.
NFPA 13, Standard for the Installation of Sprinkler Systems, 2010

edition.
NFPA 14, Standard for the Installation of Standpipe and Hose

Systems, 2010 edition.
NFPA 25, Standard for the Inspection, Testing, and Maintenance

of Water-Based Fire Protection Systems, 2011 edition.
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NFPA 30, Flammable and Combustible Liquids Code, 2012 edi-
tion.

NFPA 37, Standard for the Installation and Use of Stationary
Combustion Engines and Gas Turbines, 2010 edition.

NFPA 51B, Standard for Fire Prevention During Welding, Cut-
ting, and Other Hot Work, 2009 edition.

NFPA 54, National Fuel Gas Code, 2012 edition.
NFPA 58, Liquefied Petroleum Gas Code, 2011 edition.
NFPA 70®, National Electrical Code®, 2011 edition.
NFPA 72®, National Fire Alarm and Signaling Code, 2010 edi-

tion.
NFPA 80, Standard for Fire Doors and Other Opening Protectives,

2010 edition.
NFPA 80A, Recommended Practice for Protection of Buildings

from Exterior Fire Exposures, 2012 edition.
NFPA 90A, Standard for the Installation of Air-Conditioning and

Ventilating Systems, 2012 edition.
NFPA 96, Standard for Ventilation Control and Fire Protection of

Commercial Cooking Operations, 2011 edition.
NFPA 101®, Life Safety Code®, 2012 edition.
NFPA 220, Standard on Types of Building Construction, 2012

edition.
NFPA 241, Standard for Safeguarding Construction, Alteration,

and Demolition Operations, 2009 edition.
NFPA 252, Standard Methods of Fire Tests of Door Assemblies,

2012 edition.
NFPA 257, Standard on Fire Test for Window and Glass Block

Assemblies, 2012 edition.
NFPA 262, Standard Method of Test for Flame Travel and Smoke

of Wires and Cables for Use in Air-Handling Spaces, 2011 edition.
NFPA 750, Standard on Water Mist Fire Protection Systems, 2010

edition.
NFPA 780, Standard for the Installation of Lightning Protection

Systems, 2011 edition.
NFPA 2001, Standard on Clean Agent Fire Extinguishing Sys-

tems, 2012 edition.
NFPA 5000®, Building Construction and Safety Code®, 2012

edition.

2.3 Other Publications.

2.3.1 ANSI Publications. American National Standards Insti-
tute, Inc., 25 West 43rd Street, 4th Floor, New York, NY 10036.

ANSI T1.307, Fire Resistance Criteria — Ignitability Require-
ments for Equipment Assemblies, Ancillary Non-Metallic Apparatus,
and Fire Spread Requirements for Wire and Cable, 2003.

ANSI T1.319, Equipment Assemblies — Fire Propagation Risk
Assessment Criteria, 2002.

2.3.2 ASTM Publications. ASTM International, 100 Barr Har-
bor Drive, P.O. Box C700, West Conshohocken, PA 19428-2959.

ASTM E 84, Standard Test Method for Surface Burning Charac-
teristics of Building Materials, 2011.

ASTM E 814, Standard Test Method for Fire Tests of Penetration
Firestop Systems, 2011.

ASTM E 1537, Standard Test Method for Fire Testing of Uphol-
stered Furniture, 2007.

ASTM E 1966, Standard Test Method for Fire Resistive Joint Sys-
tems, 2007.

2.3.3 CSA Publications. Canadian Standards Association,
5060 Spectrum Way, Mississauga, Ontario, L4W 5N6, Canada.

C22.2 No. 03, Test Methods for Electrical Wires and Cables,
2009.

2.3.4 UL Publications. Underwriters Laboratories Inc., 333
Pfingsten Road, Northbrook, IL 60062-2096.

ANSI/UL 44, Thermoset-Insulated Wires and Cables, 2010.

ANSI/UL 83, Thermoplastic-Insulated Wire and Cables, 2008.

ANSI/UL 444, Communications Cables, 2008, revised 2010.

ANSI/UL 568, Nonmetallic Cable Tray Systems, 2002, reaf-
firmed 2009.

UL 723, Standard for Surface Burning Characteristics of Build-
ing Materials, 2011.

ANSI/UL 900, Standard for Air Filter Units, 2004, revised
2009.

ANSI/UL 1277, Electrical Power and Control Tray Cables with
Optional Optical-Fiber Members, 2010.

ANSI/UL 1651, Optical Fiber Cable, 2008.

ANSI/UL 1666, Standard Test for Flame Propagation Height of
Electrical and Optical-Fiber Cables Installed Vertically in Shafts,
2007.

ANSI/UL 1685, Standard for Vertical Tray Fire-Propagation and
Smoke-Release Test for Electrical and Optical-Fiber Cables, 2007, in-
cluding revisions through July 7, 2010.

ANSI/UL 2024, Signaling Optical Fiber and Communication
Cable Raceways and Cable Routing Assemblies, 2011.

ANSI/UL 60950, Application Guideline, 2000.

2.3.5 Other Publications.

California Technical Bulletin 133, Flammability Test Proce-
dure for Seating Furniture for Use in Public Occupancies.

Merriam-Webster’s Collegiate Dictionary, 11th edition,
Merriam-Webster, Inc., Springfield, MA, 2003.

Telcordia GR-63-CORE, Network Equipment Building System
(NEBS)™ Requirements: Physical Protection, 2002.

2.4 References for Extracts in Mandatory Sections.
NFPA 70®, National Electrical Code®, 2011 edition.
NFPA 90A, Standard for the Installation of Air-Conditioning and

Ventilating Systems, 2012 edition.
NFPA 101®, Life Safety Code®, 2012 edition.
NFPA 805, Performance-Based Standard for Fire Protection for

Light Water Reactor Electric Generating Plants, 2010 edition.
NFPA 921, Guide for Fire and Explosion Investigations, 2011

edition.
NFPA 5000®, Building Construction and Safety Code®, 2012

edition.

Chapter 3 Definitions

3.1 General. The definitions contained in this chapter shall
apply to the terms used in this standard. Where terms are not
defined in this chapter or within another chapter, they shall
be defined using their ordinarily accepted meanings within
the context in which they are used. Merriam-Webster’s Collegiate
Dictionary, 11th edition, shall be the source for the ordinarily
accepted meaning.

3.2 NFPA Official Definitions.

3.2.1* Approved. Acceptable to the authority having jurisdic-
tion.
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3.2.2* Authority Having Jurisdiction (AHJ). An organization,
office, or individual responsible for enforcing the require-
ments of a code or standard, or for approving equipment,
materials, an installation, or a procedure.

3.2.3* Listed. Equipment, materials, or services included in a
list published by an organization that is acceptable to the au-
thority having jurisdiction and concerned with evaluation of
products or services, that maintains periodic inspection of
production of listed equipment or materials or periodic evalu-
ation of services, and whose listing states that either the equip-
ment, material, or service meets appropriate designated stan-
dards or has been tested and found suitable for a specified
purpose.

3.2.4 Shall. Indicates a mandatory requirement.

3.2.5 Standard. A document, the main text of which contains
only mandatory provisions using the word “shall” to indicate
requirements and which is in a form generally suitable for
mandatory reference by another standard or code or for adop-
tion into law. Nonmandatory provisions shall be located in an
appendix or annex, footnote, or fine-print note and are not to
be considered a part of the requirements of a standard.

3.3 General Definitions.

3.3.1 Abandoned Cables. Installed telecommunications, opti-
cal fiber, and electrical power cables that are not terminated at
equipment and are not identified for future use.

3.3.2 Building Automation System. An automated system used
to control building functions such as HVAC control, lighting,
and smoke management.

3.3.3 Cable Routing Assembly. A single channel or con-
nected multiple channels, as well as associated fittings, form-
ing a structural system that is used to support, route and pro-
tect high densities of wires and cables, typically
communications wires and cables, optical fiber and data
(Class 2 and Class 3) cables associated with information tech-
nology and communications equipment. [70, 2011]

3.3.4 Cable TV. One- and two-way communications service pro-
vided over a video network, generally through coaxial cable.

3.3.5 Central Office (CO). A telecommunications facility also
known as a telephone exchange or switching center.

3.3.6 Contractor. One who contracts on predetermined
terms to provide labor and materials and who is responsible
for performance of a construction job in accordance with con-
struction documents. [5000, 2012]

3.3.7 Controlled Environmental Vault (CEV). A partially or
fully subterranean room, accessible by ladder, that houses tele-
communications equipment and is under controlled tempera-
ture and humidity.

3.3.8 Firestop. A specific system, device, or construction con-
sisting of the materials that fill the openings around penetrat-
ing items such as cables, cable trays, conduits, ducts, pipes,
and their means of support through the wall or floor openings
to prevent the spread of fire. [5000, 2012]

3.3.9 Hut.

3.3.9.1 Cell Hut. A small structure or enclosure that is nor-
mally unoccupied, is dedicated to the housing of cellular or
wireless telecommunications equipment, and is associated
with a nearby radio tower or antenna.

3.3.9.2 On-Grade Hut. A small, on-grade structure or en-
closure that is normally unoccupied and houses telecom-
munications equipment.

3.3.10 Raceway.

3.3.10.1 Communications Raceway. An enclosed channel
of nonmetallic materials designed for holding communica-
tions wires and cables in plenum, riser and general-
purpose applications. [70, 2011]

3.3.10.2 Optical Fiber Raceway. An enclosed channel of
nonmetallic materials designed for holding optical fiber
cables in plenum, riser, and general-purpose applications.
[70, 2011]

3.3.11 Smoke Control. A system that utilizes fans to produce
pressure differences so as to manage smoke movement.
[90A, 2012]

3.3.12 Smoke Management System. An engineered system
that includes all methods that can be used singly or in combi-
nation to modify smoke movement.

3.3.13 Smoke Removal. The control of smoke accumulation
in the space where it is being generated by providing appro-
priate supply and exhaust to purge the smoke and prevent
smoke movement to adjoining spaces.

3.3.14 Telecommunications. The transmission, receiving,
switching, and management of signals, such as electrical, opti-
cal, or electromagnetic, by wire, fiber, or through the air.

3.3.15 Telecommunications Facility. A building or portion of
a building that includes telecommunications equipment area
and support areas.

3.3.16 Utility. An organization, either designated by or rec-
ognized by public service commissions or public utility com-
missions, or recognized as such under federal, state, or local
law, that installs, operates, and maintains electric supply or
communication systems such as, but not limited to, telephone,
wireless, VoIP, CATV, internet, satellite, or data service.

3.3.17* Voice over Internet Protocol (VoIP). Voice communi-
cation using internet protocol.

3.3.18 Walk-In Cabinet. A partially below grade room, acces-
sible without a ladder, that houses telecommunications equip-
ment and is under controlled temperature and humidity.

3.4 Area Definitions.

3.4.1 Administrative Areas. Areas that typically include gen-
eral offices (i.e., administrative, accounting, engineering),
mailrooms, cafeterias, and customer service operation center
types of working environments.

3.4.2 Building Services and Support Areas. Areas or rooms
that typically include utility areas, mechanical equipment ar-
eas, electrical switch gear, maintenance shops, loading docks,
and associated storage areas.

3.4.3 Cable Entrance Facility (CEF) Area. The area or en-
closed room of a telecommunications facility that contains
cable entrance facility equipment.

3.4.4 Cable Vault. See 3.4.3, Cable Entrance Facility (CEF)
Area.

3.4.5 Hazard Area. An area with specific, established fuel
loads and fire hazard characteristics.
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3.4.6 Main Distribution Frame (MDF) Area. The area or en-
closed room of a telecommunications facility that contains
main distribution frame (MDF) equipment.

3.4.7 Nontelecommunications Equipment Area. An area
within a telecommunications facility that is not defined as a
telecommunications equipment area, which includes hazard
areas such as administrative areas and building services and
support areas.

3.4.8 Power Area. The area or enclosed room of a telecom-
munications facility that contains power equipment.

3.4.9 Signal-Processing Equipment Area. The area or enclosed
room of a telecommunications facility that contains signal-
processing equipment.

3.4.10 Standby Engine Area. The area or enclosed room of a
telecommunications facility that contains standby engine
equipment.

3.4.11* Technical Support Area. The area or space within a
telecommunications facility that does not contain telecommu-
nications equipment but contains limited furniture or office-
type equipment or both and that directly supports the tele-
communications equipment area.

3.4.12* Telecommunications Equipment Area. The area or en-
closed room of a telecommunications facility that contains
telecommunications equipment.

3.5* Detection Systems Definitions.

3.5.1 Early Warning Fire Detection (EWFD) Systems. Systems
that use smoke, heat, or flame detectors to detect fires before
high heat conditions threaten human life or cause significant
damage to telecommunications service.

3.5.2 Port. An orifice, through which air is drawn to an air
sampling–type detector.

3.5.3 Sampling Port. See 3.5.2, Port.

3.5.4 Sensor. A device, such as a photoelectric cell, that re-
ceives and responds to stimulus.

3.5.5 Standard Fire Detection (SFD) Systems. Systems that use
fire detection–initiating devices to achieve certain life safety and
property protection in accordance with applicable standards.

3.5.6 Very Early Warning Fire Detection (VEWFD) Systems. Sys-
tems that detect low-energy fires before the fire conditions
threaten telecommunications service.

3.6 Equipment Definitions.

3.6.1 Building Services Equipment. Building mechanical,
electrical, lighting, and power systems that are found in typical
office buildings.

3.6.2* Cable Entrance Facility (CEF) Equipment. The wire and
cable in the cable entrance facility.

3.6.3 Co-Located Telecommunications Equipment. Telecom-
munications equipment that is owned or leased and operated
by other service providers (i.e., competitive local or long dis-
tance telephone service providers, internet service providers,
or cable service providers) that is placed in a telecommunica-
tions facility owned by a different service provider.

3.6.4* Main Distribution Frame (MDF) Equipment. Rack-
mounted termination blocks and electrical protection devices,
cabling, wiring, and auxiliary equipment. The MDF wiring ar-
rangement connects the wire and cable coming from the

cable entrance facility to the wire and cable running to the
signal-processing equipment and secondary cross connect
frames.

3.6.5 Power Equipment. Power equipment that includes, but
is not limited to, batteries, rectifiers, inverters, distribution
cabinets, bus bars, and cabling and that primarily provides dc
power to the signal-processing equipment.

3.6.6* Signal-Processing Equipment. The electronic equip-
ment that performs the signal-processing operations such as
switch or transport for audio, video, and data signals.

3.6.7 Standby Engine Equipment. Standby engine equipment
that includes, but is not limited to, a reciprocating engine or
turbine, a generator, starter batteries, and associated cabling
and that provides standby power to the signal-processing
equipment and potentially the entire telecommunications fa-
cility if the electrical utility’s power is interrupted.

3.6.8 Telecommunications Equipment. The wire, cable, and
electrical/electronic equipment, including signal-processing
equipment, cable entrance equipment, power equipment,
main distribution frame equipment, and standby engine
equipment.

3.7 Performance-Based Approach Definitions.

3.7.1 Analysis.

3.7.1.1 Sensitivity Analysis. An analysis performed to deter-
mine the degree to which a predicted output will vary given
a specified change in an input parameter, usually in rela-
tion to models. [5000, 2012]

3.7.1.2 Uncertainty Analysis. An analysis performed to de-
termine the degree to which a predicted value will vary.
[5000, 2012]

3.7.2* Exposure Fire. A fire that starts at a location that is
remote from the area being protected and grows to expose
that which is being protected. [101, 2012]

3.7.3* Fire Model. Mathematical prediction of fire growth,
environmental conditions, and potential effects on structures,
systems, or components based on the conservation equations
or empirical data. [805, 2010]

3.7.4* Fire Scenario. A set of conditions that defines the devel-
opment of fire, the spread of combustion products throughout a
building or portion of a building, the reactions of people to fire,
and the effects of combustion products. [101, 2012]

3.7.5 Fuel Load. The total quantity of combustible contents
of a building, space, or fire area, including interior finish and
trim, expressed in heat units or the equivalent weight in wood.
[921, 2011]

3.7.6 Incapacitation. A condition under which humans do
not function adequately and become unable to escape unten-
able conditions. [101, 2012]

3.7.7 Occupant Characteristics. The abilities or behaviors of
people before and during a fire. [101, 2012]

3.7.8* Performance Criteria. Threshold values on measure-
ment scales that are based on quantified performance objec-
tives. [101, 2012]

3.7.9 Proposed Design. A design developed by a design team
and submitted to the authority having jurisdiction for ap-
proval. [101, 2012]
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3.7.10 Safe Location. A location remote or separated from
the effects of a fire so that such effects no longer pose a threat.
[101, 2012]

3.7.11 Safety Factor. A factor applied to a predicted value to
ensure that a sufficient safety margin is maintained. [101, 2012]

3.7.12 Safety Margin. The difference between a predicted
value and the actual value where a fault condition is expected.
[101, 2012]

3.7.13 Verification Method. A procedure or process used to
demonstrate or confirm that the proposed design meets the
specified criteria. [101, 2012]

3.8 Aisle Containment Definitions.

3.8.1* Aisle. The passageway between telecommunications
equipment or between telecommunications equipment and a
wall that allows personnel access to the equipment for service
or operation of the equipment.

3.8.2* Aisle Containment. An HVAC method deployed in the
occupied area of an air-cooled telecommunications equip-
ment space utilizing nonstructural separation of hot exhaust
air from cooler intake air between equipment cabinets, rows
of cabinets, or associated power and cooling infrastructure;
containment is typically above and at both ends of a hot aisle
or a cold aisle, in whole or part.

3.8.3* Cold Aisle. The aisle in front of the airflow intakes on
the telecommunications equipment where HVAC cooling air-
flow is controlled.

3.8.4* Hot Air Collar. An air conveyance assembly used to
direct heated exhaust air from telecommunications equip-
ment cabinet(s), enclosure(s), or rack(s) directly to a return
air path.

3.8.5* Hot Aisle. The aisle at the rear of the telecommunica-
tions equipment where heated exhaust air is controlled and
directed into the aisle for return to the HVAC equipment.

Chapter 4 Risk Considerations

4.1 Risk Factors. Fire protection programs for telecommuni-
cations facilities shall be determined based on an evaluation of
the risks and hazards associated with the site and services pro-
vided from the facility and the business continuity planning
and disaster restoration capabilities of the telecommunica-
tions service provider specific to the site.

4.1.1 Fire protection programs shall be established with con-
sideration given to the following factors:

(1) Exposure threat to facility occupants, the general public,
and exposed property from a fire occurring at, adjacent
to, or within the facility

(2) The importance of telecommunications service continu-
ity in supporting public safety through emergency com-
munications (such as 911), national defense communica-
tions requirements, video transmission of critical medical
operations, and other vital data

(3) Methods employed by a service provider, as part of a risk
management or business continuity strategy, that allow
service to remain viable during and after an event or to be
replaced or restored

(4) The potential for a given protection strategy to result in a
service disruption or inhibit the ability of the service pro-
vider to restore service in a timely manner post-event

4.1.2* Telecommunications equipment areas located in a
structure or building housing multiple tenants or occupancies
that are or are not associated with the telecommunications
equipment areas shall include additional risk analysis.

4.2 Service Continuity Risks.

4.2.1* Evaluation of Loss of Operations. In assessing and evalu-
ating the damage and interruption potential of the loss of com-
munication operations, attention shall be given to the impact of
the loss of data, voice, and video communications links.

4.2.2 Risk Management Considerations.

4.2.2.1 The following elements shall be documented as part
of the risk management analysis:

(1) Life safety
(2) Service continuity
(3) Size and value of the facility
(4) Restoration plans
(5) Availability of readily deployable replacement telecom-

munications infrastructure
(6) Response time to an alarm
(7) Local fire-fighting capabilities
(8) Redundant telecommunications infrastructure

4.2.2.2 A fire protection program shall be developed in con-
junction with the considerations in 4.2.2 resulting in the use of
one or more of the following strategies for areas within the
telecommunications facility:

(1) Performance-based approaches in accordance with
Chapter 5

(2) Prescriptive-based approaches in accordance with
Chapter 6

(3) Redundant facilities or plan for rapid replacement in ac-
cordance with Chapter 7

Chapter 5 Performance-Based Approaches

5.1 General.

5.1.1* Application. This chapter applies to telecommunica-
tions facilities, or a hazard within, designed to the
performance-based option of Section 1.4.

5.1.2* Approved Qualifications. The performance-based de-
sign shall be prepared by a person with qualifications accept-
able to the authority having jurisdiction.

5.1.3* Independent Review. An independent third-party re-
view of the proposed design shall be conducted.

5.1.4 Final Determination. The authority having jurisdiction
shall make the final determination as to whether a design
meets the performance objectives of this standard.

5.1.5* Maintenance of Design Features. For the design fea-
tures for each hazard area to continue to meet the perfor-
mance goals and objectives of this standard, the design fea-
tures shall be maintained for the life of the facility.

5.1.5.1 Compliance with all originally documented design as-
sumptions and specifications shall be maintained.

5.1.5.2 Any variations from the design assumptions or speci-
fications shall be submitted for approval by the authority hav-
ing jurisdiction prior to the actual change.
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5.1.6 Special Definitions. A list of terms used in this chapter
follows:

(1) Analysis
(a) Sensitivity Analysis. See 3.7.1.1.
(b) Uncertainty Analysis. See 3.7.1.2.

(2) Exposure Fire. See 3.7.2.
(3) Fire Model. See 3.7.3.
(4) Fire Scenario. See 3.7.4.
(5) Fuel Load. See 3.7.5.
(6) Incapacitation. See 3.7.6.
(7) Occupant Characteristics. See 3.7.7.
(8) Performance Criteria. See 3.7.8.
(9) Proposed Design. See 3.7.9.

(10) Safe Location. See 3.7.10.
(11) Safety Factor. See 3.7.11.
(12) Safety Margin. See 3.7.12.
(13) Verification Method. See 3.7.13.

5.2 Performance Objectives.

5.2.1 Life Safety Objectives. The facility design shall provide
occupants of the telecommunications facility adequate time to
exit the building or to reach a safe area of refuge without
being exposed to untenable conditions.

5.2.2 Network Objectives.

5.2.2.1 The facility design shall limit the effects of a worst
credible design fire in a nontelecommunications equipment
area from causing an unacceptable network failure.

5.2.2.2 The facility design shall limit the effects of a worst
credible design fire in a telecommunications equipment area
from causing an unacceptable network failure.

5.3 Performance Criteria.

5.3.1* Life Safety Performance Criteria.

5.3.1.1 The fire protection and life safety design of the facility
shall provide for tenable conditions along egress paths for the
time required to evacuate occupants to a safe area using either
of the following options:

(1) NFPA 101 performance-based section
(2) NFPA 101 prescriptive sections for industrial low

occupancy

5.3.1.2 Where the NFPA 101 performance-based methodol-
ogy is utilized to assess the level of life safety to be provided in
the facility, the fire scenarios specified in this document shall
be considered along with the scenarios provided in NFPA 101.

5.3.2 Network Performance Criteria.

5.3.2.1* Where telecommunications equipment is exposed to
a worst credible fire scenario, the facility design shall limit
temperatures in a manner that protects against unacceptable
network failure.

5.3.2.2* Where telecommunications equipment is exposed to
a worst credible fire scenario, the facility design shall limit the
effects of products of pyrolysis or combustion in a manner that
protects against unacceptable network failure.

5.4 Design Assumptions.

5.4.1 General. The design shall include documentation on
the clear statement, data sources, and topics outlined in
5.4.1.1 through 5.4.1.4.

5.4.1.1 Assumptions shall provide the design basis for fire
scenarios involving telecommunications facilities and shall be
presented for those hazard areas expected in telecommunica-
tions facilities.

5.4.1.2 Assumptions used in the performance-based design
shall be clearly stated and documented.

5.4.1.3 The sources of data used in analyses shall be docu-
mented.

5.4.1.4 Assumptions shall include, but not be limited to, the
topics addressed in 5.4.2 through 5.4.5.

5.4.2 Assumptions Regarding Facility Characteristics.

5.4.2.1 Assumptions about the building dimensions, con-
struction materials, furnishings, spatial geometry, number and
size of openings, and other details that are input into calcula-
tions or models shall be explicitly identified and documented
and shall be consistent with the facility construction and con-
tent.

5.4.2.2 Assumptions regarding characteristics of the building
or its contents, telecommunications equipment, or operations
not inherent in the design specifications but that affect occu-
pant behavior or the rate of hazard development shall be iden-
tified and documented.

5.4.3* Assumptions Regarding Operational Status and Effec-
tiveness of Building Features and Systems.

5.4.3.1 All fire protection systems and features of the build-
ing shall comply with applicable NFPA standards for those sys-
tems and features.

5.4.3.2 The assumption of full operability and reliability shall
not apply to those systems or features for which a scenario is
specifically and explicitly defined to involve the impairment of
that system or feature.

5.4.3.3* Assumptions about the performance of fire protec-
tion systems and building features shall be limited to the docu-
mented performance of the components of those systems or
features.

5.4.4 Assumptions Regarding Emergency Response Person-
nel. Assumptions regarding the availability, speed of response,
effectiveness, roles, and other characteristics of emergency re-
sponse personnel shall be explicitly identified and documented.

5.4.5 Assumptions Regarding Off-Site Conditions. Assump-
tions regarding resources or conditions outside the property be-
ing designed that affect the ability of the building to meet the
stated goals and objectives shall be identified and documented.

5.4.6 Consistency of Assumptions. The design shall not in-
clude mutually inconsistent assumptions.

5.4.7 Specific Facility Hazard Areas Assumptions. Assump-
tions shall provide the design basis for fire scenarios involving
telecommunications facilities.

5.4.7.1 To facilitate design, analysis, and review, assumptions
shall be presented for those hazard areas expected in telecom-
munications facilities.

5.4.7.2 Additional provisions not covered by the assumptions
in Section 5.4 but that are necessary for the design to comply
with the performance objectives shall be documented. (See An-
nex F for assumptions applicable to specific facility hazard areas.)
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5.5* Fire Scenarios.

5.5.1 Design Fires. A performance-based design shall be
based on the evaluation of fire safety design alternatives
against design fires considered in the fire scenarios in 5.5.2.1
through 5.5.2.1.8.2.

5.5.1.1* Design fires shall be developed for each scenario us-
ing a method acceptable to the authority having jurisdiction
and appropriate for the conditions.

5.5.1.2 The proposed design shall meet the goals and objec-
tives if it achieves the performance criteria for each scenario.

5.5.2 Design Fire Scenarios.

5.5.2.1* Specified Scenarios.

5.5.2.1.1 General.

5.5.2.1.1.1 The evaluation of alternative designs against the
scenario shall consider the following:

(1) Actual or intended construction and geometry of confin-
ing boundaries

(2) Size, configuration, and location of ventilation openings
if any

5.5.2.1.1.2 Other scenarios shall be developed as needed to
meet specific design situations.

5.5.2.1.1.3 Although life safety might not be a factor in all
scenarios, the potential of occupant exposure to fire shall be
considered in scenario development.

5.5.2.1.2* Electrical Component or Systems Fires.

5.5.2.1.2.1 These scenarios shall be representative of a fire
that is as follows:

(1) Ignited by an electrical overload or component failure in
an electrical component or system

(2) Located in a rack or cabinet
(3) Located in a room dedicated to telecommunications op-

erations that directly support network service

5.5.2.1.2.2 The design fire developed for these scenarios
shall address the following:

(1) The early stages in the fire development when the major
damage mechanism is exposure of telecommunications
equipment and circuits in proximity to the failed compo-
nents in the rack or cabinet to corrosive and conductive
products of combustion

(2) Fire spread to other racks in a cabinet or cabinet-to-
cabinet spread if the materials of construction and con-
figuration facilitate such fire growth

5.5.2.1.3* Communications Cable or Power Cable Fires.

5.5.2.1.3.1 These scenarios shall be representative of a fire in
cables or wires installed in or passing through the compart-
ments under analysis.

5.5.2.1.3.2 The design fire developed for these scenarios
shall consider the following:

(1) The early stages in the fire development when the major
damage mechanism is exposure of telecommunications
equipment and circuits in the compartments to corrosive
and conductive products of combustion

(2) The later stage fire growth and peak heat release rates
that could result in fire extension to additional fuel pack-
ages or compartments

5.5.2.1.4* Nontelecommunications Equipment Fires.

5.5.2.1.4.1 The following scenarios shall be representative of
a free-burning fire:

(1) Involvement with ordinary combustibles
(2) Ignition by a small open flame source
(3) Fire in technical support areas and ancillary areas such

as administrative areas and building support areas
where telecommunications equipment is not exposed
or in areas containing telecommunications equipment

5.5.2.1.4.2 The design fire developed for these scenarios
shall consider fire growth and peak heat release rates that
could result in fire extension to additional fuel packages or
compartments.

5.5.2.1.5* Ignitible Liquid Fires.

5.5.2.1.5.1 These scenarios shall consider the following:

(1) Ignition of any flammable or combustible liquids located
within the area in question

(2) Subsequent ignition of exposed combustibles
(3) Specific properties of the liquid fuel as related to the de-

velopment of vapor-air mixtures that could result in defla-
grations

(4) Fire size based on the maximum potential exposed liquid
surface area

(5) Presence of liquid release or spill containment barriers

5.5.2.1.5.2 The design fire developed for these scenarios
shall consider the following:

(1) Rapid fire growth
(2) Short time to reach peak heat release rates
(3) Compartment damage that could result in rapid fire ex-

tension to additional compartments

5.5.2.1.6* Combustible Gas Fires.

5.5.2.1.6.1 These scenarios shall consider the following:

(1) Those areas with the potential for the buildup and igni-
tion of combustible gases

(2) Rapid pressure rise with damage to exposed telecommu-
nications equipment and compartment boundaries

(3) Subsequent fire or rapid ignition of easily ignited com-
bustible materials within the space or a combination of
both

5.5.2.1.6.2 Fire exposure to adjacent telecommunications
equipment and telecommunications equipment areas shall be
based on the sustained burning of combustible materials
within the area.

5.5.2.1.6.3 The design fire developed for these scenarios
shall consider damage to telecommunications equipment and
compartment boundaries due to the following:

(1) Thermal and pressure effects from an explosion or defla-
gration

(2) Rapid fire extension to additional compartments

5.5.2.1.7* Interior Exposure Fires.

5.5.2.1.7.1 These scenarios shall be representative of spread
of fire and of passage of fire products as follows:

(1) Fire originating in adjacent building spaces, including
horizontal exposures

(2) Exposures from above or below
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5.5.2.1.7.2 The design fire developed for these scenarios
shall consider the following:

(1) The fire growth and peak heat release rates in the expos-
ing compartment

(2) The fire growth and peak heat release rates that would
result from fire growth and spread within the exposed
compartment

5.5.2.1.8* Exterior Exposure Fires.

5.5.2.1.8.1 These scenarios shall be representative of damage
by exposure to smoke or thermal energy from an uncon-
trolled fire exterior to the building or space in question and
shall consider the following:

(1) Ignition of combustible exterior building finishes
(2) Ignition of building contents exposed through openings

or combustible materials adjacent to building openings
(3) Damage resulting from smoke or corrosive products of

combustion
(4) Operation of fire detection and suppression systems

caused by external smoke conveyed into the building

5.5.2.1.8.2 The design fire developed for these scenarios
shall consider spread by the following:

(1) Convection
(2) Radiation
(3) Direct flame contact

5.6 Methods of Assessing Performance.

5.6.1 General. A proposed design’s performance shall be
assessed relative to each performance objective in Section
5.2 and each applicable scenario in Section 5.5, with the
assessment conducted through the use of appropriate cal-
culation methods, including computerized modeling pro-
grams.

5.6.1.1 The proposed design shall be deemed to meet the
goals and objectives if it achieves the performance criteria for
each scenario.

5.6.1.2 The installation shall be deemed to meet the goals
and objectives if its performance is verified.

5.6.2 Use. The design professional shall use the assessment
methods to demonstrate that the proposed design will
achieve the goals and objectives, as measured by the perfor-
mance criteria in light of the safety margins and uncertainty
analysis, for each scenario, given the assumptions.

5.6.3 Safety Factors. Safety factors shall be included in the
design methods and calculations to reflect uncertainty in the
assumptions and other factors associated with the
performance-based design.

5.6.4 Output Data. The assessment methods used shall accu-
rately and appropriately produce the necessary output data
from input data based on the design specifications, assump-
tions, and scenarios.

5.6.5 Validity. Evidence shall be provided confirming that the
assessment methods are valid and appropriate for the pro-
posed facility, use, and conditions.

5.6.5.1 The validity and applicability of all mathematical mod-
els, computer models, scale models, or any combination used in
developing a performance-based design shall be documented.

5.6.5.2 Limitations of models used shall be clearly stated.

5.6.6* Methods for Verifying Performance. The performance
predicted by the performance design analysis shall be verified
by field testing of the installed systems and subsystems.

5.7 Documentation.

5.7.1 General. All aspects of the design, including those de-
scribed in 5.7.2 through Section 5.8, shall be documented.

5.7.2 Hazard Mitigation Specifications. All details of the pro-
posed hazard mitigation plan to meet the stated goals and
objectives shall be documented.

5.7.3 Building Design Specifications. All details of the pro-
posed building design that affect the ability of the building
to meet the stated goals and objectives shall be docu-
mented.

5.7.4 Survivability Criteria. Survivability criteria, with sources,
shall be documented.

5.7.5 Fire Scenarios. Descriptions of fire scenarios shall be
documented.

5.7.6 Input Data. Input data to models and assessment meth-
ods, including sensitivity analysis, shall be documented.

5.7.7 Output Data. Output data from models and assessment
methods, including sensitivity analysis, shall be documented.

5.7.8 Safety Factors. Safety factors utilized shall be docu-
mented.

5.7.9 Prescriptive Elements. Any prescriptive elements used
shall be documented.

5.8 Acceptance. Acceptance testing, evaluation, and approval
by the authority having jurisdiction shall be documented.

Chapter 6 Prescriptive-Based Approaches

6.1* General.

6.1.1 Application. This chapter applies to telecommunica-
tions facilities, or a hazard area within, designed to the
prescriptive-based option of Section 1.4.

6.1.2* Prescriptive Approach.

6.1.2.1 Where the performance-based approach of Chapter 5
or the redundant- or replacement-based approach of Chapter
7 are not used, the prescriptive requirements of this chapter
shall apply.

6.1.2.2 Where two or more of the following equipment or
hazard areas are within a single enclosed room, the most re-
strictive requirements shall be applicable to the entire en-
closed room:

(1) Heating, ventilating, and air-conditioning (HVAC) equip-
ment installed to provide environmental control dedi-
cated to the telecommunications equipment or telecom-
munications equipment areas

(2) Signal-processing equipment areas or signal-processing
equipment

(3) Cable entrance facility areas or cable entrance facility
equipment

(4) Power areas or power equipment
(5) Main distribution frame areas or main distribution frame

equipment
(6) Technical support areas
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6.1.3* Determination of Signal-Processing Equipment Area.
To determine which requirements to comply with in this chap-
ter, the size of signal-processing equipment area shall be deter-
mined based on the total accumulated floor area(s) occupied
by signal-processing equipment, including the access aisles be-
tween equipment and a 0.6 m (2 ft) wide access zone around
the perimeter of signal-processing equipment.

6.1.4* Multiple Tenant Buildings.

6.1.4.1 Telecommunications facilities in multiple tenant
buildings not controlled by a telecommunications service pro-
vider shall be housed in one of the following:

(1) A building constructed in accordance with NFPA 220
Type I (443) or Type II (222) or (111)

(2) A building provided with an automatic suppression system
(3) A single-story building constructed in accordance with

NFPA 220 Type II (000)

6.1.4.2 The telecommunications facility shall be separated
from the remainder of the building by 2-hour fire-resistance-
rated partitions.

6.1.4.2.1 HVAC penetrations in the telecommunications fa-
cility’s required fire-resistance-rated partitions shall be in ac-
cordance with Section 6.6.

6.1.4.2.2 Within the building selected, the balance of this
standard shall apply only to the telecommunications facility.

6.1.5 Co-Located Telecommunications Equipment. Major co-
located telecommunications equipment installation, opera-
tion, and maintenance shall meet the requirements of this
chapter.

6.2 Construction. Building construction shall be in accor-
dance with Section 8.2.

6.3* Protection from Exposures. Exterior walls and openings
shall be protected as required by the building code or shall be
protected in accordance with the provisions of NFPA 80A
where no building code is adopted.

6.4* Means of Egress. Means of egress shall be provided in ac-
cordance with NFPA 101 special-purpose industrial occupancy.

6.4.1 Aisles serving equipment frame lineups intended solely
to support maintenance and wiring operations shall be per-
mitted to be a minimum of 55.9 cm (22 in.) clear width.

6.4.2 Where one side of the equipment frame lineup perpen-
dicular to the aisles is provided with emergency illumination
and signage, no emergency illumination or exit signage shall
be required for the maintenance and wiring aisles within the
equipment frame area.

6.5* Means for Selective Depowering. Telecommunications
facilities containing more than 232 m2 (2500 ft2) of signal-
processing equipment area shall be provided with a selec-
tive means for depowering in accordance with 6.5.1 and
6.5.2. (See Annex E.)

6.5.1* Means to selectively depower the building services
equipment, power and lighting circuits, and telecommunica-
tions equipment shall be identified for incident intervention.

6.5.2* Power distribution equipment with appropriate mark-
ing shall be permitted to be used as a means to selectively
depower. (See Section 10.6 for an example.)

6.6 Building Services Equipment.

6.6.1 Where an HVAC system is provided, it shall comply with
one of the following:

(1) An independent HVAC system that is dedicated for a
single hazard area shall be provided.

(2) An HVAC system that serves multiple hazard areas shall
have automatic smoke dampers or combination fire/
smoke dampers where they penetrate the compartment
walls for signal-processing equipment area, power area, or
main distribution frame hazard areas.

(3) An HVAC system that serves a hazard area for which
smoke control is installed shall have smoke or combina-
tion fire/smoke dampers where they penetrate the com-
partment walls for which smoke control is installed.

6.6.1.1 Smoke dampers or combination fire/smoke dampers
shall operate upon activation of smoke detectors in accordance
with the requirements of NFPA 90A, unless the HVAC system is
part of the smoke management system. (See Section 8.7.)

6.6.2 Smoke dampers or combination fire/smoke dampers
installed in the ducts or air transfer openings shall be installed
in accordance with NFPA 90A.

6.6.3 Pipe insulation and coverings, duct coverings, duct lin-
ings, vapor retarder facings, adhesives, fasteners, tapes, and
supplementary materials added to air ducts, plenums, panels,
and duct silencers used in duct systems shall comply with
NFPA 90A.

6.6.4 Air filters for use in HVAC systems shall comply with the
requirements of ANSI/UL 900 and NFPA 90A.

6.6.5 HVAC systems shall be provided with either automatic
shutdown or manual shutdown or both.

6.6.5.1 The automatic shutdown of the HVAC system shall be
accomplished through the fire alarm system or the building
automation system in accordance with NFPA 72.

6.6.5.2* Automatic shutdown of the HVAC system shall not
take place prior to confirmation of the presence of smoke.

6.6.6 When the affected compartment is smoke isolated from
the balance of the facility, the system design shall be reviewed
to determine whether the balance of the HVAC system is to
continue to operate.

6.6.7* HVAC systems in individual unaffected areas shall be
permitted to continue to operate.

6.6.8* HVAC systems in individual affected areas shall be per-
mitted to continue to operate until confirmation of circula-
tion of smoke.

6.6.9 HVAC units shall be permitted to be shut down on an
individual basis.

6.7 Emergency Lighting. Emergency lighting shall be pro-
vided in the telecommunications facility in accordance with
NFPA 101.

6.7.1* The emergency lighting system shall be permitted to be
powered by the telecommunications facility battery system.

6.7.2* Where the telecommunications facility battery system is
utilized to power the emergency lighting system, it shall have
adequate reserves to meet the loads of the telecommunica-
tions equipment and the emergency lighting load connected
for the minimum time required in accordance with NFPA 101.
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6.8 Signal-Processing Equipment Area.

6.8.1* General. Signal-processing equipment areas shall be ar-
ranged to enhance the survivability of the signal-processing
equipment for continuity of service in accordance with 6.8.2
through 6.8.10.

6.8.2 Construction.

6.8.2.1 Floor/Ceiling Assemblies. Floor/ceiling assemblies
over signal-processing equipment areas shall be constructed
to protect against the leakage of water from the roof or occu-
pied areas above.

6.8.2.2 Raised Floors.

6.8.2.2.1 Structural supporting members and decking for
raised floors shall be of noncombustible material.

6.8.2.2.2 Access sections or panels shall be provided in raised
floors so that all the space beneath is accessible.

6.8.2.2.3* Dedicated floor puller(s) shall be provided to gain
access beneath the raised floor and located at every fire-
fighting access route to raised floor areas.

6.8.2.2.4 Cable openings in floors shall be made smooth or
shall be otherwise protected to preclude the possibility of
damage to the cables.

6.8.2.2.5 The space beneath any raised floor shall not be used
for storage.

6.8.2.2.6 Abandoned cables shall be removed provided that
they can be removed without damaging adjacent cables and
the building structure or finish.

6.8.3* Compartmentation. Signal-processing equipment areas
shall be separated from adjacent nontelecommunications
equipment areas and standby engine areas by a minimum
1-hour fire-resistive construction in accordance with Sections
8.2 and 8.3.

6.8.4 Building Services Equipment.

6.8.4.1 Where building services equipment is provided, it
shall be in accordance with Section 6.6.

6.8.4.2* Building services equipment shall be limited to that
needed to support the signal-processing equipment areas and
adjacent telecommunications equipment areas.

6.8.4.3 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing equipment areas shall
not be required to comply with the requirements of 6.6.1(1),
6.6.1(2), and 6.8.4.2.

6.8.5 Signal-Processing Equipment.

6.8.5.1* All signal-processing equipment areas, whether
owned or co-located, shall be designated as Level A, Level B, or
Level C, based on the classification in accordance with 8.8.3 of
the signal-processing equipment within the area.

6.8.5.1.1 Where a 1-hour-rated fire separation is provided be-
tween signal-processing areas, each area shall be designated as
Level A, Level B, or Level C, based on the classification in
accordance with 8.8.3 of the signal-processing equipment
within the area.

6.8.5.1.2 All new signal-processing equipment, whether
owned or co-located, shall be classified as Level A, Level B, or
Level C in accordance with 8.8.3.

6.8.5.1.3 All new wires and cables, whether owned or co-
located, shall be in accordance with 8.8.2.

6.8.5.2* Wires, cables, and signal-processing equipment shall
be installed and used in configurations and uses for which
they have been tested and qualified.

6.8.5.3 Signal-processing equipment areas that contain only
signal-processing equipment that complies with Level A of
8.8.3, and wires and cables that comply with 8.8.2, shall not
require automatic fire suppression or smoke management.

6.8.5.4 Signal-processing equipment areas that contain Level
B signal-processing equipment but no Level C signal-
processing equipment, and wires and cables that comply with
8.8.2, shall be protected by one of the following:

(1) A rated fire separation with a minimum fire resistance of 1
hour between hazard areas, and the hazard area pro-
tected throughout by smoke management and sufficient
spatial separation to prevent fire and smoke damage to
signal-processing equipment other than the signal-
processing equipment of fire origin

(2) A rated fire separation with a minimum fire resistance of 1
hour between hazard areas, and the hazard area pro-
tected throughout by automatic fire suppression and suf-
ficient spatial separation to prevent fire and smoke dam-
age to signal-processing equipment other than the signal-
processing equipment of fire origin

(3) A rated fire separation with a minimum fire resistance of
1 hour between hazard areas, with the Level B signal-
processing equipment protected by automatic in-cabinet
fire detection in compliance with 6.8.6, and in-cabinet fire
suppression and sufficient spatial separation to prevent fire
and smoke damage to signal-processing equipment other
than the signal-processing equipment of fire origin

6.8.5.4.1 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing areas shall not be re-
quired to comply with 6.8.5.4.

6.8.5.5 Signal-processing equipment areas that contain Level
C signal-processing equipment or wires or cables that do not
comply with 8.8.2 shall be separated from other hazard areas
with a minimum fire resistance of 1 hour, and the hazard area
shall be protected throughout with smoke management, auto-
matic fire suppression, and sufficient spatial separation to pre-
vent fire and smoke damage to signal-processing equipment
other than the signal-processing equipment of fire origin.

6.8.5.5.1 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing areas shall not be re-
quired to comply with 6.8.5.5.

6.8.5.6 Table 6.8.5.6 shall be used to determine fire protec-
tion requirements for signal-processing areas where new
signal-processing equipment is added.

6.8.5.6.1 The fire protection requirements shall be based on
the signal-processing equipment combination resulting from
the addition of new signal-processing equipment.

6.8.5.6.2 The gradual conversion of an existing signal-
processing equipment hazard area by adding new signal-
processing equipment of varying fire resistance shall result in the
same level of fire protection as the creation of a new hazard area
containing the same classification level of signal-processing
equipment within an existing telecommunications facility.
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6.8.6 Fire Detection.

6.8.6.1 General. In telecommunications facilities containing
greater than 232 m2 (2500 ft2) of signal-processing equipment
areas, the signal-processing equipment areas shall be provided
with a very early warning fire detection (VEWFD) system for
detection and alarm processing in accordance with Chapter 8.

6.8.6.1.1 Raised floor areas that do not have a common air-
flow above and below the raised floor and contain combus-
tibles below the raised floor shall be provided with an early
warning fire detection (EWFD) system below the raised floor.

6.8.6.1.2 Where raised floor areas share common airflow
above and below the raised floor, the VEWFD provided above
the raised floor shall be considered adequate to protect the
area below the raised floor.

6.8.6.2 General. In telecommunications facilities containing
232 m2 (2500 ft2) or less of signal-processing equipment areas,
the signal-processing equipment areas shall be provided with

an EWFD system for detection and alarm processing in accor-
dance with Chapter 8.

6.8.6.2.1 Raised floor areas that contain combustibles below
the raised floor shall be provided with an EWFD system below
the raised floor regardless of common airflow.

6.8.6.3 Installation, Testing, and Maintenance. All fire alarm,
detection, and alarm notification equipment shall be in-
stalled, tested, and maintained in accordance with NFPA 72.

6.8.7 Fire Suppression.

6.8.7.1 Portable Fire Extinguishers. Signal-processing equip-
ment areas shall be provided with listed portable fire extin-
guishers suitable for use on electronic signal-processing
equipment in accordance with 8.6.3.

6.8.7.2 Automatic Fire Suppression. Where automatic fire
suppression systems are provided, they shall be in accordance
with 8.6.1 and 8.6.2.

Table 6.8.5.6 Network Evolution — Fire Protection Requirements: Application for a Signal-Processing Hazard Area to Which
New Signal-Processing Equipment Is Being Added, Resulting in a Signal-Processing Equipment Classification Combination

Required Fire Protection Elements

Signal-Processing
Equipment

Combination
in Hazard Area Option

Fire
Detection in
Compliance
with 6.8.6?

Hazard
Area Rated Fire

Separation?

Combination
Fire/Smoke
Dampers?

Smoke
Management?

Sufficient
Spatial

Separation?

Fire Suppression in Compliance with
6.8.5.4.1 or 6.8.5.5.1

In Cabinet
Detection

and
Suppression?

Complete
Hazard
Area?

Means of
Depowering

in
Compliance
with Section

6.5?

Level A Yes Yes Yes No No No No Yes

Level B, Select Option 1 Yes Yes Yes Yes Yes No No Yes
Option 2 Yes Yes Yes No Yes No Yes Yes
Option 3 Yes Yes Yes No Yes Yes No Yes

Level C Yes Yes Yes Yes Yes No Yes Yes

Levels A & B, Select Option 1 Yes Yes Yes Yes Yes No No Yes
Option 2 Yes Yes Yes No Yes No Yes Yes
Option 3 Yes Yes Yes No Yes Yes for

Level B
equipment

No Yes

Levels A & C Yes Yes Yes Yes Yes No Yes Yes

Levels B & C Yes Yes Yes Yes Yes No Yes Yes

Levels A, B, & C Yes Yes Yes Yes Yes No Yes Yes

See notes 1 2 3 and 4 5 6 4 7

Level A — See 8.8.3(1); Level B — See 8.8.3(2); Level C — See 8.8.3(3).
Notes:
(1) With the addition of new equipment to a hazard area, upgrading of fire separations where they do not
exist is provided in order to prevent unacceptable network outages.
(2) Combination fire/smoke dampers are used to prevent fire and smoke damage to other hazard areas.
(3) Smoke management systems are designed for the fires resulting from the selected equipment for the
hazard area.
(4) Fire suppression is added to the hazard area if the design fire for the hazard area exceeds smoke
management system capabilities to prevent signal-processing equipment damage.
(5) Sufficient spatial separation is provided to prevent fire and smoke damage to telecommunications equip-
ment other than the telecommunications equipment of fire origin.
(6) In-cabinet fire detection in compliance with 6.8.6 and the use of in-cabinet fire suppression can be a
more economical method than protection of the entire hazard area.
(7) Selective depowering plan is provided for all options in buildings over 232 m2 (2500 ft2). See Section 6.5.
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6.8.8 Limitation of Combustibles. Signal-processing equip-
ment areas shall not be used for the storage of combustible
materials or other equipment unrelated to the switching,
transmission of voice, data, or video signals, and associated
power systems.

6.8.8.1 Limitations of combustible materials shall be in accor-
dance with Chapter 9.

6.8.8.2 Technical support areas in accordance with Section
6.13 shall be permitted.

6.8.9 Special Hazards.

6.8.9.1 Hazardous operations, such as cutting and welding,
shall not be conducted without special permits.

6.8.9.2 Heat-producing appliances not related to the support
of signal-processing equipment shall not be permitted within
the area.

6.8.10 Smoke Management Systems. Where smoke manage-
ment systems are provided, they shall comply with Section 8.7.

6.9 Cable Entrance Facility Area.

6.9.1* General. Cable entrance facility areas shall be arranged
to enhance survivability of the cable entrance facility equip-
ment for continuity of service in accordance with 6.9.2
through 6.9.9.

6.9.2 Compartmentation.

6.9.2.1 Cable entrance facility areas shall be separated from ad-
jacent telecommunications equipment areas and nontelecom-
munications equipment areas by a minimum of 2-hour fire-
resistance-rated construction in accordance with Sections 8.2
and 8.3.

6.9.2.2 The required fire resistance shall be permitted to be
reduced to 1 hour where the cable entrance facility area is pro-
tected throughout by an automatic fire suppression system.

6.9.2.3 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing equipment areas shall
not be required to comply with 6.9.2.1 and 6.9.2.2.

6.9.2.4 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing equipment areas shall
have the cable entrance facility areas separated from adjacent
nontelecommunications equipment and standby engine areas
by a minimum of 1-hour fire-resistance-rated construction in
accordance with Sections 8.2 and 8.3.

6.9.2.5 Compartmentation shall not be required where the
cable entrance terminates directly within the main distribu-
tion frame area.

6.9.3 Building Services Equipment.

6.9.3.1 Where building services equipment are provided,
they shall be in accordance with Section 6.6.

6.9.3.2* Building services equipment shall be limited to that
needed to support the cable entrance facility area.

6.9.4* Cable Entrance Facility Equipment.

6.9.4.1 All new wire and cables, other than entrance cables,
installed in the cable entrance facility area, whether owned or
co-located, shall be in accordance with 8.8.2 as appropriate for
the type of wire and cable.

6.9.4.1.1 Cabling installed outside of the telecommunica-
tions facility shall be permitted to enter the cable entrance

facility area, and it shall not extend beyond the cable entrance
facility area.

6.9.4.2* Wire, cable, and equipment shall be installed and
used in configurations and uses for which they have been
tested and qualified.

6.9.4.3 Where telecommunications equipment is installed in
the cable entrance facility and that telecommunications
equipment does not comply with the fire safety requirements
of Level A of Section 8.8.3(1), it shall be separated from the
remainder of the telecommunications equipment area by ei-
ther of the following:

(1) Sufficient spatial separation and smoke management to
prevent fire and smoke damage to equipment other than
the equipment of fire origin

(2) A rated fire separation with a minimum fire resistance of
1 hour

6.9.5 Fire Detection.

6.9.5.1 General.

6.9.5.1.1 Cable entrance facility areas shall be provided with
an EWFD system for detection and alarm processing in accor-
dance with Chapter 8.

6.9.5.1.2 Where ambient conditions prohibit the installation
of automatic smoke detection, other appropriate automatic
fire detection shall be permitted.

6.9.5.2* Installation, Testing, and Maintenance. All fire alarm,
detection, and alarm notification equipment shall be in-
stalled, tested, and maintained in accordance with NFPA 72.

6.9.6 Fire Suppression.

6.9.6.1 Portable Fire Extinguishers. Cable entrance facility ar-
eas shall be provided with listed portable extinguishers suit-
able for use on energized cable and ordinary combustible fires
in accordance with 8.6.3.

6.9.6.2 Automatic Fire Suppression. Where automatic fire
suppression systems are provided, they shall be in accordance
with 8.6.1 and 8.6.2.

6.9.7 Limitation of Combustibles.

6.9.7.1 Cable entrance facility areas shall not be used for the
storage of combustible materials or other equipment not re-
lated to the cable entrance facility operations.

6.9.7.2 Limitations of combustible materials shall be in accor-
dance with Chapter 9.

6.9.8 Special Hazards. Cable entrance facility areas shall be
vented with either gravity vents or with positive venting in or-
der to minimize the buildup of methane gas.

6.9.9 Smoke Management Systems. Where smoke manage-
ment systems are provided, they shall comply with Section 8.7.

6.10 Power Areas.

6.10.1* General.

6.10.1.1 Power areas shall be arranged to enhance the surviv-
ability of power equipment for continuity of service in accor-
dance with 6.10.2 through 6.10.9.

6.10.1.2 Batteries shall be permitted to be located in a dedi-
cated power area or to be located with the equipment they
support.
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6.10.2 Compartmentation. Power areas shall be separated
from adjacent nontelecommunications equipment areas and
standby engine areas by a minimum of 1-hour fire-resistance-
rated construction in accordance with Sections 8.2 and 8.3.

6.10.3 Building Services Equipment.

6.10.3.1 Where building services equipment is provided, it
shall be in accordance with Section 6.6.

6.10.3.2* Building services equipment shall be limited to that
needed to support the power area and adjacent telecommuni-
cations equipment areas.

6.10.3.3 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing equipment area(s) shall
not be required to comply with the requirements of 6.10.3.2.

6.10.4 Power Equipment.

6.10.4.1 All new wire, cables, and equipment installed in the
power area, whether owned or co-located, shall be in accor-
dance with Section 8.8 as appropriate for the type of wire,
cable, and equipment.

6.10.4.2* Wire, cable, and equipment shall be installed and
used in configurations and uses for which they have been
tested and qualified.

6.10.4.3 Equipment that does not comply with the fire safety
requirements of Level A of 8.8.3(1) shall be separated from
the remainder of the telecommunications equipment area by
either of the following:

(1) Sufficient spatial separation and smoke management to
prevent fire and smoke damage to equipment other than
the equipment of fire origin

(2) A rated fire separation with a minimum fire resistance
of 1 hour

6.10.4.4 Wire and cable that do not comply with the fire
safety requirements of 8.8.2 shall be separated from the re-
mainder of the telecommunications equipment area by either
of the following:

(1) Sufficient spatial separation and smoke management to
prevent fire and smoke damage to equipment other than
the equipment of fire origin

(2) A rated fire separation with a minimum fire resistance of
1 hour

6.10.5* Fire Detection.

6.10.5.1 General. Power areas shall be provided with an
EWFD system for detection and alarm processing in accor-
dance with Chapter 8.

6.10.5.2 Installation, Testing, and Maintenance. All fire
alarm, detection, and alarm notification equipment shall be
installed, tested, and maintained in accordance with NFPA 72.

6.10.6 Fire Suppression.

6.10.6.1 Portable Fire Extinguishers. Power areas shall be pro-
vided with listed portable extinguishers suitable for use on
energized and electronic equipment in accordance with 8.6.3.

6.10.6.2 Automatic Fire Suppression. Where automatic fire
suppression systems are provided in power areas, they shall be
in accordance with 8.6.1 and 8.6.2.

6.10.7 Limitation of Combustibles. Power areas shall not be
used for the storage of combustible materials or other equip-
ment not related to the power area operations.

6.10.7.1 Limitation of combustible materials shall be in ac-
cordance with Chapter 9.

6.10.7.2 Technical support areas in accordance with Section
6.13 shall be permitted.

6.10.8* Special Hazards. Stationary battery system areas shall
comply with NFPA 1.

6.10.8.1* Where provided, alternative energy systems such as
photovoltaic systems, fuel cells, microturbines, wind turbines,
and similar energy source or storage systems shall comply with
applicable codes and standards.

6.10.8.2 If installed in lightning-prone areas, the alternative
energy installation shall comply with NFPA 780.

6.10.9 Smoke Management Systems. Where smoke manage-
ment systems are provided, they shall comply with Section 8.7.

6.11 Main Distribution Frame Areas.

6.11.1* General. Main distribution frame areas shall be ar-
ranged to enhance the survivability of the main distribution
frame equipment and adjacent signal-processing equipment
in accordance with 6.11.2 through 6.11.11.

6.11.2 Construction.

6.11.2.1 Floor/Ceiling Assemblies. Floor/ceiling assemblies
over main distribution frame areas shall be constructed to pro-
tect against the leakage of water from the roof or occupied
areas above.

6.11.2.2 Raised Floors.

6.11.2.2.1 Structural supporting members and decking for
raised floors shall be of noncombustible material.

6.11.2.2.2 Access sections or panels shall be provided in
raised floors so that all the space beneath is accessible.

6.11.2.2.3* Dedicated floor puller(s) shall be provided to gain
access beneath the raised floor and located at every fire-
fighting access route to raised floor areas.

6.11.2.2.4 Cable openings in floors shall be made smooth or
shall be otherwise protected to preclude the possibility of
damage to the cables.

6.11.2.2.5 The space beneath any raised floor shall not be
used for storage.

6.11.2.2.6 Abandoned cables shall be removed provided that
they can be removed without damaging adjacent cables and
the building structure or finish.

6.11.3* Compartmentation. Main distribution frame areas
shall be separated from adjacent nontelecommunications
equipment areas and standby engine areas by a minimum of
1-hour fire-resistance-rated construction in accordance with
Sections 8.2 and 8.3.

6.11.4 Building Services Equipment.

6.11.4.1 Where building services equipment are provided,
they shall be in accordance with Section 6.6.

6.11.4.2* Building services equipment shall be limited to that
needed to support the main distribution frame area and adja-
cent telecommunications equipment areas.

6.11.4.3 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing equipment area(s) shall
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not be required to comply with the requirements of 6.6.1(1),
6.6.1(2), and 6.11.4.2.

6.11.5 Main Distribution Frame (MDF) Equipment.

6.11.5.1* The main distribution frame (MDF) area shall be
classified as Level A or Level C in accordance with 8.8.3.

6.11.5.1.1 All new MDF equipment, whether owned or co-
located, shall be classified as Level A or Level C in accordance
with 8.8.3.

6.11.5.1.2 All new wires and cables, whether owned or co-
located, shall be in accordance with 8.8.2.

6.11.5.2* Wires, cables, and equipment shall be used in configu-
rations and uses for which they have been tested and qualified.

6.11.5.3 An MDF that complies with Level A of 8.8.3(1), and
with wires and cables in accordance with 8.8.2, shall not require
automatic fire suppression, smoke management, or separation
from other MDF areas that comply with Level A of 8.8.3(1).

6.11.5.4 An MDF that complies with Level A of 8.8.3(1), and
with wires and cables in accordance with 8.8.2, shall not re-
quire automatic fire suppression, smoke management, or
separation from signal-processing equipment that complies
with Level A of 8.8.3(1).

6.11.5.5 Facilities containing 232 m2 (2500 ft2) of signal-
processing equipment area, and containing an MDF consisting
of significant components that do not comply with Level A of
8.8.3(1), or significant wires and cables that do not comply with
8.8.2, shall have an MDF area separated from other telecommu-
nications equipment areas by 1-hour fire-resistance-rated con-
struction, or the area shall be protected throughout by an auto-
matic fire suppression system.

6.11.5.6 Facilities containing 232 m2 (2500 ft2) or less of
signal-processing equipment area, and containing an MDF
consisting of significant wires and cables that do not comply
with 8.8.2, shall have main distribution area separated from
the remainder of the telecommunications equipment area by
either of the following:

(1) Sufficient spatial separation and smoke management to
prevent fire and smoke damage to telecommunications
equipment other than the equipment of fire origin

(2) A rated fire separation with a minimum fire resistance
of 1 hour

6.11.6 Fire Detection.

6.11.6.1 General. In telecommunications facilities containing
greater than 232 m2 (2500 ft2) of signal-processing equipment
areas, the main distribution frame areas shall be provided with
a very early warning fire detection (VEWFD) system for detec-
tion and alarm processing in accordance with Chapter 8.

6.11.6.1.1 Raised floor areas that do not have a common air-
flow above and below the raised floor and contain combus-
tibles below the raised floor shall be provided with an EWFD
system below the raised floor.

6.11.6.1.2 Where raised floor areas share common airflow
above and below the raised floor, the VEWFD provided above
the raised floor shall be considered adequate to protect the
area below the raised floor.

6.11.6.2 General. In telecommunications facilities containing
232 m2 (2500 ft2) or less of signal-processing equipment areas,
the main distribution frame areas shall be provided with an

EWFD system for detection and alarm processing in accor-
dance with Chapter 8.

6.11.6.2.1 Raised floor areas that contain combustibles below
the raised floor shall be provided with an EWFD system below
the raised floor regardless of common airflow.

6.11.6.3 Installation, Testing, and Maintenance. All fire alarm,
detection, and alarm notification equipment shall be in-
stalled, tested, and maintained in accordance with NFPA 72.

6.11.7 Fire Suppression.

6.11.7.1 Portable Fire Extinguishers. Main distribution frame
areas shall be provided with listed portable fire extinguishers suit-
able for use on energized equipment in accordance with 8.6.3.

6.11.7.2 Automatic Fire Suppression. Where automatic fire
suppression systems are provided, they shall be in accordance
with 8.6.1 and 8.6.2.

6.11.8 Limitation of Combustibles. Main distribution frame
areas shall not be used for the storage of combustible materi-
als or other equipment not related to the main distribution
frame operations.

6.11.8.1 Limitations of combustible materials shall be in ac-
cordance with Chapter 9.

6.11.9 Technical Support Areas. Technical support areas in
accordance with Section 6.13 shall be permitted.

6.11.10 Special Hazards. Heat-producing appliances not re-
lated to support of main distribution frame operations shall
not be permitted.

6.11.11 Smoke Management Systems. Where smoke manage-
ment systems are provided, they shall comply with Section 8.7.

6.12 Standby Engine Areas.

6.12.1 General. Standby engine areas shall be arranged to
prevent the spread of fire to adjacent areas and to reduce the
hazards associated with the fuel supply for the generator in
accordance with 6.12.2 through 6.12.10.

6.12.2 Construction. Where used, soundproofing shall be of
noncombustible or limited-combustible materials.

6.12.3 Compartmentation.

6.12.3.1* Standby engine areas shall be separated from adja-
cent areas by a minimum of 2-hour fire-resistance-rated con-
struction in accordance with Sections 8.2 and 8.3, or for
standby engine areas protected by automatic fire suppression
systems, the fire resistance rating of the enclosure shall be
permitted to be reduced to a minimum of 1 hour.

6.12.3.2 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing equipment area shall
have the standby engine area separated from other areas by a
minimum of 1-hour fire-resistance-rated construction in ac-
cordance with Sections 8.2 and 8.3.

6.12.4* Fuel Control.

6.12.4.1 To limit fire spread and flashback, fuel supplies to
standby engines shall be controlled by containment, by auto-
matic fuel cutoffs in lines supplying the standby engine and
any tanks in the compartment, and by control of effluent.

6.12.4.2 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing equipment area(s) shall
not be required to comply with 6.12.4.2.
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6.12.5* Building Services Equipment. Building services equip-
ment shall be provided in accordance with Section 6.6 and
shall be limited to that needed to support the area.

6.12.6 Standby Engine Installation. Standby engine installa-
tions shall comply with NFPA 30, NFPA 37, and NFPA 54, as
applicable.

6.12.7 Fire Detection.

6.12.7.1 General. Standby engine installations shall be pro-
vided with a heat or flame detection system for detection and
alarm processing in accordance with Chapter 8.

6.12.7.2 Installation, Testing, and Maintenance. All fire
alarm, detection, and alarm notification equipment shall be
installed, tested, and maintained in accordance with NFPA 72.

6.12.8 Fire Suppression.

6.12.8.1 Portable Fire Extinguishers. Standby engine areas
shall be provided with listed portable extinguishers suitable
for use on both energized equipment and expected liquid or
gaseous fuel fires in accordance with 8.6.3.

6.12.8.2 Automatic Fire Suppression. Where automatic sup-
pression systems are provided, they shall be in accordance
with 8.6.1 and 8.6.2.

6.12.9 Limitation of Combustibles.

6.12.9.1 Standby engine areas shall not be used for the stor-
age of combustible materials or other equipment not related
to standby engine operations.

6.12.9.2 Limitations of combustible materials shall be in ac-
cordance with Chapter 9.

6.12.10 Smoke Management Systems. Where smoke manage-
ment systems are used in standby engine areas, they shall com-
ply with Section 8.7.

6.13 Technical Support Areas.

6.13.1 General.

6.13.1.1 Technical support areas shall be arranged to en-
hance the survivability of the adjacent telecommunications
equipment areas in accordance with 6.13.1.2 through 6.13.2.2.

6.13.1.2 Small work areas shall be permitted within the
signal-processing equipment, power, and main distribution
frame areas if the following conditions are met:

(1) Case furniture, including desks, is constructed of non-
combustible material (e.g., metal). The construction can
include a high-pressure laminate veneer on desktop.

(2) Any paper records, manuals, and drawings are stored in
fully enclosed noncombustible cabinets or cases.

(3) Space dividers and system furniture panels and chairs with
upholstered assemblies exhibit a maximum rate of heat re-
lease not exceeding 80 kW and a maximum total heat re-
leased not exceeding 25 MJ within the first 10 minutes of test
when tested in accordance with one of the following:
(a) ASTM E 1537
(b) California Technical Bulletin 133

(4) Noncombustible containers are provided for combustible
material.

(5) The amount of records within the area are kept to the
absolute minimum required for essential and efficient op-
eration.

(6) Only records that are essential to the operations are per-
mitted to be kept in the area.

6.13.2 Fire Protection Measures.

6.13.2.1 Technical support areas shall be provided with one
of the following as applicable in accordance with Chapter 8 for
detection and alarm processing:

(1) Standard fire detection systems when they are not part of
a telecommunications equipment area.

(2) For telecommunications facilities containing greater than
232 m2 (2500 ft2) of signal-processing area(s), technical
support areas shall be provided with VEWFD systems
when they are within the telecommunications signal-
processing equipment and main distribution frame area.

(3) For telecommunications facilities containing greater than
232 m2 (2500 ft2) of signal-processing area(s), technical
support areas shall be provided with EWFD systems when
they are within the power area.

(4) For telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing area(s), technical
support areas shall be provided with EWFD systems when
they are within the telecommunications equipment area.

6.13.2.2 Portable fire extinguishers shall be provided in ac-
cordance with 8.6.3.

6.13.2.3 Where automatic suppression systems are provided
in technical support areas, they shall be in accordance with
the requirements of 8.6.1 and 8.6.2.

6.14 Administrative Areas.

6.14.1 General. Administrative areas shall be arranged to pre-
vent the spread of fire to adjacent telecommunications equip-
ment areas in accordance with 6.14.2 through 6.14.5.

6.14.2 Construction.

6.14.2.1 Where used, soundproofing shall be of noncombus-
tible or limited-combustible materials.

6.14.2.2 Floor assemblies over telecommunications equip-
ment areas shall be constructed to protect against the penetra-
tion of water.

6.14.3 Compartmentation. Administrative areas shall be sepa-
rated from adjacent telecommunications equipment areas by
a minimum of 1-hour fire-resistance-rated construction in ac-
cordance with Sections 8.2 and 8.3.

6.14.4 Fire Protection. Administrative areas shall be pro-
tected by either a standard fire detection system or an auto-
matic fire suppression system in accordance with Chapter 8.

6.14.4.1 Fire Detection.

6.14.4.1.1 Where a fire detection system is provided, it shall
be in accordance with the Chapter 8 requirements for detec-
tion and alarm processing.

6.14.4.1.2 Installation, Testing, and Maintenance. All fire
alarm, detection, and alarm notification equipment shall be
installed, tested, and maintained in accordance with NFPA 72.

6.14.4.2 Fire Suppression.

6.14.4.2.1 Portable Fire Extinguishers. Administrative areas
shall be provided with listed portable extinguishers for use in
accordance with 8.6.3.
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6.14.4.2.2 Automatic Fire Suppression. Where automatic sup-
pression systems are provided in administrative areas, they shall
be in accordance with the requirements of 8.6.1 and 8.6.2.

6.14.5 Cooking Areas. Cooking areas shall be protected in ac-
cordance with NFPA 96.

6.15 Building Service and Support Areas.

6.15.1 General. Building service and support areas shall be
arranged to enhance the survivability of the adjacent telecom-
munications equipment areas for continuity of service in ac-
cordance with 6.15.2 through 6.15.8.

6.15.2 Construction.

6.15.2.1 Where used, soundproofing shall be of noncombus-
tible or limited-combustible materials.

6.15.2.2 Floor assemblies over telecommunications equip-
ment areas shall be constructed to protect against the penetra-
tion of water.

6.15.3 Compartmentation.

6.15.3.1 Telecommunications facilities containing greater
than 232 m2 (2500 ft2) of signal-processing equipment area
shall have the building service and support areas separated
from adjacent telecommunications equipment areas by a
minimum of 2-hour fire-resistance-rated construction or by a
minimum of 1-hour fire-resistance-rated construction where
automatic fire suppression is provided within the building ser-
vices and support area compartment(s).

6.15.3.2 Telecommunications facilities containing less than
232 m2 (2500 ft2) of signal-processing equipment area shall
have the building service and support areas separated from
adjacent telecommunications equipment areas by a minimum
of 1-hour fire-resistance-rated construction.

6.15.3.3 Building services and support areas shall be sepa-
rated from adjacent nontelecommunications equipment ar-
eas by a minimum of 1-hour fire-resistance-rated construction.

6.15.3.4 All construction shall be in accordance with Sec-
tions 8.2 and 8.3.

6.15.4 Fire Protection. Building service and support areas
shall be protected by either a standard fire detection system or
an automatic fire suppression system.

6.15.4.1 Fire Detection.

6.15.4.1.1 Where a fire detection system is provided, it shall
be in accordance with the Chapter 8 requirements for detec-
tion and alarm processing.

6.15.4.1.2 Installation, Testing, and Maintenance. All fire
alarm, detection, and alarm notification equipment shall be
installed, tested, and maintained in accordance with NFPA 72.

6.15.4.2 Fire Suppression.

6.15.4.2.1 Portable Fire Extinguishers. Building services and
support areas shall be provided with listed portable extin-
guishers for use in accordance with 8.6.3.

6.15.4.2.2 Automatic Fire Suppression. Where automatic sup-
pression systems are provided in building services and support
areas, they shall be in accordance with the requirements of
8.6.1 and 8.6.2.

6.15.5 HVAC Systems. An HVAC system(s) shall be installed
in accordance with NFPA 90A.

6.15.6 Electrical. Nontelecommunications power circuits
shall be installed in accordance with NFPA 70.

6.15.7 Lightning and Surge Protection. Lightning and surge
protection, where provided, shall be installed in accordance
with NFPA 780 and NFPA 70, respectively.

6.15.8 Special Hazards. Flammable and combustible liquids
and aerosols shall be stored in listed fire-rated storage cabinets.

Chapter 7 Redundant or Replacement-Based
Approaches

7.1* Redundancy or Replacement Approach. Where the
performance-based approach of Chapter 5 or the prescriptive
elements of Chapter 6 are not used, the requirements of this
chapter shall apply.

7.1.1 Application. This chapter applies to telecommunica-
tions facilities or a hazard area within, for which service conti-
nuity is provided by the following:

(1) Redundancy on site
(2) Redundancy off site
(3) Replacement

7.1.1.1 Redundancy On Site.

7.1.1.1.1 The telecommunications owner/operator shall be
permitted to provide complete functionally redundant equip-
ment in the same facility with manual or automatic transfer of
service.

7.1.1.1.2 To ensure on-site service continuity when using the
redundant on-site approach, the redundant equipment sys-
tems shall be physically separated using 1-hour fire-resistance-
rated construction and a smoke management system shall be
provided.

7.1.1.2 Redundancy Off Site. The telecommunications
owner/operator shall be permitted to provide complete func-
tionally redundant equipment at a remote facility with manual
or automatic transfer of service.

7.1.1.3 Replacement. The telecommunications owner/
operator shall be permitted to protect telecommunications
service with replacement telecommunications equipment, fa-
cilities, or both where service can be quickly restored.

7.1.2 Maintenance of Redundant or Replacement-Based Ap-
proach. For the redundancy or replacement approach to con-
tinue to meet the performance goals and objectives of this
standard, the selected approach shall be maintained for the
life of the facility.

7.2 Construction. Where the replacement approach necessi-
tates that the building survive a fire, the building construction
shall be in accordance with Sections 8.2 and 8.3.

7.3* Protection from Exposures. Exterior walls and openings
shall be protected.

7.4 Means of Egress. Means of egress shall be provided in
accordance with NFPA 101.

7.5 Means for Depowering. Telecommunications facilities
containing more than 232 m2 (2500 ft2) of signal-processing
equipment areas shall be provided with a means for depower-
ing in accordance with 7.5.1 through 7.5.4. (See Annex E.)
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7.5.1 General. Signal-processing equipment area(s) shall be
based on the total accumulated floor area within a telecom-
munications facility occupied by signal-processing equipment,
including the access aisles between equipment and a 0.6 m
(2 ft) wide access zone around the perimeter of each signal-
processing equipment area.

7.5.2 Means to disconnect power from building services
equipment, power and lighting circuits, and telecommunica-
tions equipment shall be identified for incident intervention.

7.5.3 Power distribution/disconnect equipment with appro-
priate marking shall be permitted to be used as a means to
disconnect power.

7.5.4 A depowering procedure shall be developed in accor-
dance with Section 10.6.

7.6 Telecommunications Equipment Areas.

7.6.1 Emergency Lighting. Emergency lighting shall be pro-
vided in the facility in accordance with NFPA 101.

7.6.2* Compartmentation. Where administrative, building ser-
vices and support, and standby engine areas are provided in the
telecommunications facility, they shall be separated from tele-
communications equipment areas by 1-hour fire-resistance-rated
construction in accordance with Sections 8.2 and 8.3.

7.6.3 Telecommunications Equipment.

7.6.3.1 All new wire, cable, and signal-processing telecommu-
nications equipment installed, whether owned or co-located,
shall be in accordance with Section 8.8 for the type of wire,
cables, and signal-processing telecommunications equipment.

7.6.3.2* Signal-processing telecommunications equipment
shall be industry standard compliant and shall be installed and
used in configurations and uses for which it has been tested
and qualified.

7.6.3.3 Wire and cable that do not comply with the fire safety
requirements of 8.8.2 shall be separated from the remainder
of the telecommunications equipment area by either of the
following:

(1) Sufficient spatial separation and smoke management to
prevent fire and smoke damage to equipment other than
the equipment of fire origin

(2) A rated fire separation with a minimum fire resistance
of 1 hour

7.6.3.4 Equipment that does not comply with the fire safety
requirements of Level A of 8.8.3(1) shall be separated from
the remainder of the telecommunications equipment area by
either of the following:

(1) Sufficient spatial separation and smoke management to
prevent fire and smoke damage to equipment other than
the equipment of fire origin

(2) A rated fire separation with a minimum fire resistance
of 1 hour

7.6.4 Fire Detection.

7.6.4.1 Where the replacement approach is adopted, areas
within telecommunications facilities shall be provided with a
standard fire detection system for detection and alarm pro-
cessing in accordance with Chapter 8.

7.6.4.2 Where the redundancy approach is used, a fire detec-
tion system shall be provided for detection and alarm process-
ing in accordance with Chapters 6 and 8.

7.6.4.3 Installation, testing, and maintenance shall be in ac-
cordance with NFPA 72.

7.6.5 Fire Suppression.

7.6.5.1 Portable Fire Extinguishers. Portable extinguishers
suitable for use on energized equipment and/or ordinary
combustible fires shall be provided in accordance with 8.6.3.

7.6.5.2 Automatic Fire Suppression. Where automatic fire
suppression systems are provided, they shall be in accordance
with 8.6.1 and 8.6.2.

7.6.6 Limitation of Combustibles.

7.6.6.1 Telecommunications facilities shall not be utilized for
the storage of combustible materials or other equipment not
related to the switching and transmission of voice, data, and
video signals.

7.6.6.2 Limitations of combustible materials shall be in accor-
dance with Chapter 9.

7.6.7 Special Hazards.

7.6.7.1 Hazardous operations, such as cutting and welding,
shall not be conducted without special permits.

7.6.7.2 Heat-producing appliances not related to the support
of telecommunications equipment shall not be permitted
within the area.

7.6.8 Smoke Management. Where smoke management sys-
tems are used, they shall comply with Section 8.7.

7.7 Building Services Equipment.

7.7.1 Building services equipment shall be provided in accor-
dance with Section 6.6.

7.7.2* Building services equipment shall be limited to that
needed to support the area and adjacent telecommunications
equipment areas, excluding the standby engine area and
cable entrance facility area.

7.8 Emergency Lighting. Emergency lighting shall be pro-
vided in the telecommunications facility in accordance with
NFPA 101.

7.8.1* Emergency lighting system shall be permitted to be
powered by the telecommunications facility battery system.

7.8.2* Where the telecommunications facility battery system is
used to power the emergency lighting system, it shall have
adequate reserves to meet the loads of the telecommunica-
tions equipment and the emergency lighting load connected
for the minimum time required in accordance with NFPA 101.

Chapter 8 Fire Protection Elements

8.1 General. Chapter 8 contains fire protection elements used
to meet the prescriptive requirements of Chapters 6 and 7 and
shall not be applied independently of Chapters 6 and 7.

8.2 Construction.

8.2.1 Buildings. Buildings housing telecommunications facili-
ties shall be of noncombustible construction in accordance
with NFPA 220.

8.2.2 Interior Walls. All interior walls shall be of noncombus-
tible or limited-combustible construction.
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8.2.3 Aisle Containment Systems for Telecommunications
Equipment.

8.2.3.1* Aisle containment systems shall be permitted to be
one of the following:

(1) Factory-packaged — Systems designed, provided, and in-
stalled by the manufacturer of the telecommunications
equipment

(2) Field-installed — Aftermarket systems designed and pro-
vided by others and installed after the telecommunica-
tions equipment is in place

8.2.3.2 Both types of aisle containment systems shall comply
with 8.2.3.3 through 8.2.3.10.

8.2.3.3 Elements of aisle containment and hot air collars
shall be constructed of noncombustible materials, limited
combustible materials, or materials that have a maximum
flame spread index of 50 and a maximum smoke development
of 450 in accordance with one or more of the following:

(1) ASTM E 84, Standard Test Method for Surface Burning Char-
acteristics of Building Materials

(2) UL 723, Standard for Test for Surface Burning Characteristics of
Building Materials.

8.2.3.4* Aisle containment systems and hot air collars shall not
be considered to be plenums.

8.2.3.5 Aisle containment systems shall be permitted to be
applied to hot aisles or cold aisles of telecommunications
equipment.

8.2.3.6* Smoke detectors within aisle containment systems
shall be rated for the intended temperatures of hot aisles
when installed in those locations.

8.2.3.7* Where aisle containment systems are installed, the
existing suppression and detection systems shall be evaluated
to determine if it is necessary to modify them in order to main-
tain compliance with the applicable codes and standards.

8.2.3.8 Where automatic sprinklers are present, and the ap-
plication of aisle containment systems or hot air collars creates
obstructions to proper operation of sprinkler systems, the
sprinkler system shall be modified to comply with NFPA 13.

8.2.3.8.1* Sprinkler system modifications shall not be re-
quired where all of the following conditions are met:

(1)*An automatic means of smoke detection initiates the re-
moval of the obstruction prior to the suppression system
operation.

(2) Removing the obstruction or portion thereof does not com-
promise means of egress per NFPA 101, Life Safety Code.

(3) The design and installation of removable obstruction ele-
ments comply with 1.3.4 and Section 1.5.

(4)*The releasing devices are listed for the application.
(5) The obstructions are removed for the entire suppression

zone, except where the requirements of 8.2.3.8 are met.

8.2.3.9* Where gaseous suppression systems are present, they
shall be designed to develop the required concentration of
agent for the entire volume they serve in accordance with
NFPA 2001.

8.2.3.10 If the aisle containment prevents the gaseous sup-
pression system, where present, from producing the required
design concentrations throughout the entire volume served,
the gaseous suppression system shall be modified to produce
the required concentration throughout the volume served.

8.2.3.10.1* Gaseous suppression system modifications shall
not be required where all of the following conditions are met:

(1)*An automatic means of smoke detection initiates the re-
moval of the obstruction prior to the suppression system
operation.

(2) Removing the obstruction or portion thereof does not com-
promise means of egress per NFPA 101, Life Safety Code.

(3) The design and installation of removable obstruction ele-
ments comply with 1.3.4 and Section 1.5.

(4)*The releasing devices are listed for the application.
(5) The obstructions are removed for the entire suppression

zone, except where requirements of 8.2.3.10 are met.

8.2.3.10.2 Ceiling cavity and raised floor plenums shall be
included as part of the protected volume where the following
conditions apply:

(1) Hot air collars are connected to a ceiling plenum.
(2) Telecommunications equipment continues to operate

during system discharge.

8.2.3.11 Where factory-packaged aisle containment systems
are provided for telecommunications equipment aisles, they
shall be installed in accordance with the manufacturer’s in-
structions and listings.

8.3* Compartmentation. The telecommunications facility
shall be separated from other occupancies within the building
by fire-resistance-rated construction, which is commensurate
with the exposure but not less than 1 hour.

8.3.1 Fire-Resistance-Rated Construction. Where required
elsewhere in this document, fire-resistance-rated construction
shall be provided around designated areas.

8.3.1.1 The fire resistance rating of the assembly shall corre-
spond to the highest rating required for the separated areas.

8.3.1.2 Fire-resistance-rated partitions shall extend from the
foundation or floor below to the underside of the roof or floor
deck above to provide a complete separation.

8.3.2 Protection of Fire-Resistance-Rated Construction Open-
ings.

8.3.2.1 Doors. Doors shall be fire tested under positive pres-
sure to NFPA 252 and shall be installed in accordance with
NFPA 80.

8.3.2.1.1 The fire rating of the door assemblies shall corre-
spond to the fire rating of the partition assemblies, as follows:

(1) One-hour partition shall have 1-hour fire-resistance-rated
door assembly.

(2) Two-hour partition shall have 11⁄2-hour fire-resistance-
rated door assembly.

(3) Three-hour partition shall have 3-hour fire-resistance-
rated door assembly.

8.3.2.1.2 Doors shall be self-closing or automatic-closing
upon designated alarm signal activation.

8.3.2.2 Glazing Materials in Doors. Glazing materials in doors
shall be fire tested under positive pressure to NFPA 252 and
shall be installed in accordance with NFPA 80.

8.3.2.3 Glazing Materials in Fire-Resistance-Rated Construc-
tion. Glazing materials in fire-resistance-rated walls shall have
an equal fire resistance rating as the wall or be protected with
an automatic fire-resistance-rated shutter in accordance with
NFPA 80.
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8.3.2.3.1 The fire-resistance-rated glazing material shall be
fire tested to NFPA 257.

8.3.2.3.2 The fire-resistance-rated glazing material shall be
listed and labeled.

8.3.2.4 Construction Joints.

8.3.2.4.1 Joints in or between walls and floor/ceiling assem-
blies of fire-resistance-rated construction shall be fire tested in
accordance with ASTM E 1966.

8.3.2.4.2 The fire-resistance-rated joint systems shall be listed.

8.3.3 Penetrations in Fire-Resistance-Rated Construction.

8.3.3.1 Pipes, Conduits, Cables, and Cable Trays.

8.3.3.1.1 Pipes, conduits, cables, and cable trays that pen-
etrate fire-resistance-rated construction shall be protected
with assemblies tested in accordance with ASTM E 814.

8.3.3.1.2 The penetration firestop systems shall be listed.

8.3.3.2 HVAC Systems. Fire dampers, smoke dampers, or
combination fire/smoke dampers shall be installed to protect
penetrations of fire-resistance-rated walls, floor/ceiling assem-
blies, and smoke barriers created by HVAC system elements in
accordance with NFPA 90A.

8.3.3.2.1 Combination fire/smoke dampers in the affected
area shall be automatically activated by a smoke detection sys-
tem installed throughout the area or by duct smoke detectors
installed in the duct adjacent to the dampers.

8.3.3.2.2 The annular space around the HVAC system duct-
work through fire-resistance-rated construction and smoke
barriers shall be protected with a listed firestop system in ac-
cordance with ASTM E 814.

8.4 Alarm Processing.

8.4.1 General.

8.4.1.1* Alarm processing described in Section 8.4 shall be
provided.

8.4.1.2 Fire alarm, supervisory, and trouble signals shall be
annunciated at a constantly attended location.

8.4.1.3* Use of VEWFD systems with an alert (pre-alarm) con-
dition shall provide for an initial response by authorized per-
sonnel prior to fire department notification.

8.4.1.3.1 The initial response shall be by owner-designated
personnel such as a telecommunications facilities person or
technician.

8.4.1.4 Alarm monitoring centers maintained by the tele-
communications service provider meeting the requirements
of 8.4.1.5 shall be permitted to be the supervising station.

8.4.1.5 Supervising stations meeting the requirements of
NFPA 72 for proprietary or central station service shall be ac-
ceptable supervising stations.

8.4.2 Signaling. Fire alarm control units shall provide for re-
ceipt and processing of signals for transmission to an ap-
proved supervising station.

8.4.2.1 Fire Alarm Signals.

8.4.2.1.1 Disposition of fire alarm signals shall conform to
the requirements of NFPA 72.

8.4.2.1.2 Manual fire alarm signals shall be initiated by
manual pull stations.

8.4.2.1.3 Automatic fire alarm signals shall be initiated by,
but not be limited to, the following:

(1) Smoke detectors
(2) Heat detectors
(3) Flame detectors
(4) Suppression system release
(5) Waterflow initiating devices

8.4.2.1.4 Fire alarm signals shall take precedence in process-
ing over all other signals.

8.4.2.1.5 The automatic or manual initiation of alarm condi-
tions shall cause the building fire alarm notification appliances to
operate in accordance with the requirements of NFPA 72.

8.4.2.1.6 Fire alarm signals shall be automatically and immedi-
ately transmitted to a constantly attended supervising station.

8.4.2.1.7 The supervising station shall immediately notify the
local fire service of any fire alarm signal and, in addition, shall
provide the fire service with information as to the site location
and any special conditions that could exist.

8.4.2.1.8 Designated telecommunications personnel shall be
dispatched to the site immediately upon receipt of alarm.

8.4.2.1.9 The fire alarm system shall be restored to its normal
operating condition as soon as possible after the disposition of
the cause of the alarm signal.

8.4.2.2 Supervisory Signals.

8.4.2.2.1 Disposition of supervisory signals shall conform to
the requirements of NFPA 72.

8.4.2.2.2* Supervisory signals shall be given priority over all
other general building maintenance alarm signals.

8.4.2.2.3 Supervisory signals shall be immediately transmit-
ted to a supervising station.

8.4.2.2.4 Supervisory signals shall include, but not be limited
to, the following:

(1) Alert signal (pre-alarm) from a VEWFD system
(2) Fire alarm initiating devices, where designated as such

(e.g., duct smoke detectors)
(3) Sprinkler valve supervisory switches
(4) Fire pump off-normal conditions
(5) Other abnormal fire safety–related conditions

8.4.2.2.5* Where provided, hydrogen gas danger level, meth-
ane gas danger level, battery room ventilation fan failure, and
similar off-normal conditions of safety-related items shall be
transmitted as supervisory signals to the supervising station
described in 8.4.1.5 or the alarm monitoring center described
in 8.4.1.4.

8.4.2.2.5.1 The signal shall also be permitted to be displayed
on the local fire alarm system as a supervisory signal.

8.4.2.2.6 Where hydrogen gas danger level, methane gas dan-
ger level, or battery room ventilation fan failure monitoring is
provided, and the off-normal condition represents a potential
danger to on-site personnel, it shall initiate a local audible and
visible warning signal to alert occupants in the area of danger.

8.4.2.2.7 The alert pre-alarm signal from a VEWFD system
shall be distinguishable from all other fire alarm, supervisory,
and trouble signals.
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8.4.2.2.8 Where required, the supervisory station operator
shall initiate the following actions upon receipt of a supervi-
sory signal:

(1) Communicate immediately with the designated person(s)
to ascertain the reason for the signal

(2) Investigate, unless supervisory conditions are promptly re-
stored to normal

(3) Notify the fire department
(4) Notify the authority having jurisdiction when the fire pro-

tection systems are wholly or partially out of service for
8 hours or more

(5) Provide written notice to the authority having jurisdiction
as to the nature of the signal, time of occurrence, and
restoration of service, when telecommunications equip-
ment has been out of service for 8 hours or more

8.4.2.2.9 Supervisory signals shall not cause activation of
building fire alarm notification appliances.

8.4.2.3 Trouble Signals.

8.4.2.3.1 Disposition of fire alarm system trouble signals shall
conform to the requirements of NFPA 72.

8.4.2.3.2 Trouble signals shall include, but not be limited to,
the following:

(1) Ground fault condition
(2) Open or short circuit fault
(3) Loss of primary power
(4) Fire alarm system component failure
(5) Alarm transmitter failure
(6) Microprocessor failure

8.4.2.3.3* Trouble signals shall be responded to in accordance
with NFPA 72.

8.4.2.3.4 Where required, notification of trouble conditions
to the local fire department shall be provided.

8.4.2.3.4.1 Where monitoring systems provide the supervis-
ing station with detailed trouble information that allows deter-
mination of the degree of system impairment, response shall
be permitted to be delayed until the next working day where it
is determined that the trouble does not affect the ability to
detect and report a fire condition.

8.4.3 Signal Path Integrity. Wiring between the fire alarm con-
trol unit and the telecommunications equipment that pro-
cesses the signals to be sent to the supervising station shall be
monitored for integrity such that an open, shorted, or ground
fault condition on any conductor(s) shall cause a trouble sig-
nal to be indicated at a supervising station.

8.4.3.1 Systems using a method of switching ground in nor-
mal operation shall not cause a trouble indication upon
grounded condition.

8.4.3.2 The requirements of 8.4.3 shall not apply where the
distance between the fire control unit and the telecommuni-
cations equipment that processes the signal to be sent to the
supervising station is no more than 0.9 m (3 ft).

8.4.3.3 The requirements of 8.4.3 shall not apply where the
primary notification location for alarm, supervisory, and
trouble signals is an approved supervising station and the
monitoring is accomplished in accordance with the require-
ments of NFPA 72.

8.5 Fire Detection.

8.5.1 General.

8.5.1.1 Fire detection systems shall be designed, installed,
and maintained to provide the level of protection required in
Chapters 6 and 7.

8.5.1.2 The levels of protection shall be as follows:

(1) VEWFD (very early warning fire detection)
(2) EWFD (early warning fire detection)
(3) SFD (standard fire detection)

8.5.2 Detection Systems. VEWFD and EWFD smoke detection
systems shall use sensors or ports with spacing in accordance
with 8.5.3.1 (VEWFD) and 8.5.3.2 (EWFD).

8.5.3 Installation.

8.5.3.1 VEWFD.

8.5.3.1.1 Where required by Chapters 6 and 7, VEWFD sys-
tems shall be in accordance with 8.5.3.1.2 through 8.5.3.1.2.6.

8.5.3.1.2 VEWFD Sensor and Port Installation.

8.5.3.1.2.1* Where one level of sensors or ports is installed in an
area, it shall be limited to a maximum coverage area of 18.6 m2

(200 ft2).

8.5.3.1.2.2* Where two levels (high and low) of ports or sen-
sors are provided, the following requirements shall be met:

(1) Each level shall be limited to a coverage of 37.2 m2 (400 ft2)
or less per port or sensor.

(2) The coverage limitation between high and low levels shall
be limited to 18.6 m2 (200 ft2) or less providing for stag-
gered port or sensor arrangements between each level.

8.5.3.1.2.3* Sensors or ports shall be installed to monitor re-
turn air from the space.

(A)* Where stand-alone packaged HVAC units are installed,
sensors or ports shall be installed where return air is brought
back to the unit.

(B) Sensors or ports shall be installed such that each covers
no greater than 0.4 m2 (4 ft2) of the return air opening.

8.5.3.1.2.4* Where air-sampling systems are installed, the sys-
tems shall be designed using manufacturer-provided listed cri-
teria.

8.5.3.1.2.5* Minimum sensitivity settings above ambient air-
borne levels for the VEWFD systems installed shall be as follows:

(1) Alert condition includes the following:
(a) Air-sampling systems: 0.2 percent per foot obscura-

tion (effective sensitivity at each port)
(b) Spot-type sensors: 0.2 percent per foot obscuration

(2) Alarm condition includes the following:
(a) Air-sampling systems: 1.0 percent per foot obscura-

tion (effective sensitivity at each port)
(b) Spot-type sensors: 1.0 percent per foot obscuration

8.5.3.1.2.6 Maximum transport time from the most remote
port to the detection unit of an air-sampling system shall not
exceed 60 seconds.

8.5.3.2 EWFD.

8.5.3.2.1 Smoke Detection Systems.

8.5.3.2.1.1 Where required by Chapters 6 and 7, EWFD sys-
tems shall be in accordance with 8.5.3.2.1.2 through
8.5.3.2.1.5.
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8.5.3.2.1.2* The area of coverage for a single sensor or port
shall be limited to a maximum coverage area of 37.2 m2

(400 ft2).

8.5.3.2.1.3 The minimum alarm sensitivity setting at the sen-
sor or port used for EWFD in telecommunications equipment
areas shall be 1.5 percent per foot.

8.5.3.2.1.4 Maximum transport time from the most remote
port to the detection unit of an air-sampling system shall be a
maximum of 90 seconds.

8.5.3.2.1.5* Where air-sampling systems are installed, the sys-
tems shall be designed using manufacturer-provided listed cri-
teria.

8.5.3.2.2 Flame Detection Systems.

8.5.3.2.2.1 Where required by Chapters 6 and 7, flame detec-
tion systems shall be installed in accordance with this subpara-
graph.

8.5.3.2.2.2* Flame detection systems shall be installed to pro-
vide line-of-sight detection for critical areas of the area.

8.5.3.3 SFD. Where required by Chapters 6 and 7, SFD systems
shall comply with the requirements of NFPA 72.

8.6 Fire-Extinguishing Systems.

8.6.1* General. Where provided, fire suppression systems
shall comply with 8.6.2.

8.6.2 Automatic Fire Suppression.

8.6.2.1 General.

8.6.2.1.1* Where provided, automatic fire suppression systems
in telecommunications facilities shall comply with 8.6.2.1.2
through 8.6.2.5.3.

8.6.2.1.2 Activation of any fire suppression system shall trans-
mit an alarm immediately to a constantly attended location.

8.6.2.2 Sprinkler Systems.

8.6.2.2.1* Where provided, sprinkler systems shall be de-
signed and installed in accordance with the requirements of
NFPA 13, and tested and maintained in accordance with the
requirements of NFPA 25.

8.6.2.2.2 All piping for dry pipe and pre-action sprinkler sys-
tems shall be installed with a pitch in accordance with NFPA 13
whether or not the piping is subjected to freezing conditions.

8.6.2.2.3 Detection systems installed to actuate pre-action sprin-
kler systems shall be installed in accordance with Section 8.5.

8.6.2.3 Clean Agents.

8.6.2.3.1* Where provided, clean agent extinguishing systems
shall be designed, installed, and maintained in accordance
with the requirements of NFPA 2001.

8.6.2.3.2 Detection systems installed to actuate clean agent
suppression systems shall be designed in accordance with Sec-
tion 8.5.

8.6.2.3.3 Cross-zoned detection or an equivalent method
shall be used to minimize the potential of false discharges.

8.6.2.4 Halon Systems.

8.6.2.4.1* Where provided, halon systems shall be designed,
installed, and maintained in accordance with NFPA 12A.

8.6.2.4.2 Detection systems used to actuate halon suppres-
sion systems shall be designed in accordance with Section 8.5.

8.6.2.4.3 Detection shall be either cross-zoned or an equiva-
lent method shall be used to minimize the potential of false
discharges.

8.6.2.5 Water Mist Fire Protection Systems.

8.6.2.5.1 Where provided, water mist fire protection systems
shall be installed in accordance with the requirements of
NFPA 750.

8.6.2.5.2 Water mist fire protection systems shall be designed
and installed for the specific hazards and protection objectives
specified in the listing.

8.6.2.5.3 Detection systems utilized for the operation of wa-
ter mist fire protection systems shall be installed in accordance
with Section 8.5 or the listing criteria.

8.6.3 Manual Fire Suppression.

8.6.3.1 Portable Fire Extinguishers.

8.6.3.1.1 The selection, placement, and maintenance of por-
table fire extinguishers shall be in accordance with NFPA 10.

8.6.3.1.2 Where required, listed portable extinguishers suit-
able for use on energized telecommunications equipment
shall be provided.

8.6.3.1.3* Dry chemical and corrosive liquid agent portable fire
extinguishers shall not be installed in signal-processing equip-
ment areas, main distribution frame areas, and power areas.

8.6.3.2* Standpipes. Where standpipes are provided, they
shall be installed and maintained in accordance with NFPA 14.

8.7 Smoke Management Systems.

8.7.1* General. Where provided, smoke management systems
shall comply with 8.7.2 through 8.7.4.2. (See Annex D.)

8.7.2* Design and Installation. Where provided, smoke man-
agement systems shall be designed, installed, and acceptance
tested in accordance with accepted engineering practice.

8.7.2.1 Operation of the smoke management system installed
in the signal-processing equipment area, cable entrance facil-
ity area, power area, main distribution frame area, or standby
engine area shall be automatically activated or manually acti-
vated from a location outside of the area.

8.7.2.2* Where mechanical exhaust systems are installed, a
source of makeup air shall be provided.

8.7.2.3* Exhaust points shall be used to reduce the possibility
of smoke being drawn into noninvolved telecommunications
equipment.

8.7.2.4 The smoke exhaust shall discharge to the outside of
the building, away from fresh air intakes, make-up air intakes,
and building openings.

8.7.2.5* All operational components of the smoke manage-
ment system shall be tested annually to verify their operation.

8.7.3* Smoke Removal. Provision shall be made for the re-
moval or purging of smoke from areas outside of smoke man-
agement zones.

8.7.4 Power Supply. The smoke management system shall be
powered from a source protected against accidental depowering.
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8.7.4.1 Loss of Power or Control Signal. The loss of power or
control signal shall cause the closure of the smoke manage-
ment system dampers.

8.7.4.2* Manual Override. A means of manual override of the
smoke management system shall be provided.

8.8 Telecommunications Equipment Ignition and Fire Resis-
tance.

8.8.1* General. Where needed to achieve an objective of a
performance-based design permitted by Chapter 5 or to meet the
prescriptive requirements permitted by Chapters 6 and 7, the
telecommunications equipment, cables, wiring, and associated
components shall comply with the provisions of Section 8.8.

8.8.2 Wire and Cables.

8.8.2.1 Telecommunications cables shall be listed to the re-
quirements of ANSI/UL 444.

8.8.2.2 Telecommunications wires shall be listed to the re-
quirements for cross-connect wire in ANSI/UL 444.

8.8.2.3 Optical fiber cables shall be listed to the requirements
of ANSI/UL 1651.

8.8.2.4 Wires and cables intended for powering signal-
processing equipment and insulated ground wires shall be
listed to the requirements of ANSI/UL 1277, ANSI/UL 44, or
ANSI/UL 83 or shall be specifically listed for the purpose.

8.8.2.5 Nonmetallic communications raceways and nonme-
tallic optical fiber raceways shall be listed to the requirements
of ANSI/UL 2024.

8.8.2.6 Optical fiber cable routing assemblies other than
raceways shall be listed to the requirements of UL 2024.

8.8.2.7 Nonmetallic cable trays shall be listed to the require-
ments of ANSI/UL 568.

8.8.2.8 Raised Floor and Ceiling Cavity Plenums.

8.8.2.8.1 Wires and cables intended for powering signal-
processing equipment, telecommunications cables, optical
fiber cables, and insulated ground wires installed in ple-
nums shall be listed as having a maximum flame spread of
1.52 m (5.0 ft), a maximum peak optical density of 0.50, and
a maximum average optical density of 0.150 when tested in
accordance with NFPA 262 or Flame and Smoke Test in the
Appendix to CSA C22.2 No. 0.3-M-1996 (FT6 Rating).

8.8.2.8.2 Nonmetallic communications raceways and non-
metallic optical fiber raceways installed in plenums shall be
listed as having a maximum flame spread of 1.52 m (5.0 ft),
a maximum peak optical density of 0.50, and a maximum
average optical density of 0.150 when tested per ANSI/UL
2024 or Flame and Smoke Test in the Appendix to CSA
C22.2 No. 0.3-M-1996 (FT6 Rating).

8.8.2.8.3 Cable routing assemblies other than raceways shall
be listed to the requirements of UL 2024.

8.8.2.8.4* Nonmetallic cable trays used in plenums shall be
listed for use in plenums.

8.8.2.9 Risers.

8.8.2.9.1 Telecommunications cables, optical fiber cables,
wires and cables intended for powering signal-processing
equipment, insulated ground wires, nonmetallic communi-
cations raceways, nonmetallic optical fiber raceways, and
nonmetallic cable trays installed vertically between floors in

a building shall comply with ANSI/UL 1666. These cables
shall demonstrate limited smoke generation by testing in
accordance with ANSI/UL 1685.

8.8.2.9.2 Telecommunications cables, optical fiber cables,
wires and cables intended for powering signal-processing
equipment, and insulated ground wires meeting the require-
ments of 8.8.2.8.1 shall be permitted.

8.8.2.9.3 Communications raceways and optical fiber race-
ways meeting the requirements of 8.8.2.8.2 shall be permitted.

8.8.2.9.4 Cable routing assemblies meeting the requirements
of 8.8.2.8.3 shall be permitted.

8.8.2.9.5 Cable routing assemblies other than raceways shall
be listed to the requirements of UL 2024.

8.8.2.9.6 Cable routing assemblies meeting the requirements
of 8.8.2.8.4 shall be permitted.

8.8.2.10 Installations Other Than Risers and Plenums. Instal-
lations of telecommunications wires and cables, optical fiber
cables, wires and cables intended for powering signal-
processing equipment, and insulated ground wires in spaces
other than risers or plenums shall comply with 8.8.2.10.1 or
8.8.2.10.2 or 8.8.2.10.3.

8.8.2.10.1 Telecommunications wires and cables, optical fi-
ber cables, wires and cables intended for powering signal-
processing equipment, and insulated ground wires shall be
listed as not spreading fire to the top of the tray and shall
demonstrate limited smoke generation in the vertical-tray
flame test in ANSI/UL 1685.

8.8.2.10.2 Telecommunications wires and cables, optical fi-
ber cables, wires and cables intended for powering signal-
processing equipment, and insulated ground wires shall be
listed as meeting the requirements of the FT-4 test in CSA
Vertical Flame Test — Cables in Cable Trays in the Test Meth-
ods for Electrical Wires and Cables, C22.2 No. 0.3-M-1996, with
char length not to exceed 1.5 m (4 ft 11 in.). These cables
shall demonstrate limited smoke generation by testing in
accordance with ANSI/UL 1685.

8.8.2.10.3 Telecommunications cables, optical fiber cables,
wires and cables intended for powering signal-processing
equipment, and insulated ground wires meeting the require-
ments of 8.8.2.8.1 or 8.8.2.9.1 shall be permitted.

8.8.2.10.4 Nonmetallic communications raceways and non-
metallic optical fiber raceways shall not spread fire to the top
of the tray in the vertical-tray flame test in ANSI/UL 2024.

8.8.2.10.5 Cable routing assemblies other than raceways shall
be listed to the requirements of UL 2024.

8.8.2.10.6 Communications raceways, optical fiber raceways,
and cable routing assemblies meeting the requirements of
8.8.2.8.2 or 8.8.2.9.1 shall be permitted.

8.8.2.10.7 Cable routing assemblies meeting the require-
ments of 8.8.2.8.4 or 8.8.2.9.5 shall be permitted.

8.8.3* Major Telecommunications Equipment Systems. Major
telecommunications equipment shall be classified as follows:

(1) Level A. Equipment that meets the fire resistance criteria
specified in Telcordia GR-63-CORE, following the meth-
odologies specified in ANSI T1.307 and ANSI T1.319
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(2) Level B. Equipment that meets the requirements of
UL 60950 only, and does not qualify for Level A classifi-
cation

(3) Level C. Equipment that does not meet the requirements
of either Level A or Level B

8.8.4 Nonlabeled Wire, Cable, and Telecommunications
Equipment. Where wire, cable, and telecommunications equip-
ment are not labeled to indicate compliance with the require-
ments of Section 8.8, the documentation regarding compliance
with the fire resistance criteria specified in Section 8.8 shall be
readily available.

Chapter 9 Fire Prevention

9.1* Housekeeping.

9.1.1* Removal or Storage of Combustibles. Combustibles
shall be removed daily or shall be stored appropriately in pro-
tected storage rooms, noncombustible enclosed storage cabi-
nets or bins, noncombustible covered refuse containers, or
listed self-extinguishing-type trash receptacles.

9.1.2* Limiting Other Combustibles.

9.1.2.1 Combustible materials, such as packing materials and
office supplies, shall not be stored in areas exposing critical
telecommunications equipment and related components un-
less these materials are located in noncombustible cabinets or
are within nontelecommunications equipment areas provided
with fire suppression systems.

9.1.2.2 Areas around the outside of the facility shall be free of
combustibles.

9.1.3* Portable Heating Appliances. Portable heaters shall not
be permitted except where temporarily permitted by the
building management.

9.1.4* Heat-Producing Appliances. The use of portable heat-
producing appliances shall not be located in any telecommunica-
tions equipment area, computer room, individual office areas,
individual office cubicles, storage areas, or shipping areas.

9.1.5* Smoking. Smoking, carrying, or depositing any lighted
or smoldering substance shall not be permitted in telecommu-
nications equipment and building support areas and all addi-
tional areas identified by local management as a risk to the
network operation.

9.1.5.1* Designated Smoking Areas. If a designated smoking
area is to be allowed in other areas of the building, local man-
agement shall conduct a fire risk analysis prior to designating
such areas.

9.1.5.2 Signage.

9.1.5.2.1 In buildings where smoking is prohibited, signs
shall be posted at the entrances to the building.

9.1.5.2.2 If smoking is permitted only in designated areas,
signs shall be posted at the entrances of the building and at
the designated area that state, “Smoking permitted only in the
designated smoking area.”

9.1.5.2.3 In buildings where smoking is permitted, “No
Smoking” signs shall be posted in conspicuous designated lo-
cations where smoking is prohibited.

9.1.6* Hot Work.

9.1.6.1 Prior to conducting hot work, a hot work permit shall
be acquired.

9.1.6.2 The hot work permit shall comply with Chapter 9
and NFPA 51B for areas not designed for this type of opera-
tion.

9.1.7* Flammable and Combustible Liquids and Gases.

9.1.7.1 The storage, handling, and use of flammable and
combustible liquids, including waste liquids, shall comply with
the requirements of NFPA 30.

9.1.7.2 All flammable and combustible liquids shall be stored
in approved fire-rated cabinets at the end of each shift.

9.1.7.3* Propane stored in cylinders and containers on the
exterior of the telecommunications facility shall comply with
NFPA 54, NFPA 58, and NFPA 51B.

9.1.7.4 Combustible gas storage within the telecommuni-
cations area shall not be permitted except in the standby
engine area.

9.1.8 Clear Access. Clear and unobstructed access to telecom-
munications facilities shall be maintained for fire and EMS
operations.

9.2* Telecommunications Electrical Equipment and Wiring.
Telecommunications equipment under the exclusive con-
trol of one or more telecommunications utilities located
outdoors or in building spaces used exclusively for such
installation shall not be required to be installed in accor-
dance with NFPA 70.

9.3 Nontelecommunications Electrical Equipment and Wiring.

9.3.1 The installation and maintenance of non-
telecommunications-related electrical equipment and wiring,
such as the use of listed electrical fittings, materials, and
equipment, shall be in accordance with NFPA 70.

9.3.2* Electrical Cords.

9.3.2.1 Electrical extension cords shall be used only when a
flexible, temporary connection is necessary, and never for per-
manent wiring.

9.3.2.2 Flexible electrical cords shall be adequate to carry the
anticipated amperage and shall be listed.

9.3.2.3 Cords shall not be permitted under carpets, rugs, or
chair mats.

9.3.2.4 Cords shall be placed in a cord tray to avoid tripping
hazards and wear.

9.4* Construction, Alterations, and Equipment Installations.
All construction and alteration projects shall comply with
NFPA 241.

9.4.1 Staging Areas. Staging areas assigned for crating, de-
crating, and containment of combustibles for telecommunica-
tions equipment installation and removal shall be designed
with appropriate detection or separation or both and man-
aged so as not to lower the overall level of fire safety within the
telecommunications building.

9.4.2 Cutting and Welding Activities. Cutting and welding ac-
tivities shall comply with 9.1.6, and portable fire extinguishers
shall be provided and shall comply with 8.6.3.1.
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9.4.3* Use and Storage of Combustible Materials. Combus-
tible materials for construction and installation that directly
supports telecommunications equipment installation shall
not exceed more than a 7 day supply in telecommunications
equipment areas.

9.4.4* Building Construction and Alteration Work. The deliv-
ery, storage, construction, and cleanup associated with build-
ing construction and alteration work shall be performed in
accordance with NFPA 241.

9.4.4.1 In buildings under construction, renovation, or alter-
ation, adequate escape facilities shall be maintained at all
times for the use of construction workers.

9.4.4.2 Escape facilities shall consist of doors, walkways, stairs,
ramps, fire escapes, ladders, or other approved means or de-
vices arranged in accordance with NFPA 101.

9.4.5 Bus Bar Protection During Construction Work. Provi-
sions shall be provided to protect the bus bars when building
construction activity occurs in the area around or over live bus
bars.

9.4.6* Fire Prevention Awareness for Contractors.

9.4.6.1 Telecommunications companies shall provide aware-
ness information to contractors of fire prevention and protec-
tion issues or measures within telecommunications facilities.

9.4.6.2 Contractors shall disseminate this information to all
of their employees and their contractors prior to commence-
ment of work.

9.5 Employee Awareness. All employees shall be provided in-
formation regarding fire prevention policies, procedures, and
fire safety hazards.

9.6* Physical Security.

9.6.1 A key box(es), where required by the authority having
jurisdiction, shall be listed and installed in an accessible location.

9.6.2 The operator of the premises shall immediately notify
the authority having jurisdiction and provide the new key(s)
when a lock shall be changed or re-keyed, and a key(s) to that
lock shall be contained in the key box.

9.7 Means of Egress. All means of egress shall be maintained
in accordance with the requirements of NFPA 101.

9.8 Displays and Decorations. Displays, holiday trees, or other
decorations shall not be allowed in telecommunications
equipment areas.

9.8.1 Displays, holiday trees, or other decorations shall not be
allowed to obstruct corridors, exit ways, or other means of egress.

9.8.2 Natural cut holiday trees shall not be permitted.

9.8.3 Artificial holiday trees, displays, and decorations shall
be labeled or otherwise identified or certified by the manufac-
turer as being flame retardant or flame resistive.

9.8.4 Only listed electric lights and wiring shall be used on
holiday trees and similar decorations.

9.8.5 Electric lights shall be prohibited on metal artificial
trees, displays, and other decorations not labeled for the use
of listed lights.

9.9* Open Flame Devices.

9.9.1 In nontelecommunications areas, the use of solid-
fueled heat sources for warming of food trays shall be permit-
ted and shall be constantly attended and operated with the
approval of management.

9.9.2 Other open flames shall only be permitted as otherwise
stated in this document.

9.9.3 Portable fire extinguishers shall be provided in accor-
dance with NFPA 10.

9.10* Cable Management. The management of telecommuni-
cations and power cables shall be based on the consideration
of potential fuel load and hazards within any given telecom-
munications equipment area or hazard area.

9.10.1* For new cable distribution installations, ac, dc, and
telecommunications cable shall be run in separate paths and
not mixed.

9.10.2 Points or tips of metal horns and other protruding
devices on cable racks and ladders shall be insulated from the
cables.

9.10.3* Abandoned cables shall be removed provided that
they can be removed without damaging adjacent cables and
the building structure or finish.

9.11* Vacant Areas. Vacant areas or spaces in a building shall
be reviewed annually for the fire risk.

Chapter 10 Pre-Fire Planning, Damage Control, and
Emergency Recovery

10.1 General

10.1.1 Pre-Fire Plan. Management of each telecommunica-
tions facility containing more than 9290 m2 (100,000 ft2) of
signal-processing equipment areas shall develop and imple-
ment a written pre-fire plan. (See also Annex E.)

10.1.1.1 The pre-fire plan shall be reviewed and updated an-
nually and where personnel changes, management structure
realignment, or facility changes occur.

10.1.1.2 All employees of the facility shall be provided with
appropriate information regarding their emergency assign-
ments, relocation, or evacuation during an emergency.

10.1.1.3* This plan shall identify authority responsibilities and
actions of employees.

10.1.1.4 All documentation shall be in writing and approved
by the management of the facility.

10.1.1.5 For telecommunications facilities containing more
than 13,935 m2 (150,000 ft2) of signal-processing equipment
areas, the plan shall include an annual exercise to ensure that
management and staff can implement and work with the plan
and incorporate lessons learned from the exercise into an up-
dated plan.

10.1.2 Elements. A pre-fire plan shall be developed and shall
include the following:

(1) Identification of an emergency contact and telephone
number

(2) Life safety issues of the occupants of the facility
(3) Life safety of the responding fire fighters to the facility
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(4) Life safety issues of the community provided by the tele-
communications facility through its normal operation
and its continuity during fire emergencies (e.g., 911-type
services)

10.2 Fire Safety Manager. Management shall appoint a fire
safety manager who is responsible for the protection of the
facility from fire.

10.2.1 The fire safety manager’s duties shall include the fol-
lowing:

(1) Pre-fire planning
(2) Life safety systems
(3) Fire prevention programs
(4) Fire inspections
(5) Periodic property surveys
(6) Proper operation of fire suppression and detection equip-

ment and portable fire extinguishers

10.2.2 Other duties shall include, where requested, the famil-
iarization of the local fire department personnel with the
unique aspects of telecommunications buildings and the
signal-processing facilities contained therein.

10.3* Life Safety of Occupants of the Facility. As part of the
pre-fire plan, a building evacuation procedure shall be devel-
oped, exercised, and updated annually.

10.3.1 All employees shall receive orientation regarding the
building evacuation procedure.

10.3.2 In circumstances regarding specially assigned tasks,
orientation shall be provided.

10.4* Fire Safety of Fire Fighters.

10.4.1 Fire Department Information. Where requested by the
local fire department, the following shall be provided:

(1) A general description of the telecommunications equip-
ment within the building and how it is powered

(2) An up-to-date floor plan(s)
(3) Actions to be taken concerning ventilation and the pre-

vention of contamination of areas not affected by the fire

10.4.2* Fire Service Orientation and Information. When re-
quested by the local fire department, orientation and informa-
tion shall be provided to the fire personnel by the company
management as follows:

(1) A general description of the facilities and all the telecom-
munications equipment

(2) An orientation walk-through of the facility to address all
the orientation and information issues to ensure that life
safety and service continuity is upheld

(3) The strategy and tactics to confine, suppress, and limit an
incident’s impact in the telecommunications equipment
area

(4) Where a smoke management system is provided, familiar-
izing the fire department with its presence and operation

10.5* Damage Control Procedure. A damage control proce-
dure shall be developed for each telecommunications facility.

10.6* Selective Depowering

10.6.1* A procedure shall be required for selective depowering
of portions of the facility electrical systems to provide orderly
shutdown of power to increase safety of fire fighters and operat-
ing personnel and to minimize disruption of communications
services to the community served. (See Sections 6.5 and 7.5).

10.6.2 Selective depowering of the electrical systems shall be
performed only after the investigation and evaluation indi-
cates either one or both of the following:

(1) Intervention will mitigate the event.
(2) Removal of a circuit pack or power to an overloaded cir-

cuit will terminate the event.

10.7* Emergency Recovery Procedures for Continued Opera-
tions. A recovery procedure shall be developed for each tele-
communications facility.

Annex A Explanatory Material

Annex A is not a part of the requirements of this NFPA document
but is included for informational purposes only. This annex contains
explanatory material, numbered to correspond with the applicable text
paragraphs.

A.1.1 It is not intended that this standard apply to private
telecommunications facilities. Private telecommunications fa-
cilities include rooms specifically used for a business to deliver
telecommunications to its employees, containing telecommu-
nication for employees of a company. However, private tele-
communications facilities do not include facilities that are
owned by non-utility business that provide telecommunica-
tions services to the public, including, but not limited to, large
medical facilities, universities, large corporate telecommuni-
cations networks, military bases, and private prisons. Telecom-
munications facilities are referred to as telephone exchanges in
NFPA 101 and NFPA 5000. The 2012 edition of NFPA 101 clas-
sifies telephone exchanges as special-purpose industrial occu-
pancies, and the 2012 edition of NFPA 5000 classifies tele-
phone exchanges as industrial occupancies.

A.1.1.2 Outdoor structures that include abovegrade huts and
cabinets and belowgrade vaults are not intended to be covered
by this standard.

A.1.2 This standard is intended to avoid requirements that
could involve unnecessary complications for or interfere with
the normal use, occupancy, and operations of telecommunica-
tions facilities and equipment.

This standard provides a means by which the industry’s ac-
cepted fire safety methods are applied to continue the histori-
cally good fire safety record of these facilities.

Fire loss records for the industry are compiled infre-
quently. The most current authoritative study can be found in
the Federal Communications Commission Network Reliability
Council Report to the Nation, Section G, “Fire Prevention in
Telecommunications Facilities.” This report includes a compi-
lation of fire incidents, a root cause of analysis, and recom-
mended countermeasures and business practices. Additional in-
formation is found in Chapters 9 through 27 of the NFPA Fire
Protection Handbook. In general, the lessons learned in the prior
incidents have been incorporated into this document.

The telecommunications industry has a remarkably good fire
safety record, with the exception of only a few highly visible inci-
dents, which do not diminish its overall performance record.

A.1.3 This document contains both performance and pre-
scriptive requirements for new buildings and installations. Ex-
isting buildings and installations were designed using pre-
scriptive features and are difficult to summarize into one
comprehensive set of prescriptive requirements. Existing
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buildings could benefit from an evaluation using a performance-
based perspective.

The performance of the varying prescriptive standards in
existing buildings has been validated over time. Care should
be taken when this document is applied in existing buildings
because the new prescriptive requirements could vary from
the existing standard.

A.1.3.2 Telecommunications facilities are unique in their fire
resistive/limited combustibility construction and the degree
of control and high standards for content ignition and com-
bustibility. In recognition of this, automatic suppression sys-
tems are required only under limited and specific conditions.

These provisions reflect situations and the best practices at
the time this standard was issued.

A.1.3.4 Protection features in excess of those features re-
quired in this document can be left in service, removed, or
abandoned in place. If abandoned in place, such systems
should be clearly identified as no longer being in service.

A.1.4 Users of this standard outside of the United States and
Canada should be aware that telecommunications equipment
and cables used in the United States and Canada have fire
resistance properties that limit flame spread and fire growth.

A.1.4.2 Telecommunications facilities declared as being re-
placeable under Chapter 7 should not contain telecommuni-
cations equipment hazard areas that are not replaceable.

A.3.2.1 Approved. The National Fire Protection Association
does not approve, inspect, or certify any installations, proce-
dures, equipment, or materials; nor does it approve or evalu-
ate testing laboratories. In determining the acceptability of
installations, procedures, equipment, or materials, the author-
ity having jurisdiction may base acceptance on compliance
with NFPA or other appropriate standards. In the absence of
such standards, said authority may require evidence of proper
installation, procedure, or use. The authority having jurisdic-
tion may also refer to the listings or labeling practices of an
organization that is concerned with product evaluations and is
thus in a position to determine compliance with appropriate
standards for the current production of listed items.

A.3.2.2 Authority Having Jurisdiction (AHJ). The phrase “au-
thority having jurisdiction,” or its acronym AHJ, is used in
NFPA documents in a broad manner, since jurisdictions and
approval agencies vary, as do their responsibilities. Where pub-
lic safety is primary, the authority having jurisdiction may be a
federal, state, local, or other regional department or indi-
vidual such as a fire chief; fire marshal; chief of a fire preven-
tion bureau, labor department, or health department; build-
ing official; electrical inspector; or others having statutory
authority. For insurance purposes, an insurance inspection de-
partment, rating bureau, or other insurance company repre-
sentative may be the authority having jurisdiction. In many
circumstances, the property owner or his or her designated
agent assumes the role of the authority having jurisdiction; at
government installations, the commanding officer or depart-
mental official may be the authority having jurisdiction.

A.3.2.3 Listed. The means for identifying listed equipment
may vary for each organization concerned with product evalu-
ation; some organizations do not recognize equipment as
listed unless it is also labeled. The authority having jurisdic-
tion should utilize the system employed by the listing organi-
zation to identify a listed product.

A.3.3.17 Voice over Internet Protocol (VoIP). VoIP communi-
cations does not use a defined connection for the duration of
the call. It is most probable that segments of the call will be
routed over a variety of connections and through a variety of
telecommunications facilities. The transmission of voice tele-
communications using VoIP can result in a variety of telecom-
munications facilities (i.e., the internet cloud) being used for
the completion of one call.

A.3.4.11 Technical Support Area. These areas are usually sepa-
rated from the equipment area by glass or solid partitions and
have one or two computer workstations where technicians
program the signal-processing equipment. These areas are
not occupied on a full-time basis.

A.3.4.12 Telecommunications Equipment Area. This includes
hazard areas such as a signal-processing equipment area, cable
entrance facility (CEF) area, power area (including batteries),
main distribution frame (MDF) area, standby engine area,
and technical support areas contiguous to the above hazard
areas and noncontiguous technical support areas.

The tree shown in Figure A.3.4.12 assists in understanding
the space/area and equipment hierarchy in telecommunica-
tions facilities.

A.3.5 There are two key reasons for detection in telecommu-
nications facilities as follows:

(1) Rapid detection of a fire, pre-alarm condition, to allow
operations time to intervene prior to fire department de-
ployment and larger scale incidents

(2) Locate the source of the fire within reason to assist with
surgical depowering efforts, particularly important for op-
erations that receive a pre-alarm condition

Telecommunications Facility

Telecommunications Equipment Area
 Cable Entrance Facility (CEF) Area
  Cable Entrance Facility (CEF) Equipment
 Power Area
  Power Equipment
   Technical Support Area (contiguous with above area)
 Main Distribution Frame (MDF) Area
  Main Distribution Frame (MDF) Equipment
   Technical Support Area (contiguous with above area)
 Standby Engine Area
  Standby Engine Equipment
 Signal-Processing Equipment Area
  Switching Equipment 
   Technical Support Area (contiguous with above area)
  Transport/Access Equipment
   Technical Support Area (contiguous with above area)
  Video Headend
   Technical Support Area (contiguous with above area)
 Technical Support Area

Nontelecommunications Equipment Area
 Administrative Area
 Building Services and Support Area

FIGURE A.3.4.12 Space/Area and Equipment Hierarchy in
Telecommunications Facility.
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A.3.6.2 Cable Entrance Facility (CEF) Equipment. Large
cables from the outside are spliced to smaller cables or wires
that run to the main distribution frame or signal-processing
equipment.

A.3.6.4 Main Distribution Frame (MDF) Equipment. Auxil-
iary equipment could include central testing equipment used
to determine the electrical characteristics of the circuits.

A.3.6.6 Signal-Processing Equipment. This equipment typi-
cally includes, but is not limited to, switch and transport/
access equipment, servers, routers, computers, and cable tele-
vision equipment that establishes any form of one- or two-way
communications. The equipment is generally owned or leased
by a telecommunications company offering wired telephone,
wireless, cable television, or internet service.

A.3.7.2 Exposure Fire. This term usually refers to a fire that
starts outside a building (e.g., wildland fire or vehicle fire) and
that consequently exposes the building to a fire. Exposure
fires include fires starting in areas or floors occupied by other
tenants of a multiple-tenant building.

A.3.7.3 Fire Model. Due to the complex nature of the prin-
ciples involved, fire models are often packaged as computer
software. Relevant input data, assumptions, and limitations
needed to properly implement the model should be consid-
ered. The user should be aware of the limitations of the soft-
ware or calculation method and not exceed these limitations.

A.3.7.4 Fire Scenario. The fire scenario describes factors criti-
cal to the outcome of the fire such as ignition sources and
locations, nature and configuration of the fuel, ventilation,
characteristics and locations of occupants, and condition of
the supporting structure and other equipment.

A.3.7.8 Performance Criteria. Engineering terms include
temperatures, radiant heat flux, and levels of exposure to fire
products. Performance criteria provide threshold values that
are treated as data for calculations used to develop a proposed
design and implementation plan.

A.3.8.1 Aisle. The key elements of this definition are as fol-
lows:

(1) Passageway between equipment, meaning it is intended
for movement of people and/or equipment

(2) Typically between opposing rows of telecommunications
equipment enclosures or racks but could be between two
freestanding pieces of equipment

(3) Intended for routine human activity such as service or
operation (therefore not a plenum space)

A.3.8.2 Aisle Containment. The key elements of this defini-
tion are as follows:

(1) An occupied area (excluding areas above a ceiling or be-
low a raised floor)

(2) Utilizing “nonstructural separation” between hot and
cold air (excluding construction methods such as fire-
rated walls)

(3) The aisle can be a “hot aisle,” a “cold aisle,” or a mix of
both at select portions of the aisle

A.3.8.3 Cold Aisle. The key elements of this definition are as
follows:

(1) Airflow is controlled
(2) Intake air is cold, implying an aisle normally intended for

operation of the telecommunications equipment
(3) Air is from the output of the HVAC

A.3.8.4 Hot Air Collar. The key elements of this definition are
as follows:

(1) Air conveyance assembly, sometimes referred to as a
“duct” or a “chimney”

(2) Typically from specific equipment rather than from larger
areas such as aisles

(3) Not required to be physically connected to a duct or
plenum

A.3.8.5 Hot Aisle. The key elements of this definition are as
follows:

(1) Airflow is controlled
(2) Exhaust air is hot, implying an aisle normally intended for

servicing of the telecommunications equipment
(3) Air returns to the input of the HVAC

A.4.1.2 The hazard of adjacent tenants/occupancies should
be identified and evaluated with respect to the consequences
that could result from a fire or explosion exposure to the tele-
communications equipment areas.

A.4.2.1 The complexity and scope of signal-processing opera-
tions can make it necessary to provide internal redundancy,
alternative routing, and in some cases dual access terminal in
order to prevent communication outages.

A.5.1.1 The objectives of this standard are as follows:

(1) Provide fire protection measures so that the risk of injury
or death due to fire in a telecommunications facility is
comparable to the levels of risk abatement for similar
business-type uses

(2) Provide fire protection measures so that telecommunica-
tions equipment is not damaged due to a fire to a point
that the damage will have an unacceptable impact on net-
work operation

(3) Provide fire protection measures so that property is not
damaged due to a fire to a point that the damage will have
an unacceptable impact on property

A.5.1.2 Qualifications should include experience, education,
and credentials that demonstrate knowledgeable and respon-
sible use of applicable models and methods.

A.5.1.3 A third-party reviewer is a person(s) selected to review
proposed performance-based designs.

A.5.1.5 Continued compliance with the goals and objectives
of this standard involves many things. The building construc-
tion — including openings, interior finish, and fire- and
smoke-resistive construction; contents and hazards within the
facility; and the facility fire protection systems — should retain
at least the same level of performance as provided by the origi-
nal design parameters. The use and hazards should not
change to the degree that assumptions made about life safety
and network reliability characteristics, combustibility of fur-
nishings, and existence of trained personnel are no longer
valid.

In addition, actions provided by other personnel, such as
emergency responders, should not be diminished below the
documented assumed levels. Also, actions needed to main-
tain reliability of systems at the anticipated level should
meet the initial design criteria. Significant changes in any
of these factors should result in a review of the performance
plan.

A.5.3.1 See Figure A.5.3.1.
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A.5.3.2.1 One method that has been demonstrated to pro-
vide a measure of the ability of equipment to withstand el-
evated temperature exposure is ANSI 304. Additional informa-
tion can be found in Telcordia’s GR-63-CORE.

A.5.3.2.2 Acid corrosion and conductive products of combus-
tion have been known to cause problems after fires. (Also see
Annex D.) The following paragraph is extracted from “Smoke
Corrosivity: Generation, Impact, Detection and Protection
Colloquium on Smoke Corrosivity”:

“In general, an electronic switch would be expected to ac-
cumulate zinc chloride levels in the range of 30 to 60 µg/in.2

(micrograms per square inch) from interaction with the nor-
mal environment over its expected lifetime of 20+ years. A
clean product is expected to have less than 10 µg/in.2 of chlo-
ride contamination present. After exposure to a fire involving
halogenated materials, we have observed levels that range
from 30 to 6000 µg/in.2 As a general rule we have found that
telecommunications equipment with contamination levels be-
low 200 µg/in.2 can be easily restored to service with very little
impact on long-term reliability. Telecommunications equip-
ment with exposure from 200 to 600 µg/in.2, can also be re-
stored to service as long as no unusual corrosion problems
arise and the environment was strictly controlled soon after
the fire. However, as the contamination level rises above 600
µg/in.2, the effectiveness of cleaning dwindles and the cost of
cleaning quickly approaches the replacement cost of the tele-
communications equipment.”

A.5.4.3 This category of assumptions applies both to systems
and features required by this document, that reference appli-
cable standards, and to any additional systems or features in-

cluded in the design at the discretion of the builder. The ref-
erenced standards are hereby expected to state maintenance,
testing, and other requirements needed to provide positive
assurance of an acceptable level of reliability. The referenced
standards themselves could be prescriptive or performance
based.

A.5.4.3.3 Systems addressed by this standard include auto-
matic fire suppression systems and fire alarm systems. Perfor-
mance issues that need to be documented could include re-
sponse time indexes, discharge densities, and distribution
patterns. Calculations should not include an unlimited supply
of extinguishing agent if only a limited supply will be provided
in the actual structure or building.

A.5.5 Scenarios define the challenge to which telecommunica-
tions equipment, personnel, and buildings can be exposed. Fire
scenarios capture and limit value judgments on the type and se-
verity of the fire challenge to which a proposed fire safety system
should respond. The fire safety system includes any and all as-
pects of the proposed design that are intended to mitigate the
effects of a fire, such as materials control, smoke management,
egress system, automatic detection and suppression, barriers,
staff training, and placement of manual extinguishers.

To provide a comprehensive design (i.e., demonstrate how
the fire safety system will respond to a variety of fires), more
than one scenario needs to be considered. Scenarios are com-
posed of an initial fire location, an ignition source, the first
and second fuel items ignited, and the geometry and ventila-
tion features of confining spaces. In telecommunications ar-
eas, the early smoke generation rate and initial growth in fire
severity could be significant considerations.

It is desirable to run a wide variety of different fire scenarios to
evaluate the range of effects on telecommunications equipment,
personnel, and buildings. Fire scenarios should not be limited to
a single or a couple of “worst credible” fire scenarios. Scenarios
should not always assume that fire safety systems will function as
designed. Furthermore, failure modes and reliability of systems
should be included in scenario development.

A.5.5.1.1 The scenario specifications should be as challeng-
ing as could realistically occur in the area.

A.5.5.2.1 Design fires are typically quantified in terms of their
potential generation of heat, smoke, and combustion gases
that are released into the environment. The generation of
these products could be represented as time-based rates (heat
release rates or mass production rates). A fire’s heat release is
partitioned between the radiative fraction and the convected
fraction transported by the plume. Radiation and convection
heat transfer modes control the thermal impact of the fire and
should be considered. Smoke and combustion gases are the
fire’s mass effluent and are generically termed species. In any
particular fire scenario, species such as particulate smoke, CO,
HCl, HBr, HF, and so forth could be important in terms of
telecommunications equipment survivability and life safety
hazard and should be quantified when indicated.

Heat release rates and species generation rates for specific
burning objects can be obtained from the following:

(1) Full-scale fire tests
(2) Estimations from correlation
(3) Generic fire curves (t-squared curves)
(4) Predictions from fire models

Technical 
support 

area

Apply NFPA 101 
special-purpose 
industrial criteria

Apply 
NFPA 101 

office criteria

Administrative
office area

Fire barrier wall

Telecommunications
equipment areas

FIGURE A.5.3.1 Example of the Application of NFPA 101 to
Telecommunications Equipment Areas and an Administrative
Office Area.
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(5) References, including the SFPE Handbook of Fire Protection
Engineering, Drysdale’s Introduction to Fire Dynamics, and
the SFPE Guide to Performance-Based Design

Numerous data sources, fire test methods, correlation, and
predictive models are available in the fire safety research and
engineering literature. Specific data sources and fire test
methods that could be appropriate for fire scenario develop-
ment are identified in the appendices of the individual sce-
narios.

A.5.5.2.1.2 An example of such a scenario would have the
failure or fire initiated in a component or system where dam-
aging combustion products would be generated and trans-
ported to a nearby critical target. Fire could spread to other
components located on different racks or cabinets, depending
on the fire exposure from the initially ignited component or
systems and the ignition properties of the exposed materials.

Factors to be considered in developing design fire curves
for component or systems fire scenarios include the following:

(1) Chemical composition of wiring insulation, circuit boards
and substrates, and electrical components

(2) Species generation rates of overheated, electrically ener-
gized components or devices

(3) Heat release rate and species generation rates of ignited
items, and the potential for fire spread to other items
based on the exposure fire and the ease of ignition of
other items (racks or cabinets)

Significant amounts of combustion (pyrolysis) products
could be generated prior to flaming ignition with overheated,
electrically energized telecommunications equipment. These
products could pose a direct threat to critical network equip-
ment. Therefore, particular attention should be placed on the
pre-ignition scenario development.

Fire tests involving energized signal-processing equipment
have demonstrated that where ignition is attributable to an
electrical fault, such fires are slow to develop but do release
great volumes of corrosive smoke soon after ignition. Products
of combustion emitted during such tests included chlorine
from combusted plastics, tin and lead from solder connec-
tions, zinc from transistor chip coatings, copper and bromine
from circuit boards, manganese, silicon, and so forth. When
combined with moisture, chlorine formed hydrochloric acid,
and ionic chlorides formed electrically conducting com-
pounds that can lead to corrosion damage and electrical
shorts or signal noise in the system. [“Fire Extinguishment
Testing of Sprinkler Protected Telecommunications Equip-
ment”; “The Special Need for a Smoke Exhaust System to
Minimize Secondary Damage to Electronic Telephone Switch-
ing Equipment.”]

Research sponsored by the Nuclear Regulatory Commis-
sion and performed by Sandia National Laboratories of the
effects of smoke on electronic circuit reliability was per-
formed. The research suggests that particle deposition onto
circuit packs leads to bridging and resultant current leakage
that contributes to the deterioration of telecommunications
equipment performance and a loss of reliability. [Tanaka,
Nowlen, and Anderson; Tanaka]

Two useful benchmarks in considering signal-processing
equipment fires are a fully involved printed circuit board fire,
which can release 5 kW, and a fully involved frame, which can
release 150 kW, heat release rate. This higher heat release rate
was observed in testing to Telcordia GR-63-CORE.

A.5.5.2.1.3 The ignition is electrical in nature and caused by
an electrical overload or short circuit fault. An example of

such a scenario would be arcing ignition of cable insulation
resulting in a growing fire and an inability to interrupt power
due to failure or absence of emergency power disconnection.
Factors to be considered in developing design fire curves for
cable fire scenarios include the following:

(1) Rating of cables (plenum, riser, vertical tray, FMRC Group
1, 2, or 3 of FMRC Specification Test Standard for Cable Insu-
lation, Class No. 3972, or other appropriate tests)

(2) Quantity of cables
(3) Orientation of cables (vertical or horizontal)
(4) Quantity and composition of materials used in cable con-

struction (jacketing and insulation)
(5) Presence or absence of fire-stopping materials

Literature values for heat release and species generation rates
for cable fires measured in large-scale calorimeter tests can be
useful as a basis for scenario and design fire development.

A.5.5.2.1.4 An example of such a scenario would be ignition of
construction waste by a defective or damaged electrical extension
cord igniting equipment packaging in a signal-processing equip-
ment area or rack space. Another example would be ignition of
computer equipment in an office module and failure to achieve
closure of openings connecting to telecommunications equip-
ment areas. Literature values for heat release and species genera-
tion rates for typical nontelecommunications equipment fuel
packages measured in large-scale calorimeter tests can be useful
as a basis for scenario and design fire development. Typical fuels
and sources of data can be found in the SFPE Handbook of Fire
Protection Engineering and in reports of full-scale tests by the Build-
ing Fire and Research Laboratories at the National Institute of
Standards and Technology.

In the absence of available literature data, large-scale calo-
rimeter tests can be conducted. In some cases, typical nontele-
communications equipment fuel package fire scenarios could
be represented by “standard” t-squared fires commonly re-
ferred to as “slow, medium, fast, and ultra-fast” fires (see
NFPA 72 and SFPE Handbook of Fire Protection Engineering). De-
sign fire curves should include the heat release contributions
of the first fuel ignited and the subsequent fuel packages asso-
ciated with the scenario in question.

A.5.5.2.1.5 An example of such a scenario would be failure of
a fuel line on an operating generator, vaporization of the
spilled fuel on a hot surface with subsequent ignition resulting
in a flash fire or deflagration. Another example of such a sce-
nario would be an accidental spill and ignition of a flammable
liquid solvent in telecommunications equipment areas and
nontelecommunications equipment areas.

Factors to be considered in developing design fire curves
for ignitible liquid fires include the following:

(1) Volatility and flash point of liquid
(2) Initial quantity spilled and rate of additional liquid re-

lease
(3) Liquid surface area and burning rate

In some cases, the growth phase of ignitible liquid fire sce-
narios could be represented by “standard” t-squared fires com-
monly referred to as “fast or ultra-fast” fires (see NFPA 72 and
SFPE Handbook of Fire Protection Engineering).

Some flammable liquids with high vapor pressures can re-
sult in explosive range mixtures and damaging deflagrations.
Flash fires or deflagrations can also result from accidental re-
leases of liquids into heated environments or onto surfaces
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above their flash points. Overpressures from explosions and
deflagrations can cause further release of fuel or failure of
compartment boundaries. Guidance for determining pres-
sure rise is provided in NFPA 68.

A.5.5.2.1.6 An example of such a scenario would be a com-
bustible gas leaking into a cable entrance facility or vault from
sources outside the telecommunications facility followed by
ignition of an explosive mixture. Another example of such a
scenario would be accumulation of hydrogen gas produced
from battery use in an area with inadequate ventilation fol-
lowed by ignition of an explosive mixture. Guidance for deter-
mining pressure rise can be found in NFPA 68.

A.5.5.2.1.7 An example of such a scenario would be a fire in a
nontelecommunications third-party controlled space involv-
ing flaming ignition of stored upholstered furniture that is
controlled but not extinguished by a sprinkler system. The fire
compartment is open to a corridor that is common to a leased
area containing telecommunications equipment such as
signal-processing equipment.

Factors to consider in analysis of interior exposure fire sce-
narios include the following:

(1) The nature and degree of closure of the opening between
compartments

(2) Integrity of fire and smoke barriers between compartments
(3) The presence or absence of telecommunications equip-

ment in the exposed area

Experimental values of heat release rate and species gen-
eration rates for suppressed and unsuppressed full-scale com-
partment fires are available in the literature and can be a basis
for the interior exposure fire.

A.5.5.2.1.8 An example of such a scenario would be a fire
involving chemicals producing corrosive products of combus-
tion and a failure of the detection system to shut down air
intakes for the HVAC serving a central office facility.

Factors to consider in analysis of exterior exposure fire sce-
narios include the following:

(1) Existing and potential property uses of the adjacent prop-
erty

(2) Property line setback (separation distance)
(3) Exposure geometry (shape factor)
(4) Radiant flux required for ignition
(5) Ignition and flame spread properties of exposed materi-

als
(6) Degree of closure or protection of outside air intake
(7) Proximity of driveways or loading docks to fresh air intake

A.5.6.6 The performance predicted by the performance de-
sign analysis should be verified by field testing of the installed
systems and subsystems. Where a fire detection system is used
in a performance-based approach, system performance
should be verified by test. VEWFD systems should be designed,
installed, and maintained to detect the products of combus-
tion from the heated wire test described in Annex B. EWFD
systems should be designed, installed, and maintained to de-
tect the products of combustion from the lactose–potassium
chlorate test described in Annex B.

It should be recognized that there are potential fire sce-
narios in most telecommunications facilities that can grow to
the point where a major service interruption can occur before
an effective response can be mounted by facility personnel.
Examples of such scenarios include fires of incendiary origin
and arcing short circuits in battery plants or other primary

power systems or cables. Because fires involving these sce-
narios are rare, the performance objectives and design ap-
proaches in this document have been developed to provide
protection against more frequently occurring scenarios.

The performance verification indicated in 5.6.6 is based in
part on the criteria in BS 6266. The criteria define test fires for
the VEWFD and EWFD levels of fire detection discussed in this
document. The appropriate test fire is used to properly dem-
onstrate fire detection system operation at initial acceptance
and subsequent periodic system testing.

Fire detection systems should be designed, installed, and
maintained to detect the test fires referenced in this section
when the HVAC system serving the area is operating at normal
air exchange rates, and also when the HVAC system is shut off.
They should also be designed, installed, and maintained to
detect the test fires when telecommunications equipment in
the area is fully operational.

It is common practice in some companies for some areas to
have minimal HVAC for energy conservation purposes. This is
typical in colder regions where mechanical cooling is not neces-
sary to relieve the heat gain from telecommunications equip-
ment with high energy density. Fan cycling is also a typical condi-
tion for telecommunications equipment with lower energy
density that does not produce as much heat (e.g., frame areas,
many transmission systems). Because a fire of a given size can
cause the same damage irrespective of airflow in the area, it is
essential that the fire detection system be able to function in any
foreseeable condition. This recommendation can also ensure ad-
equate fire detection in the event of fan failure.

A.6.1 Figure A.6.1 provides a summary of requirements from
Chapter 6.

The fire protection required is based on noncombustible
construction, fire ratings of major systems installed in the tele-
communications areas, compartmentation of fire areas,
EWFD and VEWFD systems, and effective response of trained
individuals.

Traditional telecommunications industry practices for fire safety
have been largely based on a chain of necessary actions and ele-
ments. Any missing action or element breaks the chain and in-
creases the fire risk. The successful chain includes the following:

(1) Excellent fire prevention practices
(2) Noncombustible construction
(3) Compartmentation
(4) Fire-resistance-rated equipment
(5) Fire-resistance-rated cable
(6) Very early warning fire detection
(7) Rigorous alarm processing and notification
(8) Rapid response by knowledgeable personnel
(9) Power interruption

(10) Fire suppression, when needed
(11) Smoke ventilation, when needed

The prescriptive solutions found in this standard are based
on maintaining this chain unbroken for the life of a telecom-
munications facility.

Those prescriptive solutions are based on the widespread
use of fire-resistance-rated telecommunications equipment
and cables. Successful fire protection of major portions of the
U.S. telecommunications network includes a strong reliance
on very slowly developing fires in fire-resistive equipment and
cables, flawless response, and manual intervention. Rigorous
implementation of that strategy and sequence has enabled
large portions of the industry to compile its remarkable fire
record.
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No

STD
Heat or 
Flame

Common Area 
Containing Some or All 
of the Following: 
Signal-Processing 
Equipment Area, Power, 
Main Distribution Frame, 
and Contiguous 
Technical Support Area

Signal-Processing 
Equipment Area, 
Including Contiguous 
Technical Support Area

Main Distribution Frame,  
Including Contiguous 
Technical Support Area

Cable Entrance Facility

Standby Engine Area

Administration Area

Building Service and 
Support Area

Space Occupied by 
Third Parties
1: Rating in table refers to minimum floor, ceiling, and wall separation recommendations only. Additional separation may be required for structural elements due to building type.
2: Additional provisions may be required as per 4.1.2 in multiple-tenant buildings not controlled by telecommunications operator.
*: as per Section 8.8
NR: No rating
SABC: See applicable building code.

1 Level A Compliant Equipment*, Wire or Cable*

4 Level A Compliant Telecommunication Equipment*
Except Level C Compliant MDF Equipment*, Wire or
Cable*

5 Level A Compliant Telecommunication Equipment*
Except Level C Compliant MDF Equipment*, Wire or
Cable*

6 Level A Compliant Telecommunication Equipment*,
Wire or Cable* - Some Level C Signal-Processing
Equipment*

7 Level A Compliant Telecommunication Equipment*
Except Level C Compliant Power and MDF
Equipment*, Wire or Cable*

8 Level A Compliant Telecommunication Equipment*
Except Level C Compliant Power and MDF
Equipment*, Wire or Cable*

9 Compliant Telecommunications Equipment or Wire
or Cable* — Except Level C MDF and 
Signal-Processing Equipment, Wire or Cable*

10 Level C Compliant Equipment or Noncompliant
Wire or Cable*

11 Level A Compliant Equipment* or Wire or Cable*

12 Level C Compliant Equipment* or Noncompliant
Wire or Cable *

13 Level A Compliant Equipment and Wire or Cable*

14 Level C Compliant Equipment* or noncompliant
Wire or Cable*

15 Level A Compliant Equipment, Wire and Cable*

16 Level C Compliant Equipment* or Noncompliant
Wire or Cable*

19 Direct Termination on MDF Level A Compliant
Equipment* and Wire or Cable*

17
18

20 Automatic Fuel Cutoff

21 Automatic Fuel Cutoff

2 Level A Compliant Telecommunication Equipment*
Except Level C Compliant Power Equipment*, Wire or Cable*

3 Level A Compliant Telecommunication Equipment*
Except Level C Compliant Power Equipment*, Wire or Cable*

26

22
23

24
25

Power Area, Including
Contiguous Technical
Support Area

FIGURE A.6.1 Telecommunications Facilities with Signal-Processing Equipment Areas Greater
Than 232 m2 (2500 ft2).
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1
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2
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2

2
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2

2 NRNR

Power Area, Including 
Contiguous Technical 
Support Area

Main Distribution Frame,  
Including Contiguous 
Technical Support Area

Cable Entrance Facility

Standby Engine Area

Administration Area

Building Service and 
Support Area

Space Occupied by 
Third Parties

Main 
Distribution 

Frame 
Including 

Contiguous 
Technical 

Support Area

Building 
Service and 

Support Area

Space 
Occupied 
by Third 
Parties

Standby Engine
Area

Cable Entrance Facility Administration
Area

STD
Heat or 
Flame

1: Rating in table refers to minimum floor, ceiling, and wall separation recommendations only. Additional separation may be required for structural elements due to building type.
2: Additional provisions may be required as per 4.1.2 in multiple-tenant buildings not controlled by telecommunications operator.
*: as per Section 8.8
NR: No rating
SABC: See applicable building code.

1 Level A Compliant Equipment*, Wire or Cable*

2 Level A Compliant Telecommunication Equipment*
Except Level C Compliant Power Equipment*, Wire or Cable*

3 Level A Compliant Telecommunication Equipment*
Except Level C Compliant Power Equipment*, Wire or Cable*

4 Level A Compliant Telecommunication Equipment*
Except Level C Compliant MDF Equipment*, Wire or
Cable*

5 Level A Compliant Telecommunication Equipment*
Except Level C Compliant MDF Equipment*, Wire or
Cable*

6 Level A Compliant Telecommunication Equipment*,
Wire or Cable* - Some Level C Signal-Processing
Equipment*

7 Level A Compliant Telecommunication Equipment*
Except Level C Compliant Power and MDF
Equipment*, Wire or Cable*

8 Level A Compliant Telecommunication Equipment*
Except Level C Compliant Power and MDF
Equipment*, Wire or Cable*

9 Compliant Telecommunications Equipment or Wire
or Cable* — Except Level C MDF and 
Signal-Processing Equipment, Wire or Cable*

10 Level C Compliant Equipment or Noncompliant
Wire or Cable*

11 Level A Compliant Equipment* or Wire or Cable*

12 Level C Compliant Equipment* or Noncompliant
Wire or Cable *

13 Level A Compliant Equipment and Wire or Cable*

14 Level C Compliant Equipment* or noncompliant
Wire or Cable*

15 Level A Compliant Equipment, Wire and Cable*

16 Level C Compliant Equipment* or Noncompliant
Wire or Cable*

19 Direct Termination on MDF Level A Compliant
Equipment* and Wire or Cable*

17

18

20 Automatic Fuel Cutoff

21 Automatic Fuel Cutoff

26

22
23

24

25

FIGURE A.6.1 Continued
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For areas in which the predominant equipment and cable
is not fire resistance rated, the chain is broken. An alternative
strategy is required, generally including automatic suppres-
sion systems. Indeed, segments of the industry rely upon auto-
matic suppression systems as part of its network fire protection
practices.

A.6.1.2 The prescriptive approach consists of elements in-
cluding fire-resistant major telecommunications equipment
systems, cable, and wire; compartmentation; fire detection;
alarm processing; and manual intervention strategies as the
primary means to prevent major network failure due to fire.

A.6.1.3 See Figure A.6.1.3(a) and Figure A.6.1.3(b).

A.6.1.4 The objective in multiple-tenant buildings not con-
trolled by the telecommunications service providers is to en-
sure that the telecommunications facility is located in a build-
ing that has a low probability of a catastrophic fire loss. As
such, care should be taken in selecting the host structure to
house the telecommunications facility, both from a fire pro-
tection and risk consideration (see Chapter 4).

A.6.3 Site selection should anticipate exposures from other
hazards such as flood and earthquake.

A.6.4 Standard 29 CFR 1910.268(b)(1)iii specifies that wiring
and maintenance aisles are working spaces and are not part of
the means of egress for purposes of 29 CFR 1910.34.

A.6.5 The intent is to provide a procedure and any necessary
marking of disconnect equipment to remove all sources of
power from specific equipment or building areas that could
be electrically overloaded or involved in a fire incident. The
intent is not to provide an emergency power off capability as
required in Article 645 of NFPA 70 and NFPA 75, because the
use of telecommunications equipment and the consequences
of disconnecting power are more severe than for the IT equip-
ment covered by the requirements of NFPA 70 and NFPA 75.
The means to disconnect power should not be readily avail-
able to a casual occupant of the facility. It is permitted to re-
quire special knowledge of the power systems to operate the
disconnecting means.

A.6.5.1 The depowering procedure often includes special
marking of otherwise standard power disconnect equipment.
The depowering procedure is permitted to be progressive, de-
pending upon the severity of the incident, from circuit pack to
equipment bay to area of a central office (see Figure A.6.5.1).

A.6.5.2 Figure A.6.5.2(a) and Figure A.6.5.2(b) show typical
telecommunications facility power sources indicating selective
disconnect points and dc power distribution.

A.6.6.5.2 The confirmation of the presence of smoke can be
accomplished by the following:

(1) Cross-zoning
(2) Time/smoke density factors
(3) Activation of multiple detectors
(4) Manual pull station in combination with detection strat-

egy
(5) Heat detection
(6) Automatic suppression system actuation

A.6.6.7 The objective is to prevent undesirable smoke move-
ment between compartments or areas or both while permit-
ting HVAC operation to prevent telecommunications equip-
ment from overheating.

A.6.6.8 HVAC operation within a fire-affected compartment
is permitted until it circulates smoke that contributes to the
signal-processing equipment contamination.

A.6.7.1 The telecommunications facility normally has a bat-
tery system to operate the telecommunications equipment
during power failure. This enables the public to use the com-
munication network during power failures or planned outages
for equipment servicing. In selected cases, where the telecom-
munications company acknowledges adequate power reserve,
the battery system can be used as a source for emergency light-
ing systems as required by NFPA 101.

A.6.7.2 The telecommunications facility battery system is nor-
mally designed for a 3-hour battery reserve when the facility
has an auto start backup generator. Longer battery reserves
can be supplied when the facility is served by a portable or
manual start backup generator.

A.6.8.1 Signal-processing equipment areas should be ar-
ranged to provide protection against fires in adjacent areas; to
provide protection against fire spread to adjacent equipment;
and to provide protection from fire, smoke, and related ther-
mal and nonthermal equipment damage.

Large cables enter a telecommunications facility in under-
ground ducts. These ducts can collect combustible gases and
liquids and direct them toward the telecommunications facil-
ity. The cable penetrations should be sealed to prevent gas and
liquid intrusion into the building.

A.6.8.2.2.3 Floor pullers should be located in break-open
boxes.

A.6.8.3 Compliance with compartmentation should be
achieved in existing signal-processing equipment areas, provided
rated separations and listed penetrations are practicable.

A.6.8.4.2 Central building services equipment (e.g., chillers,
pumps, main air handlers, boilers) should not be located in
signal-processing equipment areas. Self-contained air-
conditioning units should be located outside of the signal-
processing equipment areas unless there is a need to place
them within the signal-processing equipment areas. It is pref-
erable to install HVAC ducts serving non-signal-processing
equipment areas so that they do not pass through signal-
processing equipment areas.

A.6.8.5.1 The signal-processing equipment area is designated
according to the classification level of the signal-processing
equipment within the area, thus determining the level of risk
of fire ignition and fire spread for the area.

A.6.8.5.2 A provision of wires, cables, and signal-processing
equipment that is resistant to ignition and subsequent fire
spread has a direct reduction on the frequency and severity of
fires in telecommunications facilities.

A.6.9.1 Cable entrance facilities should be arranged to mini-
mize the intrusion of gas into the building, to limit the fuel load,
to prevent the spread of fire and smoke to other areas, and to
prevent the intrusion of unwanted electrical sheath currents.

A.6.9.3.2 Central building services equipment (e.g., chillers,
pumps, main air handlers, boilers) should not be located in
the cable entrance facility area. Self-contained air-
conditioning or heating units located inside the cable en-
trance facility area should not service other areas. It is prefer-
able to install HVAC ducts serving other areas so that they do
not pass through the cable entrance facility area.
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37 m (120 ft)

24 m
(80 ft)

6 m (20 ft)

0.6 m (2 ft)

1.2 m (4 ft)

4.6 m
(15 ft)

6 m
(20 ft)

9 m (30 ft)

SPE area

Battery area

6 m (20 ft)

5.5 m
(18 ft)

Floor 1

Calculated signal-processing equipment (SPE) area is 117 m2 (1260 ft2).
The calculations do not consider the room size.
The battery area is not an SPE area.
The 232 m2 (2500 ft2) threshold is not exceeded if a single-story facility.

FIGURE A.6.1.3(a) Example 1 of Calculated Signal-Processing Equipment Area.

0.6 m (2 ft)

9 m (30 ft)

9 m (30 ft)

0.6 m
(2 ft)8.5 m (28 ft)

37 m (120 ft)

24 m
(80 ft)

18 m
(60 ft)

12 m
(40 ft)

9 m
(30 ft)

Floor 2

Calculated signal-processing equipment (SPE) area is 273 m2 (2940 ft2).
The calculations do not consider the room size.
Floor 1 and Floor 2 SPE areas in the same building should be added together to determine the 
accumulated SPE area in a multistory telecommunications facility.

Walls

FIGURE A.6.1.3(b) Example 2 of Calculated Signal-Processing Equipment Area.
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A.6.9.4 Cable entering the cable entrance facility from out-
side normally does not have any fire-resistive properties,
because it is buried and not exposed to fire. This incoming
cable is then spliced to cable, which complies with 8.8.2, in
order to connect to equipment elsewhere in the facility.

A.6.9.4.2 A provision of wire, cable, and equipment that are
resistant to ignition and subsequent fire spread has a direct
reduction on the frequency and severity of fires in telecommu-
nications facilities.

A.6.9.5.2 A provision of signal-processing equipment that is
resistant to ignition and subsequent fire spread has a direct

reduction on the frequency and severity of fires in telecommu-
nications facilities.

A.6.10.1 Power areas should be arranged to enhance the sur-
vivability of power equipment for continuity of service and be
arranged to provide protection against fire and smoke spread
to adjacent areas, to provide protection against fire and smoke
spread to adjacent telecommunications equipment, and to
provide for the capability to disconnect power from signal-
processing telecommunications equipment to facilitate emer-
gency intervention.

No fire or 
found fire out

No automatic 
suppression 

present

Clean agent 
released

Clean agent  
not released

Determine 
fire incident 
response

Determine 
fire incident 
response

Alarm

Investigate 
and evaluate 

incident

Investigate 
and evaluate 

incident

Technician 
intervention

Dispatch 
fire department 
and technician

Dispatch 
fire department 
and technician

Dispatch 
technician

Other detection 
(human or 
automatic)

VEWFD
alarm

VEWFD
alert

Determine fire 
incident 

response

Investigate and 
evaluate incident

Dispatch fire 
department and 

technician

EWFD
alarm

No
VEWFD

VEWFD
equipped

Fire detection signal 
(human or automatic)

Water 
released

Water  
not released

Manually 
suppress

Monitor for 
reignition

Manually 
suppress

Fire not out Manually 
suppress

No depowering 
necessary

Depower area  
if necessary

Depower upon 
reignition

Depower area  
if necessary

Manually 
suppress

Depower area  
if necessaryDepower area  

if necessary

Fire out

No depowering 
necessary

Equipment
area

Nonequipment 
area

No alarm

FIGURE A.6.5.1 Depowering Decision Tree.
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Battery 
Distribution 
Fuse Board

Signal Processing Area

To circuits as required

dc Power 
Distribution 

Board

ac Power 
Transfer 
Switch

Main Power
Distribution 
Switchgear

Commercial 
ac Power

Standby 
Engine 

Generator

Alternative 
Energy Sources

(Fuel Cell, 
Wind, Turbine, 

PV, etc.)

Symbols

 Denotes facility operator intervention point

 Denotes fire service or facility operator power disconnect point

dc to ac Inverter 
typically 
120 V ac

Building 
Service 

Equipment

Lighting

Convenience 
Power

Switching 
Equipment

Line-Up/
Aisle

Card/Circuit 
Pack

Bay/Framedc Rectifiers

Switching 
Equipment

Line-Up/
Aisle

Card/Circuit 
Pack

Bay/FrameBattery

FIGURE A.6.5.2(a) Typical Telecommunications Facility Power Sources Indicating Selective Disconnect Points.
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equipment 
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Key:
 ac power
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generators
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1

Bat
2

Bat
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n

Rectifiers

48 volt dc bus

Strings of batteries

dc power 
distribution 
board

Commercial 
ac power feed

R1

R2

R3

Rn

Battery 
distribution 
fuse board 
near equipment

FIGURE A.6.5.2(b) Typical Telecommunications Facility dc Power Distribution.

76–40 FIRE PROTECTION OF TELECOMMUNICATIONS FACILITIES

2012 Edition



A.6.10.3.2 Central building services equipment (e.g., chillers,
pumps, main air handlers, boilers) should not be located in
power areas. Self-contained air-conditioning units should be lo-
cated outside of the power areas unless there is a need to place
them within the power areas. It is preferable to install HVAC
ducts serving other areas so that they do not pass through the
power areas.

A.6.10.4.2 A provision of wire, cable, and equipment that is
resistant to ignition and subsequent fire spread has a direct
reduction on the frequency and severity of fires in telecommu-
nications facilities.

A.6.10.5 Batteries meeting the fire resistance recommenda-
tions might not be available at the time this document is pub-
lished.

A.6.10.8 Where spill containment systems are used, they
should be evaluated to address flammability. The assessment
should take into consideration the ignition resistance and pro-
pensity to propagate fire of the product assembly with consid-
eration of the contribution of the components (outer encase-
ment, absorbent materials, liners, or other components).

A previous loss investigation determined that the fire origi-
nated in the battery rack and that the flame spread was pro-
moted by the flammability of the fabric covering on the acid
spill containment bags.

ASTM E 648 can be used to determine the critical flux for
propagation of flames along spill containment systems when
installed on a floor. The most stringent requirement of model
building or fire codes is Class 1, which has critical flux of
0.45 W/cm2.

A.6.10.8.1 For the installation of stationary fuel cell power
systems, see NFPA 853. For solar photovoltaic (PV) systems,
see NFPA 70, Article 690, Article 692, fuel cell systems, and
Article 694, small wind electric systems.

A.6.11.1 Main distribution frame (MDF) areas should be ar-
ranged to provide protection against fires in adjacent areas, to
protect against fire spread to adjacent telecommunications
equipment, to provide protection from smoke and related
nonthermal damage, and to enhance the survivability of the
main distribution frame equipment and adjacent signal-
processing equipment. The restoration time for an urban
MDF that has incurred significant fire or water damage can be
measured in weeks or months, with widespread telecommuni-
cations network failure extending for hundreds of miles in all
directions until the MDF is restored or replaced and/or huge
numbers of trunk and other circuits are rerouted.

A.6.11.2.2.3 Floor pullers should be located in break-open
boxes.

A.6.11.3 Compliance with compartmentation should be
achieved in existing main frame distribution areas, provided
rated separations and listed penetrations can be achieved.

A.6.11.4.2 Central building services equipment (e.g., chillers,
pumps, main air handlers, boilers) should not be located in
main distribution frame areas. Self-contained air-conditioning
units should be located outside of the main distribution frame
areas unless there is a need to place them within the main
distribution frame areas. It is preferable to install HVAC ducts
serving others areas so that they do not pass through the main
distribution frame areas.

A.6.11.5.1 The main distribution frame (MDF) consists of
numerous structural frames supporting wires, cables, and
MDF equipment connected together to create a large assem-
bly. The area with the assembled MDF should be classified as

Level A or Level C in accordance with 8.8.3 in order to deter-
mine the fire protection requirements.

A.6.11.5.2 A provision of wires, cable, and equipment that is
resistant to ignition and subsequent fire spread has a direct
reduction on the frequency and severity of fires in telecommu-
nications facilities.

A.6.12.3.1 Standby engine areas for multiple-tenant build-
ings should comply with the requirements of Section 6.12.
Fuel handling for the standby engines should be in accor-
dance with NFPA 30, except that the volume requirements for
tank location and fuel protection should apply to the total
aggregated volume in the tank storage area.

A.6.12.4 Appropriate segregation of the fuel supply is accom-
plished with a thermally actuated valve or equivalent in the fuel
line to the standby generator to isolate the fuel sources from the
engine in the event of fire. Drainage or secondary containment
systems or both should be provided to prevent fuel spills or leaks
from contaminating soils or public drainage systems.

A.6.12.5 Central building services equipment (i.e., chillers,
pumps, main air handlers, boilers) should not be located in
standby engine equipment areas. Self-contained air-
conditioning units should be located outside of the standby
engine equipment areas unless there is a need to place them
within the telecommunications equipment areas.

A.7.1 See A.6.1.

A.7.3 Exposure protection should be provided in accordance
with NFPA 80A.

A.7.6.2 If separate rooms are desired, the signal-processing
equipment area should be separated with noncombustible
construction.

A.7.6.3.2 The provisions of wire, cable, and equipment that is
resistant to ignition and subsequent fire spread has a direct
reduction on the frequency and severity of fires in telecommu-
nications facilities.

A.7.7.2 Central building services equipment (e.g., chillers,
pumps, main air handlers, boilers) should not be located in
telecommunications equipment areas. Self-contained air-
conditioning units should be located outside of the telecom-
munications equipment areas unless there is a need to place
them within the telecommunications equipment areas.

A.7.8.1 The telecommunications facility normally has a bat-
tery system to operate the telecommunications equipment
during power failure. This enables the public to use the com-
munication network during power failures or planned outages
for equipment servicing. In selected cases, where the telecom-
munications company acknowledges adequate power reserve,
the battery system can be used as a source for emergency light-
ing systems as required by NFPA 101.

A.7.8.2 The telecommunications facility battery system is nor-
mally designed for a 3-hour or more battery reserve when the
facility has an auto start backup generator. Longer battery re-
serves can be supplied when the facility is served by a portable
or manual start backup generator.

A.8.2.3.1 Some aisle containment systems are provided as part
of a factory-packaged and listed system by the manufacturer of
the telecommunications equipment, while others are field-
installed aftermarket systems. In either case, the application of
these systems should be in accordance with the manufacturer’s
instructions.
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A.8.2.3.4 Where plenums are present, the space above the
raised floor and below the suspended ceiling is typically acces-
sible space to both occupants and first responders for mainte-
nance access, fire-fighting activities, and so forth, and there-
fore does not need to be classified as a plenum. The addition
of aisle containment systems does not change the hazards con-
tained within those containment areas and therefore does not
necessitate different construction materials as required in ple-
num spaces as defined elsewhere in this standard and others.

A.8.2.3.6 The temperatures in hot aisles can exceed 37.8°C
(100°F), which is often the listing limit on many types of detec-
tors.

A.8.2.3.7 The design and installation of fire detection and
suppression systems for areas in which aisle containment sys-
tems are installed should meet the performance or prescrip-
tive requirements of Chapters 5, 6, or 7 that have been applied
to the areas. Where aisle containment systems are installed in
an area after the fire detection or suppression systems have
been designed and installed in the area, the design and instal-
lation of the fire detection and suppression systems should be
reviewed for the following:

(1) To determine if system changes are necessary to maintain
the level of protection as required in 1.3.4

(2) To make necessary changes to the fire detection or sup-
pression systems to maintain the previously existing level
of protection

Where sensors or ports are installed to monitor return air
in accordance with 8.5.3.1.2.3, the review may determine that
a containment system does not degrade the performance level
of the detection system.

A.8.2.3.8.1 Paragraph 8.2.3.8.1 addresses removable curtains
and aisle containment materials, which are otherwise referred
to as “removable obstructions”. Fixed obstructions are clearly
addressed for suppression systems in NFPA 13. Means other
than automatic smoke detection used for removing the ob-
structions (e.g., thermal, mechanical, and fusible links) still
need further research by the industry and are not clearly dem-
onstrating the capability of activating without impacting the
timed response of suppression systems.

A.8.2.3.8.1(1) This action can be compared to readying the
space before suppression, such as initiating the closing of fire
doors, dampers, and the like.

A.8.2.3.8.1(4) The releasing devices can be similar to those
used for initiating fire doors, dampers, and the like.

A.8.2.3.9 Aisle containment and hot air collars should be re-
viewed for any impact on the suppression systems, where
present, to produce the required design concentration
throughout the entire volume they serve.

A.8.2.3.10.1 Paragraph 8.2.3.10.1 addresses removable cur-
tains and aisle containment materials, which are otherwise re-
ferred to as “removable obstructions.” Fixed obstructions are
clearly addressed for suppression systems in NFPA 2001.
Means other than automatic smoke detection used for remov-
ing the obstructions (e.g., thermal, mechanical, and fusible
links) still need further research by the industry and are not
clearly demonstrating the capability of activating without im-
pacting the timed response of suppression systems.

A.8.2.3.10.1(1) This action can be compared to readying the
space before suppression, such as initiating the closing of fire
doors, dampers, and the like.

A.8.2.3.10.1(4) The releasing devices can be similar to those
used for initiating fire doors, dampers, and the like.

A.8.3 Compartmentation is provided to reduce the spread of
fire and smoke between the telecommunications facility and
other building occupancies.

A.8.4.1.1 Alarm processing includes automatic or manual ac-
tions and responses to be performed as a result of a change in
status of monitored alarm initiating devices, supervisory initi-
ating devices, and trouble conditions.

A.8.4.1.3 In determining desired response time, whether or
not a telecommunications equipment building could be un-
staffed for any period of time should be considered as part of a
response strategy as well as anticipated response time to an
alert signal by owner or operator-designated personnel.

A.8.4.2.2.2 Generally, alert signals from VEWFD systems
should not be transmitted to the municipal fire department.

A.8.4.2.2.5 Where hydrogen gas danger level, methane gas
danger level, and battery room ventilation fan failure are not
monitored by an alarm monitoring center complying with
8.4.1.4, they should be monitored by the fire alarm system as
supervisory devices.

A.8.4.2.3.3 Trouble signals should be responded to and rem-
edied by local, trained telecommunications personnel.

A.8.5.3.1.2.1 In general, two sensors or ports per 6.1 m × 6.1 m
(20 ft × 20 ft) building bay will be necessary. This size bay is typical
but not universal in many traditional central offices. Installation
of sensors and ports should be determined on a case-by-case basis
for buildings and enclosures that are different from the typical
building bay design. The sensors or ports do not need to be lo-
cated directly in the center of the bay but should be located so
that they are exposed to the movement of smoke. The sensor or
port should not be located within 0.9 m (3 ft) of supply duct
registers. Locations selected should be visible from the floor and
accessible for maintenance.

A.8.5.3.1.2.2 In areas that have cable trays between the signal-
processing or MDF equipment and the ceiling, and the cable tray
obstructions are such that the free flow of smoke will be inhibited
to the ceiling, sampling ports or sensors should be located both
at the ceiling level and below the cable trays to overcome this
stratification. (Refer to NFPA 72.) In general, where stratification
could be a concern, one high and one low sensor or port should
be installed per building bay. See Figure A.8.5.3.1.2.2 for clarifi-
cation.

A.8.5.3.1.2.3 To increase performance, additional sensors or
ports should be provided in accordance with manufacturer’s
requirements. (Also see NFPA 72 for guidance on port and sensor
placement.)

A.8.5.3.1.2.3(A) Where heat containment systems are provided
or retrofitted into the space, the port and sensor configuration
should be evaluated for compliance with NFPA 72 and the detec-
tion manufacturer’s installation instructions. Heat containment
systems are baffles that serve as a conduit between the equipment
aisles or cabinets and the HVAC return air path(s). Where heat
containments are not provided [See Figure A.8.5.3.1.2.3(A)(a)],
there is a tendency for cooling air to mix with return air, which
results in wasted energy in the HVAC system. Heat containments
[See Figure A.8.5.3.1.2.3(A)(b) and Figure A.8.5.3.1.2.3(A)(c)] pre-
vent the mixing of heated air and cooling air, resulting in signifi-
cant HVAC energy savings.

76–42 FIRE PROTECTION OF TELECOMMUNICATIONS FACILITIES

2012 Edition



A.8.5.3.1.2.4 The listed criteria at each sampling port should
include the pipe air pressure, the airflow rate through that
sampling port, the percentage of the total pipe flow through
the sampling port, and the time needed for a smoke sample to
be drawn from that sampling port to the detector.

A.8.5.3.1.2.5 Because the listed sensitivity for an air-sampling
smoke detection system is that measured at the detector rather
than that at each individual sampling port on its piping net-
work, the entire piping network should be evaluated to deter-
mine the effective sensitivity at a sampling port.

Sampling ports that draw in clean air will dilute smoke-
laden air being drawn in by other ports. The accumulative
effect of clean air being drawn through some ports causes di-
lution that reduces the effective sensitivity of other ports on
the same pipe network. Conversely, the accumulative effect of

smoke being drawn into multiple sampling ports causes the
overall effective sensitivity of the air-sampling system to in-
crease beyond the sensitivity expected at a single sampling
port.

The effective sensitivity of a sampling port is a function of
the total number of ports on a piping network and the per-
centage of those sampling smoke-laden air. As the number of
ports sampling clean air increases, the effective sensitivity at
individual ports on an air-sampling smoke detection system is
reduced to less than the listed sensitivity of the detector unit.

The following two examples show a best and a worst cred-
ible scenario:

(1) Assuming all sampling ports will sample smoke-laden air,
with all the ports in one common interior area with the
smoke being uniformly mixed throughout the space by an

Low-level sensors or ports 
at 37.2 m2 (400 ft2) or less

High-level sensors or ports 
at 37.2 m2 (400 ft2) or less

Effective net coverage per sensor 
or port is 18.6 m2 (200 ft2) or less

FIGURE A.8.5.3.1.2.2 Staggered Layout of Sample Ports/Sensors.

Access floor plenum

Mixing of hot and cool air

Cold
aisle

Hot
aisle

Cold
aisle

Cold
aisleCRAC

unit

Hot
aisle

FIGURE A.8.5.3.1.2.3(A)(a) Where Heat Containment Systems Are Not Provided, Significant
Mixing of Heated and Cooling Air Occurs.
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HVAC system, the effective sensitivity of each sampling
port is approximately equal to the listed sensitivity of the
detector unit.

(2) Assuming that only one sampling port will sample smoke-
laden air, and assuming a balanced piping network design
where there is equal airflow, and thus equal sensitivity, at
each sampling port, the effective sensitivity of each sam-
pling port is the listed sensitivity of the detector unit mul-
tiplied by the total number of sampling ports.

A.8.5.3.2.1.2 In general, one sensor or port per 6.1 m × 6.1 m
(20 ft × 20 ft) building bay will be necessary. This size bay is
typical but not universal. The sensors or ports do not need to

be located directly in the center of the bay but should be lo-
cated so that they are exposed to the movement of smoke. The
sensor or port should not be located within 0.9 m (3 ft) of
supply duct registers. Locations selected should be visible
from the floor and accessible for maintenance.
A.8.5.3.2.1.5 The listed criteria at each sampling port should
include the pipe air pressure, the airflow rate through that
sampling port, the percentage of the total pipe flow through
the sampling port, and the time needed for a smoke sample to
be drawn from that sampling port to the detector.
A.8.5.3.2.2.2 See NFPA 72 for flame detector selection consid-
erations.

Access floor plenum

Return air plenum

Heat 
containment 

system

Cold
aisle

Hot
aisle

Cold
aisle

Cold
aisleCRAC

unit

Hot
aisle

FIGURE A.8.5.3.1.2.3(A)(b) Heat Containment Systems Duct Heated Air to a
Return Air Plenum.

Access floor plenum

CRAC
unit

Hot cabinet heat containment system

Cabinet or relay rack line-up

FIGURE A.8.5.3.1.2.3(A)(c) Heat Containment Systems for High Heat Producing Bays or
Cabinets Convey Heated Air to a Return Air Plenum.
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A.8.6.1 This section provides for the use of automatic or
manual fire suppression equipment as tools available to be
used as fire safety elements in a fire protection plan for a tele-
communications facility. Telecommunications facilities have
achieved an excellent fire loss record due to the high stan-
dards of construction, compartmentation of hazards, and
high quality of telecommunications equipment. This high
record of reliability has been achieved mostly without the use
of automatic extinguishing systems. Automatic suppression
should be considered when other fire protection elements
cannot be employed. Careful consideration should be made
to recognize the impact the agent could have on the energized
telecommunications equipment.

A.8.6.2.1.1 Automatic fire suppression systems provided in
telecommunications facilities should be selected with due con-
sideration of the hazards being protected and the impact of
the agent on energized telecommunications equipment or on
unprotected emergency responders performing depowering
functions. Detection and actuation systems should be periodi-
cally reviewed in order to avoid unwanted discharges of the
automatic fire suppression systems. Accidental discharge of ex-
tinguishing agents can cause damage to equipment or danger
to personnel. Fire suppression agents should not cause severe
damage to the telecommunications equipment. Suppression
agents such as those containing dry chemical agents or corro-
sive wet agents in fixed systems should not be used in any area
containing telecommunications equipment.

A.8.6.2.2.1 Wet pipe, dry pipe, and pre-action systems are
acceptable for use in the protection of technical support, ad-
ministrative and buildings services, and support areas of tele-
communications facilities, but they are not recommended for
the power area, main distributing frame (MDF) areas, signal
processing area, and standby engine areas. The introduction
of water piping in telecommunications power areas, MDF ar-
eas, or signal-processing areas should be carefully considered.
Water is a risk to telecommunications signal-processing equip-
ment and, by extension, to public safety.

The use of pre-action, double-interlocked sprinklers will
minimize the risk of inadvertent water discharge.

See Figure A.8.6.2.2.1 for a typical example of the risk ex-
posure.

A.8.6.2.3.1 Piping systems installed to deliver clean agents
into telecommunications equipment areas should have par-
ticular attention paid to internal cleaning of the piping. Any
debris discharged into the telecommunications equipment
area can cause catastrophic damage to the telecommunica-
tions equipment. All piping systems should be cleaned inter-
nally after fabrication to prevent discharge of debris. Cleaning
should be in accordance with the requirements of NFPA 2001
and manufacturer’s recommended guidelines.

A.8.6.2.4.1 Piping systems installed to deliver halon systems
into telecommunications equipment areas should have par-
ticular attention paid to internal cleaning of the piping. Any
debris discharged into the telecommunications equipment ar-
eas can cause catastrophic damage to the telecommunications
equipment. All piping systems should be cleaned internally
after fabrication to prevent discharge of debris. Cleaning
should be in accordance with the requirements of NFPA 12A
and manufacturer’s recommended guidelines.

A.8.6.3.1.3 Dry chemical agents and corrosive liquid agents
will contaminate the signal-processing equipment and cause
damage to the terminals and connectors. Experience has

shown that such contamination and damage can be cata-
strophic to the equipment. It is recommended that any occu-
pancy near or adjacent to telecommunications equipment ar-
eas not have dry chemical or corrosive liquid extinguishers
installed.

A.8.6.3.2 All pipes carrying water (e.g., domestic water lines,
roof drain lines, sanitary drain lines) in or around telecommu-
nications equipment should be monitored for water leaks to
prevent water damage and loss of network reliability. If pos-
sible, water pipes should be routed so as to avoid installation
above telecommunications signal-processing equipment ar-
eas, main distributing frame areas, and power equipment ar-
eas. If it is not possible to avoid these locations, consideration
should be given to the inclusion of secondary containments
such as coaxial pipe enclosures and the like. In areas of the
country where freezing temperatures occur, water pipes and
wet-type sprinkler systems should be avoided in standby en-
gine rooms — if the engine runs for a protracted length of
time, the water in the piping could freeze and rupture the
pipe. All hose connections should be installed outside tele-
communications areas.

A.8.7.1 Where properly designed, installed, tested, and main-
tained, smoke management systems, including smoke control
systems and smoke removal systems, should be recognized as an
effective means to prevent smoke from spreading to noninvolved
areas in low heat release rate fires, to minimize damage, and to
facilitate search, manual fire fighting, and cleanup operations.

A system designed, installed, and maintained to provide one
level of protection will not, in every case, also provide another
level of protection that could be necessary for a hazard area.

Where smoke or combination fire/smoke dampers are in-
stalled in separations between hazard areas with varying
smoke detection performance, additional review should be
performed and/or operational strategy provided to ensure
that the selected smoke control sequence is correct. While it is
not recommended, it is possible that two compartments share
an HVAC system. The more important area will have a smoke
detection system with higher detection performance. It is pos-
sible that smoke can drift between compartments from a fire
in the compartment with less sensitive smoke detection and be
detected by the more sensitive smoke detection in the adja-
cent compartment. This should result in the dampers closing.
The smoke exhaust system should start only when the smoke
condition is verified in the compartment experiencing fire
conditions. The improper smoke exhaust operation can result
in unintended damage.

A.8.7.2 Smoke management for telecommunications facili-
ties is different from smoke management applications for
high-rise buildings or tall atria as prescribed in NFPA 92 and
NFPA 204. This annex is intended to provide design guidance
on the application of smoke management systems for telecom-
munications facilities given the unique applications. Note in
this application, smoke management systems are not intended
for life safety and emergency egress of building occupants as
they are in other industry applications. Given that, the re-
quirements of those other standards intended to support life
safety functions are not intended to apply to the application to
telecommunications facilities. The reasons for smoke manage-
ment systems in this application are as follows:

(1) To allow fire department personnel or operating person-
nel sufficient visibility to approach, locate, depower
equipment, and extinguish a fire without depowering the
entire network facility
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(2) To prevent damage to equipment and loss of emergency
communication systems

(3) To provide means for rapid removal of smoke to permit
continued cooling operations and prevent indirect dam-
age to equipment from thermal effects and eventual loss
of emergency communication systems

The smoke management system is intended to provide emer-
gency removal of smoke containments from network equipment
and power spaces in telecommunications buildings. Smoke re-
moval is considered an important priority after a fire has been
detected. Given the construction of the materials typically
present in telecommunications spaces, damaging smoke and its
subsequent removal require a higher priority than continued
progression of a Class C fire, assuming the fire suppression (if
present) is unable to extinguish the source. The fires associated
with telecommunications switching equipment rooms are typi-
cally Class C, slow-burn fires (e.g., electrical fires or energy-
augmented fires), involving little to no flame but with large
amounts of smoke generation. It is desirable that the network
equipment remain in operation throughout the duration of a
fire. Because these facilities often provide emergency communi-
cations, in only the most extreme cases should the facility be com-
pletely depowered as result of a fire or disaster. Smoke manage-
ment systems installed in signal-processing areas are intended to
protect the electronic equipment from being exposed to the
caustic and damaging contents of the smoke, thereby preventing
circuit bridging, circuit pack failures, and large loss of equipment
within these spaces. In addition, the smoke management system
is intended to maintain the smoke layer above a minimum height
necessary to allow depowering operations by operating person-
nel and local fire-fighting authorities. The smoke management
system also should serve as a smoke purge system to remove
smoke after a fire by means of dilution ventilation.

Typical design objectives of the smoke management system
are as follows:

(1) To remove smoke from the signal-processing areas
(2) To remove smoke from design fires associated with ca-

bling, trays, equipment, and associated packaging materi-
als that may be in the space being protected

(3) To provide the necessary makeup air
(4) To remove smoke quickly enough to maintain the smoke

above equipment racks during the worst-case design fire
scenario to protect the equipment from smoke damage
and allow for depowering efforts

Three distinct design approaches are commonly used for
the smoke management systems used in telecommunications
facilities, as follows:

(1) Smoke management — removal of smoke products dur-
ing a fire event (during depowering efforts)

(2) Smoke removal — rapid removal of the smoke products
after a fire event via dilution ventilation

(3) Smoke control — control of the spread of smoke to rooms
that are not involved in the fire event; takes place from
initial fire alarm through completion of the smoke re-
moval of the affected zone until normal operations
resume

The design approach for smoke management should be
based upon NFPA 92 using the following criteria:

(1) t2 design fire
(2) Very slow growth fire, >600 sec
(3) Makeup air quantities should be permitted equivalent to

the exhaust air quantities for a given space

The design approach for smoke removal should be based
on dilution ventilation sufficient to remove smoke within a

Grounded battery rack and other framework

Ground faults through water and traces 
of electrolyte on battery containers

48-volt battery (4 parallel strings shown)

Battery disconnect 
switch (if equipped)

48-volt bus

Fault current
Fault 

current

48-volt
chargers

FIGURE A.8.6.2.2.1 Battery Ground Fault Path Through Spilled or Sprinklered Water or Mist.
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time frame acceptable to the owner and within sufficient time
to prevent thermal failure of signal-processing equipment af-
ter fire has been extinguished. Dilution ventilation can be cal-
culated using the logarithmic calculation found in Principles of
Smoke Management. To take a fire alarm system out of alarm,
the smoke concentration needs to be diluted below the sensi-
tivity level of the smoke detectors. The design should be per-
mitted to be based on the worst-case calculation from a smoke
management or smoke purge design approach.

Calculations for design fire cases should be permitted to be
derived from generally accepted engineering practice.

It is important for the system designer to be aware of the
limitations for any equations used in the design. Some of them
may be applicable only under a limited range of conditions
that may or may not be present in the job being designed.

Typical assumptions used in a performance-based design
can include the following:

(1) Good housekeeping practices are strictly followed, in
which no amounts of combustible or flammable materials
are stored in the critical equipment rooms.

(2) No combustible materials are located under raised floors.
(3) Telecommunications equipment or cabling involved in a

fire will be depowered within 1 hour of EWFD alarm.
(4) The smoke management system will operate after the fire

suppression system (if present).
(5) Airflow is designed for smoke management during a fire

event to maintain the smoke layer above equipment racks;
airflow is also designed to be of sufficient rate to com-
pletely remove smoke within sufficient time to prevent
thermal failure of the network equipment involved.

Smoke management systems should be provided in signal-
processing equipment areas.

Refer to NFPA 92 and NFPA 101 for requirements of pres-
sure control to ensure proper operation of doorways during
system operation.

Smoke management systems should be permitted to be de-
signed using applicable design calculations found in NFPA 92,
NFPA 204, or Principles of Smoke Management using design fires
in all spaces served by the smoke management system.

Equipment suitable for its intended use and the probable
temperatures to which it is likely to be exposed should be
permitted. Exhaust fans UL-listed for smoke management/
control systems and carrying the UL-705 label or certified by
the manufacturer to meet the minimum temperature and
time requirements should be permitted. Smoke exhaust fans
should be tested following ASHRAE 149-200.

Smoke dampers should be listed in accordance with UL 555S.
Combination fire and smoke dampers should be listed in accor-
dance with UL 555 and UL 555S. Dampers should be suitable for
their intended use and the probable temperatures to which they
are likely to be exposed. When present, dampers should have
override capability for smoke management system operations.
Damper override should not be permitted to close until tempera-
tures exceed 177°C (350°F) in the duct. Dampers should be pro-
vided with limit switches used for verification of damper position
in the control system and to ensure safe HVAC equipment opera-
tion.

Duct materials should be selected and designed to convey
smoke, withstand additional pressure (both positive and nega-
tive) by the supply and exhaust fans when operating in a smoke-
control mode, and maintain their structural integrity during the
period for which the system is designed to operate. Ducts suit-

able for their intended use and the probable temperatures to
which they are likely to be exposed should be permitted.

Control systems listed in accordance with UL 864, Standard
for Control Units and Accessories for Fire Alarm Systems, category
UUKL for their intended purpose should be permitted.

A fire fighters’ smoke-control station (FSCS) per NFPA 92,
Annex H should be permitted. On/off/auto selectable
switches (one per zone) should be permitted. An FSCS located
behind locked cover for protection in public areas should be
permitted. An FSCS located adjacent to a fire alarm panel or as
directed by AHJ should be permitted.

A single control system or fire alarm system coordinating
the smoke-control functions, FSCS, and any other related sys-
tems with the operation of the building HVAC systems and
smoke-control equipment should be permitted.

A strobe light mounted at every entry point and labeled
“EMERGENCY SMOKE MANAGEMENT SYSTEM IN OPERA-
TION — DO NOT ENTER” at each zone served by the smoke
management system should be permitted.

A.8.7.2.2 Makeup air inlets should be designed so that the
velocity of the supplied air does not exceed 61 m/min (200 ft/
min) and to take maximum use of the mixing and diluting
effects created. If air enters the smoke layer above the inter-
face, it should be accounted for in the exhaust calculations.
Where outside air is used, consideration should be given to
conditioning the outside air to provide an environment that
would be similar during regular operations, to avoid tempera-
ture shocks to electronic telecommunications equipment.

A.8.7.2.3 Consideration should be given to using exhaust
point(s) to reduce the possibility of smoke being drawn into non-
involved telecommunications equipment. Exhaust openings
should be designed and positioned to take maximum use of the
mixing and dilution effects created by the airflow in the room.

A.8.7.2.5 Periodic testing and maintenance is essential to en-
sure operation of the smoke management systems. For guid-
ance, see NFPA 92 and NFPA 204. Periodic testing frequency
should be based on criticality of the smoke management sys-
tem to service continuity and life safety.

A.8.7.3 The design of the power supply and controls of the
smoke management system should preclude unintentional
shutdown of the smoke management system (see Section 6.5).

To prevent smoke migration into telecommunications ar-
eas during fire department overhaul and to facilitate cleanup,
means for smoke removal should be provided. Examples are
provisions of special openings for use by fire department
smoke ejectors, access panels in walls, and roof vents for grav-
ity venting.

A.8.7.4.2 The design of the power supply and controls of the
smoke management system should preclude unintentional
shutdown of the smoke management system (see Section 6.5).

A.8.8.1 Section 8.8 describes the procedures and test meth-
ods used to quantify ignition and fire resistance in telecommu-
nications equipment.

Provision of telecommunications equipment that is resis-
tant to ignition and subsequent fire spread has a direct impact
on the frequency and severity of fires in telecommunications
facilities.

A.8.8.2.8.4 ANSI/UL 568 does not currently have any re-
quirements for nonmetallic cable trays in plenums.
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A.8.8.3 UL 60950 specifies the fire resistance of the materials
used in making the equipment and therefore provides a level
of protection. However, UL 60950 does not require fire safety
performance testing of the final equipment configuration as
Telcordia-GR-63-CORE does, and does not provide assurances
that the fire will not continue to propagate past a single piece
of equipment as required by GR-63.

A.9.1 Inadequate housekeeping provides potential fuel for
an ignition source and allows combustibles to be closer to po-
tential ignition sources. The basic prevention is prompt dis-
posal of combustible materials or safe storage of these materi-
als and periodic inspections to verify this is being done.

Telecommunications facilities should implement a level of
fire prevention measures and should be constructed, main-
tained, and occupied in a way that reduces the likelihood of
ignition and the spread of a fire by minimizing the ignition
potential and reducing the fire load.

A.9.1.1 All combustibles should be kept to a minimum. Fire
prevention recommendations apply to both owned and leased
structures.

A.9.1.2 Such combustibles within unprotected areas and having
a heat release rate greater than 500 kW represent a potential
hazard even for noncritical areas of telecommunications facilities
(see annex material in NFPA 72 for examples of heat release rates; for
guidance concerning such storage, see NFPA 1 and NFPA 241). If such
combustibles cannot practically be stored within protected areas,
other prevention measures in this standard should be imple-
mented to ensure that the buildup of or the amount of combus-
tibles is limited or otherwise kept to a minimum. Areas near the
ventilation system intake, or any openings (e.g., equipment
doors and egress routes), are areas of greatest concern because
these are places a fire could enter a building.

A.9.1.3 If the primary heating source is inadequate, the
building management should take appropriate permanent ac-
tion to correct the heating deficiencies.

Where portable space heaters are necessary for work activi-
ties or due to extraordinary problems with the HVAC system,
they should include the following features:

(1) Electrically powered
(2) Listed
(3) De-energized upon tilt or tipover
(4) Illuminated “power-on” pilot light
(5) Variable temperature control
(6) Building management approval
(7) Limited to temporary use of no more than 30 consecutive

days

A.9.1.4 Heat-producing appliances can be located in an es-
tablished break or food services area within a facility. Ex-
amples of portable heat-producing appliances not related to
the support of telecommunications equipment include heat-
ers, mug warmers, coffee pots, hot plates, microwave units,
and refrigerators. These and other unnecessary sources of ig-
nition should not be located in any telecommunications
equipment area, computer room, individual office spaces, in-
dividual cubicles, storage areas, or shipping areas.

A.9.1.5 Smoking is defined as the carrying or use of a lighted
pipe, cigar, cigarette, tobacco, or any other type of smoking
substance. Examples of telecommunications equipment areas
and support buildings include signal-processing areas; power
and battery areas; standby engine areas, warehouse, combus-
tible storage, staging areas; and computer rooms.

A.9.1.5.1 The fire risk analysis should include consideration
of the following criteria to protect the network:

(1) Noncombustible ash trays
(2) Noncombustible waste receptacles
(3) Ignition-resistant furnishings
(4) Commensurate detection and/or suppression
(5) Minimum 1-hour fire separation of the area

A.9.1.6 The objectives of these actions should be to reduce
ignition risks and to provide appropriate fire prevention inter-
vention strategies. Where soldering irons, heat guns, glue
guns, and other similar heat-producing tools are used, they
should be attended at all times when in use. Additionally, these
tools should be de-energized and safely stored when not in
use.

A.9.1.7 Flammable and combustible liquids such as paints,
solvents, and other lubricants generally should not be permit-
ted in telecommunications equipment facilities.

A.9.1.7.3 Noncombustible compressed gases within telecom-
munications equipment areas should follow the Compressed
Gas Association guide for safe handling, CGA P-1.

A.9.2 NFPA 70 does not cover “Installations of communications
equipment under the exclusive control of communications utili-
ties located outdoors or in building spaces used exclusively for
such installations.”[See Section 90.2(B)(4) of NFPA 70.]

A.9.3.2 A temporary connection is considered to be one that
is less than 30 days in duration. An example of a flexible elec-
tric cord is an extension cord. If additional electrical demand
is needed, the local management should be consulted.

A.9.4 Construction and alteration projects should be care-
fully reviewed by management to ensure conformance with all
codes, regulations, and company standards. The delivery, stor-
age, installation, testing, and cleanup associated with the in-
stallation of telecommunications equipment should be per-
formed in a manner that exhibits the highest degree of fire
safety procedures. The vendors, installers, and contractors as-
sociated with the installation of telecommunications equip-
ment should comply with the safety standards of the tele-
phone company during the installation of such equipment.

A.9.4.3 Where tarps are used to cover combustible construc-
tion, alteration, and installation materials, they should be
listed as fire-resistive tarps.

A.9.4.4 NFPA 25, NFPA 1, and other appropriate standards
can be referenced for additional information. The delivery,
storage, construction, and cleanup associated with building
construction and alteration work should also be performed in
a manner that complies with the telecommunications com-
pany policies. The activities of building construction contrac-
tors should be regulated by policies of the telecommunica-
tions company.

A.9.4.6 Building maintenance and janitorial staff should con-
sider all the activities that would increase the fire load or igni-
tion probability and should take appropriate steps to limit or
remove these potential hazards.

Examples of potential hazards include flammable cleaning
solvents, aerosol products, worn or frayed extension cords, im-
properly sized extension cords, worn-out motors, and improp-
erly grounded equipment.

A.9.6 A review of the security procedures and compliance to
internal practices should be conducted to identify any potential
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exposures and corrective actions that should be implemented.
Access should be controlled to the building or to areas contain-
ing critical telecommunications equipment to reduce the possi-
bility of arson. Security is a deterrent to potential arson, both
from interior and external parties.

A.9.9 See NFPA 10 for selection of an appropriate portable
fire extinguisher(s). Otherwise, open flames should not be
permitted.

A.9.10 For new cabling installations, ac, dc, and telecommu-
nications cables should be run in separate paths and not
mixed. Where practical, unused or dead cables should be
mined (removed) and discarded. Care should be taken dur-
ing the removal process so as to protect the existing live cables
from damage.

Infrared thermography or other like technology can be
used to detect hot spots in telecommunications operations.
Thermography scanning should be conducted for power
boards, rectifiers, batteries, power room bus connectors,
switchgear, ac/dc, and primary power supply.

A.9.10.1 The intent is to separate major cable distribution
systems. In-bay or in-cabinet wiring should be installed in ac-
cordance with manufacturer’s instructions.

A.9.10.3 Care should be taken during the removal process so
as to protect the existing live cables from damage.

A.9.11 The review is conducted to ensure that the areas or
spaces do not add an additional risk.

A.10.1.1.3 The plan is intended to ensure the safety of em-
ployees and all occupants of the facility.

A.10.3 The telecommunications company should ensure that
employees receive periodic and regular orientation pertinent
to their assigned responsibilities involving the following:

(1) Facility evacuation
(2) Facility fire prevention measures
(3) Facility fire detection systems
(4) Alarm processing
(5) Fire suppression or response to fire incidents

Fire drills should be conducted annually at the facility for
all employees.

See NFPA 101 for exemptions for number of occupants.

A.10.4 Figure A.10.4 is an example of a pre-fire plan drawing.

A.10.4.2 Fire service orientation and information might in-
clude the review of the telecommunications equipment place-
ment, the depowering issues, and how to perform them.

A.10.5 The purpose of this procedure, which can be a subset
of the pre-fire plan, is to address methods by which damage to
the telecommunications equipment can be minimized and
timely restored to operation.

A damage control procedure should provide a means for
the following:

(1) Preventing or minimizing damage to operations and tele-
communications equipment (Whenever electronic
equipment or any type of record is wet, smoke damaged,
or otherwise affected by the results of a fire or other emer-
gency, it is vital that immediate action be taken to clean
and dry the electronic equipment. If the water, smoke, or
other contaminants are permitted to remain in the equip-
ment longer than absolutely necessary, the damage could
be grossly increased.)

(2) A means for preventing water damage to electronic tele-
communications equipment (The proper method of do-
ing this varies according to the individual equipment de-
sign. Consideration should be given to the provision of
waterproof covers, which should be stored in easily acces-
sible locations.)

A.10.6 When developing the procedure for depowering, the
possible effects of depowering on the continuity of communi-
cations services should be considered.

A.10.6.1 In large telecommunications facilities where there
are multiple switching systems or separate switching and trans-
port signal processing equipment, a full dc depowering effort
could have a much broader impact on telecommunications
services than is warranted. Therefore, consideration should be
given to clearly identifying signal-processing areas with indi-
vidual zones and fuses or circuit breakers on the dc power
board that feed those zones. Accordingly, if fire or deflagra-
tion occurs in one such signal-processing equipment zone, se-
lectively depowering only that zone mitigates the problem and
allows the remaining systems to continue functioning nor-
mally. The first switching system entity installed in a facility
might be one zone, while subsequent switching system entities
would be installed as separate zones. The first major transport
system and related equipment installed in a facility might be
identified as one transport zone, while subsequent systems
would be identified as separate zones. Due to the higher volt-
ages produced by inverters in the power equipment area feed-
ing certain equipment types in the signal-processing equip-
ment areas, inverter-supplied equipment might be identified
as a separate zone to improve the safety afforded to fire re-
sponders who might need to depower a particular zone. Color
coding is one effective means of zone identification that has
received wide acceptance by fire departments.

A.10.7 The purpose of the procedure is to ensure that if a
major fire loss occurs within a telecommunications facility that
affects its service, provisions have been addressed to identify
critical service, alternative site locations, replacement tele-
communications equipment, emergency callback of employ-
ees, temporary rerouting of services, and other functions. Fur-
ther, the procedure is intended to ensure that the downtime
of the telecommunications facility is kept to a minimum and
that service is restored promptly. This procedure should be
updated annually.

The procedure should include the following:

(1) Procedures to identify and prioritize types and levels of
service affected

(2) A list of salvage telecommunications equipment suppliers,
vendors, and tradespeople

(3) A current contact list of telecommunications disaster re-
covery specialists

(4) A list of internal and external people or agencies assigned
to assist with recovery

(5) Operations, including staff to deal with the press, fire au-
thorities, police, and authorities that can restrict entry fol-
lowing a fire of suspicious origin

(6) Measures to maintain up-to-date copies of important
documents in a secure off-site location (Examples of such
records include but are not limited to essential business
records, insurance records, building plans, and system
documentation.)

(7) Procedures to identify and handle hazardous materials
that can cause a health hazard or contaminate the struc-
ture or telecommunications equipment
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FIGURE A.10.4 Example of a Pre-Fire Plan Drawing.
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