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Introduction

This Recommendation | International Standard is one of a set of CCITT Rec-
ommendations and International Standards produced to facilitate the inter-
connection of computer systems. It is related to other CCITT Recommendations
and International Standards in the set as defined by the Reference Model of Open
Systems Interconnection (OSI). The OSI Reference Model (CCITT Rec. X.200 |
ISO 7498) subdivides the area of standardization for interconnection into a series of
layers of specification, each of a manageable size.

This CCITT Recommendation | International Standard defines the Service provided
by the Network Layer to the Transport Layer at the Boundary between the
Network and Transport Layers of the Reference Model. It provides for the de-

signers of Transp ng-to-stup
port the Transpoxt protocol and for the designers of Network protocols a definition
of the services tq be made available through the action of the Network protocol
over the underlying service. This relationship is illustrated in the figure.

T ot T ot Uses
rans — rans -

P ° ) port. Service
Protocol Layer .

Network Service
Network Provides
Network — -
Layer Service

Protocol

Figure|- Relationship of the Network Service to OSI Network

and Transport protocols

The use of the word "Network” to name the "Network" Layer of the OSI Refer-
ence Model shouldl be distinguished from the use of the word”network" to denote a
communications lEtwork as conventionally understood. To\facilitate this distinction,
the term "subnetwork" is used for a collection of physical equipment, commonly

called a "network
public networks o]
properties may 4
Recommendation
a packet-switched

Throughout the s
the term "Service
Reference Model
Recommendation|
Independent of ad

" (see CCITT Rec. X.200 | ISO 7498): Subnetworks may be either
r privately supplied networks. In(the case of public networks, their
e determined by separate/ CCITT Recommendations such as
X.21 for a circuit-switched network or Recommendation X.25 for
network. '

bt of OSI CCITT (Recommendations and International Standards
refers to the abstract capability provided by one layer of the OSI
to the layer-above it. Thus, the Network Service defined in this
| International Standard is a conceptual architectural Service,
Iministrative divisions.

NOTE 1 - It is impdqrtant to distinguish the specialized use of the term "Service" within the set
of OSI CCITT Rechmendations and International Standards from its use elsewhere to de-

scribe the provision of a service by an organization (such as the provision of a service, as
defined in other CCITT Recommendations, by an Administration).

Any particular subnetwork may or may not support the OSI Network Service. The
OSI Network Service may be provided by a combination of one or more sub-
networks and optional additional functions between or outside these subnetworks.

viii
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INTERNATIONAL STANDARD

CCITT RECOMMENDATION

INFORMATION TECHNOLOGY - OPEN SYSTEMS INTERCONNECTION -
NETWORK SERVICE DEFINITION

- SECTION 1 - GENERAL

1 Scope

This Re¢ommendation | International Standard deﬁnes the OSI Network Service in terms,of
a) the primitive actions and events of the Serv1ce,
b) the parameters associated with each primitive acuon and event,-and the form Wthh they take;

c) the interrelationship between, and the valid sequences of,these actions and events..

The principal objectives of this Recommendation | International Standard are

1) to specify the charactenstlcs of a conceptual\Network Service and thus, supplement the Reference
Model in guiding the development of Network Layer protocols;

2) to encourage convergence of the capabilities offered by providers of subnetworks;

3) to provide a basis for the individial enhancement of existing heterogeneous subnetworks to a common
subnetwork-independent Network Service to enable them to be concatenated for [the purpose of
providing global communication. (Such concatenation may involve optional additional |functions which
are not defined in this Recommendation { International Standard.) A definition of the quality of service
is an important elemény of this ReCOMendation | International S’tandard; S

4) to provide a basis for the development and implementation of subnetwork-independent| Transport Layer
protocols decoupled from the variability of underlying public and private subnetworks and their specific
interface,requirements.

This Recommendation | International Standard does not specify individual implementations or proc ucts nor does it
constraip the implementation of entities and interfaces within a system. ’

There i 16 conformance of equipment to this Recommendation | Inteinational Standard. Instead,| conformance is
achieved through implementation of conforming USI Network protocols which tultill the Network service defined in
this Recommendation | International Standard. ‘ = T :

2 Normative references

The following CCITT Recommendations and International Standards contain provisions which, through reference in
this text, constitute provisions of this Recommendation | International Standard. At the time of publication, the editions
indicated were valid. All Recommendations and International Standards are subject to revision, and parties to
agreements based on this Recommendation | International Standard are encouraged to investigate the possibility of
applying the most recent edition of the CCITT Recommendations and International Standards listed below. Members
of the IEC and ISO maintain registers of currently valid International Standards. The CCITT Secretariat maintains a
list of the currently valid CCITT Recommendations.

CCITT Rec. X.213 (1992 E) : 1
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2.1 Paired Recommendations | International Standards equivalent intechnical content = -

- CCIT Recommendanon X.200 (1988), Reference model of Open Systems Interconnection for CcClir
Applications. »

ISO 7498:1984, Information processing systems — Open Systems Interconnection — Basic Reference
Model.

— CCITT Recommendation X.210 (1988), Open Systems Interconnection layer service definition
conventions.

ISO/TR 8509: 1987 Infonnatwn processmg systems - Open Systems Interconnection — Service
conventions. :

-~ CCITT Recommendation X.224 (1988), Transport protocol specification for Open Systems
Interconnection for CCITT applications.

ISO/AEC 8073:1992, Information technology ~ Telecommunications and information exchange between
syftems — Open Systems Interconnection — Protocol for providing the connection-modentransport
services.

2.2 Additional references . , ’
—  CCITT Recommendation E.163 (1998), Numbering plan for the intémational telephone service.
—  CCITT Recommendation E.164 (1991), The numbering plan for the ISDN .era: o
—  CCITT Recommendation F.69 (1988), Plan for telex destination codes.

—  CCITT Recommendation X.121 (1992), International numbering plan for public data networks.

—  CCITT Recommendation X.300, (1988) General principles for interworking between public networks
and between public networks and other networks for the provision of data transmission services.

- ISP/MEC 646: 1991, Information technology — 1SO" 7-bit coded character set for information
interchange.

2375: 1985,‘Data piocessing ~ Procedurefor registrdtion of escape sequences.

3166: 1988, Codes for the representation of names of countries.

7498:1984/Add. 1:1987, Information processing systems — Open Systems Interconnection |- Basic

I
I
~ IS0 6523: 1984, Data interchange — Structures for the identification of organizations.
I
Reference Model —~ Addendum-1. Connectionless-mode transmission.

— IS0 8648:1988, Information processing systems — Open Systems Interconnection — Internal orgapization
of|the Network Layer.

3 Definjtions

For the purposes| of this' Recommendation | International Standard, the following definitions apply.

3.1 Basic reference model definitions

This Recommendation | International Standard is based on the concepts developed in the Basic Reference Model for
Open Systems Interconnection and makes use of the following terms defined in CCITT Rec. X.200 | ISO 7498:

a) expedited Network-Service-data-unit;

b) - Network-address,

¢) Network Connection;

d) Network-entity,

e) Network-protocol control information, -
f) Network-protocol data unit,

2 CCITT Rec. X.213 (1992 E)
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g2) Network Layer.

h) Network-relay.

i) Nc;work-rouﬁng,

j)  Network Service;

k) Network-Service-access-point;

1) Network-Service-access-point-address;
m) Network-Service-data-unit;

n) OSI environment,

0) subnetwork;

p) tide.

3.2 Service conventions definitions

This Refommendation | International Standard also makes use of the following terms defined in CC
ISO/TR|8509, as they apply to the Network Layer: ’

1 a) confirm;

b) indication;

¢) Network Service user;

d) Netwbrk Service provider;
e) primitive;

f) request;

g) response.

3.3 | Network Service definitions
For the purpose of this Recommendation | International Standard, the following definitions also apply:
3.3.1 calling NS user: An NS user ¢hat initiates an NC establishment request.

3.3.2 | called NS user: An NS user with whom a calling NS user wishes to establish an NC.

and a called NS user simultaneously.

ITT Rec. X.210 |

NOTE - Calling NS-users and called NS users are defined with respect to a single NC. An NS user cdn be both a calling

3.3.3 | generic address: An address which identifies a set of NSAPs rather than a single specific NSAP,

3.3.4 | Network/Connection: An association established by a Network Layer between two NS use:

rs for the transfer

of data| whiCh,provides explicit identification of a set of Network data transmissions and agreement concerning the

servicesl tobe provided by the set.

NOTE - This definition clarifies that given in CCITT Rec. X.20011SO 7498.

3.3.5 Network connection-mode Data Transmission: The transfer of an NSDU from a source NSAP to a desti-

nation NSAP within the context of an NC that has previously been established

3.3.6 Network connectionless-mode Data Transmission: The transmission of an NSDU from a source NSAP to a
destination NSAP outside the context of an NC and without any requirement to maintain any logical relationship

among multiple invocations.

34 Network addressing definitions
Annex A, describing network addressing makes use of the following terms as defined below:

34.1 DTE address: Information used to identify a point of attachment to a public data network.

CCITT Rec. X.213(19

92 E) 3


https://iecnorm.com/api/?name=5580a66c654c19947dcc8c6c19948a92

ISO/IEC 8348 : 1993 (E)

342  subnetwork point of attachment: A point at which a real end system, interworking: unit, or real ‘subnetwork
is attached to a real subnetwork, and a conceptual point at which a subnetwork service is offered within an end or
intermediate system.

343  subnetwork point of attachment address: Information used in the context of a particular real subnetwork to
identify a subnetwork point of attachment; or information used in the context of a particular subnetwork to identify the
conceptual point within an end or intermediate system at which the subnetwork service is offered. This term is used
interchangeably with the (equivalent) shortened form subnetwork address.

3.44  network protocol address information: Information encoded in a Network protocol data unit to carry the
semantics of a Network service access point address. (This is known as an “address signal” or as the codmg of an
address signal” in the public network environment.)

345 naming domain: A context within which a name allocated by a naming authority is unambiguous. Where the
name is an address, the context within which the name is allocated is called an addressing domain.

34.6  globallnetwork addressing domain: An addressing domain consistng of all of the Network servig¢e access
point addresses in the OSI environment,

34.7 network addressing domain: A subset of the global network addressing domain consisting of all of the
Network service access point addresses allocated by one or more addressing authorities.

34.8 namitf authority: That which allocated names from a specified naming domain, and which enspres that
names so allocjted are unambiguous. Where the naming authority allocates addresses, it'is called an addressing
authority.

349 network addressing authority: An addressing authority that assigns and administers Network servife access
point addresses within one or more network addressing domains.

3.4.10 abstract syntax: A notation which enables data types to be defméd, and values of those types specified,
without determining the way in which they will be represented (encoded).for transfer by protocols.

35 Network layer architecture definitions

This Recommerjdation | International Standard makes use- of the following terms defined in CCITT Rec. X|300 and
ISO 8648.

a) s
b) r

Cc) s

bnetwork;

subnetwork;

bnetwork service;

d) end system;
e orking unit;
f) intermediate System;
2 ay entity.
4 Abbreviations
AFI Authority and format identifier
cc Country code
COR Confirmation of receipt
DCC Data country code
DSP Domain specific part

ENSDU Expedited Network-Service-data-unit
ICD International code designator
IDI - Initial domain identifier

4 CCITT Rec. X213 (1992 E)
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5.1

This Sdrvice Definition uses the descriptive conventiofis given by CCITT Rec. X.210 | ISO/TR 8509. |

The la
abstrac

5.2

Service
convey|

The p
and 1

Some gntries-are further qualified by items in brackets. These may be

ISO/TEC 8348 : 1993 (E)

IDP Initial domain part

ISDN Integrated services digital network
N Network

NC * Network Connection

NL Network Layer ’
NPAI Network protocol addressing information
NPDU Network protocol data unit

NS Network Service

NSAP Network-Service-access-point
NSDU Network-Service-data-unit

(0N Open Systems Interconnection
PSTN Public switched telephone network
PTT Postal, telephone and telegraph

QOS Quality of Service

RPF Reference publication format

SNPA Subnetwork point-of attachment
Conventions

Parameters

General conventions

ber service model, service primitives, and time-sequence diagrams taken from those convenfions are entirely
| descriptions; they do not represent a specification for implementation.

primitives, used to represent service-user/service-provider interactions (see CCITT Rec. X.21( | ISO/TR 8509),
parameters which indicate information available in the user/provider interaction.

ameters which apply to each group of Network Service primitives are set out in tables in|clauses 12 to 14

Each “X” _in.the tables indicates that the primitive labeling the column in which it falls may carry the
paramgter labeling the row in which it falls.

\a)” an indication that the parameter is conditional in some way: -

©

indicates that the parameter is not present on the primitive for every NC; the parameter
definition describes the conditions under which the parameter is present or absent;

b)  a parameter specific constraint:

=)

indicates that the value supplied in an indication or confirm primitive is always identical to
that supplied in the corresponding request or response primitive occurring at the peer NSAP;

¢) an indication that some note applies to the entry:

(Note x) indicates that the referenced note contains additional information pertaining to the parameter

and its use.

In any particular ihterface, not all parameters need be explicitly stated. Some may be implicitly associated with the
NSAP at which the primitive is issued.

CCITT Rec. X.213 (1992 E) 5
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53 NC endpoint identification convention

If an NS user needs to distinguish among several NCs at the same NSAP, then a local NC endpoint identification
mechanism must be provided. All primitives issued at such an NSAP would be required to use this mechanism to
identify NCs. Such an implicit identification is not described as a parameter of the servrce pr1m1t1ves in this Service
Definition.

NOTE - The implicit NC endpoint identification must not be confused with the address parameters of tbe N-CONNECT
primitives (see 12.2). .

6 Overview and general characteristics

The Network Service provides for the transparent transfer of data (i.e., "NS-user-data) between NS users. It makes
invisible to these NS users the way in which supporting communications resources are utilized to achieve this transfer.

In particular, thg¢ Network Service provides for the following:

a) Independence of underlying transmission media — The Network Service relieves NS\ users [from all
concerns regarding how various subnetworks are used to provide the Network Service. The [Network
Sgrvice hides from the NS user differences in the transfer of data over heterogeneous subnetworks, other

an quality of service.

b) -t0-end transfer — The Network Service provides for transfer of NS-user-data between NS| users in
end systems. All routing and relaying functions are performed by thé NS provider including [the case

here several similar or dissimilar transmission resources are used intandem or in parallel.

c) ansparency of transferred information — The Network Service.provides for the transparent trc[amsfer of
oftet-aligned NS-user-data and/or control information. It does.not restrict the content, format gr coding

of the information, nor does it ever need to interpret its sttucture or meaning.

d)  Quality of service selection— The Network Servicemakes available to NS users a means to'request and

t¢ agree to the quality of service for the transferof NS-user-data. Quality of service is spetified by
eans of QOS-parameters representing characteristics such as throughput, transit delay, accufacy, and

T hablhty

e) I\S-user-addressmg The Network Service utilizes a system of addressing (NSAP addressin y) Whieh
aJlows NS users to refer unambiguotisly to one another.

7 Types and classes of Network Service

There are two types of Network Service:
a)

b) alconnectionless-mode service (defined in clause 3).

connection-mode service (defined in clause 2); and

ce of communication, the mode of service provided to both NS users is the same (i.e. co
mode or conneg¢tionless-mode). Choice of provision -of the connectionless-mode Network Service or the comnection-
mode Network Service is made in accordance with ISO 7498/Add.1.

When referring to this Service Definition, an NS user or NS \provider shall state which types(s) of service it expects to
use or provide,

There are no distinct classes of Network Service defined.

However, for the connectlon-mode service, two Network Layer Serv1ces, Receipt Confirmation and Expedited Data
Transfer, are NS provider-options.

A service which is an NS provider-option is one which an NS provider can choose either to provide or not to provide
for a particular NC. In circumstances where the NS provider chooses not to provide a provider-option service, it will
not be available in the Network Service. If the provider-option Receipt Confirmation or Expedrted Data Transfer is
provided, it shall be as defined in 14.1 to 14.3.

6 CCITT Rec. X.213 (1992 E)
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SECTION 2 - DEFINITION OF THE CONNECTION-MODE SERVICE

8 Features of the connection-mode Network Service

The connection-mode Network Service offers the following features to an NS user:

a) the means to establish an NC with another NS user for the purpose of transferring NS-user-data in the
form of NSDUs. More than one NC may exist between the same pair of NS users;

b) the establishment of an agreement between the two NS users and the NS provider for a certain QOS
associated with each NC;

¢) the means of transferring NSDUs in sequence on an NC. The transfer of NSDUs, which consist of an
integer number of octets, is transparent, in that the boundaries of NSDUs and the contents of NSDUs are
preserved unchanged by the Network Service, and there are no constraints on the NSDU content
imposed by the Network Service;

d) the means by which the receiving NS user may flow control the rate at which the sendling NS user may
send NSDUs; '

e) in some circumstances, the means of transferring separate expedited NSDUs in sequerjce (see clause 7).
Expedited NSDUs are limited in length and their transmission is subjectto a different flow control from
normal data across the NSAP;

f) the means by which the NC can be returned to a defined state\and the activities of [the two NS users
synchronized by use of a reset service; :

. g) *in some circumstances, the means for the NS user to‘conﬁxm the receipt of an NSDU ee clause 7),

h) the unconditional, and therefore poss:bly destructive, release of an NC by elther of the NS users or by

the NS provider.
9 Model of the connection-mode Network Service
9.1 Model of the connection-mode Network Layer Service

This Sprvice Definition uses the abstract model for a layer service defined in clause 4 of CCITT Rec. X.210 |
ISO/TR 8509. The model defines the interactions between the NS users and the NS provider which take place at the
two N§APs. Information is passed between the NS user and the NS provider by service primitives, which may convey

paramgters.

9.2 Model of a'Network Connection

Betwegn the two endpoints of an NC, there exists a flow control function which relates the behavious of the NS user at
one end receiving NS-user-data to the ability of the NS user at the other end to send NS- user-da"}‘av As a means of

specifying this flow control feature and its relationship with other capabilities provided by the Network Service, the
queue model of an NC, described in the following subclauses, is used

This queue model of an NC is discussed only to aid in the understanding of the end-to-end service features perceived
by users of the Network Service. It is not intended to serve as a substitute for a precise, formal description of the
Network Service, nor as a complete specification of all allowable sequences of NS primitives, (Allowable primitive
sequences are specified in clause 11 —also, see Note below.) In addition, this model does not attempt to describe all the
functions or operations of Network Layer entities (including relay entities) which are used to provide the Network
Service. No attempt to specify or constrain Network Service implementations is implied.

In interpreting this service definition, statements in clauses 12 to 14 concerning the properties of individual primitives
have precedence over the general statements in this clause.

NOTE - In addition to the interaction between service primitives described by this model, there may be constraints

applied locally on the ability to invoke primitives, as well as service procedures defining particular sequencing constraints on some
primitives.

CCITT Rec. X.213 (1992 E) 7
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9.2.1  Queue model concepts

The queue model represents the operation of an NC in the abstract by a pair of queues linking the two NSAPs. There is
one queue for each direction of information flow (see Figure 1).

NS user A » NS user B

NSAP)

Queua from A to B

Queue from B0 A
NS provider

TIS00300-82

Figure 1 - Queue model of a Network Connection

Each queue repré¢sents a flow control function in one direction of transfer. The ability’of an NS user to add objects to a
queue will be dejermined by the behaviour of the NS user removing objects from,that queue and the state of the queue.
Objects are enteted or removed from the queue, either as the result of interactions at the two NSAPs, or as the gesult of
NS provider initiatives.

The pair of queups is considered to be available for each potential NC,

The objects whi¢h may be placed in a queue as a result of interactions at an NSAP (see clauses 12 to 14) are
a) cqdnnect objects (associated with N-CONNECT prinﬁﬁves and all of their paramefers); N
b) odtets of normal NS-user-data (associated\with an N-DATA primitive);
¢) in dications of end-of-NSDU (associated with completion of an N-DATA primitive);
d) edpedited NSDUSs (associated with/N-EXPEDITED-DATA primitives and all their parameters);
e) ta acknowledgment objects (associated with N-DATA-ACKNOWLEDGE primitives);
f) reset objects (associated with N-RESET primitives and their parameters);

g) disconnect objects (associated with N-DISCONNECT primitives and all their parameters).

NOTE ¢ The description of flow control (see 9.2.3) requires a less abstract description than that used for describing
sequences of primitives in, clanses 11 to 14. While primitives are defined to be indivisible, for purposes of this queue model,
information assocjated withi N-DATA primitives is conceptually subdivided into a sequence of octets of NS-user-data followed by
an end-of-NSDU indic¢atien. This does not imply any particular subdivision in any real interface.

The objects which may be placed in a queue as a result oFNS provider initiatives (see clauses 12 ) T4) are
1) reset objects (associated with N-RESET primitives and all their parameters);
2) synchronization mark objects (see 9.2.4);
3) disconnect objects (associated with N-DISCONNECT primitives and all their parameters).

The queues are defined to have the following general properties:

i) aqueue is empty until a connect object has been entered and can be returned to this state, with loss of its
contents, by the NS provider (see 9.2.4 and 9.2.5);

if) objects may be entered into a queue as a result of the actions of the source NS user, subject to control by
the NS provider; objects may also be entered into a queue by the NS provider;

iii) objects are removed from the queue under the control of the receiving NS user; ’

8 CCITT Rec. X.213 (1992 E)
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iv) objects are normally removed under the control of the NS user in the same order that they were entered
(however see 9.2.3);

v) aqueue has a limited capacity, but this capacity is not necessarily either fixed or determinable.
9.22  NC establishment |

A pair of queues is associated with an NC between two NSAPs when the NS provider receives an N-CONNECT
request primitive at one of the NSAPs and a connect object is entered into one of the queues. From the standpoint of
one of the NS users of the NC, the queues remain associated with the NC until a disconnect object (associated with an
N-DISCONNECT primitive) is either entered or removed from a queue at that NSAP,

If NS user A denotes the NS user who initiates NC establishment (resulting in a connect object being entered into the
queue from NS user A to NS user B), then no object other than a disconnect object may be entered into the queue from
A to B until after the connect object associated with the N-CONNECT confirm has been removed. In the queue from
NS user B to NS user A, objects can be entered only after a connect object assocmted with an N-CONNECT response
B to A instead of

the NS users and

allowing objects
jects are described
ts is summarized

Table 1 — Flow control relatiofiships between queue model objects

The addition of object x
may Octets of NS-user-data or Expedited NSDU Data ackhowledgment
preven end-of-NSDU
further, '
additiop of object y
Octets pf normal NS-user-data-or Yes Yes: : No
end-of INSDU : ‘ ’
Expedifed NSDU No Yes |No
Data agknowledgment No No ' No

Once in the queue, the NS provider may manipulate pairs of adjacent objects, resulting in

a) Change of order — the order of any pair of objects may be reversed, if and only if, the following object is
of a type defined to be able to advance ahead of the preceding object. No object is defined to be able to
advance ahead of another object of the same type.

b) Deletion — any object may be deleted if, and only if, the following object is deﬁned to be destructive
with respect to the preceding object. If necessary, the last object in the queue will be deleted to allow a
destructive object to be entered. Destructive objects may therefore always be added to the queue.
Disconnect objects are defined to be destructive with respect to all other objects. Reset objects are
defined to be destructive with respect to all other objects except connect and disconnect objects.

The relationships between objects which lnay be manipulated as described in a) and b) above are summarized in
Table 2.

CCITT Rec. X.213 (1992 E) 9
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Whether the NS provider performs actions resulting in change of order and deletion or not will depend upon the
behaviour of the NS users and the agreed QOS for the NC. In general, if an NS user does not cause objects to be
removed from a queue, the NS provider shall, after some unspecified period of time, perform all permitted actions of

types a) and b).

924

Reset operations

The invocation of a reset procedure is represented in the two queues as follows:

mark
synchr

primitiy
comple;

9.2.5

The insertion into a queue of a disconnect object, which may occur at any time, represenfs the in

release

pbject remains in the queue until the next object following it in the queue)is a reset
pnization mark object and the following reset object are then deleted by the NS provider. -

NOTE - Associated with the invocation of a reset procedure are restrictions on"the issuance of ce

fes. These restrictions will result in restrictions on the entry of certain object types into the queue until ti
te. ‘ '

NC release

event

ly results in the emptying of the queues and the disassociation of the queues with the NC.

a) Invocation of a reset procedure by the NS provider is represented by the introduction into each queue of
areset object followed by a synchronization mark object.

b) Areset procedure invoked by an NS user is represented by the addition of a reset object to one queue. In
this case, the NS provider will insert a reset object followed by a synchromzatwn mark object into the
other queue.

The completion-of-areset-procedure-by-the-issuance-of-a; H 1n areset object
being placed in the queue from the responding NS user. ~
A synghronization mark object cannot be removed from a queue by an NS user; a queue appears enjpty to an NS user
when 3 synchronization mark object is the next object in it. Unless destroyed by a disconnect object,|a synchronization

object. Both the

rtain other types of
le reset procedure is

itiation of an NC

procedure. The release procedure may be destructive with respect to other objects in th¢ two queues and

The ingertion of a disconnect object may also represent the rejection of an NC establishment attel_npt or the failure to

comple¢te NC establishment. In such cases, if 4 connect object representing an N-CONNECT re
deleted by a disconnect object, then the disconnect object is also deleted. The disconnect object is n

delete

any other object, mcludmg the cas¢ where i it deletes a connect object representing an N-CONI

Quality of the connection-mode Network Service

rm quality of service (QOS) refers to certain characteristics of an NC as observed between

10.1

escribes aspects of an NC which are attributable solely to the NS provider; it can only be prop;

ence of NS.-fiser behaviour (which is beyond the control of the NS provider) which specifi¢
irs the performance of the Network Service.

quest primitive is
pt deleted when it
NECT response,

the NC endpoints.
erly determined in
ally constrains or-

QOS observed by
spanning several

Determination of QOS

QOS is described in terms of QOS-parameters. The definition of each of these QOS-parameters specifies the way in
which the QOS-parameter’s value is measured or determined, making reference where appropriate, to primitive events
of the NS.

NOTES

1 Itis important to distinguish the use of the term “QOS-parameters” from the more general term “parameters” as

defined in 5.2 and used throughout this Service Definition. A “QOS-parameter” refers to a specific aspect or component of the
QOS for an NC. As described below, a particular QOS-parameter may or may not be related to a pa\'ameter deﬁned as part of a
Network Service primitive. - ,

CCITT Rec. X.213 (1992 E) 11
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2 For purposes of accuracy and/or convenience, the definition and measurement formula for some QOS-parameters
includes a component attributable to the NS user(s). In such cases, to evaluate the QOS attributable solely to the NS provider, this
NS user-dependent component must be factored out.

3 The definition of NS QOS-parameters in terms which provide a means for measurement should not be understood to
imply that QOS monitoring or that verification of stated QOS value is, or must be, performed by the NS provider or by the
NS users.

It is in terms of the NS QOS-parameters that information about QOS is exchanged among the NS provider and NS
users.

Information about the QOS requirements of the NS users may be used by the NS provider for purposes such as protocol
selection, route determination, and allocation of resources. Information about the QOS available from the NS provider
may be used by NS users for purposes such as selecting QOS enhancement mechanisms and determining the QOS
values provided to NS users at higher layers. '

The NS QOS-parameters can be divided into two categories as follows:

1) thpse whose values are “conveyed’* between peer NS users by means of the NS provider du_l'ing the
Egtablishment phase of an NC. As part of this conveyance, a three-party “negotiation” among|the NS
users and the NS provider for the purpose of agreeing upon a particular QOS-parameter value may take
place; and ‘

2) thpse whose values are not “conveyed” or “negotiated” among the NS users and,the NS,provi'der. For
these QOS-parameters, however, information about the values which is useful,to the NS provider and
each NS user may be made known by local means.

The NS QOS-parameters are defined in 10.2.1 to 10.2.12 below.

The set of NS QOS-parameters that belong to the first category, and the procedures and constraints that 3pply to
conveying and npgotiating those QOS-parameters, are specified in 12.2.7. Once the NC is established, and thrpughout
the lifetime of the NC, the agreed values for these QOS-parameters are not.“renegotiated” at any point, and thgre is no
guarantee that the originally negotiated values will be maintained. The NS user should also be aware that, oncg an NC
is established, clanges in QOS on the NC are not explicitly signaled-in the NS.

For QOS-paramgters in the second category, the values for a'particular NC are not negotiated, nor are they duecﬂy
conveyed from NS user to NS user. As a local matter, however, there may be means by which the values of one or
more of these QDS-parameters are known and utilized by/the NS provider and each NS user. Despite the locdl nature
of particular N§ user/NS provider interactions which~may occur for the purposes of exchanging QOS-pgrameter
information, the characteristics of an NC which the*QOS-parameters describe are applicable and can be obseryed on a
complete NC, end-to-end basis, Thus, in order to-give a full characterization of the properties of NCs, the definjtions of
the entire set of [QOS-parameters which apply to the NS, including those classified in category 2, are included in this
Service Definitign. Other aspects related to category 2 parameters, such as the circumstances of their availabjlity and
use, as well as ofher QOS issues, such.as the relationship to OSI management, and multi-layer QOS relationships, are
the subjects of other OSI QOS-related specifications.

NOTE 4 - For non-negotiated QOS-pa.rameters associated with the Data Transfer phase of an NC, when sps cified, a
value of such a Q(S-parameter applies to both directions of transfer on the NC.

10.2  Definition{of QOS-parameters

QOS-parameters-ea
a) QOS-parameters which express Network Service performance, as shown in Table 3.
b) QOS-parameters that express other Network Service characteristics, as shown in Table 4.

NOTE - Some QOS-parameters are defined in terms of the issuance of Network Service primitives. Reference to a
primitive in 10.2.1 through 10.2.12 refers to the complete execution of that service primitive at the appropriate NSAP.

10.2.1 NC establishment delay

NC establishment delay is the maximum acceptable delay between an N-CONNECT request and the corresponding
N-CONNECT confirm primitive.

NOTE ~ This delay includes a component, attributable to the called NS user, which is the time between the
N-CONNECT indication primitive and the N-CONNECT response. ,

12 CCITT Rec. X.213 (1992 E)
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“Table 3 - Classification of performance QOS-parameters

Performance criterion
Phase

Speed Accuracy/reliability

NC establishment NC establishment delay NC establishment failure

probability (inisconnectionlN C
refusal)

Data transfer Throuéhput Residual error rate (corruption,
duplication/loss)

NC resilience

Transit delay Transfer failure prohability

NC release NC release delay NC release failure p"obability

Table 4 — QOS-parameters not associated,with performance

NC protection
NC priority

Maximum acceptable cost

10.2.2 | NC establishment failure probabillty

NC establishment failure probability)is the ratio of total NC establishment failures to total NC establishment attempts
in a mepsurement sample.

NC esthblishment failure-is_defined to occur when a requested NC is not established within the spgcified maximum
acceptdble time period.as-a result of NS provider behaviour such as misconnection, NC refusal, or exgessive delay. NC
establighment attempts' which fail as a result of NS user behaviour such as error, NC refusal, or excessive delay are
exclud¢d in calculating NC establishment failure probability.

10.2.3 | Throughput

WOUMMWNMIWMWWSfUHY transferred
NSDUs presented continuously to the NS provider at the maximum rate the NS provider can continuously sustain, and
unconstrained by flow control applied by the receiving NS user.

Given such a sequence of n NSDUs, where n is greater than or equal to 2, the throughput is defined to be the smaller
of:

a) the number of NS-user-data octets contained in the last n — 1 NSDUs d1v1ded by the time between the
first and last N-DATA requests in the sequence; and

b) the number of NS-user-data octets contained in the last n — 1 NSDUs divided by the time between the
first and last N-DATA indications in the sequence.

Successful transfer of the octets in a transmitted NSDU is' defined to occur when the octets are delivered to the

intended receiving NS user without error, in the proper sequence, and prior to release of the NC by the receiving NS
user.

CCITT Rec. X.213 (1992 E) 13
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Throughput is specified separately for each direction of transfer. Each throughput specification will specify both the
desired “target” value and the minimum acceptable value (i.e., the “lowest quality acceptable”) for the NC. (See
also 12.2.7.)

10.24 Transit delay

Transit delay is the elapsed time between an N-DATA fequest and the cori'esponding N-DATA indication. Elapsed
time values are calculated only on NSDUs that are successfully transferred.

Successful transfer of an NSDU is defined to occur when the NSDU is transferred from the sending NS user to the
intended receiving NS user without error, in the proper sequence, and prior to release of the NC by the receiving NS
user. v . .

Specification of transit delay will define a pair of values: the desired “target” value and the maximum acceptable
(i.e., the “lowest quality acceptable”) value. (See also 12.2.7.) The specified values will be averages and will be based

on an NSDU s:rau.z&umts
The pair of transit delay values specified for an NC applies to both directions of transfer. That is, the transit delay in
each direction i3 expected to be no worse than that specified.

The transit deldy for an individual NSDU may be increased if the receiving NS user exercises"flow contfol. Such
occurrences arelexcluded in calculating both average and maximum transit delay values.

10.2.5 Resid'[al error rate

Residual error mate is the ratio of total incorrect, lost, and duplicate NSDUs to total NSDUs transferred acrogs the NS

boundary during a measurement period. The relationship among these quantitigs is defined, for a particular) NS user
pair, as shown iph Figure 2.
NSDUs sent NSDUs recieved

| l B P I 1

| |

I Successfully | I Extra

l Lost transferred ncorrect | NSDUs

: NSDUs NSDUs ":ﬁgl)"]s : IN(x)]

| [N()] [N(s)] |

i |

| T

O o UG SRV J

L Total NSDUs transferred (N) »

' TIS00310-92
RER - (@) + I;l\‘(l) —N(x)
Figure 2—Components-of residual-errorrate

10.2.6  Transfer failure probability

Transfer failure probability is the ratio of total transfer failures to total transfer samples observed during a performance
measurement.

A transfer sample is a discrete observation of NS provider performance in transferring NSDUs between a specified
sending and receiving NS user. A transfer sample begins on input of a selected NSDU at the sending NS user
boundary, and continues until the outcome of a given number of NSDU transfer requests has been determined. A
transfer sample will normally correspond to the duration of an individual NC.

14 CCITT Rec. X.213 (1992 E)
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A transfer failure is a transfer sample in which the observed performance is worse -than a specified minimum
acceptable level. Transfer failures are identified by comparing the measured values for the supported performance
parameters with specified transfer failure thresholds. The three supported performance parameters are throughput,
transit delay, and residual error rate.

In systems where Network Service QOS is reliably monitored by the NS provider, transfer failure probability can be
estimated by the probability of an NS provider invoked N-DISCONNECT during a transfer sample. '

10.2.7 NCresilience

NC resilience parameters specify the probability of

a) an NS provider invoked NC release (i.e. issuance of an N-DISCONNECT indication with no prior
N-DISCONNECT request); and

b) anNS provider invoked reset (i.e. issuance of an N-RESET indication with no prior N-RESET rcqnest);

during [ speciiied time interval on an established NC.,

10.2.8| NC release delay

NC release delay is the maximum acceptable delay between an NS user invoked N-DISCONNECT request and the
succesgful release of the NC at the peer NS user. NC release delay is normally specified independently for each NS
user. NC release delay does not apply in cases where NC release is invoked by the NS provider.

Issuange of an N-DISCONNECT request by either NS user starts the counting.of NC release delay for.the other NS
user. $uccessful NC release is signaled to the NS user not inmitiating’ the N-DISCONNECT request by an
N-DISCONNECT indication, ‘

10.2.9| NC release failure probability

NC relgase failure probability is the ratio of total NC release'Tequests resulting in release failure t¢ total NC release
Iendently for each

A relegse failure is defined to occur, for a particular NS user, if that user does not receive an N-DISCONNECT
indicatjon within the specified maximum NC release delay of the NS user issuing the N-DISCONNECT request (given

NC protection is the extent to which an NS provider attempts to prevent unauthorized masquerading or monitoring or
manip latlon of NS-user-datay NC protection for an NC is specified by selecting any combination} of the following

a) confidentiality of an entire NSDU sequence on the NC;
b) detection of modification, deletion, replay, or insertion of data within the NSDU sequepce on an NC;

. €) _<peer entity authentication. The NS user may request that the NS provider should confirm the identity of
the remote NSAP such that there is protection against masquerading by T-entities; ‘

nauthorized insertion

or replay qf the NSDU.

10.2.11 NC priority

NC priority specifies independently the relative importance of an NC with respect to the following:
a) pribﬂty to gain an NC;
b) priority to keep an NC;
¢) priority of data on the NC.

NC priority QOS-parameters a) and b) together define the order in which NCs are to be broken to recover resources if
necessary. The NS provider is required to accept new requests for NCs with a high pnonty type a) if it can, even if
NCs with a lower priority type b) have to be released to do so.

CCITT Rec. X.213-(1992 E) 15
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NC priority QOS-parameter c) defines the order in which NCs are to have their QOS degraded. The NCs with a high
priority type c) are to have their requests serviced within the required QOS first and remaining resources are then used
to attempt to satisfy requests on lower priority NCs.

NOTE - The use or abuse of the NC priority QOS-parameters can be controlled by one or more of the féllowing: |

- | user discipline within a closed group of NS users; |

—  differential tariffs;

-  management facilities within the Network Layer such that requests for NC priority are policed and regulated.
10.2.12 Maximum acceptable cost
The maximum acceptable cost QOS-parameter specifies the maximum acceptable cost for an NC. The cost may be

specified in absolute or relative costs units. The cost of an NC is composed of communications and end-system
resource costs. '

NOTE - The possible actions of the NS provider in the event that the maximum acceptable cost for an NC-is ¢xceeded
are not specified iy this Service Definition.

11 Sequence of primitives

This clause defings the constraints on the sequences in which the primitives defined in(clauses 12 to 14 may ocqur. The
constraints determine the order in which primitives occur, but do not fully specify when they may. occuf. Other
constraints, such|as flow control of data, will affect the ability of an NS user or.an NS provider to issue a primitive at
any particular tinle.

Table 5 is a sumipary of the NS primitives and their parameters.

11.1  Relation of primitives at the two NC end points

A primitivc issued at one NC end point will, in general, haye éonsequenccs at the other NC end point. The relations of
primitives of each type to primitives at the other NC end point are defined in the appropriate clauses 12 to 14; 3ll these
relations are s arized in the diagrams in Figure 3.

However, an N-DISCONNECT request or indication primitive may terminate any of the other sequenceg before
completion. An [N-RESET request or indication may terminate a data transfer, expedited data transfer, or|receipt
confirmation seqfience before completion,

/A

11.2  Sequence of primitiyes-at one NC endpoint

The possible ovefall sequences of primitives at an NC endpoint are defined in the state transition diagram, Figyre 4. In
the diagram:

a) a nmmvc which is not shown as resultmg in a transition (from one state to the same state, or fiom one

N—DISCONNECT and N-RESET prunmves),
b} N-DISCONNECT stands for either the request or the indication form of the primitive in all cases;

c) the labeling of the states NS user invoked reset pending (state 5) and NS provider invoked reset pending
(state 6) indicates the party which started the local interaction, and does not necessarily reflect the value
of the originator parameter in the associated N-RESET primitive;

d) the Idle state (state 1) reflects the absence of an NC. It is the initial and final state of any sequence, and
once it has been re-entered, the NC is released;

e) the use of a state transition diagram to describe the allowable sequences of service primitives does not
impose any requirements or constraints on the internal organization of any implementations of the
Network Service.
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Table 5 — Summary of Network Service primitives and parameters

Phase Service Primitive Parameters
NC establishment NC establishment N-CONNECT request (Called address, calling address, receipt
confirmation selection, expedited data
selection, QOS-parameter set,
NS-user-data)
N-CONNECT indication (Called address, calling address, receipt
confirmation selection, expedited data
selection, QOS-parameter set, *
NS.usetdata)—
N-CONNECT response (Responding address; receipt confirmation
: selection, expedited.data sdlection,
QOS-parameterset, NS-user-data)
N-CONNECT confirm (Responding address, receipt confirmation
selection) expedited data sqlection,
QOS:parameter set, NS-us¢r-data)
Dala transfer Data transfer N-DATA request (NS-user-data, confirmatiop request)
N-DATA indication (NS-user-data, confirmatiop request)
Receipt confir- N-DATA-ACKNOWLEDGE -
mation (see Note) request
N-DATA-ACKNOWLEDGE -
indication
Expedited data NEXPEDITED-DATA (NS-user-data)
transfer (see Note) request
N-EXPEDITED-DATA " (NS-user-data)
indication ‘ '
Reset N-RESET request (Reason)
N-RESET indication (Originator, reason)
N-RESET response -
N-RESET confirm -
NCelease NCTrelease N-DISCONNECT Tequest - tReason, INS-user-data; responding

N-DISCONNECT indication

address)

(Originator, reason, NS:user-data,
responding address)

NOTE - An NS provider-option service: it need not be provided in every Network Service.

CCITT Rec. X.213 (1992 E)
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Successful NC
establishment

NS user invoked
NC release

Simultaneous NS user
invoked
NC release

N-CONNECT N-DISCONNECT_ -
request ) request
N-CONNECT N-DISCONNECT . N-DISCONNECT
N-DISCONNECT request request

N-CONNECT indication

response \_/\

N-CONNECT "
confirm

Simultaneous NS user

NS provider invoked
NC release

and NS provider invoked

NC release

NS user rejection of an
NC establishment attempt

NECT N-CONNECT N-CONNECT
request request indication
N- DISCONNECT
indication
N-DISCONNECT /\ . N-DISQONNECT
indication N-DISCONNECT N-DISCONNECT request]
indication indication
NS provider fejection of an Normal data Normal data transfer
NC establishment attempt transfer with acknowledgement

N-CONNECT N-DATA N-DATA request N-DATA ind
request request N-DATA w/confnrmatnor: wiconfitmation
request se
indication equest set
N-DA[FA-
N-DISCONNEC ' ACKNOWLEDGE
Indlcation requegt
ACKNOWLEDGE
indication
Expe ted data NS user invoked Simultaneous NS user
N- EXPEDITED r: sfer reset invoked reset
DATA request N-RESET N-RESET N-REBET
request _ request \/\ requast
N EXPEDITED indicaion
indication N-RESET
\/\ response \/\
N-RESET N-RESET N-RESET
confirm confirm confirm

Simultaneous NS user
and NS provider invoked reset

.
vy
\/\P

N-RESET
indication

N-RESET
response

TIS00320-92

Figure 3 — Summary of Network Service primitive time sequence diagrams

NS provu r invoked
et
N-RESET
N-RESET -

indication indication

N-RESET N-RESET

response response

po A po N-RESET

confirm

18 CCITT Rec. X.213 (1992 E)



https://iecnorm.com/api/?name=5580a66c654c19947dcc8c6c19948a92

12

12.1

The N
the N§

Simul;
in two

ISO/IEC 8348 : 1993 (E)

N-DISCONNECT

N-DISCONNECT

N-CONNECT N-CONNECT
request indication

2 3

Outgoing lncomitr)g
connection . connection
pending N-DISCONNECT pending

N-CONNECT N-CONNECT
confirm response

N-DISCONNECT

N-DISCONNEGT

4
Data

transfer _

ready

N-RESET
indication

N-RESET
request

N-EXPEDITED-DATA

e N-DATA, or
RE N-DATA-
confirm ACKNOWLEDGE N-RESET

. L response
request or indication po

TIS00330-92

Connection establishment phase

Function

providet.

anegus' N-CONNECT requests at the two NSAPs are handled independently by the NS provid
, one’or zero NCs.

Figure 4 - State transition diagram for sequences of primitives at an NC endpoint

C establishment service primitives can be used to establish an NC, provided the NS users exist and are known to

er; they may result

12.2
Table

Types of primitives and parameters

6 indicates the types of primitives and the parameters needed for NC establishment.

12.2.1  Addresses

The parameters which take addresses as values (see 12.2.2 to 12.2.4) all refer to NSAP addresses. The NSAP address
parameters will accommodate variable length addresses up to a defined maximum. Network Layer Addressing is
specified in Annex A.

The values of these addresses as supplied by the NS user are not necessarily checked or authenticated by the NS
provider. An NS user receiving these addresses in N-CONNECT indication or confirm primitives can only rely on their
validity if the NS user has knowledge that the NS provider guarantees address correctness.

CCITT Rec. X.213 (1992 E) 19
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NOTE -~ Mechanisms operating within the NS provider, such as call redirection or resolution of generic addresses, may
result in address parameters in corresponding primitives not being identical in the following cases:

a) the responding address parameter on the N-CONNECT response may not necessarily be the same as the called
address parameter on the N-CONNECT indication;

b) the responding address parameter on the N-CONNECT confirm may not necessarily be the same as the called
address parameter on the N-CONNECT request.

Table 6 ~ NC establishment primitives and parameters

Primitive \
N-CONNECT N-CONNECT N-CONNECT N-CONNECT
request indication response confifm
Parameter
Called address X X(=)
(see Note)
Calling address X X(=)
(see Note)
Responding addrpss X X(=)
(see Note)
Receipt confirmdgtion - X X X X(=)
selection
Expedited data X X X X(=)
selection ' :
QOS-parameter get X X X X(=) for ISOMEC B348
. X(C=) for X.213
NS-user-data X for ISO/IEC 8348 X for ISO/IEC 8348 X for ISO/IEC 8348 X(=) for ISO/IEC |B348
X(C) for X.213 X(C=) for X.213 X(C) for X.213 * X(C=) for X213
NOTE - This pafameter may be implicitly associated with the NSAP at which the primitive is issued.
12.2.2 Called|address parameter

The called address parameter conveys an address identifying the NSAP to which the NC is to be established. Where
explicitly supplied, the addresses in corresponding N-CONNECT request and indication primitives are identical.

12.2.3  Calling address parameter

The calling address parameter conveys the address of the NSAP from which the NC has been requested. Where
explicitly supplied, the addresses in corresponding N-CONNECT request and indication primitives are identical.

12.2.4 Respdnding address parameter
The responding address parameter conveys the address of the NSAP to which the NC has been established. Where

explicitly supplied, the addresses in corresponding N-CONNECT response and confirm primitives are 1denncal This
parameter always conveys a specific NSAP address and not a generic NSAP address.

20 CCITT Rec. X.213 (1992 E)
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12.2.5 Receipt confirmation selection parameter

The receipt confirmation selection parameter indicates the use/availability of the receipt confirmation service on the
NC. If the receipt confirmation service is not provided in the Network Service, then it cannot be used on the NC (see
clause 7). The value of this parameter is either. “use of receipt confirmation” or “no use of receipt confirmation”. The
values on the various primitives are related such that

a) onthe N-CONNECT request, either of the defined values may occur;

b) onthe N—CONNECT indication, the value is either equal to the value on the request primitive, or is “no
use of receipt confirmation”;

¢) on the N-CONNECT response, the value is either equal to the value on the indication primitive or is “no
use of receipt confirmation”

d) on the N-CONNECT confirm, the value is equal to the value on the response primitive.

Since receipt confirmation need not be provided in the Network Service and since, when it is available, both NS users
and the|NS provider must agree to its use, there are four possible cases of negotiation of receipt|confirmation on
an NC:

i) the calling NS user does not request it — it is not used;
ii) the calling NS user requests it but the NS provider does not provide it - itis riot used;

iii) the calling NS user requests it and the NS provider agrees to provrde it, but the called NS user does not
agree to its use — it is not used;

iv) the calling NS user requests it, the NS provider agrees to prov1de it, and the called NS pser agrees to its
use — it can be used.

12.2.6 | Expedited data selection parameter

The exgedited data selection parameter indicates the use/availability of the expedited data transfer service on the NC.
If the expedited data transfer service is not available from the NS provider (see clause 7), then it cannpt be used on the
NC. The value of this parameter is either “vse of expedited data” or “no use of expedited data”. The values on the
various pnmmves are telated such that:

a) on the N-CONNECT request, either of the defined values may occur;

b) onthe N-CONNECT indication, ‘the value is either equal to the value on the request primitive, or is “no
use of expedited data”;

¢) onthe N-CONNECT response, the value is either equal to the value on the indication primitive or is “no
use of expedited data’

d) on the N-CONNECT conﬁrm, the value is equal to the value on the response primitive.
12.2.7 | QOS-parameter set

For each QOS-paramgter which is conveyed during NC establishment, a set of “subparameters” is defjned from among
the follgwing possibilities: ' :

i) ~a“target” value which is the QOS value desired by the calling NS user;
11}/ the “lowest quality acceptable” value which is the lowest QOS value agreeable to the cqlling NS user;

iii) an “available” value which is the QOS value the NS provider is willing to provide; and
iv) a “selected” value which is the QOS value to which the called NS user agrees. ‘

The set of values which can be specified for each subparameter is defined in every Network Service. Each set of values
includes the value “unspecified”. It may also include a value defined to be a “default” value, which is mutually
understood by the NS provider and the NS user between which it is conveyed.

NOTE 1 - “Default” values are defined between a particular NS user and the NS provider. Different “defaults” may exist
for different NS users and thus a value which is understood as a “default” at one end of an NC may not be the “default” value at the
other end.

In those cases where both the subparameters “target” and “lowest quality acceptable” are specified by the calling NS
user, they are boundary parameters defining a range of QOS values to which the calling NS user will agree. Similarly,
where both the subparameters “available” and “lowest quality acceptable” are specified by the NS provider, they are
boundary parameters defining a range of QOS values which the NS provider is willing to provide. These ranges are
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defined to include the values of both of the boundary subparameters, plus any values allowed for these subparameters
which lie between the boundary subparameters. In the case where the “target” (or the “available”) subparameter has a
specified value but the “lowest quality acceptable” value is unspeclﬁed” the rage is defined to consist of the “target”
value plus all other values which are allowed for these subparameters and wh1ch are lower (in QOS terms) than the
“target”. If the value for both the “target” and “lowest quality acceptable s “unspecified”, then no range of values is
defined. o ‘

NOTE 2 - For other value assignments (e.g. “ta.fget" is unSpemﬁed" but “lowest quality acceptable” has a specified

value), the range is not defined since these assignments are not allowed in the negonatmn procedures described in  12.2.7.1
and 12.2.74. o

12.2.7.1 Thfoughput

Table 7 indicates the presence of the QOS- Subparameters for:the throughput QOS-parameters in the N-CONNECT
primitives.

“The negotiation| and conveyance of each of the two throu‘ghptxt 'QOSv-pa’rameters are conducted as follows:

a) In the N-CONNECT request primitive, the calling NS user specifies values for the “target’” and “lowest
quality “acceptable” (i.e. lowest throughput) subparameters. Permitted value assignments are:

Qase 1:  both the “target” and “lowest quahty acceptable” are unspecxﬁed”

“Qase 2: values other than unspeclﬁed” are specified for both “target” and “lowest quality
acceptable”

Qase 3:  a value other than “unspecified” is specified for the ¥target” and the “lowest quality
acceptable” is “unspecified”.

NOTE ~ The case where “target” is “unspecified” and the “lowest quality acceptable” has a value pther than
hospecified” is not permitted; logically, this case can be dcprésented by the permitted asmgnment where an
i ientxcal value is specified for both the “target” and “lowest.quality acceptable” (case 2)

b) If the value ass1gnment of the “target” and “lowest quahty acceptable” subparameters are as defined in
case 1, then the NS provider determines the highest QOS throughput value which is to be offered on the
fC. This value (which may be the “default™ value understood:by the NS provider and the galled NS
‘user) is specified as the “available” subparameter in the N-CONNECT indication while the “lowest
quality acceptable” subparameter value is “unspecified”. If the requested QOS value assignmepts are as
~ defined in case 2 or case 3, then, if ‘the NS provider does not agree to provide a QOS in the fequested
ange, the NC establishment attempt is rejected as described in 13.5. If the NS provider doeg agree to
provide a QOS in the requested range, then in the N-CONNECT indication, the “gvailable”
bparameter specifies the highest QOS value within the range which the NS provider is willing to
ovide and the “lowest.quality acceptable” subparameter value is identical to that of the “lowest quality
acceptable” subparameter in the N-CONNECT request.

)

d

e) Inthe N-CONNECT confirm, the “selected” subparameter bas a value identical to that of “selected” in
the N-CONNECT indication.

A summary of the negotiation procedures for the throughput QOS-sﬁbparameters is contained in Table 8.
12.2.7.2 Transit delay

NOTE - This is not only applicable to CCITT Rec. X.213: The implementation of the transit delay negotiation requires
urgent furtber study in order to have a harmonized realization in different types of sub-networks. Speclal attentlon is requires as
regards routing and charging consequences.

Table 9 indicates the presence of the QOS-subparameters for the transit delay QOS-parameter in the N-CONNECT
pnmmves
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Parameter

Primitive

N-CONNECT
request

N-CONNECT
indication

N-CONNECT

response’

N-CONNECT
" confirm -

| Throughput 1 “target” (calling to
‘called)

X

Throughput 1 “lowest quality
acceptable” (calling to called)

X(=)

Throughput 2 “target” (called to

calling)

‘ Throughput 2 “lowest quaiity
accepfable” (called to calling)

y S

Thro;lghput 1 “available”
(calligg to called)

Throyghput 2 “available™
((:alle i to calling)

Throyghput 1 “scleétéd"
(calling to called)

Throyghput 2 “selected”
(ca}lei to calling)

© XE=)

The nefotiation and conveyance of the transit delay QOS-parameter are conducted as follows:

a)

In the N-CONNECT request primitive, the calling NS user specifies values for the “target” and “lowest
quality acceptable” (i.e. highest acceptable transit delay) subparameters. Permitted yalue assignments
are: ;

Case 1;
Casel2:

both the “target” and “lowest quality acceptable unspec1ﬁed"

values other than “unspecified” are specified for both “target” and “lowest quality
. .acceptable”;

a value other than unspemﬁed” is specified for the “targct” and the “lowest quality

Case 3:
‘ acceptable” is “unspecified”.

b)

NOTE - The case where “target” in unspecxﬁed" and the “lowest qualxty acceptable” has a value other than
“unspecified” is not permitted; logically this case can be represented by the permitted assignment where an

" identical value is specified for both the “target” and “lowest quality acceptable”.

If the value assignments of the “target” and “lowest quality acceptable” subparameters are as defined in
case 1, then the NS provider determines the transit delay value to be offered on the NC and specifies it

-as the “available” subparameter in the N-CONNECT indication.

If the value assignments are as defined in case 2 or case 3, then if the NS provider does not agree to
provide a QOS in the requested range, the NC establishment attempt is rejected as described in 13.5. If
the NS provider does agree to provide a QOS in the requested range, the “available” subparameter in the
N-CONNECT indication specifies the value of QOS which is offered.

If the called NS user does not agree to the QOS specified as “avaxlable” the NS user rejects the NC
establishment attempt as described in 13.4.
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d) If the called NS user does agree to the “available” QOS, then the NS user issues an N-CONNECT
response (the N-CONNECT response does not convey any transit delay QOs- subparameters)

e) In the N-CONNECT confxrm the “selected” subparameter value is 1dent1ca1 to that specified as
“available” in the N-CONNECT indication.

A summary of the negotiation procedures for the transit delay QOS-subparameters is contained in Table 10.

12.2.7.3 NC Protection

The values and meaning of the NC Protection QOS parameter are given in 10.2.10. Table 11 indicates the presence of
the QOS-subparameter for the NC Protection QOS-parameter in the N-CONNECT primitives.

The negotiation and conve&ance of the NC Protection QOS parameter is conducted as follows:

a) Inthe N-CONNECT request primitive, the calling NS user specifies values for the “Target” and “Lowest
Quality Acceptable” subparameters; permitted value assignments are:

cwmmmm:ma . !
Case 2:  values other than “unspecified” are specified for both “Target” and “Lowest | Quality

Acceptable”;

Case 3:  a value other than “unspecified” is specified for the “Target” and -the “Lowest Quality
Acceptable” is “unspecified”.

NOTE - The case where “Target” is “unspecified” and the “Lowest Quality Acceptable” has a value other than
“upspecified” is not permitted; logically, this case can be represented by the pefmitted assignment where an

identical value is specified for both the “Target” and “Lowest Quality Acceptable” (case 2).

b) If|the NS provider does not support a choice of NC Protection levels then the value of the {Target”

subparameter is conveyed by the NS provider and passed to ‘the called NS user unchangcd as the
“Available” subparameter in the N-Connect indication.

c) Iffthe NS provider does support a choice of NC Protectionlevels, then
1)} Incasel

the NS provider determines the QOS value to be offered on the NC and specifies if in the
“Available” subparameter in the N-CONNECT indication.

2) Incases2and3

if the NS provider does not ‘agree to provide a QOS in the requested range, then [the NC
establishment attempt is rejected as described in 13.5. If the NS provider does agree to provide a
QOS in the requested range, then in the N-CONNECT indication, the “Available” subparameter
specifies the highest QOS-value within the range which the NS provider is willing to provide.

d) The value of the “Lowest-Quality Acceptable” subparameter in the N-CONNECT indication is {dentical
to|that in the N-CONNECT request.

e) Iffthe value of the “Available” subparameter of the N-CONNECT indication is “unspecified” thep

1)[ If the called NS user does not agree to accept establishment of a connection with this ungpecified
quality, the NS user rejects the NC establishment attempt as described in 13.4.

2)| df the called NS user does agree, then the NS user specnﬁes the value “unspecified| in the

3 (2]

NOTE - When connection is established with the value of “unspecified” selected, it follows that the QOS provided
may be at any level at the discretion of the Network Service provider. Consequently, the called NS user would
agree to such a connection only if any level of QOS, even the lowest, is acceptable.

f) If the value of the “Available” subparameter in the N-CONNECT indication is not “unspecified” then

1) If the called NS user does not agree to a QOS in the range identified by the “Available” and
“Lowest Quality Acceptable” subparameters of the N-CONNECT indication then the NS user
rejects the NC establishment attempt as described in 13.4.

2) If the called NS user does agree to a QOS in the identified range, then the NS user specifies the
agreed value in the “Selected” subparameter of the N-CONNECT response.

g) In the N-CONNECT confirm, the “Selected” subparameter has a value identical to that of “Selected” in
the N-CONNECT response.
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Table 9 - Negotiated QOS-subparameters for transit delay QOS-parameter

Primitive o :
' N-CONNECT N-CONNECT N-CONNECT N-CONNECT
request _indication response confirm

Parameter ‘ B S
Traosit delay “target” X
Transit delay “lowest quality X
acceptable”
Transit delay “available™ X
Transit delay “splected” X

12.2.7.4 NC Py

The values and

conveyance of

Table 12 indic
primitives.

The conveyance

a) Inthe N-CONNECT request primitive, the calhng NS user spemﬁes values for the “Target” and
C

('
¢

b)

c)

2)

d)

e
Ies the presence of the QOS-subparameters for the NC Priority QOS-parameter in the N-C(

l}‘OTE The case where “Target” is “unspecified” and the “Lowest Quahty Acceptable”
idlentical value-is specified for both the “Target” and “Lowest Quality Acceptable” (case 2).
Ii
sF\bparameter is conveyed by the NS provider and passed to the called NS user unchange

rjority

meaning of NC Priority QOS parameters are specified in 102711, This subclavse speq
se parameters and applies to each of the three independent aspects of NC Priority defined in

of NC Priority QOS-parameter is conducted as follows

uality Acceptable” subparameters; permitted value assignments are:
ase I:  both the “Target” and “Lowest Quality Acceptable” are “unspecified”;

values other than “unspeciﬁed” are speeiﬁed -for bqth’ “Target” and “Lowest
Acceptable”

lase 2:

fase 3:  a'value other than “unspecified” is specified for the“‘Target” .and the “Lowes

Acceptable” is. “unspecified”.

has a value
nspecified” is not. permitted; logically this case can be represented by the permitted assignment

 the NS'provider does not support a choice of NC Priority levels then the value of the

vailable” subparameter in the N-CONNECT indication.

ifies the
10.2.11.

DNNECT

“Lowest

Quality
Quality

bther than
where an

“Target”
d as the

If the NS provider does support a choice of NC Priority levels, then
D

Incase 1 -

the NS provider determines the QOS value to be offered on the NC and specifies
“Available” subparameter in the N-CONNECT indication.

Incases2 and 3

if the NS provider ‘does not agree to provide a QOS in the requested range, then

it in the

the NC

establishment attempt is rejected as described in 13.5. If the NS provider does agree to provide a
QOS in the requested range, then in the N-CONNECT indication, the “Available” subparameter
specifies the highest QOS value within the range which the NS provider is willing to provide.

to that in the N-CONNECT request.
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e)
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If the value of the “Available” subparameter of the N-CONNECT indication is “unspecified” then

1) If the called NS user does not agree to accept establishment of a connection with this unspecified
quality, the NS user rejects the NC establishment attempt as described in 13.4.

2) If the called NS user does agree, then the NS user specifies the value “unspecified” in the
“Selected” subparameter of the N-CONNECT response.

NOTE - When connection is established with the value “unspeciﬁed” selected, it follows that the QOS provided
may be at any level at the discretion of the Network Service provider. Consequently, the called NS user would
agree to such a connection only if any level of QOS, even the lowest, is acceptable.

If the value of the “Available” subparameter in the N-CONNECT indication is not “unspecified” then

1) If the called NS user doés not agree to a QOS in the range identified by the “Available” and
“Lowest Quality Acceptable” subparameters of the N-CONNECT indication then the NS user
rejects the NC establishment attempt as described in 13.4.

2)

works.

The se

NS-user-data parameter

Sequence of primitives

2) If the called NS user does agree to a QOS mn the idenified range, then the NS Juser specifies the
agreed value in the “Selected” subparameter of the N-CONNECT response.

In the N-CONNECT confirm, the “Selected” subparameter has a value identicalrto that of “Selected” in
the N-CONNECT response.

b-user-data parameter allows the transfer of NS-user-data between NS. usérs, without modification by the NS
r. The NS user may send any integer number of octets of NS-user-data between zero and 128 gctets inclusive.

NOTE - This note is only applicable to CCITT Rec. X.213: The objective is to make this parameter a mandatory
er to be supported by all sub-networks in the future. However, anumber of existing sub-networks cagnot support it now.
the interim period, while these sub-networks exist and are not medified to provide this parameter, if is considered as a
-option. No negotiation mechanism is needed in the Network”Service. Limiting, in some sub-networks, the length of
-data to be provided to a value lower than 128 octets (e.g., 16 to 32 octets) for an interim period would imply fewer
to existing interfaces and signaling systems and ‘would simplify the introduction of such a $ervice in existing

uence of primitives in a successful NC establishment is defined by the time sequence diagramin Figure 5.

The NC establishment procedure may-fail either due to the inability of the NS provider to establish ar} NC or due to the

unwilli
13.4 an

gness of the called NS userto accept an N-CONNECT indication (for these cases, see NC release service, in
d 13.5). In addition, the NC establishment attempt may be aborted by the NS provider or either of the NS users
at any ¢ther time before the-issuing of the N-CONNECT confirm.

N-CONNECT

request \

\ N-CONNECT

irtcation

N-CONNECT
response

N-CONNECT /

confirm

TISO0340-92

Figure 5 — Sequence of primitives
in successful NC establishment
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Table 11 — Negotiated QOS-subparameter for NC Protection QOS-parameters |

Primitive
N-CONNECT N-CONNECT N-CONNECT N-CONNECT
request indication Tesponse confirm
Parameter '
NC Protection “Target” X
NC Protection “Lowest Quality
Acceptable” X X(=)
NC Protection “Available” X
NC Profection “Selected” X X(=)

Table 12 —~ Negotiated QOS-subparameters for NC Pi'iority QOS-parameter

Primitive
NC-CONNECT NC-CONNECT NC-CONNECT NC-CONNECT
request indication response tonfirm
Parametef
NC Priorjty “Target” X
NC Prionjty “Lowest Quality
Acceptable” X XE=
NC Priorjty “Available” X
NC. Priorjty “Selected” X X=
13 Connection release phase

13.1 Function

The NC wbmmwpnmﬂm—mmcdmdcasmﬂeﬁhcﬁe-rdeascm-bwufomc&—
a) by either or both of the NS users to release an established NC;' ‘

b) by the NS provider to release an established NC. All failures to maintain an NC are mdlcated in this
way;

c) by the called NS user to reject an N-CONNECT indication;
d) by the NS provider to indicate its inability to establish a requested NC.

NC release is permitted at any time regardless of the current phase of the NC. Once an NC release procedure has been
invoked, the NC will be released; a request for NC release cannot be rejected. After NC release has been invoked at
one NC endpoint, the NS provider may discard any normal or expedited NS-user-data that has not yet been delivered at
the other NC endpoint and may cause any uncompleted sequence of pnmmves for NC establishment, receipt
confirmation, or reset to remain uncompleted. «
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13.2  Types of primitive and parameters

Table 13 indicates the types of primitives and the parameters needed for NC Release.

" Table 13 - NC release primitives and parameters

Primitive o
N-DISCONNECT request N-DISCONNECT indication
Parameter
Originator ‘ X
Reason 75 ray
NS-userfdata X for ISO/IEC 8348 X(C=)
‘ X(C) for X213 '
Responding address X(C) (see Note) X(C=)
NOTE - This parameter may be implicitly associated with the NSAP at which the primitiveis issued.

13.2.1  Origihator parameter.

The originator
“NS provider”, p

NOTE

parameter indicates the source of the NC release{ Its value indicates clther the . ¢
undeﬁned”

— The value ‘andefined” is not permitted when an N:DISCONNECT indication is issued by -an NS

NS provider in OJder to reject an NC establishment attempt (see 13.4.and 13.5).

1322 Reas

The reason parg
be as follows: -

n parameter

a)

en the originator parameterindicates an NS provider invoked release, the value is one of:
disconnection-permanent condition;
disconnection-transient condition;
connection-rejection-NSAP address unknown (permanent condition);
connéction rejection-NSAP unreachable/transient condition;
) connection rejection-NSAP unreachable/permanent condition;

) \.¢onnection rejection-QOS not available/permanent condition;

NS user”,

BSET Or an

jmeter gives information about the*cause of the NC release. The value conveyed in this parameter will -

7) connection rejection-QOS not available/transient condition;

8) connection rejection-reason unspecified/permanent condition;

9) connection rejection-reason unspecified/transient condition;

b) When the originator parameter indicates an NS user invoked release, the value is one of:

1) disconnection-normal condition;

2) disconnection-abnormal condition;

3) connection rejection-permanent condition; -

4) connection rejection-transient condition;

5) connection rejection-QOS not available/transient condition; -
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6) connection rejection-QOS not available/permanent condition;
7) connection rejection-incompatible information in NS-user-data.

¢) When the originator parameter value is “undefined”, then the value of the reason parameter shall also be
“undefined”. ‘

13.2.3  NS-user-data parameter

The NS-user-data parameter allows the transfer of NS-user data between NS users, without modification by the NS
provider. An NS user invoking NC release may send any integer number of octets of NS-user-data between zero and
128 inclusive. In an N-DISCONNECT indication, this parameter can have a non-zero number of octets of NS-user-data
only if the originator parameter has the value of “NS user”,

The NS-user-data sent is lost if NC release is simultaneously invoked by either the NS provider or the intended
© receivin 13.3).

NOTE - This note is only applicable to CCITT Rec. X.213: The objective is to make this(parameter a mandatory
parametgr to be supported by all sub-networks in the future. However, a number of existing sub-networks canpot support it now.
During the interim period, while these sub-networks exist and are not modified to provide this parameter, it| is considered as a

The regponding address parameter is present in this primitive only in the case 'where the primitive i§ used to indicate

from which the N-DISCONNECT request was issued and, where explicitly supplied, the addresses in the corresponding
request{and indication primitives are identical. Under certain circuinstances (e.g. call redirection, g¢neric addressing,
etc.) this address may be different from the “called address” in the corresponding N-CONNECT requgst primitive.,

13.3 Sequence of primitives when releasing an ‘established NC -

The sequence of primitives depends on the origin or origins of the NC release action. The sequence may be:

a) invoked by one NS user, with a request from that NS user leading to an indication to th¢ other NS user;
b) invoked by both NS users, with a request from each of the NS users;

¢) invoked by the NS provider, with an indication to each of the NS users;

d) invoked independently by one NS user and the NS provider, with a request from the ofiginating NS user
. and an indication to the other NS user.

The sequences of primitives in these four cases are expressed in the time sequence diagrams in Figures 6 t0 9.

N-DISCONNECT

request \

N-DISCONNECT
indication '

TIS00350-92

Figure 6 — Sequence of primitives
in NS user invoked NC release
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N-DISCONNECT ‘ N-DISCONNECT

request \ \/\ / request

TIS00360-92

Figure 7 ~ Sequence of primitives in simultaneous
NS user invoked NC release

VAN

N-DISCONNECT N-DISCONNECT,
indication ' indication
TIS00370-92

Figure 8 — Sequence of primitives
in NS provider invoked NC release

N-DISCONNECT

request \ .
J\ \ N-DISCONNECT

indication

TiS00380-92

Figure 9 - Sequence of primitives in simultaneous
NS user and NS provider invoked NC release

13.4  Sequence of primitives in an NS user rejection of an NC establishment attempt
An NS user may reject an NC establishment attempt by issuing an N-DISCONNECT request. The originator parameter

in the N-DISCONNECT primitives will indicate NS user invoked NC release. The sequence of events is defined in the
time sequence diagram in Figure 10.
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N-CONNECT

request \
\ N-CONNECT

request
N-DISCONNECT

/ request

N-DISCONNECT
indication TISO0390-92

Figure 10 — Sequence of primitives in NS user rejection
of an NC establishment attempt

13.5 | Sequence of primitives in an NS provider rejection of an NC establishment attempt

If the NS provider is unable to establish an NC, it indicates this to the requester by issuing an N-DISCONNECT
indicatipn. The originator parameter in this primitive indicates an NS provider invoked NC release. [The sequence of
events if defined in the time sequence diagram in Figure 11.

- N-CONNECT

request \

N-DISCONNECT
indication TISO0400-92

Figure 11 — Sequence of primitives in NS provider rejection
of an NC establishment attempt

14 Data transfer phase

14.1 Data transfer

14.1.1 Function
The data transfer service primitives provide for an exchange of NS-user-data called Network-Service-data-units

(NSDUs), in either direction or in both directions simultaneously on an NC. The Network Service preserves both the
sequence and the boundaries of the NSDUs.
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NOTE -~ Designers of higher layer protocols using the Network Service should realize that the requested QOS applies to
complete NSDUs, and that divisions of available NS-user-data into small NSDUs may have cost implications because of the impact
on cost optimization mechanisms operated by the NS provider. .

14.1.2  Types of primitives and parameters

Table 14 indicates the types of primitives and the parameters needed for data transfer.

Table 14 — Data transfer primitives and parameters

Primitive
N-DATA request ; N-DATA indication
Parameter ) ' :
NS-usertdata X X(=)
Confirnjation request X(© X(C=)

14.1.2.1 NS-:Ier-data paraméter :

The NS-user-djta parameter allows the transfer of an NSDU between NS users, without modiﬁcation by the NS
provider. The NS user may send any integer number of octets, one or greater, of NS-user-data that forms the NSDU.

14.1.2.2 Confirmation request parameter

The receipt corffirmation of an NSDU transferred by means of an N:-DATA primitive can be requested by sgtting the
confirmation r¢quest parameter on the N-DATA request. The ‘confirmation of receipt (COR) is provided by the
N-DATA-ACKINOWLEDGE primitives (see 14.2). The value<of the confirmation request parameter may indicate
either that a COR is requested or that it is not requested., The parameter may only be present if use of the receipt
confirmation service was agreed by both NS users and the;NS provider during the establishment of the NC.

The operation ¢f the Network Service in transferring NSDUs can be modeled as a queue of unknown size within the
clause 9). The ability of@an NS user to issue an N-DATA request or of the NS provider tq issue an
N-DATA indication depends on the bebaviour of the receiving NS user and the resulting state of the queue.

The sequence df primitives in a sucCessful data transfer is defined in the time sequence diagram in Figure 12.

The sequence ¢f primitives in'Figure 12 may remain uncompleted if an N-RESET or an N-DISCONNECT |primitive
occurs.

N-DATA

request\

[~ NDATA

indication

TiS00410-92

Figure 12 ~ Sequence of primitives
in data transfer
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14.2  Receipt confirmation service

14.2.1 Function

The receipt confirmation service is requested by the confirmation request parameter on the N-DATA pnmmves For
each and every NSDU transferred with the confirmation request parameter set, the receiving NS user should return a
confirmation of receipt (COR) by issuing an N-DATA-ACKNOWLEDGE request. Such CORs should be issued in the
same sequence as the corresponding N-DATA indications were received, and will be conveyed by the NS provider so
as to preserve them distinct from any previous or subsequent CORs. The NS user may thus correlate them with the
original N-DATA primitives (with “confirmation requests” set) by counting.

N-DATA-ACKNOWLEDGE requests will not be subject to the flow control affecting N-DATA requests at the same
NC endpoint; N-DATA-ACKNOWLEDGE indications will not be subject to the flow control affecting N-DATA
indications at the same NC endpoint.

The use of the receipt confirmation service shall be agreed by the two NS users of the NC and the NS provider during
NC establishment by use of the receipt confirmation selection parameter on the N-CONNECT pnmxhves The service
need ndt be provided by all NS providers.

14.2.2 | Types of primitives and parameters

The redeipt confirmation service involves two primitives:
~  N-DATA-ACKNOWLEDGE request;
—~  N-DATA-ACKNOWLEDGE indication.

These primitives do not convey any parameters.

14.2.3 [ Sequence of primitives

The sequence of primitives in a successful data transfer with receipt confirmation is defined in the time sequence
diagram in Figure 13.

The sequence of primitives in Figure 13 may remain uncompleted if an N-RESET or an N-DISCONNECT primitive

occurs.
N-DATA
request
_______ N-DATA
indication ,
with “confirmation
: request” set
N-DATA-
/ ACKNOWLEDGE
——————— request
N-DATA-
ACKNOWLEDGE T1500420.92
indication ‘

Figure 13 - Sequence of primitives in successful
data transfer with receipt confirmation

An NS user must not issue an N-DATA-ACKNOWLEDGE request if no N-DATA indication with “confirmation
request” set has been received or if a COR has already been issued for all such N-DATA indications. Following a reset
procedure, signaled by means of an N-RESET indication or N-RESET confirm, an NS user must not issue an
N-DATA-ACKNOWLEDGE request in response to.an N-DATA indication (with “confirmation request” set) which
was received before the reset procedure was signaled.
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NOTES
1 The withholding of COR by an NS user can have an effect on the throughput attainable on the NC.

2 The use of receipt confirmation on an NC may have an effect on the flow control of normal data on the NC. For
example, the issuing of a COR may result in the relaxation of flow control on NS-user-data flowing in the opposite direction ﬁrom
the COR.

3 Receipt confirmation is included in the Network Service only to support existing features of Recommendation X.25.

143  Expedited data transfer service

14.3.1 Function

The expedited data transfer service provides a further means of information exchange on an NC in both directions
simultaneously. The transfer of expedited Network-Service-data-units (ENSDUs) is subject to different QOS and
separate flow cdniro .

qualified data transfer facility.

The NS preservgs both the sequence and boundaries of the ENSDUs. The NS provider guarantees that an ENSDU will
not be delivered |after any subsequently issued NSDU or ENSDU on that NC,

The relationship| between normal and expedited NS-user-data is modeled by the operation of changing of order within
queues as descriped in 9.2.3. In particular, expedited NS-user-data can still be delivered when' the receiving NS user is
not accepting ndrmal NS-user-data. However, the amount of normal NS-user-data bypassed by such changing|of order
cannot be predi¢ted or guaranteed. Expedited data transfer cannot be guaranteed to-bypass blockages in normal data
flow where thes¢ blockages are occurring in lower layers.

The expedited data transfer service is a provider-option which may not belavailable in the Network Servicg. Its use
must be agreed [to by the two NS users of the NC and the NS provider.during NC establishment by mears of the
expedited data s¢lection parameter on the N-CONNECT primitives (see 12.2.6).
14.3.2 Typesof primitives and parameters

Table 15 indicatgs the types of primitives and the parameters'needed for expedited data transfer.

Table 15 — Expedited data transfer primitives and parameters

Primitive '
N-EXPEDITED-DATA request N-EXPEDITED-DATA indication
Parameter

NS-user-Hata X X(=)

14.3.2.1 NS-user-data parameter

The NS-user-data parameter allows the transfer of expedited NS-user-data between NS users, without modification by
the NS provider. The NS user may send any integer number of octets of expedited NS-user-data between 1 and 32
inclusive.

14.3.3  Sequence of primitives

The sequence of primitives in a successful expedited data transfer is defined in the time sequence diagram in
Figure 14.

The sequence of primitives in Figure 14 may remain uncompleted if an N-RESET or an N-DISCONNECT primitive
occurs.
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144
14.4.1

The resgt service may be used:

Invocation of the reset service will unblock the flow of NSDUs and ENSDUs 1n case of congestion o
cause tHe NS provider to discard NSDUs, ENSDUs, or CORs associated with the NC, and to- notify

users th

the acce

14.4.2

Table 16 indicates the types of primitives and the parameters needed for the reset service,

ISOMEC

N-EXPEDITED-
DATA request

\ N-EXPEDITED-

DATA indication

TIS00430-92

Figure 14 — Sequence of primitives
in expedited data transfer

8348: 1993 (E)

Reset service

Function

a) by the NS user to resynchronize the use of the NC; or

b) by the NS provider to report detected loss of NS-user-data unrecoyerable within the
loss of NS-user-data which does not involve loss of the NC.is reported in this way.

it did not invoke reset that a reset has occurred. The service will be completed in a finite tim

Types of primitives and parameters

Table 16 — Reset primitives and parameters

NS provider. All

f the NC; it will
any NS user or
e, irrespective of

ptance of NSDUs, ENSDUS, and CORs by the NS users,AAny NSDUs, ENSDUs, or CORs not delivered to the
NS userg before completion of the service will be discarded by the NS provider.

Primitive
N-RESET N-RESET N-RESET NiRESET
request indication response conﬁrm
| Paramdter -
Origindtor X
Reason) X X

14.4.2.1 Originator parameter

The originator parameter indicates the source of the reset. Its value indicates either the “NS user”, “NS provider”, or
“undefined”.

14.4.2.2 Reason parameter

The reason parameter gives information indicating the cause of the reset. The value conveyed in this parameter will be
as follows:

a) When the originator parameter indicates an NS provider invoked reset, the value is one of:

i) “congestion”;
ii) = “reason unspecified”.
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b) When the originator parameter indicates an NS user invoked reset, the value is “user resynchronization”.

¢) When the originator parameter has the value “undefined”, then the value of the reason parameter is also
“undefined”.

14.4.3 Sequence of primitives

The interactions between each NS user and the NS provider will be an exchange of these primitives, namely either:
a) an N-RESET request from the NS user, followed by an N-RESET confirm from the NS provider; or

b) an N-RESET indication from the NS provider, followed by an N-RESET response from the NS user.

The N-RESET request acts as a synchronization mark in the stream of NSDUs, ENSDUs, and CORs transmitted by the
issuing NS user. The N-RESET mdxcauon 11kew1se actsasa synchromzanon mark in the stream of NSDUs, ENSDUs,
and CORs recei mark in the
stream of NSIJUs, ENSDUs, and CORs transmitted by the respondmg NS user, while the N-RESET confir acts as a
synchronizatiop mark in the stream of NSDUs, ENSDUs, and CORs received by the NS user which originally invoked
the Reset.

The resynchronizing properties of the reset service are that

1) No NSDU, ENSDU, or COR transmitted by the NS user before the synchronization matk in that
franismitted stream will be delivered to the other NS user dfter the synchronization mark in that received
Stream.

The NS provider will discard all NSDUs, ENSDUs, and CORs submitted before the issuing of the
N-RESET request which have not been delivered to the rec€iving NS user when the NS provider issues
" the N-RESET indication.

Also, the NS provider wxll discard all NSDUs, ENSDUs, and CORs submitted before the issuing -of the
N-RESET response which have not been delivered to the initiator of the N-RESET when the NS
provider issues the N-RESET confirm. ,

2) No NSDU, ENSDU, or COR transmitted by an NS user after the synchronization mark in that
fransmitted stream will be delivered-to-the other NS user before the synchronization mark in that
Feceived stream.

The N-RESET| confirm may be issued to the initiator of the reset before the N-RESET indication is issued tq the other
NS user. The |complete sequence of primitive depends upon the origin of the reset action and the occyrrence or
otherwise of rgsets with conflicting origins. Thus the reset service may be

i) [nvoked by one NS user, lading to interaction a) with that NS user and interaction b) with the peer NS
user;

ii) jnvoked by both NS users, leading to interaction a) with both NS users;

1ii) fnvoked by the NS provider, leading to interaction b) with both NS users;

iv)

and b) w1th the peer NS user.

The sequence of primitives in these four cases is defined in the time sequence diagrams in Figures 15 to 18.

Further, there may be circumstances of reset “collision” which result in the number of reset procedures observed at one
NC endpoint being different from the number of reset procedures observed at the other NC endpoint. Such
circumstances resuit in two additional cases which may occur, where the reset service may be

v) invoked by one NS user while a previous reset procedure is still incomplete at the other NS user, leading
to additional interaction a) with the NS user invoking the subsequent reset, only;

vi) invoked by the NS provider at one NC endpoint, while a previous reset procedure is still incomplete at
the other, leading to additional interaction b) with the NS user at the first NC endpoint, only.
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N-RESET

request \

N-RESET
confirm

N-RESET
indication

N-RESET
response

TIS00440-92

Figure 15 - Sequence of primitives
in NS user invoked reset

ISO/IEC 8348: 1993 (E)

N-RESET N-RESET
request \ \/\ /request
\ﬁ N-RESET
N-RESET confirm
confirm TISO0450-92

Figure 16 - Sequence of primitives
in‘simultaneous NS user invoked reset

N-RESET /

indication

VA

\ N-RESET

indication

N-RESET

response \

VA

N-RESET
response

TIS00460-92

Figure 17 — Sequence of primitives
in NS provider invoked reset
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N-RESET
request \
N-RESET
indication
N-RESET
response
N-RESET
confirm TIS00470-92

Figure 18 - Sequence of primitives in simultaneous
NS user and NS provider invoked reset

There are many

sequence of pri
properties associ

These are not“i‘l{strated here by time sequence diagrams, but may be derived using-the constraints on the

NOTE
described by the 0|

1 Situations in which the number of reset procedures at the two,ends of a NC which are not the sam|

possible sequences of reset primitives for the two NC endpoints which may occur for cases v)

peration of the queue model in 9.2.

and vi).
allowed

itives for each NC endpoint, and the reset sequences illustrated in Figures 15 to 18, The synchronizing
ted with the issuance of the N-RESET primitives are the same forall of the six cases outlined|

e are not

Any sequence of reset primitives may remain uncompleted.if an N-DISCONNECT primitive occurs. Oncg a reset

procedure has bs
no further N-DA
user or the NS
response).

en invoked at an NC endpoint (by means of an N-RESET request or N-RESET indication pr]
TA, N-EXPEDITED-DATA, or N-DATA-ACKNOWLEDGE primitive can be issued by eithe
brovider until the reset procedure has completed (by means of an N-RESET confirm or N|

mitive),
r the NS
LRESET
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SECTION 3 ~ DEFINITION OF THE CONNECTIONLESS-MODE SERVICE

15 Features of the connectionless-mode Network Service

The NS provides the following features to the NS user:

a) The means by which network-service-data-units are delimited and transparently transmitted from a
source NSAP to a destination NSAP in a single network-connectionless-mode service access, without
first establishing or later releasing a network-connection. The maximum size of a connectionless-mode

NSDU is 64i512 octets.

b) Associated with each instance of network-connectionless-mode transmission, certain measures of quality
which are agreed between the NS provider and the sending NS user when a network-connectionless-

mode transmission is initiated.

16 Model of the connectionless-mode Network Service

16.1 Model of the connectionless-mode Network Layer Service

This Service Definition uses the abstract model for a layer service defined in clause
Rec. X210 { ISO/TR 8509. The model defines the interactions between the NS asers and the NS prg

4 of CCITT
vider which take

place aj the two NSAPs. Information is passed between the NS user and the NS\provider by service primitives, which

may cofivey parameters.

16.2 Model of a network connectionless-mode transmission

A definjing characteristic of network-connectionless-mode transinission is the independent nature of each invocation of

the conpectionless-mode network service.

existing between a given pair of NSAPs. Such characteristics, when present, enhance the basic conpectionless-mode

Network Service, and can be used by NS userssto effectively correlate the choice of transport
Network Service provided.

In practice, however, it is often possible to relate to NS,users certain characteristics of the service }r an association

rotocol with the

NOTE 1 - Such information is typically made available to the NS user through'some control or mandgement facility (or

set of facilities). Annex C provides a description of the facilities considered to be necessary for the coordij
protocoll selection with use of the connectionless-mode Network Service.

As a descriptive aid, the connectionless-mode Network Service, as provided between any two NSAPs,
in the apstract as an a priori association between the two NSAPs.

NOTE 2 - This thodel is intended solely to describe the appearance of the connectionless-mode Nety

hation of transport
can be modelled

vork Service to the

NS users. It is not intended to be a model of the internal operation of the NS provider in providing the cgnnectionless-mode

Network Service.

Only one type-of object, the Unitdata object, can be exchanged between the NS users. In Figure 19, 1
the NS|user.that passes objects to the NS provider. User Y represents the NS user that accepts obj

User X represents
ects from the NS

provider:

In general, the NS provider may perform any or all of the following actions:
a) discard objects;
b) = duplicate objects; and
¢) change the order of the objects.

However, with respect to a given association between a pair of NSAPs, the following additional characteristics might
“be observed by the NS user through the operation of some control or management facility that allows the NS provider

1) objects will be discarded only after a stated time;
L objects must be discarded no later than a stated time;

_objects will be discarded only if more than a certain number of objects are in the queue

*-to support service characteristics beyond those attributed to the basic connectionless-mode Network Service:

£
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4) objects will not be discarded;

5) the order of the objects in the queue will not be changed;

6) objects will not be duplicated.

 Networl k v o Network
service service

user X userY
o S ' NSAP B
NSAP A\ L :

/ Association between A and B \
Service provider

' TIS00480-92

Figure 19 —Model of a network-connectionless-mode-transmission

Where such information is made known to the NS user prior to thelinvocation of the connectionless-mode

Spr_vice, the NS

user may make use of such knowledge to select a transport protocol.

particular asso

tion, do not depend on the behaviour of the NS users. Awareness of the characteristic

The existence }; the properties of the association, and the operations which are performed by the NS provi

association is p

17 Qual

The term “Qu4

of the NS users’ a priori knowledge of-the OSI environment.

ity of the connectionless-mode Network Service

lity of Service” (QOS) also refers to certain characteristics of a network-connectionl

transmission as|
transmission w|
user behaviour
performance of

.observed between-.a' pair of NSAPs, QOS describes aspects of a network-connectionl
ich are attributable-solely to the NS provider; it can only be properly determined in the absen
(which is beyond the control of the NS provider) which specifically constrains or imp
the Network Service.

Whether the vi

of the QOS during each instance of the use of the network-connectionless-mode transmissi

Network

Her fbrv a
s of the

ss-mode
ss-mode
ce of NS
edes the

bn is the

same to each N§ user associated with the service depends on the nature of their association and the type of infi

brmation

concerning the nature of the service made available to the NS user(s) by the NS provider prior to the invocation of the

service.

17.1 Determination of QOS

A basic characteristic of a connectionless-mode service is that no peer-to-peer negotiation of the Quality of Service for
a transmission takes place at the time the service is accessed. No dynamic association is set up between the parties

involved as during a connection establishment; thus, characteristics of the service to be provided during the transfer are
not negotiated on a peer-to-peer basis. An a priori agreement is assumed to exist between the NS users and th
provider concerning those parameters, formats, and options that affect the transfer of data. (Such an a priori
might be established by local exchange of relevant information across the Network Layer boundary.) Thus,
is one of local negotiation. ‘ f
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Associated with each network-connectionless-mode transmission, certain measures of Quality of Service are agreed
between the NS provider and the sending NS user when the primitive action is initiated. The requested measures (or
parameter values and. options) are based on a priori knowledge by the NS user of the specific charactenstxcs of the
facilities which can be expected to be made available to it by the NS provider. ..

Knowledge of the characteristics of the connectionless-mode Network Serv1ce is made available to a sending NS user
through a control or management facility prior to invocation of the connectionless-mode Network Service. The
NSiuser not only has knowledge of the parties with which it may communicate, but also has explicit knowledge of the
characteristics of the service with which it can expect to be provided upon (each) invocation of the service.

The NS provider may also provide information on the current Quality of Service, independent of access to the service
by an NS user. This seemingly dynamic aspect of Quality of Service determination is not a negotiation but, again, a
means by which the NS user is provided with knowledge of the characteristics of the service currently available outside
of any instance of the invocation of the service itself.

in17.2,

17.2 | Definition of network connectionless-mode QOS-parametefs
The QQS-parameters identified for the network-connectionless-mode transmission are defiried below.

.| NOTE -~ Additional parameters that describe service characteristics beyond those defined. in this| subclause for the
connectibnless-mode Network Service are described in Annex C. -

17.2.1 | Transit delay

Transit delay is the elapsed time between an N-UNITDATA request and the corresponding N-UNITIDATA indication.
Elapsed time values are calculated only on NSDUs that are successfully transferred. Successful transmission of an
NSDU js defined to occur when an NSDU transmitted from a(sending NS user is delivered to the iftended receiving
NS uset. ’

'Tr,alns'it delay is specified independently for each network-connectionless-mode transmission. Transit (delay defines the
value ekpected for the completion of the transmission of a particular NSDU. Its specification is baspd on an average
NSDU $ize. It is determined by the NS provider and made known to the NS user prior to invocation of the service.

Transit [delay for an individual NSDU may be greatly increased if local interface flow control is exergised at either the
transmiting or receiving service provider to service user interface. Occurrences of local interface flow control initiated
by the service user are excluded in calCulating transit delay values. - - :

17.2.2 | Protection from unauthorized access

The: exfent to which an” NS provider attempts to-prevent unauthorized monitoring or manipulation of NS user-
originated information'is specified qualitatively by selecting one of four options:

a) noprotection features;
b)(" protection against passive monitoring;

) . . ificati 1 1diti deletion; and
d) bothb) and c).

17.2.3 - Cost determinants

A class of parameter values and options exist which provide a NS user with

a) the ability to indicate to the NS provider that it should choose, for example, the least expensive means
available to it, even in situations where this may not be the most expedient means; or

b) the ability to specify maximum acceptable cost.

The cost may be specified in absolute or relative cost units. The cost of a network-connectionless-mode transmission is
composed of communications and end-system resource costs.
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17.2.4 Residual Error Probability

Residual Error Probability describes the‘ likelihood that a particular NSDU will be. lost, duplicated, or delivered
incorrectly. The probability is estimated as the ratio of lost, duplicated, or incorrectly delivered NSDUs to total NSDUs
transmitted by an NS provider during a measurement period.

" An incorrectly delivered NSDU is one in which the user data are delivered in a corrupted condition, or the user data are
delivered to an incorrect NSAP.

Lost data includes all NSDUs which are discarded by the NS provider due to congestion, transmission error, or some
other error. NSDUs which are lost due to error by the NS user are not included.

17.2.5 Priority

This parameter allows the NS user to specify the relative priority of an NSDU in relation to any other NSDUs acted
upon by the NS provider. An NSDU of higher priority is serviced by the NS provider before one of lower pnonty The

priority information-is-eonveyed-to-the-reeeiving-NS-usef:

This parameter fpecifies the relative importance of network-connectionless-mode transmission with respect)to

a) e order in which NSDUs are to have their Quality of Service degraded, if necessary;, and

b) e order in which NSDUs are to be discarded to recover resources, if necessary.
This parameter| has meaning only in the context of some management entity or structure able to judg¢ relative
importance. The number of priority levels is limited to 15.
17.3  Routg selection considerations

The NS providdr may use QOS information supplied by the NS user, in conjunction with management information, to
derive details of the route that must be taken by the NSDU with which the.information is associated.

The use of such| information by the NS provider may result in the network-entity in the originating system being able to
enumerate a cqmplete list of the intermediate systems to be included in the path. This is referred to as ‘lcomplete
source routing”| Complete source routing requires that each intermediate system in the list (and only those intgrmediate
systems in the ljst) must be visited; if this constraint cannot be satisfied, the NSDU shall be discarded.

intermediate systems to be: included in the path. This is referred to as “partial source routeing”. With partial source
routing, each injtermediate system in the list must be visited in the order specified while en route to the destination.
However, with [this form of source routing the:NSDU may take any path necessary to arrive at the next intgrmediate
system in the list. The NSDU shall not be 'discarded (for source routing related causes) unless one of the int¢rmediate
systems in the list cannot be reached by.any available path. ‘

Alternatively the network-entity in the originating system may be able to identify a list of some (but noatlall) of the

Alteratively, no source routing may-take place at all. This is the case when the required QOS can be achievefd without
any need for the originating network-entity to specify particular intermediate systems which must be included in the
path.

18 Seq|1ence of primitives

The possible overall allowed sequences of primitives at an NSAP are defined in the state transmon ‘diagram in
Figure 20. In Figure 20, the IDLE state represents the initial and final state of the primitive sequence.

The use of a state transition diagram to describe the allowable sequence of service primitives does not impose any
requirements or constraints on the internal organization of any implementation of the Network Service.

19 Data transfer

19.1 Function

Network-connectionless-mode transmission service primitives can be used to transmit an independent, self-contained
NSDU from one network-service-access-point to another network-service-access-point in a single service access. The
NSDU is independent in the sense that the NS provider is not required to maintain any relationship between this and
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any other NSDU transmitted through the invocation of the connectionless-mode Network Service or the connection-
mode Network Service. It is self-contained in that all of the information required to deliver the NSDU is presented to
the NS provider, together with the user data to be transmitted, in a single service access; thus no initial establishment
or subsequent release of a network-connection is required. ’

The NS provider transfers individual NSDUs within the range of its specified QOS. Although the Network Service
maintains the integrity of individual NSDUs, it does not necessarily deliver them to the receiving NS user in the order
in which they are presented by the sending NS user.

The NS provider need not maintain any state information relative to any aspect of the flow of information between any
specific pair of NSAPs. Flow control exerted by the NS provider upon the sending NS user can be described only in
terms of interface flow control.

N-UNTDATA
request

USomso-sz

N-UNITDATA
indication

Figure 20 — State‘transition diagram

for sequences of connectionless-mode
primitives at one NSAP

19.2 | Types of primitives and parameters

Table 17 identifies the types.of primitives and the parameters needed for the connectionless-mode Network Service.

Table 17 - Connectionless-mode service primitives and parameters

Primitive N-UNITDATA N-UNITDATA
request indication
Parameter
Source address X X(=
Destination address X XE=)
Quality of Service X X
NS-USERDATA X X(=)
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1-9.2.1 Addr'esses

The addresses referred to in Table 17 are network-service-access-point addresses. Both the connecuon-mode and
connectionless-mode Network Services use the same NSAP addresses, as described in Annex A.

19.2.2 Quaiity of Service

The value of the Quality of Service parameter is a list of sub-parameters For each parameter, the values of the
parameter in the two pnmmves are related so-that:

a) in the request primitive, any deﬁned value is allowed however,

b) in the indication primitive, the Quality of Service indicated may be different from the QOS specified for
the corresponding request primitive.

19.2.3 NS-User-data

This parameter|allows the transmission of octets of NS user-supplied data between NS users, without modification by
the NS provides. The NS user may transmit any integral number of octets greater than zero up to 64#512 octets.

19.3  Sequpnce of primitives

The sequence of primitives in a network-connectionless-mode transmission is defiried in the Network Service primitive
time sequence diagram, see Figure 21.

N-UNITDATA B
request \ ‘
\ N-UNITDATA

indication

TISO0500-92

Figure 21 - Sequence of primitives in a network-
connectionless-mode transmission
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Annex A
Network Layer Addressing

(This annex forms an integral part of this Recommendation | International Standard)

Al General

This annex defines the abstract syntax and semantics of the Network address (Network service access point address).
The Network address is the address that appears in the primitives of the connection-mode Network service as the
«calling address, called address and responding address parameters, and in the primitives of the connecuonless-mode
Network service as the source address and destination address parameters.

A2 Scope

The scope-of-this-annex-is-the-definition-of-the-abstract-syntax-and-seman he-Ne This annex does
not spe¢ify the way in Wthh the semant1cs of the Network addrcss are encoded in Network layer protcols
A3 Concepts and terminology

A.3.1 | Network addresses

This anpex defines the Network service access point (NSAP) address. Since the term “network addrgss” is commonly
used in|different contexts to refer to different things, a more specific description of this concept is intrpduced below.

A.3.1.1] Subnetwork address

In one|context, the term “network address” may be used to refer to the point at which a real end system, real
subnetwork, or interworking unit is attached to a real subnetwork, or to the point at which the subnetwork service is
offered|within an end or intermediate system. In the case of attachment to a public data network, thi§ point is called a
DTE/DCE interface, and the term “DTE address™ is used in-reference to it.

The spgcific term subnetwork address (or subnetwork-point of attachment address) is used in thxs case, as ﬂlustrated in
Figure A.1.

Subnetwork pgint
of attachment identified
by SNPA address

Reallend 3 A/ 3 \L&
dystem, real ‘
subnetwork_ar Real
interworking subnetwork
unit
Subnetwork point
of attachment identified y
by subnetwork address End system Intermediate
, system
TISO0510-92

Figure A.1 — Subnetwork address
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The subnetwork address is the information that a real subnetwork needs to identify a particular real end system, another
real subnetwork, or an interworking unit, which is attached to that real subnetwork.

In the public network environment, the subnetwork address is what the public network operates on.

NOTE - The point identified by a subnetwork address is a point of interconnection between a real end system or
interworking unit and a real subnetwork (in particular, in a public data network environment, a DTE/DCE interface), and is not a
Network service access point.

A.3.1.2 NSAP address

In another context, the term “network address” is used to refer to the Network service access point (NSAP) at which
the OSI Network service is made available to a Network service user by the Network service provider.

The specific term NSAP address is used in this case, as illustrated in Figure A.2

Network service
user

Layer 4

Layer 3
y T k NSAP identified ’

Network service by NSAP address
provider . .\ TIS00520-92

Figure A.2 -~ NSAP address

The NSAP addfess is the information that the OSI Network service provider needs to identify a particular |Network
service access point. The values of the called address, calling address, and responding address parameters of the
N-CONNECT primitive, of the responding address parameter of the N-DISCONNECT primitive, and of the source
address and destination address parameters of the N-UNITDATA primitive, are NSAP addresses.

It should be ngted that since the Network service primitives are conceptual, no particular encoding of the NSAP
address is specified by the Network service definition.

In both CCITT tﬁ‘d ISO/IEC usage, the terms’“Network Address” (with both the N and the A printed in capitgl letters)
and “global nefwork address™ are synonymous with the term “NSAP address”. Use of the term “NSAP address” is
preferred when |it is essential to avoid confusion, particularly in spoken references in which “capitalization™ is not
possible.

A.3.1.3 Netwqrk protocol address information

In a third context, the term “network address” is used to refer to an address that is carried as Network protocal control

information in a Network protocol data unit (NPDU).
The specific te]mvzm'rrprmrmmmmwfamumwtmﬂ?mmﬂm.

In the public network environment, NPAI is also known as an “address signal” or as the “coding of an address signal”.

There is a relationship between the NSAP address that appears in Network service primitives and the NPAI that
appears in a Network layer protocol, in that the semantics of the NSAP address are preserved by the NPAL The precise
encoding of NPAI is defined by Network layer protocol standards, which also specify the relationship between the
NSAP address and the NPAI encoding employed by the protocol.

A3.2 Domains

A3.2.1 Global network addressing domain
The global network addressing domain is an addressing domain consisting of all of the NSAP addresses in the OSI
environment.
48 CCITT Rec. X.213 (1992 E)
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A.3.2.2 Network addressing domain

A network addressing domain is a subset of the global network addressing domain consisting of all -of the NSAP
addresses that are assigned by one or more addressing authorities. Every NSAP address is part of a network addressing

<. domain that is administered directly by one and only addressing authority. If that network addressing domain is part of
a (hierarchically) higher addressing domain (which must wholly contain it), the authority for the (hierarchically) lower
domain is authorized by the authority for the higher domain to assign NSAP addresses from the lower domain. All
network addressing domains are in this way ultimately part of the global network addressing domain, for which the
addressing authority is this annex.

The relationship of the concepts of A.3.2.1 and A.3.2.2 is illustrated by Figure A.3:

Global network
addressing
domain S

Network
addressing
domains

TiS00530-92

Figure A.3 — Network addressing domains

A.3.3 | Authorities

The uniqueness of identifiers within a network addressing domain is ensured by an authority. associated with that
domain. The term “authority” does not necessarily refer to an organization or administration; it is intended to refer to
whatever it is (in an abstract sense) that ensures the uniqueness of identifiers in the associated domain. .

A network addressing domain is characterized by the addressing authority that administers the domain and by the rules
that are established by that authority for specifying identifiers and identifying subdomains. The authority responsible
for each domain determines how identifiers will be assigned and interpreted within that domain, and how any further
subdomains will be created.

The operation of an authority is independent of that of other authorities at the same level of the hierarchy, subject only
to any common rules imposed by the parent authority.
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A.3.4  Network address allocation

An addressing authority shall either allocate complete NSAP addresses, or authorize one or more other authorities to
allocate addresses. Each address allocated by an addressing authority shall include a domain identifier which identifies
the allocating authority. An address shall not be allocated to identify a domain or NSAP if the address had previously
been allocated in some other domain or NSAP, unless. the authority can ensure that all use of the previous allocation
has ceased. : » I

The authority shall énsure that allocations are made in such a way that efficient use is made of the address space. -

A4 Principles for creating ihe OSI Network addressing scheme

A4.1  Hierarchical structure

NSAP addresse;k are based on the concept of hierarchical addressing domains, -as explained in A.3. Each doleain may
be further partijoned into subdomains. Accordi_ngly, NSAP addresses have a hierarchicalfstructure.

The conceptual|structure of NSAP addresses follows the principle that, at any level of the hierar¢hy, an initial part of
the address unambiguously identifies as subdomain, and the rest is allocated by the authority associated |with the
subdomain to unambiguously identify either a lower level subdomain or an NSAP within the subdomain. The part of
the address that|identifies the subdomain depends on the level at which the address is viewed.

NOTE|- This conceptual structure should not be considered as implying any detdiled administration of NSAP gddresses.

Graphical representation of the hierarchical structure of NSAP addresses may-be made according to an inverted tree
diagram, as in Higure A.4a), or a domain diagram, as in Figure A.4b):

<
X

@ Subdomains of the global w TISO0540-92

Subdomains of Wand Y

@ Subdomains of b

a) Inverted tree diagram _ b} Domain diagram

Figure A.4 — Hierarchical structure of NSAP address
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In the context of Open Systems Interconnection, it is possible to identify any NSAP within the global network

addressing domain (see A.3.2.1). Consequently,

a) an NSAP address can be defined to unambiguously identify any NSAP;

b) atany NSAP, it is possible to identify any other NSAP, within any OSI end system;

¢) the Network layer protocols established between correspondent Network entities convey the complete

semantics of an NSAP address;

d) an NSAP address always identifies the same NSAP, regardless of which Network service user enunciates

the address; and

e) a Network service user, when gi{'en an NSAP address by the Network service provider in an Indication
service primitive, may subsequently use that NSAP address in another instance of communication with

the corresponding NSAP.

NOTE - The global identification of NSAPs does not imply the universal availability of directory.fuynctions required to

enable ¢ommunication among all NSAPs to which NSAP addresses have been assigned, nor does it prévent the imposition of

external| restrictions.on communication based on the technical feasibility of interconnection, security, charging,

A.4.3 | Route independence

ptc.

Network service users cannot derive routing information from an NSAP address. Théy cannot influgnce the Network
service| provider’s choice of route by means of the source and destination NSAP-addresses. Similarly, they cannot
determine the route that was used by the Network service provider by examining the source and lestination NSAP

addresses. This is not intended to exclude the possibility that an OSI end-system may need to i

uence the route

selected for a particular instance of communication with another OSINend system. (In particulas, it may need to

influenge the selection of intermediate systems to be used, and the paths to be taken between
wherebly such an influence may be exerted is, however, not the NSAP address. Elements of Netw
may b¢ required to control routing within intermediate systems; such elements of protocol are

network protocol address information (NPAI).

em.) The means
rk layer protocol
distinct from the

Notwithstanding the restrictions imposed on the use that a-Network service user may make of an NSAP address, it is
recognized that NSAP addresses should be constructed'in such a way that routing through interconngcted subnetworks
is facilftated. That is, space the Network service provider, and relay-entities in particular, may take advantage of the

addresq structure to achieve economical processing of routeing aspects.

AS Network address definition

The intent of this annex is best sefved by maintaining clear distinctions among three concepts: the gbstract semantics

of the NSAP address; the abstract syntax employed in this annex as a means of defining the abstrac
NSAP |address, and employed ‘by network addressing authorities as a means of allocating and

semantics of the
assigning NSAP

addresges; and the encoding-of the NSAP address semantics as NPAI in Network layer protocols. Thege distinctions are

illustrated in Figure AS:

an authority

Representation in

— humanity-readable

directories

L Conveyance

by protocols

> Allocation by — > Abstractsyntax——

External reference
syntax

—

3 Encoding
TISO0550-92

Figure A.5 — Relationship of NSAP address semantics and syntax
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