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INFORMATION TECHNOLOGY -
SMALL COMPUTER SYSTEM INTERFACE (SCSI) -
Part 452: Primary Commands-2 (SPC-2)

FOREWORD

ISO (International Organization for Standardization) and IEC (International Electrotechnical Commission) form the
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No liability shall attach to IEC or ISO or its directors, employees, servants or agents including individual experts
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ees)
IEC

Attention is drawn to the normative references cited in this publication. Use of the referenced publicatiops is
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hection of information technology -@quipment, of ISO/IEC joint technical committeg¢ 1:
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Introduction

The SCSI family of standards provides for many different types of SCSI devices (disks, tapes, printers, scanners
and many more). This standard defines a device model that is applicable to all SCSI devices. Other SCSI
command standards (see 3.1.12) expand on the general SCSI device model in ways appropriate to specific types
of SCSI devices.

The set of SCSI standards specifies the interfaces, functions and operations necessary to ensure interoperability
between conforming SCSI implementations. This standard is a functional description. Conforming implementa-
tions may employ any design technique that does not violate interoperability.

Figure 1 shows the relationship of this standard to the other standards and related projects in the SCSI family of
standar{ls as of the publication of this standard.

Common Access Method

Device-Type Specific Command Sets

Shared Command Set (for, all-device types)

Transport Protocols

Architecture Model

Physical Interconnects

Figurel — SCSI document relationships

Figure 1 is intended to show the general relationship of the documents to one another. Figure 1 is not/intended to
imply alrelationship such as a hierarchy, protocol stack or system architecture. It indicates the applicability of a
standargl to the implementation.of a given transport.
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For the general structure and references of the SCSI standards, refer to Annex E. The term
SCSI is used to refer to the family of standards listed in this annex.

This International Standard is divided into ten clauses.

Clause 1 Scope
Clause 2 Normative references that apply to this standard

Clause 3 Definitions, symbols and abbreviations used in this standard
(“nnr\nphlal rnl:\ﬁnnehip between this document and the SCSI.3 architecture

model

Clalise 4

Clayise 5 Command model for all SCSI devices
Clayise 6 Command model for processor type for all SCSI devices
Clayse 7 Commands that may be implemented by any SCSI device

Parameter data formats that may be implemented by a processor type SCSI

Clatise 8 .
device

Clatise 9 Commands that may be implemented by a processor type SCSI device

Parameter data formats that may be implemented.by“a processor type SCSI

Clayuse 10 .
device

Provide information to assist with the implemeéntation of this standard. The

Anrfexes information in the annexes applies to all the SCSI command standards.
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INFORMATION TECHNOLOGY -
SMALL COMPUTER SYSTEM INTERFACE (SCSI) -

Part 452: Primary Commands-2 (SPC-2)

1 Scope

This part of ISO/IEC 14776 defines the SCSI commands that are mandatory and optional for all SCSI devices. It

also def

ines the SCSI commands that may apply to any device model.

Since a host processor is a part of any SCSI domain, the processor device model is defined in this standard. The

2 Norr
2.1 Ge

The foll
only the
amendr

2.2 Ap

IEC 60(¢
ISO/IEQ

ISO/IE(Q
Part 411

ISO/IEQ
Part 221

2.3 Re

At the ti
current
as indic

ISO/IEQ

eporting capability defined in the SCSI-3 Architecture Model.
native references
neral

bwing referenced documents are indispensable for the application of this document. For dated
edition cited applies. For undated references, the latest edition of the referenced document (ir]
nents) applies.

proved references

27-2, Letter symbols to be used in electrical technoloegy - Part 2: Telecommunications and eleg
9316:1995, Information technology — Small computer system interface-2 (SCSI-2)*

14776-412, Information technology — Small computer system interface (SCSI) —
p: SCSI Architecture Model-2 (SAM-2)

14776-222, Information technolagy — Small computer system interface (SCSI) —
P: SCSI-3 Fibre Channel Protecol-2 for SCSI, Second Versin (FCP-2)

ferences underdevelopment

me of publication, the following referenced standards were still under development. For inform
status of the document, or regarding availability, contact the relevant standards body or other
hted.

147/76-351, Information technology — Small computer system interface-3 (SCSI-3) —
2

ard. Some
ynchronous

references,
cluding any

tronics

ation on the
brganization

Part 35

I—SCSt=3™edium Changer Lomimands (SIViL)

[ANSI INCITS 270:1996]

2 [ANSI INCITS 314:1998]


https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

-18 - 14776-452 © ISO/IEC:2005(E)

3 Definitions, symbols, abbreviations and conventions
3.1 Definitions

3.1.1

active condition:

When a logical unit is capable of responding immediately to media access requests, and operations complete in
the shortest practical time.

3.1.2

additional sense code:
A combjnation of the ADDITIONAL SENSE CODE and ADDITIONAL SENSE CODE QUALIFIER 1iE10S (Se€ 7.20.2) |n the sense
data (sde 3.1.47).

3.1.3
application client:
An objeft that is the source of SCSI commands. Further definition of an application clientmay be found in SAM-2.

3.1.4
attached medium changer:
A mediym changer that is attached to and accessed through some other type'af SCSI device. See 5.7

3.15
asynchfonous event reporting (AER):
A mechanism used by a logical unit to signal an initiator that-an asynchronous event has occurred. The
mechar]ism for asynchronous event reporting is protocol specific. A detailed definition of AER may [be found in
SAM-2.

3.1.6
auto contingent allegiance (ACA):
One of the conditions of a task set following the return of a CHECK CONDITION status. A detailed definition of
ACA may be found in SAM-2.

3.1.7
autosemse data:
The sernse data that is automatically(delivered to the application client by the device server in a protgcol specific
manner/when a command complétes with a CHECK CONDITION status (see 4.2 and SAM-2).

3.1.8
blocked task:
A blocked task that isvin the blocked state as defined in SAM-2. Tasks become blocked when an AGA condition
occurs. | The blocked state ends when the ACA condition is cleared. A detailed definition of the blockgd task state
may be [found in(SAM-2.

3.1.9
byte:
Indicates an 8-bit construct.

3.1.10

command:

A request describing a unit of work to be performed by a device server. A detailed definition of a command may be
found in SAM-2.

3.1.11

command descriptor block (CDB):

The structure used to communicate commands from an application client to a device server. A CDB may have a
fixed length of up to 16 bytes or a variable length of between 12 and 260 bytes.
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3.1.12
commal

nd standard:

A SCSI standard that defines the model, commands and parameter data for a device type (e.g., SBC, SCC, SGC,
SMC, SSC, MMC, or SES).

3.1.13

contingent allegiance (CA):
One of the conditions of a task set following the return of a CHECK CONDITION status. A detailed definition of CA

may be

3.1.14
copy m

found in SCSI-2.

anager:

The de\

3.1.15
data-in

buffer:

The buffer identified by the application client to receive data from the device server during the exg

commal

3.1.16

nd (see 4.2 and SAM-2).

data-OLJ‘t buffer:

ice server that receives an EXTENDED COPY command and performs the operation requested.

[oN

pcution of a

The buffer identified by the application client to supply data that is sent fromthe application client tq the device
server during the execution of a command (see 4.2 and SAM-2).

3.1.17

data packet:

The dala transferred in the Data-In Buffer associated with.-aprocessor device RECEIVE commar]d, or in the
Data-Oyit Buffer associated with a processor device SEND €ommand.

3.1.18

device perver:

An object within a logical unit that executes SCSktasks according to the rules of task management, A detailed
definition of a device server may be found in SAM-2.

3.1.19

device kervice request:

A request, submitted by an application client, conveying a SCSI command to a device server. A detail¢d definition
of a deVfice service request may be/found in SAM-2.

3.1.20

device pervice response;

The response returngdhto an application client by a device server on completion of a SCSI command] A detailed
definition of a device-service response may be found in SAM-2.

3.1.21

device type:

The type of device (nr device mnrlnl) imr\lnmnnfnr‘l h‘,’ the device sener

3.1.22

element:

An addressable physical component of a medium changer SCSI device that may serve as the location of a
removable unit of data storage medium. A detailed definition of an element may be found in SMC.

3.1.23

enabled task state:
The only task state in which a task may make progress towards completion. A detailed definition of the enabled
task state may be found in SAM-2.
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A group of one or more contiguous bits, a part of a larger structure such as a CDB (see 3.1.11) or sense data (see

3.1.47).

3.1.25

hard reset:
A target response to a reset event or TARGET RESET task management function. A detailed definition of hard
reset may be found in SAM-2.

3.1.26
host:

A SCSI
minicon
initiator.

3.1.27

idle cor
In idle ¢
idle cor
have to

3.1.28

initiatof:

A SCSI
server.

3.1.29

linked ¢
Onein g
detailed

3.1.30

logical
An exte
A detail

3.1.31

logical
An obje
unit in &

3.1.32

logical
The list
unit nun

device with the characteristics of a primary computing device, typically a personal computer,

puter, mainframe computer, or auxiliary computing device or server. A host typically.funa
dition:
pndition a logical unit is capable of responding quickly to media access requests. However, a

dition may take longer to complete a command than a logical unit in_active condition be
activate some circuitry.

device containing application clients that originate device,service requests to be processed
A detailed definition of an initiator may be found in SAM-2!

ommand:
L series of SCSI commands processed by a single’task that collectively make up a discrete /O ¢
definition of a linked command may be found’in SAM-2.

unit:
nally addressable entity within a_target that implements a SCSI device model and contains a dg
bd definition of a logical unit may be found in SAM-2.

Lnit identifier:
Ct that is part of thenSAM-2 definition of a logical unit. A logical unit identifier uniquely identif
SCSI domain. (Detailed definitions of SCSI domain and logical unit identifier may be found in

unit inventory:
pf the-lagical unit numbers reported by a REPORT LUNS command (see 7.19). The list include
nbers-of all logical units with a PERIPHERAL QUALIFIER value of 000b (see 7.3.2) and may include

specific

vorkstation,
tions as an

ogical unit in
ause it may

in a device

peration. A

vice server.

es a logical

SAM-2.

S the logical
in a vendor

manner the loaical unit numbers for those logical units with a PERIPHERAL QUALIEIER value of
J ~ ~

100b, 101b,

110b, or 111b.

3.1.33
logical

unit number (LUN):

An encoded 64-bit identifier for a logical unit. A detailed definition of a logical unit number may be found in SAM-2.

3.1.34

medium:
A physical entity that stores data in a nonvolatile manner (retained through a power cycle) in accordance with
commands processed by the device server.
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3.1.35

medium auxiliary memory (MAM):

An auxiliary memory residing on a medium that is accessible to the device server (e.g., a tape cartridge). Medium
auxiliary memory may be nonvolatile and independent of the main function of the device server.

3.1.36

medium changer:

A device that mechanizes the movement of media to and from the SCSI device that records on or reads from the
media. A detailed definition of a medium changer may be found in SMC.

3.1.37
one:
The logical true condition of a variable.

3.1.38
page:
A regular parameter structure (or format) used by several commands. These pages arg.identified with a value
known @s a page code.

3.1.39
persistfthrough power loss:
An optipnal capability associated with some features that allows an application client to request that a device
server maintain information regarding that feature across power failures,

3.1.40
protocql specific:
A requirement that is defined by a SCSI transport protocol standatd. A detailed definition of protocol specific may be
found i SAM-2.

3.141
protocql standard:
A SCSil|standard that defines SCSI transport protoeol (e.g., SPI-3, SBP-2, or FCP-2).

3.1.42
resourde:
A part ¢f a processor device required\to Operate on or store a data packet.

3.1.43
registeted:
The condition that exists/faran initiator (or application client) from successful completion of a PHRSISTENT
RESERVE OUT command with a REGISTER or REGISTER AND IGNORE EXISTING KEY service|action (see
5.5.3.4)|until the initiatorregistration is removed (see 5.5.3.6).

3.1.44
registrgnt:
An initi<'1tor (or‘application client) that is registered (see 3.1.43).

3.1.45

SCSl device:

A device that is connected to a service delivery subsystem and supports a SCSI application protocol. A detailed
definition of a SCSI device may be found in SAM-2.

3.1.46

SCSI domain:

The interconnection of two or more SCSI devices and a service delivery subsystem. A detailed definition of a SCSI
Domain may be found in SAM-2.
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3.1.47

sense data:

Data describing an error or exceptional condition that a device server delivers to an application client as a result of
an autosense operation (see 3.1.7), asynchronous event report (see 3.1.5), or REQUEST SENSE command (see
7.20). The format of sense data is the format defined for parameter data returned by the REQUEST SENSE
command in 7.20.2.

3.1.48
sense key:
The contents of the SENSE KEY field (see 7.20.2) in the sense data (see 3.1.47).

3.1.49

service|action:
A requgst describing a unit of work to be performed by a device server. A service action is an.exfension of a
command. See SAM-2 for a detailed definition of a command.

3.1.50
service|delivery subsystem:
That paft of a SCSI I/O system that transmits service requests to a logical unit and returns logical unit responses to
an initiafor. A detailed definition of a service delivery subsystem may be found in. SAM-2.

3.1.51
standby condition:
When & logical unit is capable of accepting commands, but media iscnotimmediately accessible (e.d., spindle is
stopped).

3.1.52
status:
One byte of response information sent from a device server to an application client upon completion of each
command. A detailed definition of status may be foundin'SAM-2.

3.1.53
system
One or more SCSI domains operating as a single configuration.

3.1.54
target:
A SCSil|device that receives SCSIl.commands and directs such commands to one or more logical units| A detailed
definitioh of a target may be found in SAM-2.

3.1.55
task:

An objeft within a {ogical unit that represents the work associated with a command or a group of linked commands.
A detailed definition of a task may be found in SAM-2.

3.1.56
task set
A group of tasks within a logical unit, whose interaction is dependent on the task management (queuing), CA, and
ACA rules. See SAM-2 and the Control mode page (see 8.3.6).

3.1.57

third-party:

An EXTENDED COPY command issued to one SCSI device to perform a copy operation between two other SCSI
devices; or a RESERVE or RELEASE command issued by one initiator to manage a reservation on behalf of
another initiator within the same SCSI domain and using the same SCSI protocol (e.g., a processor device
requests that a direct-access device reserve itself for use by a sequential-access device).
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3.1.58

unit attention condition:

A state that a logical unit maintains while it has asynchronous status information to report to one or more initiators.
A detailed definition of the unit attention condition may be found in SAM-2.

3.1.59
vendor specific (VS):
Something (e.g., a bit, field, code value, etc.) that is not defined by this standard and may be vendor defined.

3.1.60
zero:
The logical false condition of a variable.

3.2 Acfonyms

ACA Auto Contingent Allegiance (see 3.1.6)

AER Asynchronous Event Reporting (see 3.1.5)

ASC Additional Sense Code (see 7.20.2)

ASCQ | Additional Sense Code Qualifier (see 7.20.2)

CA Contingent Allegiance (see 3.1.13 and SCSI-2)
CDB Command Descriptor Block (see 3.1.11)

CRC Cyclic Redundancy Check

D_ID Destination Identifier (defined in FC-FS)

FC-FS | Fibre Channel Framing and Signaling Interface
FCP-2 | SCSI-3 Fibre Channel Protocol - 2

LBA Logical Block Address

LSB Least significant bit

LUN Logical Unit Number (see 3.1.33)

MAM Medium Auxiliary Memory (see 3.1.35)

MMC-2| SCSI Multi-Media Commands -2

MSB Most significant bit

NCITS | National Committee for Information.¥échnology Standards
OCRW/| SCsiI Specification for Optical Card Reader/Writer
OosD Object-based Storage DevicessCommands

RAID Redundant Array of Indepgehdent Disks

RBC SCSI Reduced Block Commands

RMC SCSI Reduced Multi-Media Commands

SAM SCSI-3 Architecture:Model

SAM-2 | SCSI Architecture’Model -2

SBC SCSI-3 Blogk €Commands

SCC-2 | SCsiI Controller Commands -2

SCsSI The architecture defined by the family of standards described in the introduction
SCSI-2| Thesarchitecture defined by the Small Computer System Interface - 2 standard (see 2.2)
SES SESI-3 Enclosure Services

SMC SCSI-3 Medium Changer Commands

SPC SCSI-3 Primary Commands (ISO/IEC 14776-311)
SPC-2  SCSI Primary Commands -2 (this standard)

SPI-3 SCSI Parallel Interface -3

SPI-4 SCSI Parallel Interface -4

SSC SCSI-3 Stream Commands

VPD Vital Product Data (see 8.4)

VS Vendor Specific (see 3.1.59)
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3.3 Keywords

3.3.1

expected:

A keyword used to describe the behavior of the hardware or software in the design models assumed by this
standard. Other hardware and software design models may also be implemented.

3.3.2
ignored:
A keyword used to describe an unused bit, byte, word, field or code value. The contents or value of an ignored bit,

byte, word, field or code value shall not be examined by the receiving SCSI device and may be set to any value by
the trangmitting-SCSi-device-

3.3.3

invalid:
A keyword used to describe an illegal or unsupported bit, byte, word, field or code value. Regceipt of ah invalid bit,
byte, ward, field or code value shall be reported as an error.

3.34
mandalory:
A keyword indicating an item that is required to be implemented as defined in(this standard.

3.35
may:
A keyword that indicates flexibility of choice with no implied preference (equivalent to "may or may not')).

3.3.6
may no(t:
A keyword that indicates flexibility of choice with no implied preference (equivalent to "may or may not')).

3.3.7
obsolele:
A keyword indicating that an item was definedZin prior SCSI standards but has been removed from this| standard.

3.3.8
optiongl:
A keywprd that describes features.that are not required to be implemented by this standard. However, if any
optional feature defined by this standard is implemented, then it shall be implemented as defined in this standard.

3.3.9
reserved:
A keyword referringsto, bits, bytes, words, fields and code values that are set aside for future standgrdization. A
reservefd bit, byte,4word or field shall be set to zero, or in accordance with a future extension to this standard.
Recipiepts are_hotrequired to check reserved bits, bytes, words or fields for zero values. Receipt of regerved code
values ip defined fields shall be reported as error.

3.3.10
restricted:

A keyword referring to bits, bytes, words, and fields that are set aside for use in other SCSI standards. A restricted
bit, byte, word, or field shall be treated as a reserved bit, byte, word or field for the purposes of the requirements
defined in this standard.

3.3.11

shall:

A keyword indicating a mandatory requirement. Designers are required to implement all such mandatory require-
ments to ensure interoperability with other products that conform to this standard.
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3.3.12
should:

A keyword indicating flexibility of choice with a strongly preferred alternative; equivalent to the phrase "it is strongly
recommended".

3.3.13
X Or XX:

The value of the bit or field is not relevant.

3.4 Conventions

Certain
These
statuseg
used fo
If there
and the
then thg

The nar
acronyn

name fi

Number

Number

Number

When th

Lists se

Numbeted lists (e.g., 1-red, 2-blue,-3green) show a priority ordering between the listed items.

If a con
tables 4
values.

words and terms used in this standard have a specific meaning beyond the normal Engli§
vords and terms are defined either in 3.1 or in the text where they first appear. Names of
b, sense keys, and additional sense codes are in all uppercase (e.g., REQUEST SENSE). L
words having the normal English meaning.

s more than one CDB length for a particular command (e.g., MODE SENSE(6) and MODE §
name of the command is used in a sentence without any CDB length déscriptor (e.g., MOD
condition specified in the sentence applies to all CDB lengths for that command.

nes of fields are in small uppercase (e.g., ALLOCATION LENGTH). When a field name is a conc

pld.

s that are not immediately followed by lower-case h-0r h are decimal values.

s immediately followed by lower-case b (xxb) arebinary values.

S or upper case letters immediately followed by lower-case h (xxh) are hexadecimal values.

e value of the bit or field is not relevant] x or xx appears in place of a specific value.

quenced by letters (e.g., a-red, b-blue, c-green) show no priority relationship between the |
flict arises between text, tables or figures, the order of precedence to resolve the conflicts

nd finally figures. Not all tables or figures are fully described in the text. Tables show datal
Notes do not constitute any requirements for implementors.

h meaning.
commands,
bwercase is

SENSE(10))
E SENSE),

atenation of

NS, uppercase letter may be used for readability (e.g., NORMACA).)Normal case is used when the contents
of a fieldl are being discussed. Fields containing only one bit are usually referred to as the name bit in

stead of the

sted items.

s text, then
format and
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3.5 Notation for procedures and functions

In this standard, the model for functional interfaces between objects is the callable procedure. Such interfaces are
specified using the following notation:

[Result =] Procedure Name (IN ([input-1] [,input-2] ...), OUT ([output-1] [,output-2] ...))

Where:
Result: A single value representing the outcome of the procedure or function.
Prgcedure-Name—A-desecrptive-nameforthe functionto-beperformed-
Input-1, Input-2, ...: A comma-separated list of names identifying caller-supplied input data‘ohjects.
Oupput-1, Output-2, ...: A comma-separated list of names identifying output data objectsito be refurned by

the procedure.
"[...]": Brackets enclosing optional or conditional parameters’and arguments.

This notation allows data objects to be specified as inputs and outputs. The fallowing is an example of A procedure
specification:

Found = Search (IN (Pattern, Item List), OUT ([Item Found]))
Where:

Found = Flag
Flag, which, if set, indicates that a matching item was located.

Input Arguments:

Pattern = ... /* Definition of Pattern object */
Object containing the search pattern.

Iten List = Item<NN> /* Definition;of Item List as an array of NN Item objects*/
Contains the items to be searched for a match.

Output Arguments:

Itenp Found = Item ... /* Item located by the search procedure */
This object is only returned if the search succeeds.
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4 General concepts
4.1 Introduction

This standard defines behaviors that are common to all SCSI device models (see clause 5). This standard defines
the SCSI commands that are basic to more than one device model and the SCSI commands that may apply to any
device model (see clause 7). This standard defines the parameters that are basic to more than one device model
(see clause 8).

The processor device model (see clause 6), commands (see clause 9), and parameters (see clause 10) are
defined in this standard.

4.2 The request-response model

The SC|
request
arespo

S| command set assumes an underlying request-response protocol. The fundameéntal props
response protocol are defined in SAM-2. Action on SCSI commands shall net'bé deemed con
nse is received. The response shall include a status that indicates the final disposition of the co

per SANI-2, the request-response protocol may be modeled as a procedure call, specifically:

Ser

SAM-2

this staI

Buffer,

outputs
devices
the app

ice response = Execute Command (IN(I_T_L_x Nexus, CDB, [Data<Out Buffer], Task Attribute
OUT([Data-In Buffer], [Autosense Data], [Autoseénse Return Flag], Status))

Hefines all of the inputs and outputs in the procedure call above. As they may apply to any S
dard defines the contents of the following procedure inputs and outputs; CDB, Data-Out Bu
nd Autosense Data. This standard does not defineall possible instances of these procedurg
This standard defines only those instances that may apply to any SCSI device or to processq
Instances of the procedure inputs and outputs-that apply to specific SCSI device models ar
icable SCSI command standards (see 3.1.12),

This stgndard references values returned via the Status output parameter. Examples of such status

CHECK
defines

The en
proced

perform
defined

4.3Th

4.3.1 Cl

CONDITION and RESERVATION CONFLICT. Status values are not defined by this standa
all Status values.

J‘ity that makes the procedure'call from an initiator is an application client, as defined in S

re call's representationartives at the target in the form of a device service request. The
5 the work of the procedure call in a target is a device server, which is an object within a logicd
in SAM-2.

e Command Descriptor Block (CDB)

DB usage and structure

A com

commands, th

prties of the
hpleted until
mmand. As

s),

CSI device,
fer, Data-In
inputs and
r type SCSI
b defined in

values are
wrd. SAM-2

AM-2. The
entity that
| unit and is

for detailed information.

For several
commands

The fixed length CDB formats are described in 4.3.2. The variable length CDB formats are described in 4.3.3. The
CDB fields that are common to most commands are described in 4.3.4. The fields shown in 4.3.2 and 4.3.3 and
described in 4.3.4 are used consistently by most commands. However, the actual usage of any field (except
OPERATION CODE and CONTROL) is described in the subclause defining that command. If a device server receives a
CDB containing an operation code that is invalid or not supported, it shall return CHECK CONDITION status with
the sense key set to ILLEGAL REQUEST and an additional sense code of INVALID COMMAND OPERATION
CODE.

For all commands, if there is an invalid parameter in the CDB, then the device server shall terminate the command
without altering the medium.
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4.3.2 The fixed length CDB formats

All fixed length CDBs shall have an oPERATION CODE field as their first byte and a CONTROL byte as their last byte.
Table 1 shows the typical format of a 6-byte CDB. Table 2 shows the typical format of a 10-byte CDB. Table 3
shows the typical format of a 12-byte CDB. Table 4 shows the typical format of a 16-byte CDB. Table 5 shows the
format of a 16-byte CDB for commands that provide for a long LBA.

Table 1 — Typical CDB for 6-byte commands

Bit
Byte 7 6 5 4 3 2 1 0
0 OPERATON-CODE
1 Reserved (MSB)
2 . .
LOGICAL BLOCK ADDRESS (if required)
3 (LSB)
TRANSFER LENGTH (if required)
4 PARAMETER LIST LENGTH (if required)
ALLOCATION LENGTH (if required)
5 CONTROL
Table 2 — Typical CDB for 10-byte cammands
Bit
Byte 7 6 5 4 3 2 1 0
0 OPERATION{CODE
1 Reserved SERVICE ACTION (if required)
2 (MSB)
3 . .
p LOGICAL BLOCK ADDRESS (if required)
5 (LSB)
6 Reserved
7 (MSB) TRANSFER LENGTH (if required)
PARAMETER LIST LENGTH (if required) (LSB)
8 ALLOCATION LENGTH (if required)
9 CONTROL
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Table 3 — Typical CDB for 12-byte commands

Bit
Byte 7 6 4 3 2 1 0

0 OPERATION CODE
1 Reserved SERVICE ACTION (if required)
2 (MSB)
3

HOGICALBEOEK-ADBRESS{Hregtired)
4
5 (LSB)
6 (MSB)
7 TRANSFER LENGTH (if required)

PARAMETER LIST LENGTH (if required)
8 ALLOCATION LENGTH (if required)
9 (LSB)
10 Reserved
11 CONTROL

Table 4 — Typical CDB for 16¢byte commands
Bit
Byte 7 6 4 3 2 1 0

0 OPERATION CODE
1 Reserved SERVICE ACTION (if required)
2 (MSB)
3 . .
p LOGICAL BLOCK ADDRESS (if required)
5 (LSB)
6 (MSB)
7 . . .
g Additional CDB data (if required)
9 (LSB)
10 (MSB)
11 TRANSFER LENGTH (if required)

PARAMETER LIST LENGTH (if required)
12 ALLOCATION LENGTH (if required)
13 (LSB)
14 Reserved
15 CONTROL
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Byti it 7 6 5 4 3 0
0 OPERATION CODE
1 Reserved miscellaneous CDB information
2 (MSB)
3
4
5
5 LOGICAL BLOCK ADDRESS
7
8
9 (LSB)
10 (MSB)
1 TRANSFER LENGTH (if required)
PARAMETER LIST LENGFH.(if required)
12 ALLOCATION LENGTH (ifrequired)
13 (LSB)
14 Reserved
15 CONTROL
4.3.3 The variable length CDB formats
Operatipn code 7Fh heads a variable length €CDB. The CONTROL byte is the second byte in the varjable length
CDB (s¢e table 6).
Table’6 — Typical variable length CDB
Bthe 1 7 6 5 4 3 0
0 OPERATION CODE (7Fh)
1 CONTROL
2 Reserved
3 Reserved
4 Reserved
5 Reserved
6 Reserved
7 ADDITIONAL CDB LENGTH (Nn-7)
8 (MSB)
9 SERVICE ACTION (LSB)
10
. Service action specific fields

The ADDITIONAL CDB LENGTH field indicates the number of additional CDB bytes. This value in the ADDITIONAL CDB
LENGTH field shall be a multiple of 4. If the number of CDB bytes delivered by the service delivery subsystem is not
sufficient to contain the number of bytes specified by the ADDITIONAL CDB LENGTH field, the command shall be termi-


https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

14776-452 © ISO/IEC:2005(E) -31-

nated with a CHECK CONDITION status. The sense key shall be set to ILLEGAL REQUEST and the additional
sense code shall be set to INVALID FIELD IN CDB.

The SERVICE ACTION field indicates the action being requested by the application client. The SERVICE ACTION field is
required in the variable length CDB format and is described in 4.3.4.2. Each service action code description

defines a number of service action specific fields that are needed for that service action.

A 32-byte variable length CDB format is defined for long LBA operations (see table 7).

Table 7 — Typical variable length CDB for long LBA 32-byte commands

Bit 7 5 5 4 3 2 1 0
Byte
0 OPERATION CODE (7Fh)
1 CONTROL
2
Reserved
4
5 Reserved
6 Reserved
7 ADDITIONAL CDB LENGTH (18h)
8 (MSB)
SERVICE ACTION
9 (LSB)
10 Reserved DPO FUA Reserved
11 Reserved
12 (MSB)
LOGICAL BLOCK ADDRESS
19 (LSB)
20 N
Additional CDB data
27
28 (MSB) TRANSFER LENGTH (if required)
PARAMETER LIST LENGTH (if required)
31 ALLOCATION LENGTH (if required) (LSB)
4.3.4 Common CDB fields
4.3.4.1 Pperation code
The OPERATION CODE field contains the code value identifying the operation being requested by the CPB. SAM-2
defines|the general structure of the operation code value. The OPERATION CODE field has a consistently defined
meaninT across all commands. This standard specifies the operation code values used by the commagnds defined
herein.

4.3.4.2 Service action

All CDB formats except the 6-byte format provide for a SERVICE ACTION field containing a coded value identifying a
function to be performed under the more general command function specified in the OPERATION CODE field. While
the servICE ACTION field is defined for CDB formats, it is used as described in this subclause only in those CDB
formats that contain a SERVICE ACTION field. When the specific field SERVICE ACTION is not defined in a CDB format,
the bits identified as the SErRvICE ACTION field in a CDB shall be used or reserved as specified by the particular CDB
format.
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4.3.4.3 Logical block address

The logical block addresses on a logical unit or within a volume partition shall begin with block zero and be
contiguous up to the last logical block of that logical unit or within that partition.

A six-byte CDB contains a 21-bit LoGIcAL BLOCK ADDRESS field. The ten-byte and the twelve-byte CDBs contain
32-bit LOGICAL BLOCK ADDRESS fields. The sixteen-byte CDB has two formats one with a 32-bit LOGICAL BLOCK
ADDRESS field (see table 4) and one with a 64-bit LOGICAL BLOCK ADDRESS field (see table 5). LOGICAL BLOCK
ADDRESS fields in additional parameter data have their length specified for each occurrence. See the specific

command descriptions.

4.3.4.4 Transfer length
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field the device server shall transfer no data and return a CHECK CONDITION status; the sen
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be set to ILLEGAL REQUEST and the additional sense code shall be set to INVALID FIELD IN CDB.

4.3.4.7 Control

The contents of the coNTROL field are defined in SAM-2. The coNTROL field has a consistently defined meaning
across all commands.
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5 Model common to all device types

5.1 Int

roduction to the model common to all device types

This model describes some of the general characteristics expected of most SCSI devices. Itis not intended to alter

any requirements defined elsewhere in SCSI.

Devices conforming to this standard also shall conform to SAM-2.

5.2 Commands implemented by all SCSI device servers

521 Sl mmary r\f r\r\mmanrlc- |mp|amanfnd by a!! QPQI Ha\nr\a SOFVerS

This standard defines three commands that all SCSI device servers shall implement - INQUIRY,|REQUEST
SENSE} and TEST UNIT READY. These commands are used to configure the system, to.test devices, and to

return ir
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identification, model number and other information. It is recommengded that device servers b

j this information (or whatever part of it that is available) upon completing power-on initializatio
hay take longer to get certain portions of this information, especially if it retrieves the informat

ing the REQUEST SENSE command

er a command completes with a CHECK CONDITION status and autosense data is not pi
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ing the TEST UNIT READY command

5T UNIT READY command allews an application client to poll a logical unit until it is ready withg
ite space for returned data.“The TEST UNIT READY command may be used to check the me
nits with removable media. Device servers should respond promptly to indicate the current 4
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SCSI dgvice, delays to achieve. GOOD status may adversely affect initiator performance.

5.3 Parameter rounding

bervers may
that it does
se key) or it

Certain parameters sent to a device server with various commands contain a range of values. Device
choose [to |mplement only selected values from this range. When the deV|ce server receives a value

rounds the value rece|ved to a supported value.

When parameter rounding is implemented, a device server that receives a parameter value that is not an exact
supported value shall adjust the value to one that it supports and shall return CHECK CONDITION status with a
sense key of RECOVERED ERROR. The additional sense code shall be set to ROUNDED PARAMETER. The
application client should issue an appropriate command to learn what value the device server has selected.

The device server shall reject unsupported values unless rounding is permitted in the description of the parameter.
When the description of a parameter states that rounding is permitted, the device server should adjust
maximum-value fields down to the next lower supported value than the one specified by the application client.
Minimum-value fields should be rounded up to the next higher supported value than the one specified by the appli-
cation client. In some cases, the type of rounding (up or down) is explicitly specified in the description of the
parameter.
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5.4 Self-test Operations

5.4.1 Default self-test

The SEND DIAGNOSTIC command provides a means to request that a SCSI device perform a self test. While the
test is vendor specific, the means of requesting the test is standardized.

The default self-test is mandatory for all device types that support the SEND DIAGNOSTICS command. The
response is GOOD status if the test detects no exceptions or a CHECK CONDITION status if the test detects
exceptions.
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e is vendor

egment are

vendor specific, but some examples of tests that*may be included are: a buffer RAM test,
circuitry test, and/or a test of the read/write head elements;

A read/verify scan segment wherein a\dévice performs read scanning of some or all of
surface.

s performed in the segments may-be the same for the short and extended self-tests. The time
unit to complete its extended self-test is reported in the EXTENDED SELF-TEST COMPLETION TIM
Imode page (see 8.3.6).

If-test modes

re two modes far’short and extended self-tests: a foreground mode and a background md

Foreground mode

device server receives a SEND DIAGNOSTICS command specifying a self-test to be perfo

read/write

A seek/servo segment wherein a device testsits capability to find and servo on data tracks; and
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mpleted.

While performing a self-test in the foreground mode, the device server shall respond to all commands except
INQUIRY, REPORT LUNS, and REQUEST SENSE with a CHECK CONDITION status, a sense key of NOT
READY and an additional sense code of LOGICAL UNIT NOT READY, SELF-TEST IN PROGRESS.

If a device server is performing a self-test in the foreground mode and a test segment error occurs during the test,
the device server shall update the self-test results log page (see 8.2.8) and report CHECK CONDITION status with
a sense key of HARDWARE ERROR and an additional sense code of LOGICAL UNIT FAILED SELF-TEST. The
application client may obtain additional information about the failure by reading the self-test results log page. If the
device server is unable to update the self-test results log page it shall return a CHECK CONDITION status with a
sense key of HARDWARE ERROR and an additional sense code of LOGICAL UNIT UNABLE TO UPDATE
SELF-TEST LOG.
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An application client should reserve the logical unit before initiating a self-test in the foreground mode. An appli-
cation client may terminate a self-test that is being performed in the foreground mode using an ABORT TASK,
ABORT TASK SET, or CLEAR TASK SET task management function. If a task manager receives an ABORT
TASK, ABORT TASK SET, or CLEAR TASK SET task management function while performing a self-test in the
foreground mode, then it shall abort the self-test and update the self-test results log page (see 8.2.8).

5.4.3.2 Background mode

When a device server receives a SEND DIAGNOSTICS command specifying a self-test to be performed in the
background mode, the device server shall return status for that command as soon as the CDB has been validated.

After returning status for the SEND DIAGNOSTICS command specifying a self-test to be performed in the
backgrgund mode, the device server shall initialize the self-test results log page (see 8.2.8) as/fdllows. The
self-tesf code from the SEND DIAGNOSTICS command shall be placed in the SELF-TEST cODE field.intlhe log page.
The seYr-TEST RESULTS field shall be set to Fh. After the self-test results log page is initialized,) the d¢vice server
shall bepin the first self-test segment.

While the device server is performing a self-test in the background mode, it shallstérminate with a CHECK
CONDITION status any SEND DIAGNOSTICS command it receives that meets one‘ofithe following criteria:

a) |The SELFTEST bit is one; or
b) |The SELF-TEST cODE field contains a value other than 000b or 100bx

When terminating the SEND DIAGNOSTICS command, the sense key shall be set to NOT REAPY and the
additiongal sense code shall be set to LOGICAL UNIT NOT READYSELF-TEST IN PROGRESS.

While pgrforming a self-test in the background mode, the deyicé server shall suspend the self-test to|service any
other cdmmands received with the exceptions listed in table’8.vSuspension of the self-test to service the command
shall ocpur as soon as practical and shall not take longerthan two seconds.

Table 8 — Exception contmands for background self-tests

Degvice type Command Reference
Al device tvoes SEND DIAGNOSTICS (with SeLF-TEST CcODE field set to 100b) 7123
yp WRITE BUFFER:\(with the mode set to any download microcode option) 7{26
Direct access FORMAT UNIT START/STOP UNIT SBC
ERASE REWIND
FORMAT MEDIUM SPACE
sdquential LOQAD UNLOAD VERIFY
o LOCATE WRITE spC
READ WRITE BUFFER
READ POSITION WRITE FILEMARKS
READ REVERSE
EXCHANGE MEDIUM
INITIALIZE ELEMENT STATUS
Medium MOVE MEDIUM SMC
changer POSITION TO ELEMENT
READ ELEMENT STATUS (if cURDATA=0 and device motion is required)
WRITE BUFFER
NOTE 1 Device types not listed in this table do not have commands that are exceptions for
background self-tests, other than those listed above for all device types.

If one of the exception commands listed in table 8 is received, the device server shall abort the self-test, update the
self-test log, and service the command as soon as practical but not longer than two seconds after the CDB has
been validated.
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An application client may terminate a self-test that is being performed in the background mode by issuing a SEND
DIAGNOSTICS command with the SELF-TEST CODE field set to 100b (Abort background self-test function).

5.4.3.3 Elements common to foreground and background self-test modes

The PROGRESS INDICATION field returned in response to a REQUEST SENSE command (see 7.20) may be used by
the application client at any time during a self-test operation to poll the logical unit's progress. While a self-test
operation is in progress unless an error has occurred, a device server shall respond to a REQUEST SENSE
command by returning a sense key of NOT READY and an additional sense code of LOGICAL UNIT NOT READY,
SELF-TEST IN PROGRESS with the sense key specific bytes set for progress indication.

The application client may obtain information about the twenty most recently completed self-tests by reading the
self-tesy results log page (see 8.2.8). This is the only method for an application client to obtain infernjation about
self-tests performed in the background mode.

Table 9[summarizes when a logical unit returns status after receipt of a self-test command] how an|application
client may abort a self-test, how a logical unit handles new commands that are received-while a sglf-test is in
progresg, and how a logical unit reports a self-test failure.

Table 9 — Self-test mode summary

When Processing of subsequent
Statusis | How to abort | commands while self-testis
Molde | Returned | the self-test executing Self-test failure reporing
Fofe- | Afterthe | ABORT TASK | If the command is INQUIRY, Terminate with CHECK CQNDI-
grolind | self-testis | task manage- REPORT LUNS or TION status, HARDWARE

complete | ment function REQUEST SENSE)process | ERROR sense key, and LQGICAL
normally. Otherwise, termi- UNIT FAILED SELF-TEST

nate with CHECK CONDI- or LOGICAL UNIT UNABLE TO
TION status; NOT READY UPDATE SELF-TEST LOG addi-
sensekey, and LOGICAL tional sense code.

UNIT\NOT READY,
SELF-TEST IN PROGRESS
additional sense code.

Bagk- | Afterthe | SEND DIAG- Process the command, Application client checks Self-test
grolind | CDB is NOSTICS except as described in results log page (see 8.2.8) after
validated | commandwith | 5.4.3.2. the PROGRESS INDICATION fleld
SELR-TEST CODE returned from REQUEST $ENSE
field-set to 100b indicates the self-test is complete

5.5 Reservations

5.5.1 Re¢servations overview

Reservations may be used to allow a device server to execute commands from a selected set of initiators. The
device server shall reject commands from initiators outside the selected set of initiators by uniquely identifying initi-
ators using protocol specific mechanisms.

Application clients may add or remove initiators from the selected set using reservation commands. If the appli-
cation clients do not cooperate in the reservation protocol, data may be unexpectedly modified and deadlock condi-
tions may occur.

The general description of reservations involves two groups of considerations;

a) the type of reservation established, and
b) the method used to establish, rescind, and manage the reservation.
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There are limits on the combinations of reservation types available under some reservation management methods.
See the reservations management commands descriptions for details.

The scope of a reservation shall be one of the following:

a) logical unit reservations - a logical unit reservation restricts access to the entire logical unit; and
b) element reservations - an element reservation restricts access to a specified element within a medium
changer.

Reservations may be further qualified by restrictions on types of access (e.g., read, write, control). However, any
restrictions based on the type of reservation are independent of the scope of the reservation. In addition, some
methods _of reservation management permit establishing reservations on behalf of another device in the same
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Reserve/Release (see 5.5.2) - associated with the RESERVE(10), RELEASE(10), RESER
RELEASE(6) commands (see 7.21, 7.16, 7.22, and 7.17, respectively); and

Persistent Reservations (see 5.5.3) - associated with the PERSISTENT RESERVE
PERSISTENT RESERVE IN commands (see 7.11 and 7.10, respectively).
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Commands from initiators holding a reservation should complete normally. The behavior of commands from regis-
tered initiators when a registrants only persistent reservation is present is specified in table 10 and table 11.

A command that does not explicitly write the medium shall be checked for reservation conflicts before the
command enters the current task state for the first time. Once the command has entered the current task state, it
shall not be terminated with a RESERVATION CONFLICT due to a subsequent reservation.

A command that explicitly writes the medium shall be checked for reservation conflicts before the device server
modifies the medium or cache as a result of the command. Once the command has modified the medium, it shall
not be terminated with a RESERVATION CONFLICT due to a subsequent reservation.
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For each command, this standard or a related command standard (see 3.1.12) defines the conditions that result in
RESERVATION CONFLICT. Command standards define the conditions either in the device model (preferred) or in
the descriptions of each specific command. Annex B contains the RESERVATION CONFLICT information for
some of the command sets.

Table 10 — SPC commands that are allowed in the presence of various reservations

Addressed LU has this type of persistent reservation
held by another initiator
Addressed L]
Command LUis From any initiator From From initiator not
TeESErved registered registened
by another initiator
initiator || Write Excl (RO all | Write Exch' Excl Acc-
[A] Excl | Access types) RO ¢ss —RO

EXTENDED COPY Conflict Conflict | Conflict | Allowed Conflict Conflict
INQUIRY Allowed Allowed | Allowed | Allowed Allowed Allowed
LOG SELECT Conflict Conflict | Conflict Allowed Conflict Conflict
LOG SENSE Allowed Allowed | Allowed | Allowed Allowed Allowed
mggg ggtgg%%) Conflict Conflict | Conflict (yAllowed Conflict Conflict
mggg ggmgég%/) Conflict Conflict | Conflict | Allowed Conflict Conflict
PERS|STENT RESERVE IN Conflict Alloweds '} Allowed | Allowed Allowed Allowed
PERS|STENT RESERVE OUT see table 11
PREVENT/ALLOW (Prevent=0) Allowed Allowed | Allowed | Allowed Allowed Allowed
PREVENT/ALLOW (Prevent<>0) Conflict Conflict | Conflict Allowed Conflict Conflict
READ|BUFFER Conflict Conflict | Conflict | Allowed Conflict Conflict
RECE|VE COPY RESULTS Canflict Conflict | Conflict | Allowed Conflict Conflict
RECE|VE DIAGNOSTICS Conflict Conflict | Conflict | Allowed Conflict Conflict
RELEASE(6)/RELEASE(10) Allowed 2 || Conflict | Conflict Conflict Conflict Conflict
REPORT DEVICE IDENTIEIER Allowed Allowed | Allowed | Allowed Allowed Allowed
REPORT LUNS Allowed Allowed | Allowed | Allowed Allowed Allowed
REQUIEST SENSE Allowed Allowed | Allowed Allowed Allowed Allowed
RESERVE(6)/RESERVE(10) Conflict Conflict | Conflict Conflict Conflict Conflict
SEND|DIAGNOSTICS Conflict Conflict | Conflict | Allowed Conflict Conflict
SET DEVACE IDENTIFIER Conflict Conflict | Conflict | Allowed Conflict Conflict
TEST UNIT READY Conflict Conflict | Conflict Allowed Conflict Conflict
WRITE BUFFER Conflict Conflict | Conflict Allowed Conflict Conflict
Key: LU=Logical Unit, Excl=Exclusive, RO=Registrants Only, <> Not Equal
& The reservation is not released (see 7.16 and 7.17).
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Table 11 — PERSISTENT RESERVE OUT service actions that are allowed in the presence of various

reservations

Addressed LU has this type of
persistent reservation held by
another initiator
_ _ [B]
Command Service Action
Addressed LU Command is Command is
is reserved by from a from a not
another initiator registered registered
[A] initiator initiator
CLEAR Conflict Allowed Confligt
PREEMPT Conflict Allowed Conflict
PREEMPT & ABORT Conflict Allowed Conflict
REGISTER Conflict Allowed Allowed
REGISTER AND IGNORE EXISTING KEY Conflict Allowed Allowed
RELEASE Conflict Allowed 2 Conflict
RESERVE Conflict Conflict Conflict
Key: LU=Logical Unit
4 The reservation is not released (see 5.5.3.6.2).

The tim
vendor
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command. The reservation shall apply to all tasks received by the device server after successful comp

reserva
single ir

Multiple

same time. The order of execution of suich commands is defined by the tagged queueing restrictiong

each is
reserva

5.5.2 TH

The reg
RELEA
failures
applicat]
the sam
client sq

b at which a reservation is established with respect to-other tasks being managed by the devi
specific. Successful completion of a reservation €éemmand indicates that the new reservati
A reservation may apply to some or all of the tasks-in the task set before the completion of the

ion command. Any reserve/release commané or persistent reserve service action shall be per
divisible event.

reserve/release commands or persistent reserve service actions may be present in the tag

pxecuted as a single indivisible-ecommand without any interleaving of actions that may be requi
ion commands.

e Reserve/Release management method

erve/release management method commands, RESERVE(6), RESERVE(10), RELEA
SE(10) are used among multiple initiators that do not require operations to be protected acr|
(and subseqguent hard resets). The reserve/release reservations management method als
on client-te provide restricted device access to one additional initiator within the same SCSI d
e SCS|protocol (a third-party initiator), usually a temporary initiator performing a service for thq
nding the reservation command.

ce server is
bn is estab-
reservation
letion of the
formed as a

k set at the
, if any, but
red by other

SE(6), and
pSS initiator
p allows an
bmain using
application

Reservations managed using the reserve/release method do not persist across some recovery actions (e.g., hard
resets). When a target performs one of these recovery actions, the application client(s) have to rediscover the
configuration and re-establish the required reservations. Reserve/release managed reservations are retained by

the devi

ce server until released or until reset by mechanisms specified in this standard.

The RESERVE(6) and RESERVE(10) commands allow superseding reservations.
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5.5.3 The Persistent Reservations management method
5.5.3.1 Overview of the Persistent Reservations management method

The persistent reservations management method is the mechanism specified by this standard for use by multiple
initiators that require operations to be protected across initiator failures, which usually involve hard resets.
Persistent reservations persist across recovery actions, to provide initiators with more detailed control over reser-
vations recovery. Persistent reservations are not reset by the TARGET RESET task management function or other
global actions.

Persistent reservations for failing initiators may be preempted by another initiator as part of the recovery process.
Persistent reservations shall be retained by the device server until released, preempted, or cleared by mechanisms

specifig
differen
shall be

The PE
dynami

vation npjay be established, an initiator shall register with a device server using a reservation key. Rese

are nec

a)
b)
<)
d)
e)

The res
an initia
comma
vation K
issuing
or persi

Reservd
that are
initiator,
trations
provide
comma
PERSIS

55.3.2

The apq
the pers

d in this standard. Even though different protocols that transport SCSI commands handle
ly (e.g., parallel uses a reset signal, fibre channel loops use primitive signals) the persistent
preserved. Optionally, persistent reservations may be retained when power to the targetis ren

RSISTENT RESERVE OUT and PERSISTENT RESERVE IN commands provide the'basic me
contention resolution in multiple initiator systems using multiple port targets.(-Before a pers

bssary to allow:

authentication of subsequent PERSISTENT RESERVE OUT commands;
identification of other initiators that are registered;

identification of the reservation key(s) that have an associatedreservation;
preemption of a persistent reservation from a failing or uncooperative initiator; and
multiple initiators to participate in a reservation.

ervation key provides a method for the application elient to associate a protocol-independent id
tor on a specific port of a device server. The reservation key is used in the PERSISTENT R
nd to identify which initiators are registered and-which initiator, if any, holds the reservation.
ey is used in the PERSISTENT RESERVEOUT command: to register an initiator, to verify
he PERSISTENT RESERVATION OUT command is registered, and to specify which initiator’s
Stent reservation to preempt.

ition key values may be used by, application clients to identify initiators, using application spec
outside the scope of this standard. This standard provides the ability to register no more than
ogical unit pair. Multiple initiators may use the same key for a logical unit. An initiator may est
for multiple logical units in.a SCSI device using any combination of unique or duplicate keys.
the ability for an application client to preempt multiple initiators with a single PERSISTENT RES
d, but they do notprovide the ability for the application client to uniquely identify the initiato
TENT RESERVE commands.

Preserving persistent reservations

lication.Client may request activation of the persist through power loss device server capability,
istent’reservation and registrations across power cycles by setting the APTPL bit to one in PH

hard resets
reservation
hoved.

chanism for
stent reser-
fvation keys

entifier with
FSERVE IN
The reser-
the initiator
registration

fic methods
one key per
hblish regis-
These rules
ERVE OUT
's using the

to preserve
RSISTENT

RESER

[/E- QLT pnr:\mnfnr data_sentwith-a DI:(-‘.IQTI:D, ora REGISTER AND IGNORE EXISTING H

EY service

action.

After the application client enables the persist through power loss capability the device server shall preserve all
current and future registrations and persistent reservations associated with the logical unit to which the REGISTER
or the REGISTER AND IGNORE EXISTING KEY service action was addressed until an application client disables
the persist through power loss capability. The ApTPL value from the most recent successfully completed
REGISTER or REGISTER AND IGNORE EXISTING KEY service action from any application client shall determine
the logical unit’'s behavior in the event of a power loss.
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The device server shall preserve the following information for each registration across any reset, and if the persist

through

a)
b)
<)

power loss capability is enabled, across any power cycle:

Initiator identifier;
reservation key; and
when supported by the protocol, the initiator port’s world wide identification.

The device server shall preserve the following reservation information across any reset, and if the persist through
power loss capability is enabled, across any power cycle:

a)
b)

Initiator identifier;
reservation key;

<)
d)
e)

For tho
initiator
minatio
the initi
and res

The cay
nonvolg
capabil
comma

a)
b)
c)
d)
e)
f)
)

When n
CHECK
as desc
5.5.3.3

5.5.3.8.

The application client may obtain information about the persistent reservation and the reservation k

present
service

scope;
type; and
when supported by the protocol, the initiator port’s world wide identification.

e protocols for which the initiator port's world wide identification is available te.the device
port’s world wide identification shall be used to determine if the initiator identifier-has changed.
shall be made at any time the target detects that the configuration of the.§ystem may have
tor identifier changed, the device server shall assign the new initiator identifier to the existing
brvation of the initiator port having the same world wide identification.

tile memory within the SCSI device. Any SCSI device that-supports the persist through
ty of persistent reservation and has nonvolatile memoty ‘that is not ready shall allow th
hds into the task set:

INQUIRY;

LOG SENSE;

READ BUFFER;

REPORT LUNS;

REQUEST SENSE;

START/STOP UNIT (with the START bjt;sét to one and POWER CONDITIONS field value of Oh); an
WRITE BUFFER.

onvolatile memory has not become ready since a power cycle, other than those listed above
CONDITION status. The sense key shall be setto NOT READY and the additional sense data
[ibed in table 117 (see 7.25).

Finding persistentteservations and reservation keys

L Summary ofifcommands for finding persistent reservations and reservation keys

within a device server by issuing PERSISTENT RESERVE IN commands with a READ RES
pction“or a READ KEYS service action.

server the
This deter-
changed. If
registration

ability of preserving persistent reservations and registrations aeross power cycles requires the use of a

power loss
e following

shall return
shall be set

bys that are
ERVATION

5.5.3.3.2 Reporting reservation keys

An application client may issue a PERSISTENT RESERVE IN command with a service action of READ KEYS to
determine if any initiators have registered with a logical unit.

In response to a PERSISTENT RESERVE IN with a READ KEYS service action the device server shall report the
following:

a)
b)

the current generation value (see 7.10.3); and
the reservation key for every initiator that is currently registered.

The generation value allows the application client to verify that the configuration of the initiators registered with a
logical unit has not been modified.
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The application client may examine the reservation keys to identify relationships between initiators based on
mechanisms that are outside the scope of this standard. Duplicate keys shall be reported if multiple initiators use
the same reservation key.

5.5.3.3.3 Reporting persistent reservations

An application client may issue a PERSISTENT RESERVE IN command with a service action of READ RESER-
VATION to receive the persistent reservation information.

In response to a PERSISTENT RESERVE IN command with a READ RESERVATION service action the device
server shall report the following as an uninterrupted series of actions:

a) |[the current generation value (see 7.10.3);
b) [the registered reservation key, if any, associated with the initiator that holds the persistent.reservation;
c) |the scope and type of each persistent reservation, if any; and
d) |the scope-specific address, if any (see 7.10.4.1).

If an application client uses a different reservation key for each initiator/logical unit pair-the application client may
use the|reservation key to associate the persistent reservation with the initiator thatsholds the persistent reser-
vation. [This association is done using techniques that are outside the scope of this’standard.

5.5.3.4 Registering

To establish a persistent reservation the initiator shall first register with-a’logical unit. An initiator registers with a
logical 4nit by issuing a PERSISTENT RESERVE OUT command with:Service action of REGISTER or [REGISTER
AND IGNORE EXISTING KEY.

If the inifiator has not yet established a reservation key or thereservation key has been removed, the rggistration is
accomplished by issuing a PERSISTENT RESERVE OUT command with service action of REGISTER with the
following parameters:

a) |APTPL bit optionally set to one;
b) [reservation key set to zero; and
C) [service action reservation key set to\a-non-zero value.

If the inftiator has an established registration it may change its reservation key. This is accomplished py issuing a
PERSISTENT RESERVE OUT comimand with service action of REGISTER with the following parameters:

a) [APTPL bit optionally set to one;
b) [reservation key set'to the value of the previously established reservation key; and
C) [service action réservation key set to a non-zero value.

Alternatjvely, an initiator may establish a reservation key without regard for whether one has previously peen estab-
lished by issuing.a@ PERSISTENT RESERVE OUT command with a service action of REGISTER AND IGNORE
EXISTING KEY.and the following parameters:

a) APTRL hit npfinn:\ll\]/ setto one;and

b) service action reservation key set to a non-zero value.

If a PERSISTENT RESERVE OUT with a REGISTER AND IGNORE EXISTING KEY service action is sent when
an established registration exists, that registration shall be superseded with the specified service action reservation
key. If a PERSISTENT RESERVE OUT with a REGISTER AND IGNORE EXISTING KEY service action is sent
when there is no established registration, a new registration shall be established.

If a PERSISTENT RESERVE OUT with a REGISTER or a REGISTER AND IGNORE EXISTING KEY service
action is attempted, but there are insufficient device server resources to complete the operation, the device server
shall return a CHECK CONDITION status. The sense key shall be set to ILLEGAL REQUEST and the additional
sense data shall be set to INSUFFICIENT REGISTRATION RESOURCES.
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In response to a PERSISTENT RESERVE OUT with a REGISTER or a REGISTER AND IGNORE EXISTING KEY
service action the device server shall perform a registration by doing the following as an uninterrupted series of

actions:

a)
b)
<)
d)

e)

f)

Process the registration request regardless of any persistent reservations;
process the APTPL bit;
ignore the contents of the scoPe and TYPE fields;

map the reservation key to the registering initiator using the initiator identification and, if available, the

initiator port’s world wide identification;
register the reservation key without changing any persistent reservation that may exist; and
retain the reservation key and associated information.

After th
RESER
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comma
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It is not
vation ki
tered wi
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Multiple
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a)
b)

Only on
reserval
there sh

e registration request has been processed, the device server shall then allow other BE|
VE OUT commands from the registered initiator to execute. For each initiator that

TENT RESERVE OUT with a REGISTER or a REGISTER AND IGNORE EXISTING KEY se
ce server shall retain the reservation key until the key is changed by a new PERSISTENT RES
nd with the REGISTER or the REGISTER AND IGNORE EXISTING KEY servic¢e-action fro
or until the initiator registration is removed (see 5.5.3.6).

RSISTENT RESERVE OUT command service action received from an unregistered initiator, ot
'ER or the REGISTER AND IGNORE EXISTING KEY service action, shall be rejected with
CONFLICT status.
an error for an initiator that is registered to register again with.the same reservation key or g
th the same reservation key and one of those initiators registers again it has no effect on the oth
ons). A registration that contains a non-zero value in-the service action reservation key field s
any reservations (i.e., an initiator may change its réservation key without affecting any previo

ion).

initiators may register with the same reservation key. An initiator may use the same reservg
logical units.

Creating a persistent reservation when there is no persistent reservation

cation client creates a persistent reservation by issuing a PERSISTENT RESERVE OUT com
pction of RESERVE througha’registered initiator with the following parameters:

RESERVATION KEY setto the value of the initiator/logical unit pair's established reservation key;
TYPE and SCOPE set\to the reservation being created.

P persistent reservation with a scope of logical unit is allowed at a time per logical unit. Multip

all only.be/one persistent reservation per element.

ions with a;scope of element may be created in a logical unit that contains multiple elementg.

RSISTENT
performs a
vice action,
ERVE OUT
n the same

her than the
a RESER-

new reser-

Y. A registration shall have no effect on any other registrations(e.g., when more than one initiator is regis-

er initiator’s
hall have no
Isly created

tion key for

mand with a

and

e persistent
However,

reservation

get recelves a PERSISTENT RESERVE OUT command that attempts to create a perS|stent

the reservatlon then the command shaII be rejected Wlth a RESERVATION CONFLICT status

that created

If the initiator that created the persistent reservation attempts to modify the TYPE or SCOPE of an existing reser-

vation, t

hen the command shall be rejected with a RESERVATION CONFLICT status.

If the device server receives a PERSISTENT RESERVE OUT command with a service action of RESERVE where
the TYPE and SCOPE are the same as the existing TYPE and scoPE from the initiator that created the persistent
reservation, it shall not make any change to the existing reservation and shall return a GOOD status.

If the target receives a RESERVE(10) or RESERVE(6) command when a persistent reservation exists for the
logical unit then the command shall be rejected with a RESERVATION CONFLICT.

See 5.5.

1 for information on when a persistent reservation takes effect.
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Removing registrations and persistent reservations

1 Overview of removing registrations and persistent reservations

EC:2005(E)

A registered initiator using the value of the initiator/logical unit pair’'s established reservation key may release or
preempt a persistent reservation by issuing one of the following commands:

a) a PERSISTENT RESERVE OUT command with a service action of RELEASE from the initiator that
performed the reservation (see 5.5.3.6.2);
b) a PERSISTENT RESERVE OUT command with a PREEMPT service action specifying the reservation key
of the initiator holding the reservation (see 5.5.3.6.3);
c) a PERSISTENT RESERVE OUT command with a PREEMPT AND ABORT service action specifying the
reservation key of the initiator holding the reservation (see 5.5.3.6.4); or
d) |a PERSISTENT RESERVE OUT command with a service action of CLEAR service action(s€e 5.5.3.6.5).
A registered initiator using the value of the initiator/logical unit pair’s established reservation,key mgy remove a
registration by issuing one of the following commands:
a) |[a PERSISTENT RESERVE OUT command with a PREEMPT service action specifying that|reservation
key (see 5.5.3.6.3);
b) [a PERSISTENT RESERVE OUT command with a PREEMPT AND ABORT service action specifying that
reservation key (see 5.5.3.6.4);
¢) |a PERSISTENT RESERVE OUT command with a CLEAR servige\action (see 5.5.3.6.5); or
d) |[a PERSISTENT RESERVE OUT command with a REGISTER.0ra REGISTER AND IGNORHE EXISTING
KEY service action from the same initiator with the value of the service action reservation key field set to
zero.
When areservation key has been removed, no information Shall be reported for that unregistered initiator in subse-
guent READ KEYS service action(s) until the initiator is registered again (see 5.5.3.4). Any persistent reservation
associated with that unregistered initiator shall be released. If that released persistent reservation wag of the type
Write Exclusive — Registrants Only or Exclusive Accéss — Registrants Only the device server shall establish a unit
attention condition for all registered initiators otherthan the initiator that issued the PERSISTENT RESERVE OUT
commapd with PREEMPT or PREEMPT AND ABORT service action. The sense key shall be et to UNIT
ATTENTION and the additional sense data shall be set to RESERVATIONS RELEASED.
A persidtent reservation may also be released by a loss of power, if the persist through power loss cappbility is not
enabled. When the most recent APTRY value received by the device server is zero (see 7.11.3), a powegr cycle:
a) |performs a hard reset;
b) [releases all persistent reservations; and
c) [removes all regiStered reservation keys (see 5.5.3.4).
5.5.3.6.2 Releasing-a persistent reservation
Only the initiator that creates the persistent reservation is allowed to release that persistent reservation.
An app ication client releases a Pnr:icfnnf reservation it holds hy icclling a PERSISTENT RESFRVE OUT

command with a service action of RELEASE through the registered initiator that holds the persistent reservation

with the

following parameters:

a) RESERVATION KEY set to the value of the initiator/logical unit pair’'s established reservation key; and

b)

TYPE and SCOPE set to match the persistent reservation being released.

In response to a persistent reservation release request from an initiator that created the persistent reservation the
device server shall perform a release by doing the following as an uninterrupted series of actions:

a)
b)
<)

Releasing the persistent reservation;
Not removing any registration(s);

If the released persistent reservation has a type of Write Exclusive — Registrants Only or Exclusive Access
— Registrants Only the device server shall establish a unit attention condition for all registered initiators
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d)

other than the initiator that issued the PERSISTENT RESERVE OUT command with RELEASE service

action. The sense key shall be set to UNIT ATTENTION and the additional sense data sh
RESERVATIONS RELEASED; and

If the persistent reservation is of any other type the device server shall not establish a u
condition.

all be set to

nit attention

The established reservation shall not be altered and the device server shall return a CHECK CONDITION status
for a PERSISTENT RESERVE OUT command that specifies the release of a persistent reservation held by the
requesting initiator if the scope and TYPE fields do not match the scope and type of the established persistent
reservation. The sense key shall be set to ILLEGAL REQUEST and additional sense data shall be set to INVALID
RELEASE OF PERSISTENT RESERVATION.

If there
initiator
persiste]

a)
b)
<)

5.5.3.6.
5.5.3.6.

A PERS
vation 4
tration i
PREE
vation
5.5.3.6.

If the va
not be (

Nt reservation, the device server shall do the following:
Not release the persistent reservation (if any);

Not remove or change any registration(s); and

Return a status of GOOD.

B Preempting an existing persistent reservation with the PREEMPT service action

ISTENT RESERVE OUT command with a PREEMPT service\action is used to preempt a pers
nd/or registration. The determination of whether the preempt relates to a persistent reservatio

8.3).

ue in the SERVICE ACTION RESERVATION KEY-field is not associated with the reservation, the rese
reempted but any matching registration(s) shall be removed (see 5.5.3.6.3.4).

is no persistent reservation or in response to a persistent reservation release request from a registered
using the value of the initiator/logical unit pair's established reservation key that does ot hold the

B.1 Overview of preempting an existing persistent reservation with the PREEMPT servicg action

stent reser-
N or a regis-

5 made by the device server by examining the value-i){the SERVICE ACTION RESERVATION KEY field of the
PT service action. If the value in the SERVICE ACTION'RESERVATION KEY field is associated with the reser-
eing preempted then the reservation is preempted and any matching registration(s) removed (see

rvation shall
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See Figure 2 for a description of how a device server interprets a PREEMPT service action to determine its actions
(e.q., preempt persistent reservation, remove registration or both preempt persistent reservation and remove

reservation).
( PREEMPT service action )
No Requesting Yes
initiator
% reqgistered?
Valid
RESERVATION No RESERVATION Yes

KEY & SERVICE ACTION
RESERVATION

CONFLICT

KEY?

Existing

Yes . No
Done persistent p>——
reservation?
SERVICE ACTION
ves RESERVATION KEY matéhes No
persistent reservation?
¢
a) Remove registration pointed to by the SERVICE Remove registration pointed to Qy
ACTION RESERVATION KEY the SERVICE ACTION RESERVATIQN
b) Release reservation KEY
c) Create reservation using new TYPE and SCOPE |

5.5.3.6.8.2 Failed persistent reservation preempt

Figures2:— Device server interpretation of PREEMPT service action

If the preempting initiator's PREEMPT service action or PREEMPT AND ABORT service action fails |(e.g., TASK

SET FU

LL, BESY, transport protocol time-out or time-out due to queue blocked due to failed initiator),| the initiator

may isspea'LOGICAL UNIT RESET task management function to the failing logical unit to remove blgcking tasks

and thep reissue the preempting service action.

5.5.3.6.3.3 Preempting reservations

Any reg

istered initiator may preempt any persistent reservation with another persistent reservation by issuing a

PERSISTENT RESERVE OUT command with a PREEMPT service action through a registered initiator with the
following parameters:

a)
b)

<)

RESERVATION KEY set to the value of the initiator/logical unit pair's established reservation key;

SERVICE ACTION RESERVATION KEY set to match the reservation key of the persistent reservation being
preempted; and

TYPE and SCOPE set to define a new persistent reservation. The scope and TYpPE of the persistent reser-
vation created by the preempting initiator may be different from the persistent reservation being
preempted.
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If the SERVICE ACTION RESERVATION KEY is associated with a reservation, the device server shall perform a preempt
by doing the following as an uninterrupted series of actions:

a)
b)
<)

d)
e)

Release the persistent reservation for the initiator identified by the SERVICE ACTION RESERVATION KEY

specified in the PERSISTENT RESERVE OUT parameter list;

Remove the registration for the initiator or initiators identified by the SERVICE ACTION RESERVATION KEY

specified in the PERSISTENT RESERVE OUT parameter list (see 5.5.3.4);

establish a persistent reservation for the preempting initiator;

process tasks as defined in 5.5.1; and

establish a unit attention condition for any initiator that lost its reservation and/or registration.
key shall be set to UNIT ATTENTION and the additional sense data shall be set to REGIS
PREEMPTED.

The sense
TRATIONS

After G(
the pers

The foll
persiste]

a)

b)

Comple

A PERS

value equal to the reservation key is not an error. In that case thie device server shall establish the new

5.5.3.6.

When a
the reg
commal

a)
b)

If the SH
preemp

a)
b)

<)
d)

DOD status has been returned for the PERSISTENT RESERVE OUT command, new tasks)ar
istent reservation restrictions established by the preempting initiator.

bwing tasks shall be subjected in a vendor specific manner either to the restrictions establi
It reservation being preempted or to the restrictions established by the preempiifg initiator:

A task received after the arrival, but before the completion of the PERSISTENT RESERVE OU
with the PREEMPT service action; or

A task in the dormant, blocked, or enable state at the time the PERSISTENT RESERVE OU
with the PREEMPT service action is received.

lion status shall be returned for each task.

ISTENT RESERVE OUT specifying a PREEMPT seryicé action with the SERVICE ACTION RESE

B.4 Removing registrations

stration(s) without affecting any persistent reservations by issuing a PERSISTENT RES
nd with a PREEMPT service action through a registered initiator with the following parameters:

RESERVATION KEY set to the value of the initiator/logical unit pair's established reservation key;

RVICE ACTION RESERVATION KEY field is not associated with a reservation the device server shd
by doing the following in an uninterrupted series of actions:

remove the registration for the initiator or initiators identified by the SERVICE ACTION RESERVATI
specified inthe PERSISTENT RESERVE OUT parameter list;

ignore the contents of the scopPe and TYPE fields;

process tasks as defined in 5.5.1; and

establish a unit attention condition for any other initiator that lost its registration. The sense

e subject to

5hed by the

T command

I command

RVATION KEY
reservation.

registered reservation key is not associated with a persistent reservation, an application client nay remove

ERVE OUT

and

SERVICE ACTION RESERVATION-KEY set to match the reservation key of the registration being renmpoved.

Il perform a

ON KEY field

ey shall be

setto UNIT ATTENTION and the additional sense data shall be set to REGISTRATIONS PRE.

EMPTED.

If a PERSISTENT RESERVE OUT specifying a PREEMPT service action sets the SERVICE ACTION RESERVATION
KEY field to a value that does not match any registered reservation key the device server shall return a RESER-

VATION

CONFLICT status.

5.5.3.6.4 Preempting an existing persistent reservation with the PREEMPT AND ABORT service action

The initiator’s request for and the device server’s responses to a PERSISTENT RESERVE OUT command
PREEMPT AND ABORT service action are identical to the PREEMPT service action (see 5.5.3.6.3) except for the
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following additions. If no reservation conflict occurred, the device server shall perform the following uninterrupted

series o

f actions:

a) Perform the uninterrupted series of actions described for the PREEMPT service action (see 5.5.3.6.3);
b) All tasks from preempted initiators (called preempted tasks) shall be terminated and initiator notification

shall be provided as specified by the TAs bit in the Control mode page (see 8.3.6) that ap
preempted initiator as follows:

plies to the

A) If the TAS bit is set to zero then all preempted tasks shall be terminated as if an ABORT TASK SET task

management function had been performed by each preempted initiator; or
B)
PREEMPT AND ABORT service action shall be terminated with a TASK ABORTED

If the TAS bit is set to one then all preempted tasks from initiators other than the initiator that sent the

status (see

SAM-2). The preempted tasks from the initiator that sent the PREEMPT AND ABORT service action (if

<)

d)

The act
ACTION

Any asy
action.

5.5.3.6.

Any apy
specific

by that initiator.

If a terminated task is a command that causes the device server to generate additional-conj
data transfers (e.g., EXTENDED COPY), all commands and data transfers generated by th
shall be terminated before the ABORT TASK SET task management function is\censidered
After the ABORT TASK SET function has completed, all new tasks are subject te-the persistent
restrictions established by the preempting initiator;

The device server shall clear any ACA or CA condition associated with,aninitiator being pre
shall clear any tasks with an ACA attribute from that initiator. If the TSFfield is 000b (see 8.3.6)
CA conditions exist for initiators other than the initiator being preémpted, the PERSISTENT]
OUT command shall be terminated prior to processing with a status of ACA ACTIVE if the NAQ
one (see SAM-2) or BUSY if the NACA equals zero. If the TsTfield contains 001b, then ACA ¢

PERSISTENT RESERVE OUT command; and

For SCSI devices that implement the PREVENT ALKOW MEDIUM REMOVAL command,
server shall perform an action equivalent to the execution of a PREVENT ALLOW MEDIUM
command with the PREVENT field equal to zero forthé initiator or initiators being preempted (se

ons described in the preceding list shall beperformed for all initiators that are registered with
RESERVATION KEY value, without regard for whether the preempted initiator(s) hold the reservati

nchronous event reporting operations in progress are not affected by the PREEMPT AND AB(

b Clearing a persistent reservation

lication client may release a persistent reservation and remove all registrations from a device
logical unit by issuing'a PERSISTENT RESERVE OUT command with a service action of CLE

action through a registeredinitiator with the following parameter:

a)

In respg
series 0

RESERVATION-KEY set to the value of the initiator/logical unit pair's established reservation key.

nse to this request the device server shall perform a clear by doing the following as part of an u
f actions:

any) shall be terminated as if an ABORT TASK SET task management function had beem performed

mands and
e command
completed.
reservation

empted and
and ACA or
RESERVE
A bit equals
r CA condi-

tions for initiators other than the initiator being preempted shall not prevent the execytion of the

the device
REMOVAL
e 7.12).

the SERVICE
bN.

DRT service

server for a
FAR service

hinterrupted

a)
b)
<)
d)

e)

Release any persistent reservation associated with the logical unit;
Remove all registration(s) (see 5.5.3.4);
Ignore the contents of the scoPe and TYPE fields;

continue normal execution of any tasks from any initiator that have been accepted by the device server as

nonconflicting; and

establish a unit attention condition for all other registered initiators, if any, for the cleared logical unit. The
sense key shall be set to UNIT ATTENTION and the additional sense data shall be set to RESERVATIONS

PREEMPTED.

Application clients should not use the CLEAR service action except during recoveries that are associated with
initiator or system reconfiguration, since the effect of the CLEAR service action is to remove the persistent reser-
vation management conventions that protect data integrity.
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5.6 Multiple port and multiple initiator behavior

SAM-2 specifies the behavior of logical units being accessed by more than one initiator. Additional service delivery
ports provide alternate service delivery paths through which the device server may be reached and may also
provide connectivity for additional initiators. An alternate path may be used to improve the availability of devices in
the presence of certain types of failures and to improve the performance of devices whose other paths may be
busy.

If a SCSI device has more than one service delivery port, the arbitration and connection management among the
service delivery ports is vendor specific. If one service delivery port is being used by an initiator, accesses
attempted through other service delivery port(s) may:

receive a status of BUSY; or
be accepted as if the other service delivery port(s) were not in use.

a)

b)
The de ks standard
INQUIR

ice server shall indicate the presence of multiple ports by setting the MuLTIP bitito 1 in i
Y data.

For the
port ex
followin
port:
a)
b)
c)

d)

e)

f)

5.7 Re

When 4

purposes of handling reservations, other initiators are defined as all initiators,on the same ser
ept the initiator holding the reservation and all initiators on all other isetrvice delivery port
) operations allow an initiator to interact with the tasks of another initiator, regardless of the ser

the PERSISTENT RESERVE OUT with PREEMPT service ‘action preempts persistent resq
other initiators (see 5.5.3.6.3);

the PERSISTENT RESERVE OUT with PREEMPT AND,ABORT service action preempts pers
vations and all tasks for other initiators (see 5.5.3.6.4);

the PERSISTENT RESERVE OUT with CLEAR“&ervice action releases persistent reser
removes reservation keys for all initiators (see 5.5.3.6.5);

method and removes all tasks for all logicalunits in the target and for all initiators (see SAM-2)
reservations remain unmodified;

the LOGICAL UNIT RESET task mamagement function releases reservations established by

release method and removes all tasks for all initiators for the addressed logical unit and any

issuing from it in a hierarchical addressing structure (see SAM-2). Persistent reservations remn
ified; and

the CLEAR TASK SET taskimanagement function removes all tasks for the selected logical un
ators. Most other logical*unit states remain unmodified, including MODE SELECT paramete
tions, and ACA (see.SAM-2).

movable'medium devices with an attached medium changer

logieahunit is served by a medium changer, control over one medium transport element may

using m
complete

edium’ changer commands sent to the device server within the Ioglcal unit. The level of cont

ice delivery
Only the
ice delivery

5.

rvations for

stent reser-

ations and

the TARGET RESET task management function releases reservations established by the res¢rve/release

Persistent

he reserve/
ogical units
ain unmod-

t for all initi-
rs, reserva-

be effected
rol is not as

However, the amount of Control is suff|C|ent for palred deV|ce and med|um changer conflguratlons

(see SMC).

The device server shall indicate its ability to support medium changer commands by setting the MCHNGR bit to one
in its standard INQUIRY data (see 7.3.2). An MCHNGR bit of one shall indicate that the MOVE MEDIUM
ATTACHED and READ ELEMENT STATUS ATTACHED commands are supported by the device server. Defini-
tions of the MOVE MEDIUM ATTACHED and READ ELEMENT STATUS ATTACHED commands may be found in
SMC.

Only one medium transport element shall be permitted, element 0. Only one data transfer element shall be
permitted. Media exchanges shall not be supported by attached medium changers. The RESERVE ELEMENT
and RELEASE ELEMENT commands shall not be supported by attached medium changers.
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6 Model for processor devices

A SCSI processor device is a primary computing device with the characteristics of a device server, such as a
personal computer, minicomputer, mainframe computer, or auxiliary computing device or server. Such a primary
computing device is often called a host. The processor device receives or provides packets of data as requested
by an application client.

In the SCSI processor device, the device server accepts and provides data packets transferred according to
commands from the application client. An application client and the processor device server are assumed to have
a common set of rules by which information is to be exchanged between them, how the information is interpreted
by the processor device server, and when it is allowable to exchange the information. These rules are not
specifieg-by-this-standard-

The application client requests that the processor device server accept a packet of data by transmitting a SEND
command. The application client requests that the processor device server return a packet of daterby transmitting a
RECEIVE command. A COPY or EXTENDED COPY command may also be transmitted to-the procgssor device
server o request that it serve as a copy manager. The data flow may be between the<processor|device and
anothern SCSI device or may be between two SCSI devices under control of the processor devicel|acting as a
third-pafty copy manager.

If a prodessor device server has no resource available to manage a data packéet from the application client and has
no data|packet to provide to the application client, or has no resources assigned to perform the operation, the de-
vice serjer may choose one of the following responses:

a) |Terminate the command with CHECK CONDITION status and'the sense key NOT READY with the appro-
priate additional sense code for the condition. This is the*appropriate response to a TEST UNIT READY
command;

b) |Delay data transmission until the necessary resource or data packet becomes available;
c) [Terminate the command with BUSY status; or

d) [Treat the logical unit as an incorrect logical unit\(see SAM-2).

A single target may have more than one logical Unit. Logical units may serve as additional paths|to a single
resource, and/or each logical unit may serve-as;a path to different resources within the device. A single logical unit
may alsp serve as a path to multiple resources if the processor device server interprets information within the data
packet and routes the packet to the appropriate resource.

If the prpcessor device server determines that an exception condition has occurred while performing gn operation
specifiefl by the contents of a data’packet, the information describing the condition is returned as a part of a data
packet. | If the processor device server determines that an exception condition has occurred while executing the
SCSI cpmmand from the application client, the command is terminated with a CHECK CONDITION and the
failures jare identified through the sense data.

Many types of deviCes may function as processor devices if no other suitable SCSI device type exists and if the
packet ¢xchange-protocol specified by the processor device model meets their functional requirements.

Procesdocdevice types shall not implement element reservations.

Reservation restrictions are placed on commands as a result of access qualifiers associated with the type of reser-
vation. The details of which commands are allowed under what types of reservations are described in table 12. For
the reservation restrictions placed on commands for the reserve/release management method see table 12 column
[A]. For the reservation restrictions placed on commands for the persistent reservations management method, see
the columns under [B] in table 12.

In table 12 the following key words are used:

allowed: Commands issued by initiators not holding the reservation or by initiators not registered when a regis-
trants only persistent reservation is present should complete normally.
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conflict: Commands issued by initiators not holding the reservation or by initiators not registered when a regis-
trant's only persistent reservation is present shall not be performed and the device server shall terminate the
command with a RESERVATION CONFLICT status.

Commands from initiators holding a reservation should complete normally. The behavior of commands from regis-
tered initiators when a registrants only persistent reservation is present is specified in table 12.

A command that does not explicitly write the medium shall be checked for reservation conflicts before the
command enters the current task state for the first time. Once the command has entered the current task state, it
shall not be terminated with a RESERVATION CONFLICT due to a subsequent reservation.

A command that explicitly writes the medium shall be checked for reservation conflicts before the device server
modifie$ the medium or cache as a result of the command. Once the command has modified the medium, it shall
not be terminated with a RESERVATION CONFLICT due to a subsequent reservation.

Table 12 — Processor commands that are allowed in the presence of various,regservatigns

Addressed LU has this type of(persistent resgrvation
held by anothéninitiator
[B]
Addressed
Command LUis From any initiator From From initiatior not
reserved registered registered
by another initiator . I
initiator Write Excl (RO all | Write Excl | Excl Acc-
[A] Excl | Acgéss types) -RO ¢ss — RO
RECE|VE Conflict Allowed 4~Conflict | Allowed Allowed Conflict
SEND Conflict Conflict. | Conflict | Allowed Conflict Conflict
Key: HU=Logical Unit, Excl=Exclusive, RO=Registrants Only
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7 Commands for all device types
7.1 Summary of commands for all device types

The operation codes for commands that apply to all device types are listed in table 13.

Table 13 — Commands for all device types

Operation
Command name code Type Reference
Obsolete 40h OB
ODbsolete 39 [0]=]
Obsolete 18h OB
Obsolete 3Ah OB
EXTENDED COPY 83h O 7.2
INQUIRY 12h M 7.3
LOG SELECT 4Ch Q 7.4
LOG SENSE 4Dh O 7.5
MODE SELECT(6) 15h z 7.6
MODE SELECT(10) 55h z 7.7
MODE SENSE(6) 1AR z 7.8
MODE SENSE(10) 5Ah z 7.9
MOVE MEDIUM ATTACHED 2 A7h Z SMC
PERSISTENT RESERVE IN 5Eh z 7.10
PERSISTENT RESERVE OUT 5Fh z 7.11
PREVENT ALLOW MEDIUM REMOVAL 1Eh Z 7.12
READ BUFFER 3Ch (0] 7.13
READ ELEMENT STATUS ATTACHED 2 B4h z SMC
RECEIVE COPY RESULTS 84h O 7.14
RECEIVE DIAGNOSTIC RESULTS 1Ch 0] 7.15
RELEASE(10) 57h z 7.16
RELEASE(6) 17h z 7.17
REPORT DEVICE IDENTIFIER A3h/05h 0] 7.18
REPORT LUNS AOh X 7.19
REQUEST SENSE 03h z 7.20
RESERVE(1Q) 56h z 7.21
RESERVE(6) 16h Z 7.22
SEND DIAGNOSTIC 1Dh z 7.23
SETDEVICE IDENTIFIER A4h/osh ° 0] 7.24
TEST UNIT READY 00h M 7.25
WRITE BUFFER sbh 4 (.20
Key: M = Command implementation is mandatory.
O = Command implementation is optional.
OB = Command implementation is defined in a previous standard
X = Command implementation requirements given in reference subclause of this standard.
Z = Command implementation is device type specific.
4@ The MOVE MEDIUM ATTACHED and READ ELEMENT STATUS ATTACHED operation codes
shown here should be used by devices with attached medium changers.
b This command is defined by a combination of operation code and service action. The operation
code value is shown preceding the slash and the service action value is shown after the slash.
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7.2 EXTENDED COPY command

7.2.1 EXTENDED COPY command introduction

The EXTENDED COPY command (see table 14) provides a means to copy data from one set of logical units to
another set or to the same set of logical units. The entity within a device server that receives and performs the
EXTENDED COPY command is called the copy manager. The copy manager is responsible for copying data from
the source device(s) to the destination device(s). The copy source and destination devices are logical units that
may reside in different SCSI devices or the same SCSI device. Itis possible that all the SCSI devices and the copy
manager are the same logical unit.

Table 14 — EXTENDED COPY command

Bit]
Byte 7 6 5 4 3 2 1 0

0 OPERATION CODE (83h)

1 Reserved

2 Reserved

3 Reserved

4 Reserved

5 Reserved

6 Reserved

7 Reserved

8 Reserved

9 Reserved

10 (MSB)

11

PARAMETER LIST LENGTH

12

13 (LSB)

14 Reserved

15 CONTROL
Before fhe copy manager iSyinstructed to move data, the application controlling the data movement shiall indepen-
dently take any necessary actions required to prepare the source and destination devices for the EXTENDED
COPY ¢ommand. These actions may include media changer commands, loading of tapes, MOOE SELECT
commands reservatieh commands, positioning of tape, etc. After all preparatory actions have been accomplished,
the EXTIENDEDRCOPY command should be issued to the copy manager to start the data transfer.
The PARAMETER LIST LENGTH f|eld specifies the Iength in bytes of the parameter data that shall be contpined in the
Data-O or alter any

internal state; thls shall not be con5|dered an error. If the parameter list Iength causes truncatlon of the parameter
list in a target descriptor or segment descriptor, no data shall be transferred and the EXTENDED COPY command
shall be terminated with a CHECK CONDITION status. The sense key shall be set to ILLEGAL REQUEST and the

addition

al sense code shall be set to PARAMETER LIST LENGTH ERROR.
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The EXTENDED COPY parameter list (see table 15) begins with a sixteen byte header that contains the LIST
IDENTIFIER field, the STR, and NRCR bits, the command’s priority, the length of the target descriptor list, the length of
the segment descriptor list, and the length of the optional inline data. Immediately following the header is one or
more target descriptors, followed by one or more segment descriptors, followed by any optional inline data.

Table 15 — EXTENDED COPY parameter list

Bit
Byte 7 6 5 4 3 2 1 0
0 LIST IDENTIFIER
1 Reserved STR NRCR Reserved ‘ PRIORITY
2 (MSB)
TARGET DESCRIPTOR LIST LENGTH (n-15)
3 (LSB)
4
Reserved
7
8 (MSB)
SEGMENT DESCRIPTOR LIST LENGTH\(M-N)
11 (LSB)
12 (MSB)

INLINE DATA LENGTH
15 (LSB)

Target descriptor(s)

16
Target descriptor 0
47
n-31 )
Target descriptor x
n
Segment descriptor(s)
n+l Segment descriptor 0
N+1+5S (See specific table for length.)
Segment descriptor y
m (See specific table for length.)

Inline data

NOTE 1| Unexpected results may occur when an initiator fails to zero the reserved bytes in this parameter list. Copy managers
should irfsure‘that the reserved bytes 4 through 7 contain zeros.

The LIST IDENTIFIER field is a value selected by the application client to uniquely identify the extended copy
operation to the copy manager. The list identifier also may be used in the RECEIVE COPY RESULTS command
(see 7.14) to request status for a specific EXTENDED COPY command. The LIST IDENTIFIER value shall be unique
for each concurrent EXTENDED COPY command sent by an initiator. If the copy manager detects a duplicate LIST
IDENTIFIER value the command shall be terminated with a CHECK CONDITION, the sense key shall be set to
ILLEGAL REQUEST and the additional sense code shall be set to OPERATION IN PROGRESS.

The PRIORITY field establishes the priority of data transfer operations resulting from this EXTENDED COPY
command relative to data transfer operations resulting from other commands being executed by the same device
server. All commands other than copy commands have a priority of 1h. Priority Oh is the highest priority, with
increasing PRIORITY values indicating lower priorities.
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A Sequential Striped bit (STR) value of one indicates to the copy manager that the majority of the disk references in
the parameter list represent sequential access of several striped disks. This may be used by the copy manager to
perform read operations from a source disk at any time and in any order during processing of an EXTENDED
COPY command as described in 7.2.6.7. A STR value of zero indicates to the copy manager that disk references
are not necessarily sequential.

If the No Receive Copy Results (NRCR) bit is zero, the copy manager shall hold data for retrieval by the application
client using the RECEIVE COPY RESULTS command with the RECEIVE DATA service action (see 7.14.3) and
specified by the segment descriptors. If NRCR is one, the copy manager may discard all data accessible to the
application client via the RECEIVE COPY RESULTS command with the RECEIVE DATA service action. If the
application client requests delivery of data that has been discarded as a result of NRCR being one, the copy
manager shall respond as if the EXTENDED COPY command has not been processed.

The TARGET DESCRIPTOR LIST LENGTH contains the length in bytes of the target descriptor list that’i
follows [the parameter list header. The number of target descriptors equals the length in bytes o
descriptor list divided by 32.

mmediately
f the target

FXTENDED
cribed by a
tor code. A
upported in
action (see

An EXTENDED COPY command may reference one or more target devices (the name-given by the
COPY gommand description to source and/or the destination logical units). Each target device is des
target descriptor. All target descriptors have their formats specified by an EXTENDED COPY descrip,
copy manager may not support all target descriptor formats and shall list all target descriptor formats §
responge to the RECEIVE COPY RESULTS command with OPERATING/-PARAMETERS service
7.14.4).| See 7.2.6 for a detailed description of the target descriptors.

The index

Segment descriptors reference target descriptors by their position, or'index, in the target descriptor list

for a tar
parame
parame
7.14.4).
CHECK
shall be

The SEC
target d
segmen
manags

get descriptor is computed by subtracting 16 from the starting byte number for the target desd
ter data and dividing the result by 32. The maximumXnumber of target descriptors permit
er list is indicated by the MAXIMUM TARGET COUNT {field'in the copy manager’s operating para

If the number of target descriptors exceeds the.allowed number, the command shall be tern|
CONDITION status. The sense key shall be*set to ILLEGAL REQUEST and the additional
set to TOO MANY TARGET DESCRIPTORS

MENT DESCRIPTOR LIST LENGTH contains:the length in bytes of the segment descriptor list that
escriptors. See 7.2.7 for a detailed description of the segment descriptors. The maximun]
t descriptors permitted within a parameter list is indicated by the MAXIMUM SEGMENT COUNT field
I's operating parameters (see\7.14.4). If the number of segment descriptors exceeds the allow

the conpmand shall be terminated with CHECK CONDITION status. The sense key shall be set {

REQUE

ST and the additional sense code shall be set to TOO MANY SEGMENT DESCRIPTORS.

The makimum length of the target and segment descriptors permitted within a parameter list is indid

MAXIMUN
length @
CHECK
shall be

The INLI

| DESCRIPTOR LIST LENGTH field in the copy manager’s operating parameters (see 7.14.4). If th

CONDITION'status. The sense key shall be set to ILLEGAL REQUEST and the additional
set to RPARAMETER LIST LENGTH ERROR.

NEDATA LENGTH field contains the number of bytes of inline data, after the last segment descrip,

riptor in the
ed within a
meters (see
ninated with
sense code

follows the
number of
in the copy
ed number,
o ILLEGAL

ated by the
e combined

f the target and-segment descriptors exceeds the allowed value, the command shall be ternpinated with

sense code

for. A value

of zero

ndicates that no-inline data.is. prn:nnf

The copy manager shall move data from the source devices to the destination devices as prescribed by the
segment descriptors. The specific commands issued by the copy manager to the source and destination devices
while processing the segment descriptors is vendor specific. Upon completion of an EXTENDED COPY command
that returns GOOD status, the source and destination devices, particularly stream devices, shall be positioned at
deterministic locations such that the device may be repositioned to the same location by the application client with
appropriate commands.

7.2.2 Errors detected before starting processing of the segment descriptors

Errors may occur during processing of an EXTENDED COPY command before the first segment descriptor is
processed. These conditions include CRC or parity errors while transferring the EXTENDED COPY command,
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invalid parameters in the CDB or parameter data, invalid segment descriptors, and inability of the copy manager to
continue operating. In the event of such an exception condition, the copy manager shall:

a) terminate the EXTENDED COPY command with CHECK CONDITION status; and
b) setthe vALID bit in the sense data to zero. The sense key shall contain the sense key code describing the
exception condition (i.e.: not COPY ABORTED).

7.2.3 Errors detected during processing of segment descriptors
Errors may occur after the copy manager has begun processing segment descriptors. These include invalid

parameters in segment descriptors, invalid segment descriptors, unavailable targets referenced by target
descriptors, inability of the copy manager to continue operating, and errors reported by source or destination target

deviced.

recover
CHECK

If proce
a targef
respons
nated w
sense ¢

If proce
indicate
comma
and the

If the ¢
EXTEN
than BU
target d
shall be]
addition|

If a targ
ACTIVH
EXTEN

NOTES
2 The
reps
RES
havd
port

3

If a targ

If the copy manager receives a CHECK CONDITION status from one of the target deyj
the sense data associated with the exception condition and clear any ACA condition assogiaj
CONDITION status.

5sing of a segment cannot complete because the copy manager is unable to establish’communi

device, or because the target device does not respond to INQUIRY, or beCalse the data
e to INQUIRY indicates an unsupported logical unit, then the EXTENDED CORY command sh
ith a CHECK CONDITION status. The sense key shall be set to CORY>ABORTED and th
pde shall be set to COPY TARGET DEVICE NOT REACHABLE.

Ssing of a segment cannot complete because the data returned\in response to an INQUIR
s a device type that does not match the type in the target.descriptor, then the EXTENI
nd shall be terminated with a CHECK CONDITION status. The'Sense key shall be set to COPY
additional sense code shall be set to INCORRECT CORY(TARGET DEVICE TYPE.

bpy manager has issued a command other thafp INQUIRY to a target device while pro
DED COPY command and the target device eitherfails to respond with status or responds with
SY, TASK SET FULL, ACA ACTIVE, or RESERVATION CONFLICT the condition shall be ¢
bvice command failure. In response to a target device command failure the EXTENDED COP
terminated with a CHECK CONDITION status. The sense key shall be set to COPY ABORT
al sense code shall be set to THIRD PARTY DEVICE FAILURE.

et device responds to a command)from the copy manager with a status of BUSY, TASK SET
E, or RESERVATION CONFLICT the copy manager shall either retry the command or te
DED COPY command as atafget device command failure.

copy manager is assumed to employ a vendor specific retry policy that minimizes time consuming af
tition of retries.
ERVATION CONELICT is listed only to give the copy manager leeway in multi-port cases. The copy n
b multiple portsithat are capable of reaching a target device, and there may be a third-party reservation for
5. The copy,manager may need to try access from multiple ports to find one with access.

bt device responds to an input or output operation with a GOOD status but less data than expeg

ces, it shall
ted with the

cations with
returned in
all be termi-
b additional

command
DED COPY
ABORTED

cessing an
status other
bnsidered a
Y command
ED and the

FULL, ACA
minate the

d/or fruitless
hanager may

one of these

ted is trans-
The sense

ferred, tlljlen the EXTENDED COPY command shall be terminated with a CHECK CONDITION status.
all be setto and additional sense code shall be set to

key sh VICE DATA
UNDERRUN. If an overrun is detected, then the EXTENDED COPY command shall be terminated with a CHECK
CONDITION status. The sense key shall be set to COPY ABORTED and additional sense code shall be set to
COPY TARGET DEVICE DATA OVERRUN.

Following an exception condition detected during segment descriptor processing, the copy manager shall:

terminate the EXTENDED COPY command with CHECK CONDITION status;

set the sense key code to COPY ABORTED,;

indicate the segment that was being processed at the time of the exception by writing the segment number
to third and forth bytes of the COMMAND-SPECIFIC INFORMATION field. The segment number is based on the
relative position of the segment descriptor in the EXTENDED COPY parameter list. The first segment
descriptor in the parameter list is assigned descriptor number zero, the second is assigned one, etc.;

a)
b)
<)
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d)

f)

)

h)

-57 -

If any data has been written to the destination for the segment being processed at the time the error
occurred, the residual for the segment shall be placed in the INFORMATION field, and the vALID bit shall be
set to one. The residual count shall be reported in bytes if the peripheral device type in the destination
target descriptor is 03h, and in destination device blocks for all other device type codes. The residual
count shall be computed by subtracting the number of bytes or blocks successfully written during the
processing of the current segment from the number of bytes or blocks which would have been written if all
commands had completed with GOOD status and all READ commands had returned the full data length
requested. When computing the residual count, the copy manager shall include only the results of
commands successfully completed by a destination device, specifically commands completed by a desti-
nation device with a GOOD status or with a CHECK CONDITION status and the EOM bit set to one in the
sense data. If the copy manager has used out of order transfers the residual count shall be based solely
on the contiguous successfully completed transfers starting at relative byte zero of the segment (i.e., any

successfully completed transfers farther from relative byte zero than the first incomplete or.u
transfer shall not contribute to the computation of the residual count). If no data has beenw
destination for the segment being processed at the time the error occurred, then the VALID bit
to zero and the contents of the INFORMATION field are not defined. Segment descriptors‘that da
a transfer count shall not have a valid residual count returned,;

If the exception condition is reported by the source logical unit, then the first byte,of the commA

INFORMATION field shall specify the starting byte number, relative to the first/byte of sense datg,

that contains the status byte and sense data delivered to the copy manageprby the source logid
status byte and sense data shall not be modified by the copy manager or device server. A
indicates that no status byte and sense data is being returned for thé-source logical unit;

If the exception condition is reported by the destination logical unit, then the second
COMMAND-SPECIFIC INFORMATION field shall specify the starting-byte number, relative to the
sense data, of an area that contains the status byte and sense data delivered to the copy mar
destination logical unit. The status byte and sense data.shall not be modified by the copy
device server. A zero value indicates that no status/byte and sense data is being returned f
nation logical unit;

If segment processing is terminated because a:target device is unreachable or as the resul
command failure, then the SENSE-KEY SPECIFIC-field shall be set as described in 7.20.3, wi
POINTER field indicating the first byte of the target descriptor that identifies the target; and

If, during the processing of a segment, descriptor, the copy manager detects an error in t
descriptor, then the SENSE-KEY SPECIFIE field shall be set as described in 7.20.3, with the FiE

nhsuccessful
ritten to the
shall be set
not specify

ND-SPECIFIC
of an area
al unit. The

zero value

pyte of the
first byte of
ager by the
manager or
br the desti-

of a target
h the FIELD

e segment
LD POINTER

field indicating the byte in error. The‘FIELD POINTER field may be used to indicate an offset info either the

parameter data or the segment descriptor. The sD bit is used to differentiate between these
The sD bit shall be set to zerg.to indicate the FIELD POINTER field contains an offset from the
parameter data. The sbD bit.shall be set to one to indicate the FIELD POINTER field contains an
the start of the segment descriptor; and

The copy manager shall preserve information for the FAILED SEGMENT DETAILS service 8
RECEIVE COPY RESULTS command (see 7.14.5). The information shall be discarded as ¢
7.14.5.

7.2.4 Abbort task management functions

When a

device.Server processes an ABORT TASK, ABORT TASK SET, or CLEAR TASK SET task m

function| that terminates an EXTENDED COPY command, the copy manager shall ensure that all con
data trahsfe , ,

transferring data before aIIowmg the task manager to complete the task management functlon This requirement
shall also apply to the processing the PREEMPT AND ABORT service action on the PERSISTENT RESERVE
OUT command as described in 5.5.3.6.4.

two cases.
start of the
offset from

ction of the
escribed in

anagement
mands and

e no longer
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7.2.5 Descriptor type codes

Target descriptors and segment descriptors share a single set of code values that identify the type of descriptor
(see table 16). Segment descriptors use codes in the range 00h to BFh. The definitions of codes between COh
and DFh are vendor specific. Target descriptors use codes in the range EOh to FFh.

Table 16 — EXTENDED COPY descriptor type codes (part 1 of 2)

Descriptor
type code | Reference | Description @ Shorthand 2
00h 7.2.7.3 Copy from block device to stream device block—>stream
(i)lh 7.2.7.4 Copy from stream device to block device stream—>blgck
+2h 7.2.75 Copy from block device to block device block~>bloc
(i)3h 7.2.7.6 Copy from stream device to stream device stream—>stréam
(i)4h 7.2.7.7 Copy inline data to stream device inline—>stregm
(i)Sh 7.2.7.8 Copy embedded data to stream device embedded—pstream
(i)Gh 7.2.7.9 Read from stream device and discard stream—>discard
4)7h 7.2.7.10 Verify block or stream device operation
(i)Sh 7.2.7.11 Copy block device with offset to stream-device block<o>—>gtream
(|)9h 7.2.7.12 Copy stream device to block device with offset stream—>block<o>
dAR 72713 Copy block device with offset\fe block device with block<o>—lock<o
offset >
dBh 2973 Copy from block devicejto stream device and hold a block—>stream
T copy of processed.data for the application client P +applicatipn client
dch 2974 Copy from streant device to block device and hold a stream—>block
T copy of processed data for the application client ° +applicatipn client
doh 2975 Copy from block device to block device and hold a block—>bloc
T copylef processed data for the application client ° +applicatipn client
doER 2976 Copy from stream device to stream device and hold stream—>stréam
T a copy of processed data for the application client P +applicatipn client
. 2 27 Read from stream device and hold a copy of stream—>diskcard
U processed data for the application client ° +applicatipn client
|0h 722.7.14 Write filemarks to sequential-access device filemark—tape
1h 72715 ipa'ce records or filemarks on sequential-access space—>tapé
evice
2h 72716 | acate an sequential-access device locate—>tape
a Block devices are those with peripheral device type codes 0h, 4h, 5h, 7h, and Eh. Stream devices are
those devices with peripheral device type codes 1h and 3h. Sequential-access (indicated by "tape" in the
shorthand column) devices are those with peripheral device type code 01h. See 7.3.2 for peripheral device
type code definitions.
b The application client shall use the RECEIVE COPY RESULTS with a RECEIVE DATA service action to
retrieve data held for it by the copy manager (see 7.14.3).
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Table 16 — EXTENDED COPY descriptor type codes (part 2 of 2)

Descriptor
type code | Reference | Description 2 Shorthand 2
13h 72717 Image copy from sequ_entlal-access device to <i>tape—><i>tape
sequential-access device
14h 7.2.7.18 Register key
15h - BFh Reserved for segment descriptors
COh - DFh Vendor unique descriptors
EQh 71262 Eibre Channel \World \Wide Name target dnerriptnr
E1lh 7.2.6.3 Fibre Channel N_Port target descriptor
£2h 726.4 Flbre Channel N__Port with World Wide Name check-
ing target descriptor
E3h 7.2.6.5 Parallel Interface T_L target descriptor
E4h 7.2.6.6 Identification descriptor target descriptor
E5H - FFh Reserved for target descriptors
@ Blpck devices are those with peripheral device type codes Oh, 4h, 5h,<7h7and Eh. Stream devices are
thpse devices with peripheral device type codes 1h and 3h. Sequential-access (indicated by "tage" in the
sHorthand column) devices are those with peripheral device typecode 01h. See 7.3.2 for periphefal device
type code definitions.
b The application client shall use the RECEIVE COPY RESULTS with a RECEIVE DATA service agtion to
refrieve data held for it by the copy manager (see 7.14.3).

7.2.6 Tdrget descriptors

7.2.6.1 Target descriptors introduction

All target descriptors are 32 bytes in length and begin with a four-byte header (see table 17) that dontains the
DESCRIATOR TYPE CODE field, that identifies the format of the descriptor. The assigned values for targef descriptors
type co:ﬂes are shown in table 16. Support for each target descriptor format is optional. If copy manager receives

an uns

pported descriptor type code-in a target descriptor, the command shall be terminated wiith CHECK

CONDITION status. The sense key.shall be set to ILLEGAL REQUEST and the additional sense code|shall be set
to UNSUPPORTED TARGET DESCRIPTOR TYPE CODE.

Table 17 — Target descriptor format

Byti 1 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (EO - FFh)
1 Reserved NUL PERIPHERAL DEVICE TYPE
2 Reserved
3 Reserved
4
p Target descriptor parameters
28
31 Device type specific parameters

The DESCRIPTOR TYPE CODE field is described in 7.2.5.

A null device (NuL) bit of zero indicates that the target descriptor identifies a SCSI device that is expected to
respond to an INQUIRY command and to which data movement commands may be sent. A NUL bit of one
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indicates that the descriptor identifies a null device that is not expected to be the recipient of any SCSI commands.
If NUL is one, bytes 4-27 of the target descriptor shall be ignored. If the processing required by a segment
descriptor necessitates sending a command to a target device whose target descriptor has the NuL bit set to one,
then the EXTENDED COPY command shall be terminated as if an unreachable target had been encountered (see

7.2.3).

NOTE 4 Target descriptors with the NUL bit set to one are useful for processing the residual data from previous segment
descriptors without affecting any media. For example, a segment descriptor of type 06h (stream device to discard) with a byte
count of zero, CAT equal to zero, and a null source target descriptor with PAD equal to one may be used to discard all residual

data.

The PERIPHERAL DEVICE TYPE field is described in 7.3.2. The value in the DESCRIPTOR TYPE CODE field determines

the for
parame

The valpie in the PERIPHERAL DEVICE TYPE field determines the format of the device type specifiC parg

at of the target descriptor parameters that 1ollow the Tour-byte header and precede the device
ers. The values in the DESCRIPTOR TYPE CODE field are listed in table 16.

follow the target descriptor parameters. The device type specific parameters convey infofimation sp
type of glevice identified by the target descriptor.

Table 18 lists the peripheral device type code values having formats defined for theldevice type specific

in a tarpget descriptor. Peripheral device types with code values not listed in table 18 are rese

EXTENDED COPY parameter list.

The coq
device {

verifying

Table 18 — Device type specific parameters in(target descriptors

pe specific

meters that
ecific to the

parameters
rved in the

Peripheral
Device Type Reference | Description Shorthand
00h, 04h, 05h, 07h, and OEh 7.2.6.7 Bleckdevices Block
01lh 7.2.6.8 Sequential-access devices | Stream or Tape
03h 7.2.6.9 Processor devices Stream

Yy manager may, as part of processing a'segment descriptor, verify the information in a target

pecific fields. However, when verifying the information, the copy manager shall not issue any
that change the position of read/write media on the target without restoring it. Any errors encoun

the information shall be handled'as described in 7.2.3.

descriptor’s
commands
tered while
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7.2.6.2 Fibre Channel World Wide Name target descriptor format

The target descriptor format shown in table 19 is used to identify a target using its Fibre Channel World Wide
Name.

Table 19 — Fibre Channel World Wide Name target descriptor format

Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (EOh)
1 Reserved NUL PERIPHERAL DEVICE TYPE
2 Reserved
3 Reserved
4 (MSB)
LOGICAL UNIT NUMBER
11 (LSB)
12 (MSB)
WORLD WIDE NAME
19 (LSB)
20
Reserved
27
28 . »
-~ Device type specific_ parameters

The DESCRIPTOR TYPE CODE, PERIPHERAL DEVICE TYPE and{uULl fields and the device type specific parameters are
describged in 7.2.6.1.

The LOGICAL UNIT NUMBER field specifies the logical umit within the SCSI device addressed by the data i the WORLD
WIDE NAME field that shall be the source or destination for EXTENDED COPY operations.

The woRLD wIDE NAME field shall contain-the port World Wide Name defined by the Physical Log|in (PLOGI)
extendead link service, defined in FC-FS:

NOTE 5| The World Wide Name target\descriptor format burdens the copy manager with translating the World Wide Name to
an N_Poyt identifier (see 7.2.6.3).
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7.2.6.3 Fibre Channel N_Port target descriptor format

The target descriptor format shown in table 20 is used to identify a target using its Fibre Channel N_Port.

Table 20 — Fibre Channel N_Port target descriptor format

Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (E1h)
1 Reserved NUL PERIPHERAL DEVICE TYPE
2 Reserved
3 Reserved
4 (MSB)
LOGICAL UNIT NUMBER
11 (LSB)
12
Reserved
20
21 (MSB)
22 N_PORT
23 (LSB)
24
Reserved
27
28 : o
31 Device typé&.specific parameters
The DESCRIPTOR TYPE CODE, PERIPHERAL DEVICE TYPE and NuUL fields and the device type specific parameters are

describgd in 7.2.6.1.

The Lo
N_PORT

The N_
related

NOTE 6

EICAL UNIT NUMBER field specifies the logical unit within the SCSI device addressed by the
field that shall be the source or'destination for EXTENDED COPY operations.

PORT field shall contain the \FC-FS port D_ID to be used to transport frames including PLOGI
rames.

Use of N_PORT addressing restricts this target descriptor format to a single fabric.

data in the

and FCP-2
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7.2.6.4 Fibre Channel N_Port with World Wide Name checking target descriptor format

Targets addressed using their Fibre Channel N_Port with World Wide Name checking are identified using the target
descriptor format shown in table 21.

Table 21 — Fibre Channel N_Port with World Wide Name checking target descriptor format

Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (E2h)
1 Reserved NUL PERIPHERAL DEVICE TYPE
2 Reserved
3 Reserved
4 (MSB)
LOGICAL UNIT NUMBER
11 (LSB)
12 (MSB)
WORLD WIDE NAME
19 (LSB)
20 Reserved
21 (MSB)
22 N_PORT
23 (LSB)
24
Reserved
27
28 . o
31 Device type specific parameters

The DESCRIPTOR TYPE CODE, PERIPHERAL DEVIEE TYPE and NUL fields and the device type specific parameters are
described in 7.2.6.1.

The LOGICAL UNIT NUMBER field specifies the logical unit with in the SCSI device addressed by the|data in the
N_PoRT and woRLD WIDE NAME ahdfields that shall be the source or destination for EXTENDED COPY| operations.

The wdarLD wWIDE NAME fieldishall contain the port World Wide Name defined by the Physical Log|in (PLOGI)
extenddd link service, defined in FC-FS.

The N_PoRT field shall contain the FC-FS port D_ID to be used to transport frames including PLOGI and FCP-2
related frames.

NOTE 7| Use.of N_PORT addressing restricts this target descriptor format to a single fabric.

When the copy manager first processes a segment descriptor that references this target descriptor, it shall confirm
that the D_ID in the N_PoRT field is associated with the World Wide Name in the woRLD WIDE NAME field. If the
association cannot be confirmed, the EXTENDED COPY command shall be terminated because the target is
unavailable (see 7.2.3). The copy manager shall track configuration changes that affect the D_ID value for the
duration of the EXTENDED COPY commands. An application client generating the EXTENDED COPY commands
is responsible for tracking configuration changes between commands.
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7.2.6.5 Parallel Interface T_L target descriptor format

Targets addressed using their parallel SCSI bus Target ID, and logical unit number are identified using the target
descriptor format shown in table 22.

Table 22 — Parallel Interface T_L target descriptor format

Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (E3h)
1 Reserved NUL PERIPHERAL DEVICE TYPE
2 Reserved
3 Reserved
4 (MSB)
LOGICAL UNIT NUMBER
11 (LSB)
12 Vendor unique
13 TARGET IDENTIFIER
14
Reserved
27
28 . o
- Device type specific parameters

The DESCRIPTOR TYPE CODE, PERIPHERAL DEVICE TYPE and{uULl fields and the device type specific parameters are
describged in 7.2.6.1.

The LOGICAL UNIT NUMBER field specifies the logicalunit with in the SCSI device addressed by the|data in the
TARGET [DENTIFIER field that shall be the target (source or destination) for EXTENDED COPY operationg.

The TARGET IDENTIFIER field specifies the SCSI target identifier to be used when this target descriptor iglentifies the
source or destination of an EXTENDED.COPY operation.
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7.2.6.6 Identification descriptor target descriptor format

The target descriptor format shown in table 23 instructs the copy manager to locate a target and logical unit that
returns a device identification VPD page (see 8.4.4) containing an Identification descriptor having the specified
CODE SET, ASSOCIATION, IDENTIFIER TYPE, IDENTIFIER LENGTH, and IDENTIFIER field values. The copy manager may
use any N_Port, target identifier and logical unit number values that result in matching VPD field values to address
the copy device. If multiple N_Port, target identifiers and logical unit number combinations access matching VPD
field values, the copy manager may use any combination to address the copy device and shall try other combina-
tions in the event that one combination becomes non-operational during the processing of an EXTENDED COPY
command.

Table 23 — Identification descriptor target descriptor format

Bit 7 6 5 4 3 2 1 0
Byte
0 DESCRIPTOR TYPE CODE (E4h)
1 Reserved NUL PERIPHERAL DEVICE-TYPE
2 Reserved
3 Reserved
4 Reserved CODE SET
5 Reserved ASSOCIATION IDENTIFIER TYPE
6 Reserved
7 IDENTIFIER LENGTH*(n-7)
8 (MSB)
IDENTIFIER
n (LSB)
n+1
Reserved
27
28 . o
~ Device type specific parameters
The DESCRIPTOR TYPE CODE, PERIPHERAL DEVICE TYPE and NUL fields and the device type specific parameters are
describgd in 7.2.6.1.
The cortents of the CODE SET,'ASSOCIATION, IDENTIFIER TYPE, IDENTIFIER LENGTH, and IDENTIFIER fields gre specified
in 8.4.4
The ideptifier lengthishall be 20 or less. If the identifier length is 20 there shall be no reserved bytes etween the
target descriptoriparameters and the device type specific parameters.
Some cpmbinations of code set, association, identifier type, identifier length and identifier do not uniquely identify a
logical nitfo serve as a copy target device The application client shall not send such combinationsito the copy

manager.
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The format for the device type specific target descriptor parameters for block device types (device type code values
00h, 04h, 05h, 07h, and OEh) is shown in table 24.

Table 24 — Device type specific target descriptor parameters for block device types

Bit
Byte 7 6 5 4 3 2 1 0
28 Reserved PAD Reserved
29 (MSB)
30 DISK BLOCK LENGTH
31 (LSB)
The PAD bit is used in conjunction with the CAT bit (see 7.2.7.1) in the segment descriptor to’determine|what action
should e taken when a segment of the copy does not fit exactly into an integer number.of destination plocks.
The DISK BLOCK LENGTH field contains the number of bytes in a disk block for the logical device being afldressed.
The copgy manager may read ahead from sources of block device type. That.is, the copy manager may perform
read operations from a source disk at any time and in any order during\pfocessing of an EXTENDED COPY
command, provided that the relative order of writes and reads on the same blocks within the same target descriptor
does nat differ from their order in the segment descriptor list.
7.2.6.8 PDevice type specific target descriptor parameters forsequential-access device types
The fornat for the device type specific target descriptor parameters for the sequential-access device fype (device
type cogle value 01h) is shown in table 25.
Table 25 — Device type specific target deseriptor parameters for sequential-access device|types
Bit]
Byte 7 6 5 4 3 2 1 0
28 Reserved PAD Reserved FIXED
29 (MSB)
30 STREAM BLOCK LENGTH
31 (LSB)
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The contents of the FIXED bit and STREAM BLOCK LENGTH field are combined with the STREAM DEVICE TRANSFER
LENGTH FIELD in the segment descriptor to determine the length of the stream read or write operation as specified in

table 26.
Table 26 — Stream device transfer lengths
FIXED | STREAM BLOCK
bit LENGTH field | Description

0 0 Use variable length reads or writes. The number of bytes for each read or write is
specified by the STREAM DEVICE TRANSFER LENGTH field in the segment descriptor.

0 not 0 The command shall be terminated with a CHECK CONDITION status. The sense
key shall be set to ILLEGAL REQUEST and the additional sense code shall be set
to INVALID FIELD IN PARAMETER LIST.

1 0 The command shall be terminated with a CHECK CONDITION status. The sense
key shall be set to ILLEGAL REQUEST and the additional sense code shall be set
to INVALID FIELD IN PARAMETER LIST

1 not 0 Use fixed record length reads or writes. The number of bytes for each reaf or write
shall be the product of the STREAM BLOCK LENGTH fieldtand the STREAM DEVICE
TRANSFER LENGTH field in the segment descriptor.

The PAD bit is used in conjunction with the CAT bit (see 7.2.7.1) in the segment descriptor to determine|what action
should e taken when a segment of the copy does not fit exactly into an\integer number of destination plocks.

All read

NOTE 8
descriptd
the copy

The cog
by a se
previou

7.2.6.9

The format for the device type specific target descriptor parameters for the processor device type

y manager shall not read ahead from soutces of stream device type. That is, the read operatic
pment descriptor for which the source is\a stream device shall not be started until all write op
b segment descriptors have completed:

Device type specific target deseriptor parameters for processor device types

commands issued to sequential-access type devices shallhave the siLi bit equal to zero.

It is anticipated that future versions of this standard may use bit 1 of byte 28 in the device type s
r parameters for stream device types to indicate the value‘of the siLI bit for read commands, after T10 est
manager is to process tape reads of unknown block length without error.

becific target
ablishes how

ns required
erations for

device type

code vajue 03h) is shown in table 27.
Table 27 — Device'type specific target descriptor parameters for processor device typgs
Bit
Byte 7 6 5 4 3 2 1 0
28 Reserved PAD Reserved
29
Reosernzed

31

The PAD bit is used in conjunction with the CAT bit (see 7.2.7.1) in the segment descriptor to determine what action
should be taken when a segment of the copy does not fit exactly into an integer number of SEND or RECEIVE
commands.

When the processor device is a source, the number of bytes to be transferred by a SEND command shall be
specified by STREAM DEVICE TRANSFER LENGTH field in the segment descriptor. When the processor device is a
destination, the number of bytes to be transferred by a RECEIVE command shall be specified by STREAM DEVICE
TRANSFER LENGTH field in the segment descriptor.
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7.2.7 Segment Descriptors

7.2.7.1 Segment descriptors introduction

All segment descriptors begin with the eight byte header shown in table 28.

Table 28 — Segment descriptor header

Bit
Byte

7 6 5 4 3 2 1

DESCRIPTOR TYPE CODE (00h-3Fh)

Reserved | DC J

CAT

(MSB)

DESCRIPTOR LENGTH

(LSB)

(MSB)

SOURCE TARGET DESCRIPTOR INDEX

(LSB)

(MSB)

N oo~ W |IN|EF

DESTINATION TARGET DESCRIPTOR INDEX

(LSB)

The deq
managed
with CH
code sh

The des
ODh. T
subclau

The cAT

The DES

the segiment descriptor. In most cases, the length is constant.

The sol
the sou
descript
a SOUR(
is reser

If the tal
is not a
the sen
COPY 1

criptor type code field is described in 7.2.5. Support for each segment descriptor format is optid
r receives an unsupported descriptor type code in a segment déscriptor, the command shall bg

all be set to UNSUPPORTED SEGMENT DESCRIPTOR TYPE CODE.

tination count (DC) bit is only applicable to segment descriptors with descriptor type code value
he DC bit is reserved for all other segment descriptors. Details of usage for the DC bit ag
5es defining the segment descriptors that use.it.

bit is described in 7.2.7.2.

CRIPTOR LENGTH field contains the Tength in bytes of the fields that follow the DESCRIPTOR LEN

RCE TARGET DESCRIPTOR/INBEX field contains an index into the target descriptor list (see 7.2.1]
fce target device. The DESTINATION TARGET DESCRIPTOR INDEX field contains an index int
or list (see 7.2.1) identifying the destination target device. Some segment descriptor formats dd

ed.

get identified by a SOURCE TARGET DESCRIPTOR INDEX field or a DESTINATION TARGET DESCRIPTO
cessible'to the copy manager, then the command shall be terminated with a CHECK CONDIT
e key)shall be set to COPY ABORTED and the additional sense code shall be set to UNR
ARGET.

nal. If copy
terminated

ECK CONDITION status. The sense key shall be set to ILLEGAL REQUEST and the additjonal sense

5 of 02h and
pear in the

GTH field in

identifying
b the target
not require

E TARGET DESCRIPTOR INDEX field or a DESTINATION TARGET DESCRIPTOR INDEX field, in which case the field

R INDEX field
ION status,
FACHABLE

7.2.7.2 Segment descriptor processing

In processing a segment descriptor, the copy manager may be required:

a)
b)

c)

To read source data by issuing data input commands to the source device;

To process data, an operation that generally designates data as destination data intended fo
the destination device; and

To write some or all of the destination data to the destination device.

r transfer to

The number of blocks to read and write, the number of bytes to process, and the nature of processing are deter-
mined by the segment descriptor type code, the parameters of the segment descriptor, and the amount of residual
source or destination data retained from the previous segment, if any.
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Except as otherwise specified by particular segment descriptor type codes:

a)
b)

<)

Just enough whole-block read operations shall be performed to supply, together with residual source data
from the previous segment or segments, the number of bytes to be processed,;
Processing consists of removing bytes from the source data and designating them as destination data,

without change.

As many whole-block write operations as possible shall be performed with the destination data, including
any residual destination data from the previous segment or segments.

Any residual source data from the previous segment or segments shall be processed before any data read from the
source device during processing of the current segment descriptor. Any residual destination data from the
previous segment or segments shall be written before any data processed during processing of the current

segment descriptor.
Exceptipns and clarifications to these general rules are described in table 29 and the subclauses jt'refgrences.
Table 29 — Descriptor Type Code Dependent Copy Manager Processingy(part 1 of 2)
Segment Descriptor Type Code Reference | Description
00h (Block—>stream) or 7.2.7.3 The number of bytes pracessed is determingd by the
0Bh (Hlock—>stream-+application client) BLOCK DEVICE NUMBER)OF BLOCKS field for thg source
blocks (see applicable type code definition stibclauses
02h (lock—>block) or 7.2.7.5 for details). 2
0Dh (hlock—block+application client)
with D¢=
02h (Bplock—rblock) or 7.2.7.5 | The-number of blocks or byte range specifiedl shall be
0Dh (Hlock—>block+application client) output to the destination device. If residual destination
with pt= data is sufficient to perform the output then no data
shall be processed. Otherwise, just as much data as
O1h (sfream—>block) or 7.2.7.3; | needed shall be processed (which may invole reading
0Ch (gtream—>block+application client) data from the source device) so that the des{ination
data (which includes any residual destination|data from
09h (sfream—>block<o>) 112.7.12 ( _ Y resto a
the previous segment) is sufficient.
03h (sfream—>stream) or 7.2.7.6 The number of bytes specified in the segment
OEh (stream—>stream+application-client) descriptor shall be processed. 2
04h (inline—stream) 7.2.7.7 | The specified number of bytes of inline or embedded
7078 data shall be appended to the destination data, and no
0Sh (embedded—stream) el source data shall be processed.
06h (sfream—>discar) 7.2.7.9 The specified number of bytes shall be remojed from
the source data and discarded.
2 Foil segment-descriptor type codes 0Bh, 0Ch, 0Dh and OEh, a copy of the processed data shall also be held
for retrieval by the application client.
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Segment Descriptor Type Code

Reference

Description

07h (verify device operation)

7.2.7.10

No data shall be processed and no read or write opera-
tions shall be performed on target devices. Residual

i 7.2.7.14

10h (filemark—tape) source or destination data, if any, shall be retained or

11h (space—>tape) 7.2.7.15 | discarded as if the CAT bit were equal to one.

12h (locate—tape) 7.2.7.16

14h (register key) 7.2.7.18

08h (bjeck<o==>stream) 72711 The required blocks shall be read from the source
device, the designated byte range shall bedextracted as
source data, and the designated number:-of Qytes
(starting with residual source data, if.ahy) shall be
processed.

0Ah (hlock<o>—>block<o>) 7.2.7.13 | The source byte range specified’shall be read into
source data, the number of'bytes specified spall be
moved from source datarto\destination data, and the
specified destination byte range shall be writfen using
destination data.

OFh (sfream—>discard+application client) 7.2.7.9 The specified pumber of bytes shall be remojed from
the source data-and held for retrieval by the gpplication
client.

13h (<j>tape—><i>tape) 7.2.7.17 | The data‘movement shall not involve "procegsing" as
described in this subclause. Residual sourc¢ or desti-
nation data, if any, shall not be used and shdll be
retained or discarded as if the CAT bit were efjual to
one.

8 Foll segment descriptor type codes 0Bh, 0Ch,"0Dh and OEh, a copy of the processed data shall also be held
for [retrieval by the application client.



https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

14776-452 © ISO/IEC:2005(E) -71-

Reads and writes shall be performed using whole-block transfer lengths determined by the block size, transfer
length, or both. Therefore some source data may remain unprocessed and some destination data may not have
been transferred at the end of a segment. If so, the residue shall be handled according to the CAT bit in the
segment descriptor and the PAD bits of the source and destination target descriptors, as defined in table 30.

Table 30 — PAD and CAT bit definitions

PAD bit in

Source Destination
target target
descriptor | descriptor | CAT bit | Copy manager action

Oorl Oorl 1 Any residual source data shall be retained as source data for,p subse-
guent segment descriptor. Any residual destination data~shall be
retained as destination data for a subsequent segment descriptor. It
shall not be an error if either the source or destinationtarget index in
the following segment descriptor does not matchithe correspdnding
target index with which residual data was origimally associated. If the
CAT bit is one on the last segment of an EXTENDED COPY cpmmand
any residual data shall be discarded; this_shall not be considefed an
error.

il 1 0 Any residual source data shall be'disCarded. Any residual degtination
data shall be padded with zerees’to make a whole block trangfer. 2

D 1 0 Any residual source data shall be handled as if the CAT bit is gqual to
one (i.e., discarded onthe-ast segment and retained otherwige). Any
residual destination data shall be padded with zeroes to makg a whole

block transfer. 2

1 0 0 Any residual source or destination data shall be discarded.

D 0 0 If there iswresidual source or destination data the EXTENDED|[COPY

command'shall be terminated with a CHECK CONDITION status. The
sense’key shall be set to an COPY ABORTED and the additional sense
code'shall be set to UNEXPECTED INEXACT SEGMENT.

8 When the cAT bit is set to zero and the destination target descriptor has the PAD bit set to one, the
EXTENDED COPY command:shall be terminated with a CHECK CONDITION status, the sense kgy shall be
sel to COPY ABORTED, and.the additional sense code shall be set to UNEXPECTED INEXACT SEGMENT
if gny of the following conditions are met:
a) | If any residual destination data is present after writing the designated byte range for a segmerit

descriptor of type;,09h (stream—>block <o0>) or 0Ah (block<o>—block<o>); or

b) | If any residual destination data is present after the designated number of blocks have been written for a

segment.descriptor of type 02h (block—>block) with bc set to one, 0Dh (block—>block+application client)

with DC\set to one, 01h (stream—>block) or OCh (stream—>block+application client).

A few se¢gmeént descriptors have either no source or no target and handling of the PAD bit for those desdriptors shall
be as follows. For segment descriptor types 04h (inline—stream, see 7.2.7.7) and 05h (embedded—>stream, see
7.2.7.8), the handling shall be as if the PAD were equal to zero for the source target descriptor. For segment
descriptor types 06h and OFh (stream—discard and stream—discard+application client, see 7.2.7.9), handling
shall be as if the PAD were equal to zero for the destination target descriptor.
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The segment descriptor format shown in table 31 is used by the copy operations that move data from a block
device to a stream device or vice versa.

Table 31 — Block device to or from stream device segment descriptor

Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (00h, 01h, OBh, or OCh)
1 Reserved | CAT
2 (MSB)
DESCRIPTOR LENGTH (0014h)
3 (LSB)
4 (MSB)
SOURCE TARGET DESCRIPTOR INDEX
5 (LSB)
6 (MSB)
DESTINATION TARGET DESCRIPTOR INDEX
7 (LSB)
8 Reserved
9 (MSB)
10 STREAM DEVICE TRANSFER LENGTH
11 (LSB)
12 Reserved
13 Reserved
14 (MSB)
BLOCK DEVICE NUMBER OF BLOCKS
15 (LSB)
16 (MSB)
BLOCK DEVICE LOGICAL BLOCK ADDRESS
23 (LSB)
The DE$CRIPTOR TYPE CODE field is_described in 7.2.5 and 7.2.7.1. Two DESCRIPTOR TYPE CODE valyies use the
segment descriptor format shown’in\table 31 and described in this subclause.
For desgriptor type code 00h-(block—stream) or descriptor type code 0Bh (block—stream+application client), the
copy manager shall copy-the data from the source block device identified by the SOURCE TARGET DESCRIPTOR INDEX
field to the destination.stream device identified by the DESTINATION TARGET DESCRIPTOR INDEX field using) the logical
blocks gtarting at thetlocation identified by the BLOCK DEVICE LOGICAL BLOCK ADDRESS field. As many plocks shall
be read|as necessary to process (see 7.2.7.2) a number of bytes equal to the contents of the DISK BLPCK LENGTH
field in the target descriptor for the source device times the contents of the BLOCK DEVICE NUMBER OF HLOCKS field.

The dath shallbe written to the stream device starting at the current position of the media.

For descriptor type code 0Bh (block—stream+application client), the copy manager also shall hold a copy of the
processed data for delivery to the application client upon completion of the EXTENDED COPY command in
response to a RECEIVE COPY RESULTS command with RECEIVE DATA service action as described in 7.14.3.
The minimum amount of held data supported by the copy manager is returned in the response data for the
RECEIVE COPY RESULTS command with OPERATING PARAMETERS service action (see 7.14.4). If the copy
manager supports the OBh descriptor type code it also shall support the RECEIVE COPY RESULTS command
with RECEIVE DATA service action.

The cAT bit is described in 7.2.7.2.

The DESCRIPTOR LENGTH field shall contain 20 (0014h). The SOURCE TARGET DESCRIPTOR INDEX and DESTINATION

TARGET

DESCRIPTOR INDEX fields are described in 7.2.7.1.


https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

14776-452 © ISO/IEC:2005(E) -73-

The STREAM DEVICE TRANSFER LENGTH field specifies the amount of data to be written on each write operation to the
stream device. See 7.2.6.8 for a description of how data in the STREAM DEVICE TRANSFER LENGTH field in the
segment descriptor interacts with data in the STREAM BLOCK LENGTH field in the device type specific target
descriptor parameters for the sequential-access device type.

The BLOCK DEVICE NUMBER OF BLOCKS field specifies the length, in source logical blocks, of data to be processed
(see 7.2.7.2) in the segment. A value of zero shall not be considered as an error. No data shall be processed, but
any residual destination data retained from a previous segment shall be written if possible to the destination in
whole-block transfers. A value of zero shall not modify the handling of residual data.

The BLOCK DEVICE LOGICAL BLOCK ADDRESS field specifies the starting logical block address on the block device for

this seg

ment.
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tream device to a block device. Two DESCRIPTOR TYPE CODE values use the segment descr
N table 31 and described in this subclause.

Criptor type code 01h (stream—block) or descriptor type code 0OCh (streamblock+applicatior
hnager shall copy the data from the source stream device identified/by the SOURCE TARGET

bld to the destination block device identified by the DESTINATION TARGET DESCRIPTOR INDEX fig
Jata starting at the current position of the stream device. The data'shall be written to logical bld
cation identified by the BLOCK DEVICE LOGICAL BLOCK ADDRESS {field and continuing for the numh
i in the BLOCK DEVICE NUMBER OF BLOCKS field.

criptor type code OCh (stream—block+application client), the copy manager also shall hold a
ed data for delivery to the application client upof® completion of the EXTENDED COPY ¢
e to a RECEIVE COPY RESULTS command withh\RECEIVE DATA service action as describe

E COPY RESULTS command with OPERATING PARAMETERS service action (see 7.14.4).
r supports the OCh descriptor type code it-also shall support the RECEIVE COPY RESULT
CEIVE DATA service action.

bit is described in 7.2.7.2.

CRIPTOR LENGTH field shalkeentain 20 (0014h). The SOURCE TARGET DESCRIPTOR INDEX and
DESCRIPTOR INDEX fields are described in 7.2.7.1.

EAM DEVICE TRANSFER LENGTH field specifies the amount of data to be read from the source st
read operation{ See 7.2.6.8 for a description of how data in the STREAM DEVICE TRANSFER LE
ment descriptot-interacts with data in the STREAM BLOCK LENGTH field in the device type sp
or parameters for the sequential-access device type.

CK DEVICE NUMBER OF BLOCKS field specifies the number blocks to be written by the segment,
icaltes’that no blocks shall be written in this segment. This shall not be considered as an error.

ment descriptor format shown in table 31 (see 7.2.7.3) also is used by the copy operations that move data

iptor format

client), the
DESCRIPTOR
d using the
cks starting
er of blocks

copy of the
ommand in
din 7.14.3.
lata for the

If the copy
5 command

DESTINATION

IlLeam device

GTH field in
bcific target

A value of

The BLOCK DEVICE LOGICAL BLOCK ADDRESS field specifies the starting logical block address on the block device for

this seg

ment.
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The segment descriptor format shown in table 32 is used by the copy operations that move data from a block

device t

o a block device.

Table 32 — Block device to block device segment descriptor

Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (02h or ODh)
1 Reserved | DC | CAT
2 (MSB)
DESCRIPTOR LENGTH (0018h)
3 (LSB)
4 (MSB)
SOURCE TARGET DESCRIPTOR INDEX
5 (LSB)
6 (MSB)
DESTINATION TARGET DESCRIPTOR INDEX
7 (LSB)
8 Reserved
9 Reserved
10 (MSB)
BLOCK DEVICE NUMBER' OF BLOCKS
11 (LSB)
12 (MSB)
SOURCE BLOCK DEVICE LOGICAL BLOCK ADDRESS
19 (LSB)
20 (MSB)
DESTNATION BLOCK DEVICE LOGICAL BLOCK ADDRESS
27 (LSB)
The DE$CRIPTOR TYPE CODE field is described-in 7.2.5 and 7.2.7.1. Two DESCRIPTOR TYPE CODE valties use the

segmen

For des
managse
tothed
starting
written
field.

If the D
equal to
of the B

t descriptor format shown in table-32 and described in this subclause.

r shall copy the data from the source block device identified by the SOURCE TARGET DESCRIPTO
bstination block device identified by the DESTINATION TARGET DESCRIPTOR INDEX field using the Io
at the location identified by the SOURCE BLOCK DEVICE LOGICAL BLOCK ADDRESS field. The d
o logical blocks starting at the location identified by the DESTINATION BLOCK DEVICE LOGICAL BLO|

Criptor type code 02h (block=$block) or descriptor type code 0Dh (block—block+application clieft), the copy

R INDEX field
gical blocks
ata shall be
CK ADDRESS

bit equals zero, as many blocks shall be read as necessary to process (see 7.2.7.2) a num

ber of bytes

the contents of the DISK BLOCK LENGTH field in the target descriptor for the source device times {the contents
OCK'DEVICE NUMBER OF BLOCKS field, and as many writes as possible shall be performed using ainy residual

destinafion data from the previous segment and the data processed in this segment. If the DC bit equils one, the

number of blocks specified by the BLOCK DEVICE NUMBER OF BLOCKS field shall be written to the destination block
device, as many bytes shall be processed as necessary for these writes to be performed, and as many blocks shall

be read

as necessary to supply the data to be processed.

For descriptor type code 0Dh (block—block+application client), the copy manager also shall hold a copy of the
processed data for delivery to the application client upon completion of the EXTENDED COPY command in
response to a RECEIVE COPY RESULTS command with RECEIVE DATA service action as described in 7.14.3.
The minimum amount of held data supported by the copy manager is returned in the response data for the
RECEIVE COPY RESULTS command with OPERATING PARAMETERS service action (see 7.14.4). If the copy
manager supports the ODh descriptor type code it also shall support the RECEIVE COPY RESULTS command
with RECEIVE DATA service action.

The cAT bit is described in 7.2.7.2.
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The destination count (DC) bit indicates whether the BLOCK DEVICE NUMBER OF BLOCKS field refers to the source or
destination device. A Dc bit of zero indicates that the BLOCK DEVICE NUMBER OF BLOCKS field refers to the source
device. A Dc bit of one indicates that the BLOCK DEVICE NUMBER OF BLOCKS field refers to the destination device.

The DESCRIPTOR LENGTH field shall contain 24 (0018h). The SOURCE TARGET DESCRIPTOR INDEX and DESTINATION
TARGET DESCRIPTOR INDEX fields are described in 7.2.7.1.

The BLOCK DEVICE NUMBER OF BLOCKS field specifies the number of blocks to be processed (if DC is set to zero) or to
be written to the destination device (if DC is set to one). A value of zero shall not be considered as an error. If the
DC bit equals one, a value of zero indicates that no destination blocks shall be written and the only processing to be
performed is that any residual source or destination data from the previous segment shall be handled as residual
data as described in 7.2.7.2. If the DC bit equals zero, a value of zero indicates that no source blocks shall be read

and no source data shall be processed, but any residual destination data from a previous segment shgll be written
if possible to the destination in whole-block transfers, and any residual data shall be handled.as described in
7.2.7.2.
The SOYRCE BLOCK DEVICE LOGICAL BLOCK ADDRESS field specifies the logical block address,from which|the reading
of data ghall start.
The DEYTINATION BLOCK DEVICE LOGICAL BLOCK ADDRESS field specifies the logical block address to which the writing
of data shall begin.
7.2.7.6 Btream device to stream device operations
The segment descriptor format shown in table 33 is used by the ecopy operations that move data from a stream
device tp a stream device.
Table 33 — Stream device to streanihdevice segment descriptor
Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (03h or OEh)
1 Reserved CAT
2 (MSB)
DESCRIPTOR LENGTH (0010h)
3 (LSB)
4 (MSB)
SOURCE TARGET DESCRIPTOR INDEX
5 (LSB)
6 (MSB)
DESTINATION TARGET DESCRIPTOR INDEX
7 (LSB)
8 Reserved
9 (MSB)
10 SOURCE STREAM DEVICE TRANSFER LENGTH
11 (LSB)
12 Reserved
13 (MSB)
14 DESTINATION STREAM DEVICE TRANSFER LENGTH
15 (LSB)
16 (MSB)
BYTE COUNT
19 (LSB)

The DESCRIPTOR TYPE CODE field is described in 7.2.5 and 7.2.7.1. Two DESCRIPTOR TYPE CODE Vvalues use the
segment descriptor format shown in table 33 and described in this subclause.
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For descriptor type code 03h (stream—stream) or descriptor type code OEh (stream—stream-+application client),
the copy manager shall copy the data from the source stream device identified by the SOURCE TARGET DESCRIPTOR
INDEX field to the destination stream device identified by the DESTINATION TARGET DESCRIPTOR INDEX field. Data
shall be read from the source stream device starting at the current position of the source stream device. Data shall
be written to the destination stream device starting at the current position of the destination stream device. The
BYTE COUNT field defines the number of bytes to be processed (see 7.2.7.2) by the copy manager. The copy
manager shall perform read operations as necessary to supply the source data, and as many write operations as
possible using the destination data.

For descriptor type code OEh (stream—stream-+application client), the copy manager also shall hold a copy of the
processed data for delivery to the application client upon completion of the EXTENDED COPY command in
response to a RECEIVE COPY RESULTS command with RECEIVE DATA service action as described in 7.14.3.
The mifimum amount of held data supported by the copy manager is returned in the response.glata for the
RECEIVE COPY RESULTS command with OPERATING PARAMETERS service action (see 7.14.4).| If the copy
managgr supports the OEh descriptor type code it also shall support the RECEIVE COPY RESULT$ command
with RE[CEIVE DATA service action.

The cAT bit is described in 7.2.7.2.

The DE$CRIPTOR LENGTH field shall contain 16 (0010h). The SOURCE TARGET DESCRIPTOR INDEX and DESTINATION
TARGET [DESCRIPTOR INDEX fields are described in 7.2.7.1.

The SOYRCE STREAM DEVICE TRANSFER LENGTH field specifies the amount-ef,data to be read from the soprce stream
device gn each read operation. See 7.2.6.8 for a description of how data‘in the SOURCE STREAM DEVIQE TRANSFER
LENGTH(field in the segment descriptor interacts with data in the STREAM BLOCK LENGTH field in the pevice type
specific|target descriptor parameters for the source sequential-gccess device type.

The DEYTINATION STREAM DEVICE TRANSFER LENGTH field speCifies the amount of data to be written to thg destination
stream @levice on each write operation. See 7.2.6.8 for a:description of how data in the DESTINATION STREAM DEVICE
TRANSFER LENGTH field in the segment descriptor interacts with data in the STREAM BLOCK LENGTH field in the device
type spécific target descriptor parameters for the destination sequential-access device type.

The BYTE COUNT field specifies the number of bytes that shall be processed for this segment descriptor} A value of
zero shall not be considered as an error, and'shall specify that no source blocks shall be read and no source data
shall bg processed. However, a value afyzero shall specify that any residual destination data from a previous
segmerjt shall be written if possible to_the destination in whole-block transfers, and any residual data shall be
handled as described in 7.2.7.2.
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7.2.7.7 Inline data to stream device operation

The segment descriptor format shown in table 34 instructs the copy manager to write inline data from the
EXTENDED COPY parameter list to a stream device.

Table 34 — Inline data to stream device segment descriptor

Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (04h)
1 Reserved | CAT
2 MSB
( ) DESCRIPTOR LENGTH (0010h)
3 (LSB)
4 Reserved
5 Reserved
6 MSB
( ) DESTINATION TARGET DESCRIPTOR INDEX
7 (LSB)
8 Reserved
9 (MSB)
10 STREAM DEVICE TRANSFER LENGTH
11 (LSB)
12 MSB
( ) INLINE DATA OFFSET
15 (LSB)
16 MSB
( ) INLINE’DATA NUMBER OF BYTES
19 (LSB)

The DE$CRIPTOR TYPE CODE field is describe@'in 7.2.5 and 7.2.7.1. Descriptor type code 04h (inline—stream)
instruct$ the copy manager to write inline data from the EXTENDED COPY parameter list to a stream glevice. The
inline data shall be read from the optionalvinline data at the end of the EXTENDED COPY parameter ligt. The data
shall bg written to the destination:stream device identified by the DESTINATION TARGET DESCRIPTOR INDEX field
starting| at the current position of the stream device. Any residual destination data from a previolis segment
descripfor shall be written before the data of the current segment descriptor. Any residual source gdata from a
previou$ segment descriptorishall not be processed (see 7.2.7.2), and shall be handled as residual solirce data.

The cAT bit is described in 7.2.7.2.

The DESCRIPTOR LENGTH field shall contain 16 (0010h). The DESTINATION TARGET DESCRIPTOR INDEX field is
described in 752:7.1.

The STREAM DEVICE TRANSFER LENGTH field specifies the amount of data to be written to the stream device on each
write operation. See 7.2.6.8 for a description of how data in the STREAM DEVICE TRANSFER LENGTH field in the
segment descriptor interacts with data in the STREAM BLOCK LENGTH field in the device type specific target
descriptor parameters for the destination sequential-access device type.

The value in the INLINE DATA OFFSET field is added to the location of the first byte of inline data in the EXTENDED
COPY parameter list (see table 15) to locate the first byte of inline data to be written to the stream device. The
INLINE DATA OFFSET value shall be a multiple of 4.

The INLINE DATA NUMBER OF BYTES field specifies the number of bytes of inline data that are to be transferred to the
stream device. A value of zero shall not be considered an error.

If the sum of the INLINE DATA OFFSET and the INLINE DATA NUMBER OF BYTES values exceeds the value in the INLINE
DATA LENGTH field (see table 15), the copy manager shall terminate the command with a CHECK CONDITION
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status. The sense key shall be set to COPY ABORTED and the additional sense code shall be set to INLINE DATA
LENGTH EXCEEDED.
7.2.7.8 Embedded data to stream device operation

The segment descriptor format shown in table 35 instructs the copy manager to write embedded data from the
segment descriptor to a stream device.

Table 35 — Embedded data to stream device segment descriptor

Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (05h)
1 Reserved CAT
2 (MSB)
DESCRIPTOR LENGTH (n-4)
3 (LSB)
4 Reserved
5 Reserved
6 (MSB)
DESTINATION TARGET DESCRIPTOR INDEX
7 (LSB)
8 Reserved
9 (MSB)
10 STREAM DEVAEE) TRANSFER LENGTH
11 (LSB)
12 (MSB)
EMBEDDED DATA NUMBER OF BYTES
13 (LSB)
14
Reserved
15
16
EMBEDDED DATA
n
The DEYCRIPTOR TYPE CODEield is described in 7.2.5 and 7.2.7.1. Descriptor type code 05h (embedd¢d—stream)
instructs the copy manager to write embedded data from the segment descriptor to a stream dgvice. The
embedded data shallsbe-read from the segment descriptor. The data shall be written to the destingtion stream
device identified bysthe DESTINATION TARGET DESCRIPTOR INDEX field starting at the current position of the stream
device. | Any residual destination data from a previous segment descriptor shall be written before thg data of the
current segmeptidescriptor. Any residual source data from a previous segment descriptor shall not bg¢ processed
(see 7.4.7,2),.and shall be handled as residual source data.

The cAT bit is described in 7.2.7.2.

The DESCRIPTOR LENGTH field shall contain the length in bytes of the fields that follow the DESCRIPTOR LENGTH field,
including the embedded data. The value in the DESCRIPTOR LENGTH field shall be a multiple of 4.

The DESTINATION TARGET DESCRIPTOR INDEX field is described in 7.2.7.1.

The STREAM DEVICE TRANSFER LENGTH field specifies the amount of data to be written to the stream device on each
write operation. See 7.2.6.8 for a description of how data in the STREAM DEVICE TRANSFER LENGTH field in the
segment descriptor interacts with data in the STREAM BLOCK LENGTH field in the device type specific target
descriptor parameters for the destination sequential-access device type.
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The EMBEDDED DATA NUMBER OF BYTES field specifies the number of bytes of embedded data that are to be trans-
ferred to the stream device. A value of zero shall not be considered an error. The EMBEDDED DATA NUMBER OF
BYTES value shall be less than or equal to the DESCRIPTOR LENGTH value minus 12.

7.2.7.9 Stream device to discard operation

The segment descriptor format shown in table 36 instructs the copy manager to read data from a stream device
and not copy it to any destination device.

Table 36 — Stream device to discard segment descriptor

Bit 7 5 5 4 3 2 1 0
Byte
0 DESCRIPTOR TYPE CODE (06h or OFh)
1 Reserved CAT
2 (MSB)
DESCRIPTOR LENGTH (000Ch)
3 (LSB)
4 (MSB)
SOURCE TARGET DESCRIPTOR INDEX
5 (LSB)
6 Reserved
7 Reserved
8 Reserved
9 (MSB)
10 STREAM DEVACE TRANSFER LENGTH
11 (LSB)
12 (MSB)
NUMBER OF BYTES
15 (LSB)
The DE$CRIPTOR TYPE CODE field is desgribed in 7.2.5 and 7.2.7.1. Two DESCRIPTOR TYPE CODE valyies use the
segment descriptor format shown in table’36 and described in this subclause.
For desgriptor type code 06h (stream—discard) or descriptor type code OFh (stream—discard+application client),
the copy manager shall readtdata as necessary from the source stream device identified by the SOURCE TARGET
DESCRIATOR INDEX field starting at the current position of the source stream device. The number of bytes indicated
by the NUMBER OF BYTES field shall be removed from the source data, starting with any residual sourde data from
the preyious segment:
For desgriptor type code 06h (stream—discard) the removed data shall be discarded and not written tpo any desti-
nation device. \For descriptor type code OFh (stream—discard+application client) the removed data shall be held
for deliyery to the application client upon completion of the EXTENDED COPY command in regponse to a
RECEINEXCOPY RESUITS command with RECFIVE DATA service action as described in 714 3 The minimum

amount of held data supported by the copy manager is returned in the response data for the RECEIVE COPY
RESULTS command with OPERATING PARAMETERS service action (see 7.14.4). If the copy manager supports
the OFh (stream—discard+application client) descriptor type code it also shall support the RECEIVE COPY
RESULTS command with RECEIVE DATA service action.

The cAT bit is described in 7.2.7.2.

The DESCRIPTOR LENGTH field shall contain 12 (000Ch). The DESTINATION TARGET DESCRIPTOR INDEX field is
described in 7.2.7.1.

The SOURCE STREAM DEVICE TRANSFER LENGTH field specifies the amount of data to be read from the source stream
device on each read operation. See 7.2.6.8 for a description of how data in the SOURCE STREAM DEVICE TRANSFER
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LENGTH field in the segment descriptor interacts with data in the STREAM BLOCK LENGTH field in the device type

specific

target descriptor parameters for the source sequential-access device type.

The NUMBER OF BYTES field specifies the number of bytes to be removed from the source data.

7.2.7.10 Verify device operation
The segment descriptor format shown in table 37 instructs the copy manager to verify the accessibility of a SCSI
device.
Table 37 — Verify device operation segment descriptor
Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (07h)
1 Reserved
2 (MSB)
DESCRIPTOR LENGTH (0008h)
3 (LSB)
4 (MSB)
SOURCE TARGET DESCRIPTOR INDEX
5 (LSB)
6
Reserved
7
8 Reserved | TUR
9
Reserved
11
The DE$CRIPTOR TYPE CODE field is described in %:2.5 and 7.2.7.1. Descriptor type code 07h instrugts the copy
managgr to verify the accessibility of the deviceidentified by the SOURCE TARGET DESCRIPTOR INDEX field.
The DEYCRIPTOR LENGTH field shall contain, 8 (0008h). The SOURCE TARGET DESCRIPTOR INDEX field is ¢lescribed in
7.2.7.1.
Support for a value of one in the(Tyr (Test Unit Ready) bit is optional. If a TUR value of one is suppojted and the

TUR bit
the dey|
comma
and the
shall be

disturbing establisShed unit attention or ACA conditions, for example, using the INQUIRY command (se

ce. If a TUR valuelofione is not supported and the TurR bit contains one, then the EXTEN
nd shall be terminated with a CHECK CONDITION status. The sense key shall be set to COPY
additional sensecode shall be set to INVALID FIELD IN PARAMETER LIST. The SENSE-KEY S
set as desgribed in 7.2.3. If the TUR bit contains zero, then the accessibility should be veri

tontains one, then a TEST UNIT READY command (see 7.25) shall be used to determine the feadiness of

DED COPY
ABORTED
PECIFIC field
fied without
e 7.3).
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7.2.7.11 Block device with offset to stream device operation

The segment descriptor format shown in table 38 is used to instruct the copy manager to move data from a block
device with a byte offset to a stream device or vice versa.

Table 38 — Block device with offset to or from stream device segment descriptor

Bit
Byte 7 6 4 3 2 0
0 DESCRIPTOR TYPE CODE (08h or 09h)
1 Reserved CAT
2 (MSB)
DESCRIPTOR LENGTH (0018h)
3 (LSB)
4 (MSB)
SOURCE TARGET DESCRIPTOR INDEX
5 (LSB)
6 (MSB)
DESTINATION TARGET DESCRIPTOR INDEX
7 (LSB)
8 Reserved
9 (MSB)
10 STREAM DEVICE TRANSEER LENGTH
11 (LSB)
12 (MSB)
NUMBER OF BYTES
15 (LSB)
16 (MSB)
BLOCK DEVICE LOGICAL BLOCK ADDRESS
23 (LSB)
24 Reserved
25 Reserved
26 (MSB)
BLOCK DEVICE BYTE OFFSET
27 (LSB)
The DESCRIPTOR TYPE CODE<field is described in 7.2.5 and 7.2.7.1. Descriptor type code 08h (block<g>—>stream)
instructs the copy manager to copy the data from the source block device identified by the SOURCE TARGET
DESCRIATOR INDEX field to’/the destination stream device identified by the DESTINATION TARGET DESCR|PTOR INDEX
field usipg data starting at the location identified by the BLOCK DEVICE BYTE OFFSET field in the logical blogk identified
by the §LOCK DEWICE LOGICAL BLOCK ADDRESS field and continuing for the number of bytes specified in the NUMBER

OF BYTH|

The cAT

bitlis described in 7.2.7.2.

S field.—The data shall be written to the stream device starting at the current position of the me

Hia.

The DESCRIPTOR LENGTH field shall contain 24 (0018h). The SOURCE TARGET DESCRIPTOR INDEX and DESTINATION
TARGET DESCRIPTOR INDEX fields are described in 7.2.7.1.

The STREAM DEVICE TRANSFER LENGTH field specifies the amount of data to be written on each write operation to the
stream device. See 7.2.6.8 for a description of how data in the STREAM DEVICE TRANSFER LENGTH field in the
segment descriptor interacts with data in the STREAM BLOCK LENGTH field in the device type specific target
descriptor parameters for the sequential-access device type.

The NUMBER OF BYTES field specifies the number bytes to be read. A value of zero indicates that no bytes shall be
transferred in this segment. This shall not be considered as an error.
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The BLOCK DEVICE LOGICAL BLOCK ADDRESS field specifies the starting logical block address on the source block
device for this segment.

The BLOCK DEVICE BYTE OFFSET field specifies the offset into the first source block at which to begin reading bytes.

7.2.7.12 Stream device to block device with offset operation

The segment descriptor format shown in table 38 (see 7.2.7.11) also is used to instruct the copy manager to move
data from a stream device to a block device with a byte offset.

The DESCRIPTOR TYPE CODE field is described in 7.2.5 and 7.2.7.1. Descriptor type code 09h (stream—block<o>)
instructs the copy manager to copy the data from the source stream device identified by the SOURCE TARGET

DESCRIA
using th
location
BLOCK A

The cor
content
implem
required

The cAT

The DES
TARGET

The STR
stream
segmer
descript

The NUNBER OF BYTES field specifies the numberbytes to be read. A value of zero indicates that no by

transfer

The BLQ
device fi

The BLAQ

destinafjon block device.

TOR INDEX field to the destination block device identified by the DESTINATION TARGET DESCRIPT,Q
e stream data starting at the current position of the stream device. The data shall be written)st
identified by the BLOCK DEVICE BYTE OFFSET field in the logical block identified by the BLOCK DEV
DDRESS field and continuing for the number of bytes specified in the NUMBER OF BYTES|field.

tent of the starting logical block on the destination device before the starting offset shall be pre

ent this operation by reading the starting and ending logical blocks, modifying a portion of th
, and writing the full blocks to the destination device.

bit is described in 7.2.7.2.

CRIPTOR LENGTH field shall contain 24 (0018h). The SOURCENTARGET DESCRIPTOR INDEX and
DESCRIPTOR INDEX fields are described in 7.2.7.1.

EAM DEVICE TRANSFER LENGTH field specifies the amoQunt of data to be written on each write ope
device. See 7.2.6.8 for a description of how data in the STREAM DEVICE TRANSFER LENGTH
t descriptor interacts with data in the STREAMWBLOCK LENGTH field in the device type spq
or parameters for the sequential-access deviee type.

red in this segment. This shall not be'considered as an error.

CK DEVICE LOGICAL BLOCK ADDRESS field specifies the starting logical block address on the desti
pr this segment.

CK DEVICE BYTE OFFSET field is the offset into the first destination block at which to begin writing

R INDEX field
arting at the
ICE LOGICAL

served. The

on the ending logical block beyond the end of the transfer shall be presefved. The copy manager may

e blocks as

DESTINATION

ration to the
field in the
cific target

tes shall be

hation block

data to the
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7.2.7.13 Block device with offset to block device with offset operation

The segment descriptor format shown in table 39 instructs the copy manager to move data from a block device with

a byte offset to a block device with a byte offset.

Table 39 — Block device with offset to block device with offset segment descriptor

Bit
Byte 7 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (OAh)
1 Reserved | CAT
2 (MSB)
DESCRIPTOR LENGTH (001Ch)
3 (LSB)
4 (MSB)
SOURCE TARGET DESCRIPTOR INDEX
5 (LSB)
6 (MSB)
DESTINATION TARGET DESCRIPTOR INDEX
7 (LSB)
8 (MSB)
NUMBER OF BYTES
11 (LSB)
12 (MSB)
SOURCE BLOCK DEVICE LOGICAL BLOCK ADDRESS
19 (LSB)
20 (MSB)
DESTINATION BLOCK DEVICE LOGICAL BLOCK ADDRESS
27 (LSB)
28 (MSB)
SQURCE BLOCK DEVICE BYTE OFFSET
29 (LSB)
30 (MSB)
DESTINATION BLOCK DEVICE BYTE OFFSET
31 (LSB)
The DHSCRIPTOR TYPE CODE fiefd is described in 7.2.5 and 7.2.7.1. Descriptor type fode OAh
(block<p>—block<o>) instructs thie,copy manager to copy the data from the source block device identified by the
SOURCH TARGET DESCRIPTOR INDEX field to the destination block device identified by the DESTINATION TARGET
DESCRIATOR INDEX field using:data starting at the location identified by the source BLOCK DEVICE BYTE OAFSET field in
the logigal block identified by the SOURCE BLOCK DEVICE LOGICAL BLOCK ADDRESS field and continuing for|the number
of byted specified in the'"NUMBER OF BYTES field. The data shall be written starting at the location identified by the
DESTINATION BLOCK,BEVICE BYTE OFFSET field in the logical block identified by the DESTINATION BLPCK DEVICE
LOGICAL| BLOCK ADDRESS field.
The corftent'af/the starting logical block on the destination device before the starting offset shall be pregserved. The

content

onthe ending logical block beyond the end of the transfer shall be preserved. The copy manager may

implement this operation by reading the starting and ending logical blocks, modifying a portion of the blocks as
required, and writing the full blocks to the destination device.

The cAT bit is described in 7.2.7.2.

The DESCRIPTOR LENGTH field shall contain 28 (001Ch). The SOURCE TARGET DESCRIPTOR INDEX and DESTINATION
TARGET DESCRIPTOR INDEX fields are described in 7.2.7.1.

The NUMBER OF BYTES field specifies the number bytes to be read. A value of zero indicates that no bytes shall be
transferred in this segment. This shall not be considered as an error.

The SOURCE BLOCK DEVICE LOGICAL BLOCK ADDRESS field specifies the starting address on the source block device
for this segment.
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The DESTINATION BLOCK DEVICE LOGICAL BLOCK ADDRESS field specifies the starting logical block address on the
destination block device for this segment.

The SOURCE BLOCK DEVICE BYTE OFFSET field specifies the offset into the first source block at which to begin reading
bytes.

The DESTINATION BLOCK DEVICE BYTE OFFSET field is the offset into the first destination block at which to begin
writing data to the destination block device.

7.2.7.14 Write filemarks operation

The segment descriptor format shown in table 40 instructs the copy manager to write filemarks or setmarks on the
destinatjon tape device.

Table 40 — Write filemarks operation segment descriptor

Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (10h)
1 Reserved
2 MSB
( ) DESCRIPTOR LENGTH (0008h)
3 (LSB)
4 Reserved
5 Reserved
6 MSB
( ) DESTINATION: TARGET DESCRIPTOR INDEX
7 (LSB)
8 Reserved WSMK | Reserved
9 (MSB)
10 TRANSFER LENGTH
11 (LSB)

The DE$CRIPTOR TYPE CODE field.issdescribed in 7.2.5 and 7.2.7.1. Descriptor type code 10h (filemark—tape)
instruct$ the copy manager to write filemarks or setmarks to the destination tape device identified by the DESTI-
NATION TARGET DESCRIPTOR INDEX field starting at the current position of the tape device. If the PERIPHERAL DEVICE
TYPE figld in the target descriptor identified by the DESTINATION TARGET DESCRIPTOR INDEX field does|not contain
01h, thg copy manager shall terminate the command with a CHECK CONDITION status. The sense key shall be
set to §OPY ABORTED and the additional sense code shall be set to INVALID OPERATION FOR COPY
SOUR(E OR DESFINATION.

The DEBCRIPTOR LENGTH field shall contain 8 (0008h). The DESTINATION TARGET DESCRIPTOR INDEX field is
describgddn 7.2.7.1.

If the write setmark (WSMK) bit is one, the TRANSFER LENGTH field specifies the number of setmarks to be written. If
the WSMK bit is zero, the TRANSFER LENGTH field specifies the number of filemarks to be written.
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7.2.7.15 Space operation

The segment descriptor format shown in table 41 instructs the copy manager to send a SPACE command (see

SSC) to the destination tape device.
Table 41 — Space operation segment descriptor
Bit
Byte 7 6 5 4 3 1 0

0 DESCRIPTOR TYPE CODE (11h)

1 Reserved

2 (MSB)

DESCRIPTOR LENGTH (0008h)

3 (LSB)

4 Reserved

5 Reserved

6 (MSB)

DESTINATION TARGET DESCRIPTOR INDEX

7 (LSB)

8 Reserved CODE

9 (MSB)

10 COUNT

11 (LSB)
The DE$CRIPTOR TYPE CODE field is described in 7.2.5 afd 7.2.7.1. Descriptor type code 11h (space—tape)
instructg the copy manager to send a SPACE command to.the destination tape device identified by the PESTINATION
TARGET [DESCRIPTOR INDEX field. If the PERIPHERAL DEVIEE TYPE field in the target descriptor identified by the DESTI-
NATION TARGET DESCRIPTOR INDEX field does not coptain 01h, the copy manager shall terminate the cojmmand with
a CHECK CONDITION status. The sense key shall be set to COPY ABORTED and the additional sense code
shall be|set to INVALID OPERATION FOR COPY SOURCE OR DESTINATION.
The DEBCRIPTOR LENGTH field shall contain 8 (0008h). The DESTINATION TARGET DESCRIPTOR INDEX field is
describgd in 7.2.7.1.
The cobe and coOuNT fields contents in the SPACE command sent to the destination tape device shall be copied
from the¢ cobDe and couNT fields'in the segment descriptor. All other fields in the SPACE command sent to the

destination tape device thataffect the positioning of the tape shall be set to zero.
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7.2.7.16 Locate operation

The segment descriptor format shown in table 42 instructs the copy manager to send a LOCATE command (see

SSC) to the destination tape device.
Table 42 — Locate operation segment descriptor
Bit
Byte 7 6 5 4 3 2 1 0
0 DESCRIPTOR TYPE CODE (12h)
1 Reserved
2 (MSB)
DESCRIPTOR LENGTH (0008h)
3 (LSB)
4 Reserved
5 Reserved
6 (MSB)
DESTINATION TARGET DESCRIPTOR INDEX
7 (LSB)
8 (MSB)
BLOCK ADDRESS
11 (LSB)
The DE$CRIPTOR TYPE CODE field is described in 7.2.5 and 7.2.7:1." Descriptor type code 12h (lo¢ate—tape)

instruct
NATION 1
DESTINA|
witha g
shall be

The DE
describg

The BLA
from the

nation tqpe device that affect the positioning of the tape shall be set to zero.

NOTE 9
addressd

5 the copy manager to send a LOCATE command to the destination tape device identified by the DESTI-
[ARGET DESCRIPTOR INDEX field. If the PERIPHERAL DEVICE TYPE field in the target descriptor idenftified by the
TION TARGET DESCRIPTOR INDEX field does not contain O1h, the copy manager shall terminate the command
HECK CONDITION status. The sense key shall be set to COPY ABORTED and the additional|sense code
set to INVALID OPERATION FOR COPY SOURCE OR DESTINATION.

SCRIPTOR LENGTH field shall contain 8 (0008h). The DESTINATION TARGET DESCRIPTOR INDEX field is
bd in 7.2.7.1.

CK ADDRESS field contents in the\LOCATE command sent to the destination tape device shall be copied
BLOCK ADDRESS field in the segment descriptor. All other fields in the LOCATE command sent o the desti-

The restrictions described above for the LOCATE command limit the operation to locating SCSI Jogical block
s in the current tape partition.
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7.2.7.17 Tape device image copy operation

The segment descriptor format shown in table 43 instructs the copy manager to perform an image copy from the
source tape device to the destination tape device.

Table 43 — Tape device image copy segment descriptor

Bit
Byte

4 3

DESCRIPTOR TYPE CODE (13h)

Reserved

(MSB)

DESCRIPTOR LENGTH (0008h)

(LSB)

(MSB)

SOURCE TARGET DESCRIPTOR INDEX

(LSB)

(MSB)

DESTINATION TARGET DESCRIPTOR INDEX

(LSB)

O INOO|O |~ W |IN|PF

(MSB)

=
=

COUNT

(LSB)

The DE{
instruct:
TARGET
INDEX fi
by the g
01h, thq
set to (
SOUR(

The DE{
TARGET

The tap

a)
b)

<)
d)

CRIPTOR TYPE CODE field is described in 7.2.5 and 7.2.7.1% Descriptor type code 13h (<i>tap
5 the copy manager to create a compatible image of the seurce device medium identified by
DESCRIPTOR INDEX field on the destination device medijum identified by the DESTINATION TARGET
ld beginning at their current positions. If the PERIPHERAL DEVICE TYPE field in the target descript
OURCE TARGET DESCRIPTOR INDEX field or the DESTINATION TARGET DESCRIPTOR INDEX field doeg
copy manager shall terminate the command with a CHECK CONDITION status. The sense
OPY ABORTED and the additional sense”code shall be set to INVALID OPERATION K
E OR DESTINATION.

CRIPTOR LENGTH field shall contain-8°(0008h). The SOURCE TARGET DESCRIPTOR INDEX and I
DESCRIPTOR INDEX fields are described in 7.2.7.1.

b image copy operation terminates when:

the source device enceunters an end-of-partition as defined by the source device;
the source device(encounters an end-of-data as defined by the source device (i.e., BLANK CH
key);
the copy manager has copied the number of consecutive filemarks specified in the count fig
source deviCe to the destination device; or

the copy-manager has copied the number of consecutive filemarks and/or setmarks specified
fieldfrom the source device to the destination device, if the RSMK bit in the device configuratio
SSC) of the source device is on.

p—><i>tape)
the SOURCE
DESCRIPTOR
or identified
not contain
key shall be
FOR COPY

ESTINATION

ECK sense
eld from the

in the count
h page (see

A couNT field of zero indicates that the EXTENDED COPY command shall not terminate due to any number of
consecutive filemarks or setmarks. Other error or exception conditions (e.g., early-warning, end-of-partition on
destination device) may cause the EXTENDED COPY command to terminate prior to completion. In such cases, it
is not possible to calculate a residue, so the information field in the sense data shall be set to zero.
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Register key operation

The segment descriptor format shown in table 44 instructs the copy manager to register a persistent reservations

key (see 5.5.3.4) with the device identified by the DESTINATION TARGET DESCRIPTOR INDEX field.

Table 44 — Register key segment descriptor

Bit
Byte 7 6 5 4 3 2 0
0 DESCRIPTOR TYPE CODE (14h)
1 Reserved
2 (MSB)
DESCRIPTOR LENGTH (0018h)
3 (LSB)
4 Reserved
5 Reserved
6 (MSB)
DESTINATION TARGET DESCRIPTOR INDEX
7 (LSB)
8 (MSB)
RESERVATION KEY
15 (LSB)
16 (MSB)
SERVICE ACTION RESERVATION KEY
23 (LSB)
24
Reserved
27
The DE$CRIPTOR TYPE CODE field is described in 7,25 and 7.2.7.1. Descriptor type code 14h instrugts the copy
managdqr to register a persistent reservations key with the device identified by the DESTINATION TARGET PESCRIPTOR
INDEX figld using a PERSISTENT RESERVE OUT command with a REGISTER service action (see 7.1{1.2).
The DESCRIPTOR LENGTH field shall contain 24 (0018h). The DESTINATION TARGET DESCRIPTOR INDEX field is
describged in 7.2.7.1.
The RE$ERVATION KEY and SERVICE ACTION RESERVATION KEY field contents in the PERSISTENT RESERVE OUT
command sent to the destination device shall be copied from the RESERVATION KEY and SERVICE ACTION RESER-

VATION

NOTE 10
manager

EY fields in the segment descriptor.

The initiator 'sending the EXTENDED COPY command may need to remove the reservation key held by the copy

as described.n 5.5.3.6 prior to sending the EXTENDED COPY command.
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7.3 INQUIRY command

7.3.11IN

QUIRY command introduction

The INQUIRY command (see table 45) requests that information regarding parameters of the target and a
component logical unit be sent to the application client. Options allow the application client to request additional
information about the target and logical unit (see 7.3.4) or information about SCSI commands supported by the
device server (see 7.3.5).

Table 45 — INQUIRY command

Bit 7 §) 5 Z 3 Z T 0
Byte

0 OPERATION CODE (12h)
1 Reserved CmMDDT EVPD
2 PAGE OR OPERATION CODE
3 Reserved
4 ALLOCATION LENGTH
5 CONTROL

An enalle vital product data (EvPD) bit of one specifies that the device-server shall return the vital groduct data

specifie

by the PAGE OR OPERATION CODE field.

A command support data (CMDDT) bit of one specifies that the{device server shall return the optiona

support
comma
key set
support

NOTE 1
REQUES
Was reseqg

If both t
the PAG
CHECK
INVALIL

If both t
key set

When th
the dev

data specified by the PAGE OR OPERATION CODE field. If the device server does not suppd

|l command
rt returning

nd data and this bit is set to one, the device server.shall return CHECK CONDITION status with the sense

to ILLEGAL REQUEST and an additional sense*code of INVALID FIELD IN CDB. Details of th
data may be found in 7.3.5.

| An application client may receive a CHECK CONDITION status response with the sense key set
5T upon sending an INQUIRY command'with the CMDDT bit set to one to some SCSI-2 device servers,
rved in SCSI-2.

ne EVPD and CMDDT bits are zero, the device server shall return the standard INQUIRY data (s
E OR OPERATION CODE field iSs not zero when both EvPD and CMDDT are zero, the device server

e command

to ILLEGAL
since this bit

e 7.3.2). If
shall return

CONDITION status,with the sense key set to ILLEGAL REQUEST and an additional sefpse code of

FIELD IN CDB.

he EVPD and GMDDT bits are one, the device server shall return CHECK CONDITION status with the sense

fo ILLEGALREQUEST and an additional sense code of INVALID FIELD IN CDB.

e EvPR-bit is one, the PAGE OR OPERATION CODE field specifies which page of vital product datal
ceserver shall return (see 8.4).

information

When the CMDDT bit is one, the PAGE OR OPERATION CODE field specifies the SCSI operation code for which device
server shall return command support data (see 7.3.5).

The INQUIRY command shall return CHECK CONDITION status only when the device server is unable to return
the requested INQUIRY data.

If an INQUIRY command is received from an initiator with a pending unit attention condition (i.e., before the device
server reports CHECK CONDITION status), the device server shall perform the INQUIRY command and shall not
clear the unit attention condition (see SAM-2).

The INQUIRY data should be returned even though the device server is not ready for other commands. To
minimize delays after a hard reset or power-up condition, the standard INQUIRY data should be available without
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incurring any media access delays. If the device server does store some of the INQUIRY data on the media, it may
return zeros or ASCII spaces (20h) in those fields until the data is available from the media.

The INQUIRY data may change as the target executes its initialization sequence. For example, the target may
contain a minimum command set in its nonvolatile memory and may load its final firmware from the media when it
becomes ready. After the target has loaded the firmware, it may support more options and therefore return
different supported options information in the INQUIRY data.

If the standard INQUIRY data changes for any reason, the device server shall generate a unit attention condition
for all initiators (see SAM-2). The device server shall set the additional sense code to INQUIRY DATA HAS
CHANGED. If INQUIRY VPD data changes for any reason, the device server may generate a unit attention
condition for all initiators (see SAM-2), setting the additional sense code to INQUIRY DATA HAS CHANGED.

NOTE 12

the devid

The INQUIRY command may be used by an application client after a hard reset or power-up copditioh
e types for system configuration.

to determine
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7.3.2 Standard INQUIRY data

-901 -

The standard INQUIRY data (see table 46) shall contain at least 36 bytes.

Table 46 — Standard INQUIRY data format

Bit
Byte 7 6 5 4 3 2 1 0
0 PERIPHERAL QUALIFIER PERIPHERAL DEVICE TYPE
1 RMB | Reserved
2 \/ERSION.
3 AERC | Obsolete | NORMACA HiISup | RESPONSE DATA FORMAT
4 ADDITIONAL LENGTH (n-4)
5 Sccs Reserved
6 BQUE ENCSERV VS MuLTIP MCHNGR Obsolete Obsolete ADDR16T
7 RELADR Obsolete | wsusl16t synct LINKED Obsolgte CMDQUE VS
8 (MSB)
VENDOR IDENTIFICATION
15 (LSB)
16 (MSB)
PRODUCT IDENTIFICATION
31 (LSB)
32 (MSB)
PRODUCT REVIS/ON LEVEL
35 (LSB)
36 Vendar.specific
55
56 Reserved CLOCKINGT QAst st
57 Reserved
58 (MSB)
VERSION DESCRIPTOR 1
59 (LSB)
72 (MSB)
VERSION DESCRIPTOR 8
73 (LSB)
74
Reserved
95
Vendor specific parameters
96 .
Vendor specific
n
Note: T The meanings of these fields are specific to SPI-3 (see 7.3.3). For protocols other than the SCSI Par-
allel Interface, these fields are reserved.
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The PERIPHERAL QUALIFIER and PERIPHERAL DEVICE TYPE fields identify the device currently connected to the logical
unit. If the target is not capable of supporting a device on this logical unit, the device server shall set this field to
7Fh (PERIPHERAL QUALIFIER set to 011b and PERIPHERAL DEVICE TYPE set to 1Fh).

The peripheral qualifier is defined in table 47 and the peripheral device type is defined in table 48.

Table 47 — Peripheral qualifier

Qualifier | Description

000b The specified peripheral device type is currently connected to this logical unit. If the
device server is unable to determine whether or not a physical device is currently con-
nected, it also shall use this peripheral qualifier when returning the INQUIRY data

This peripheral qualifier does not mean that the device is ready for access by the
initiator.
001b The device server is capable of supporting the specified peripheral device type on|this
logical unit. However, the physical device is not currently connected tog¢his’logical unit.
010b Reserved
011b The device server is not capable of supporting a physical device on this logical unit.
For this peripheral qualifier the peripheral device type shall beset to 1Fh to provide
compatibility with previous versions of SCSI. All other peripheral device type valugs
are reserved for this peripheral qualifier.
1xxb Vendor specific
Table 48 — Peripheral device\type
Code Doc. 2 | Description
00h SBC Direct-access dévice (e.g., magnetic disk)
01h SSC Sequential-aceess device (e.g., magnetic tape)
02h SSC Printer device
03h SPC-2 Processor device
04h SBC Write-once device (e.g., some optical disks)
05h MMC-2 CD-ROM device
06h SCSI-2 Scanner device
07h SBE Optical memory device (e.g., some optical disks)
08h SMC Medium changer device (e.g., jukeboxes)
09h SCSI-2 Communications device
O0Ah - 0Bh Defined by ASC IT8 (Graphic arts pre-press devices)
0oCh SCC-2 Storage array controller device (e.g., RAID)
0Dh SES Enclosure services device
OEh RBC Simplified direct-access device (e.g., magnetic disk)
OFh OCRW Optical card reader/writer device
10h Reserved
11h OosD Object-based Storage Device
12h - 1Eh Reserved
1Fh Unknown or no device type
a All standards are subject to revision, and parties to agreements based on this
standard are encouraged to investigate the possibility of applying the most recent
editions of the listed standards.
b Type code 10h is reserved for use by Bridging Expanders.

A removable medium (RMB) bit of zero indicates that the medium is not removable. A RMB bit of one indicates that
the medium is removable.


https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

14776-4

The VER

52 © ISO/IEC:2005(E) -93 -

sioN field indicates the implemented version of this standard and is defined in table 49.

Table 49 — Version

Code Description
00h The device does not claim conformance to any standard.
02h - 03h The device complies to American National Standards.
04h The device complies to this standard.
80h The device complies to ISO/IEC 9316:1995.
82h - 83h The device complies to ISO/IEC 9316:1995 and to American National Standards.
Code Description Code Description
1h Obsolete (SCSI=001b) 5h-7h Reserved
®8h - OCh Obsolete (ECMA=001b) 0Dh - 3Fh Reserved
40h - 44h Obsolete (1SO=01b) 45h - 47h Reserved
48h - 4Ch Obsolete (1ISO=01b & ECMA=001b) 4Dh - 7Fh Resetved
81h Obsolete (SCSI=001b) 85h - 87h Reserved
88h - 8Ch Obsolete (ECMA=001b) 8Dh - FFh Reserved
ISQ/IEC 9316:1995 is SCSI-2

The asy
reportin

a)

b)
Details
The No

oneint
not sup

A hieralchical support (HISUP) bit of zero indicates the target does not use the hierarchical addressi

assign
assign
commal

A RESP(
Respon
reserve

nchronous event reporting capability (AERC) bit indicates that the target supports the asynchrg
) capability as defined in SAM-2. The AERC bit is qualified bythe PERIPHERAL DEVICE TYPE field

Processor device-type definition: An AERC bit of ofe)indicates that the processor device ig
accepting asynchronous event reports. An AERG.bit of zero indicates that the processor devi
support asynchronous event reports; or

All other device-types: This bit is reserved.

bf the asynchronous event reporting support are protocol specific.
mal ACA Supported bit (NORMACA) of one indicates that the device server supports setting thg

he CONTROL byte of the CDB (see"SAM-2). A NORMACA bit of zero indicates that the device
hort setting the NACA bit to one.

LUNSs to logical units:*A HISuUP bit of one indicates the target uses the hierarchical addressi
L UNs to logical mnits. When the HISuP bit is one, the device server shall support the REP|
hd (see 7.19). When the HISuP bit is zero, the device server may support the REPORT LUNS
NSE DATAFORMAT field value of two indicates that the data shall be in the format specified in th

.

nous event
s follows:

capable of
ce does not

2 NACA bit to
server does

ng model to
hg model to
ORT LUNS
command.

is standard.

se data~format values less than two are obsolete. Response data format values greater than two are

The ADDITIONAL LENGTH field shall specify the length in bytes of the parameters. If the ALLOCATION LENGTH of the
CDB is too small to transfer all of the parameters, the ADDITIONAL LENGTH shall not be adjusted to reflect the
truncation.

An SCC Supported (sccs) bit of one indicates that the device contains an embedded storage array controller
component. See SCC-2 for details about storage array controller devices. An sccs bit of zero indicates that the
device does not contain an embedded storage array controller component.

The basic queuing (BQUE) bit shall be zero if the CMDQUE bit is one.

When the CMDQUE bit is zero, the BQUE bit shall have the following meaning. A BQUE bit of zero indicates that the
device does not support tagged tasks (command queuing) for this logical unit. A value of one indicates that the
device supports, for this logical unit, the basic task management model defined by SAM-2.
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An Enclosure Services (ENCSERV) bit of one indicates that the device contains an embedded enclosure services
component. See SES for details about enclosure services, including a device model for an embedded enclosure
services device. An ENCSERV bit of zero indicates that the device does not contain an embedded enclosure
services component.

A Multi Port (MULTIP) bit of one indicates that this is a multi-port (two or more ports) device and conforms to the
SCSI multi-port device requirements found in the applicable standards (e.g., SAM-2, a protocol standard and
possibly provisions of a command set standard). A value of zero indicates that this device has a single port and
does not implement the multi-port requirements.

A medium changer (MCHNGR) bit of one indicates that the device is associated with or attached to a medium
transport element. See SMC for details about medium changers, including a device model for an attached medium

change
the dev

A relatiy
this bit

allowed
addresq

A linked
value of

ce is not embedded within or attached to a medium transport element.

device. The MCHNGR bit is valid only when the RMB bit is equal to one. A MCHNGR bit of zer@.ir

e addressing (RELADR) bit of one indicates that the device server supports the relative Jaddressi
s set to one, the linked command (LINKED) bit shall also be set to one; since relative addreg
with linked commands. A RELADR bit of zero indicates the device serverdoes not supq

ing.

command (LINKED) bit of one indicates that the device server supports linked commands (see
zero indicates the device server does not support linked commands,

dicates that

ng mode. If
sing is only
ort relative

SAM-2). A

A command queuing (CMDQUE) bit of one indicates that the device supperts tagged tasks (command gueuing) for
this logifal unit (see SAM-2). A value of zero indicates the device server may support tagged tasks fof this logical
unit (se¢ the BQUE bit, above). Table 50 summarizes the relationship of the BQUE and CMDQUE bits.
Table 50 — Relationship of BQUE and CMDQUE bits
BQUE CMDQUE | Description

0 0 No command gieuing of any kind supported.

0 1 Command guéuing with all types of task tags supported.

1 0 Basic task’management model supported (see SAM-2)

1 1 lllegal, combination of BQUE and CMDQUE bits.
ASCII data fields shall contain only~graphic codes (i.e., code values 20h through 7Eh). Left-aligned fields shall
place ahy unused bytes at the end of the field (highest offset) and the unused bytes shall be filled| with space
charactérs (20h). Right-aligned fields shall place any unused bytes at the start of the field (lowest offget) and the

unused

The VEN
shall be

NOTE 1
absence

bytes shall be filled~with space characters (20h).

DOR IDENTIFICATION field contains eight bytes of ASCII data identifying the vendor of the produg
left aligned within this field.

B It is'intended that this field provide a unique vendor identification of the manufacturer of the SCSI d
of & fermal registration procedure, T10 maintains a list of vendor identification codes in use. Vendors are|

t. The data

evice. In the
requested to

voluntari

y submit their identification codes to T10 to prevent duplication of codes (see Annex D).

The PRODUCT IDENTIFICATION field contains sixteen bytes of ASCII data as defined by the vendor. The data shall be
left-aligned within this field.

The PRODUCT REVISION LEVEL field contains four bytes of ASCII data as defined by the vendor. The data shall be
left-aligned within this field.

The VERSION DESCRIPTOR fields provide for identifying up to eight standards to which the device claims
conformance. The value in each VERSION DESCRIPTOR field shall be selected from table 51. All version descriptor
values not listed in table 51 are reserved. Technical Committee T10 of NCITS maintains an electronic copy of the
information in table 51 on its world wide web site (http://www.t10.0rg/). In the event that the T10 world wide web
site is no longer active, access may be possible via the NCITS world wide web site (http://www.ncits.org), the ANSI
world wide web site (http://www.ansi.org), the IEC site (http://www.iec.ch/), the 1SO site (http://www.iso.ch/), or the
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ISO/IEC JTC 1 web site (http://www.jtc1.org/). Itis recommended that the first version descriptor be used for the
SCSiI architecture standard, followed by the physical standard, followed by the physical/mapping protocol if any,
followed by the appropriate SPC version, followed by the device type command set, followed by a secondary
command set if any.

Table 51 — Version descriptor values (part 1 of 4)

Version
Descriptor

Standard Value
EPI ANSI NCITS TR-23:1999 0B3Ch
ER| (no-versionclaimedy 0B20hk
EPI T10/1134 revision 16 0B3Bh
Fast-20 (no version claimed) 0ACOh
Fast-20 ANSI X3.277:1996 OADCh
Fast-20 T10/1071 revision 06 OADBh
FC-AL (no version claimed) 0D40h
FC-AL ANSI X3.272:1996 0D5Ch
FC-AL-2 (no version claimed) 0D60h
FC-AL-2 ANSI NCITS.332:1999 0D7Ch
FC-AL-2 T11/1133 revision 7.0 0D61h
FC-FLA (no version claimed) 1320h
FC-FLA ANSI NCITS TR-20:1998 133Ch
FC-FLA T11/1235 revision 7 133Bh
FC-FS (no version claimed) ODAOh
FC-FS T11/1331 revision 1.2 0DB7h
FCP (no version claimed) 08CO0h
FCP ANSI X3.269:1996 08DCh
FCP T10/0993 revision 12 08DBh
FC-PH (no version claimed) 0D20h
FC-PH ANSI X3.230:1994 0D3Bh
FC-PH ANSI X3.230:1994 with Amnd 1 ANSI X3.230/AM1:1996 0D3Ch
FC-PH-3 (no version claimed) 0D80h
FC-PH-3 ANSKX3.303-1998 0D9Ch
FC-PLDA((no version claimed) 1340h
FC-PLBA'ANSI NCITS TR-19:1998 135Ch
FC-RLDA T11/1162 revision 2.1 135Bh
FCP-2 (no version claimed) 0900h
FCP-2 T10/1144 revision 4 0901h
FC-Tape (Nno VETSTOMN (,IdilIIEU) 15UUIN
FC-Tape ANSI NCITS TR-24:1999 131Ch
FC-Tape T11/1315 revision 1.17 131Bh
FC-Tape T11/1315 revision 1.16 1301h
IEEE 1394 (no version claimed) 14A0h
ANSI IEEE 1394:1995 14BDh
IEEE 1394a (no version claimed) 14CO0h
IEEE 1394b (no version claimed) 14EOh
iISCSI (no version claimed) 0960h
MMC (no version claimed) 0140h
Annex C contains the version descriptor value assignments in numeric order.
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Version
Descriptor

Standard Value
MMC ANSI X3.304:1997 015Ch
MMC T10/1048 revision 10a 015Bh
MMC-2 (no version claimed) 0240h
MMC-2 ANSI NCITS.333:2000 025Ch
MMC-2 T10/1228 revision 11a 025Bh
MMC=2-F16/+228revistonmtt 8255t
MMC-3 (no version claimed) 02A0h
OCRW (no version claimed) 0280h
OCRW ISO/IEC 14776-381 029Eh
OSD (no version claimed) 0340h
OSD T10/1355 revision 0 0341h
RBC (no version claimed) 0220h
RBC ANSI NCITS.330:2000 023Ch
RBC T10/1240 revision 10a 0238h
RMC (no version claimed) 02C0h
SAM (no version claimed) 0020h
SAM ANSI X3.270:1996 003Ch
SAM T10/0994 revision 18 003Bh
SAM-2 (no version claimed) 0040h
SBC (no version claimed) 0180h
SBC ANSI NCITS.306:1998 019Ch
SBC T10/0996 revision 08c 019Bh
SBC-2 (no version claimed) 0320h
SBP-2 (no version claimed) 08EOh
SBP-2 ANSI NCITS.325:3999 08FCh
SBP-2 T10/1155 revision 04 08FBh
SCC (no version claimed) 0160h
SCC ANSI %3.276:1997 017Ch
SCC T10/1047 revision 06c¢ 017Bh
SCC:2%(no version claimed) 01EOh
SCCs2 ANSI NCITS.318:1998 01FCh
SCC-2 T10/1125 revision 04 01FBh
SES (no version claimed) 01COh
SES ANSINCITS.305:1998 01DCh
SES T10/1212 revision 08b 01DBh
SES ANSI NCITS.305:1998 w/ Amendment ANSI NCITS.305/AM1:2000 | 01DEh
SES T10/1212 revision 08b w/ Amendment ANSI NCITS.305/AM1:2000 01DDh
SIP (no version claimed) 08AO0h
SIP ANSI X3.292:1997 08BCh
SIP T10/0856 revision 10 08BBh
SMC (no version claimed) 01A0h
SMC ANSI NCITS.314:1998 01BCh
SMC T10/0999 revision 10a 01BBh
Annex C contains the version descriptor value assignments in numeric order.
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Table 51 — Version descriptor values (part 3 of 4)

Version
Descriptor

Standard Value
SMC-2 (no version claimed) 02EOh
SPC (no version claimed) 0120h
SPC ANSI X3.301:1997 013Ch
SPC T10/0995 revision 11a 013Bh
SPC-2 (no version claimed) 0260h
SPE-2-T16/+236revistonm12 0267h
SPC-2 T10/1236 revision 18 0269h
SPC-3 (no version claimed) 0300h
SPI (no version claimed) QAAOh
SPI ANSI X3.253:1995 OABAh
SPI T10/0855 revision 15a 0AB9h
SPI ANSI X3.253:1995 with SPI Amnd ANSI X3.253/AM1:1998 0ABCh
SPI T10/0855 revision 15a with SPI Amnd revision 3a 0ABBh
SPI-2 (no version claimed) 0OAEOh
SPI-2 ANSI X3.302:1999 OAFCh
SPI-2 T10/1142 revision 20b 0AFBh
SPI-3 (no version claimed) 0B0OOh
SPI-3 ANSI NCITS.336:2000 0B1Ch
SPI-3 T10/1302-D revision 14 0B1Ah
SPI-3 T10/1302-D revision 10 0B18h
SPI-3 T10/1302-D revision 13a 0B1%h
SPI-4 (no version claimed) 0B40h
SRP (no version claimed) 0940h
SSA-PH2 (no version claimed) 1360h
SSA-PH2 ANSI X3.293:1996 137Ch
SSA-PH2 T10.1/1145yevision 09c 137Bh
SSA-PH3 (no version claimed) 1380h
SSA-PH3 ANSKENCITS.307:1998 139Ch
SSA-PH3'T10.1/1146 revision 05b 139Bh
SSA-S2P"(no version claimed) 0880h
SSA3S2P ANSI X3.294:1996 089Ch
SSA-S2P T10.1/1121 revision 07b 089Bh
SSA-S3P (no version claimed) 0860h
SSA-S3P ANSINCITS.309:1998 087Ch
SSA-S3P T10.1/1051 revision 05b 087Bh
SSA-TL1 (no version claimed) 0840h
SSA-TL1 ANSI X3.295:1996 085Ch
SSA-TL1 T10.1/0989 revision 10b 085Bh
SSA-TL2 (no version claimed) 0820h
SSA-TL2 ANSI NCITS.308:1998 083Ch
SSA-TL2 T10.1/1147 revision 05b 083Bh
SSC (no version claimed) 0200h
SSC ANSI NCITS.335:2000 021Ch
Annex C contains the version descriptor value assignments in humeric order.
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Version
Descriptor
Standard Value
SSC T10/0997 revision 22 0207h
SSC T10/0997 revision 17 0201h
SSC-2 (no version claimed) 0360h
SST (no version claimed) 0920h
Version Descriptor Not Supported or No Standard Identified 0000h
AI LLILLSZ,N C CUI |tai| [IS) ti 1T VI DiUI I UICD\.,I ithl vq;uc aaaigl LS |ta il I TTUTTICT ib Ul UICI .
7.3.3 SCSI Parallel Interface specific INQUIRY data
Portiong of bytes 6 and 7 and all of byte 56 of the standard INQUIRY data shall be used only, by the S[CSI Parallel
Interfacg. These fields are noted in table 46. For details on how the SPI-specific fields relate to the SICSI Parallel
Interfacg see SPI-n (where n is 2 or greater). Table 52 shows just the SPI-specific standard INQUIRY/fields. The
definitions of the SCSI Parallel Interface specific fields shall be as follows.
Table 52 — SPI-specific standard INQUIRY(bits
Bit
Byte 7 6 5 4 3 2 1 0
6 see table 46 ADDR16
7 see table 46 WBUS16 SYNC | see table 46 | Obsolete | see table 46
56 Reserved | CLOCKING | QAS IUs
A wide SCSI address 16 (ADDR16) bit of onédndicates that the target supports 16-bit wide SCSI addresses. A

value of

A wide
indicate|

A synch
zero ind

The ob
mechan

Table 51

zero indicates that the device doesnot support 16-bit wide SCSI addresses.

bus 16 (wBUS16) bit of one. indicates that the target supports 16-bit wide data transfers. A v
5 that the device does notsupport 16-bit wide data transfers.

ronous transfer (SYNE)*bit of one indicates that the target supports synchronous data transfer
icates the device-does not support synchronous data transfer.

Colete bit 2-ibyte 7 indicates whether the target supports an obsolete data transfers m

hlue of zero

A value of

anagement

ism definechin SPI-2.
defines the relationships between the ADDR16 and wBUS16 bits.
Tapte 53— Maximurmm togical device configuration tapte
ADDR16 WBUS16 Description

0 0 8 bit wide data path on a single cable with
8 SCSI IDs supported

0 1 16 bit wide data path on a single cable
with 8 SCSI IDs supported

1 1 16 bit wide data path on a single cable
with 16 SCSI IDs supported
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The cLOCKING field shall not apply to asynchronous transfers and is defined in table 54.

Table 54 — CLOCKING field

Code Description
00b Indicates the device server supports only ST
01b Indicates the device server supports only DT
10b Reserved
11b Indicates the device server supports ST and DT

A quick arbitration and selection supported (QAS) bit of one indicates that the device server supports quick

arbitrati
selectio

An infor
A value

NOTE 14
SPI-4, ad possibly later revisions of the SCSI parallel interface standard.

7.3.4 Vi

The apy
page cd
consists
turing d
specific
status.

IN CDB.

NOTES

15

16

17

The
norr
INQ
datd
Thig
retu
deta
Thig
com
catig

bn and selection. A value of zero indicates that the device server does not support quick arh
.

Mmation units supported (1us) bit of one indicates that the device server supports information ur
of zero indicates that the device server does not support information unit transfers:

I The acronyms ST and DT and the terms 'quick arbitration and selection' and ‘infopmation units' are def

fal product data

lication client requests the vital product data information by setting the EvPD bit to one and sp
de of the desired vital product data. See 8.4 for details about vital product data. The informat
of configuration data (e.g., vendor identification, productcidentification, model, serial numbel

data. If the device server does not implement theyrequested page it shall return CHECK @
N\ sense key shall be set to ILLEGAL REQUEST and the additional sense code shall be set to INV

device server should have the ability to process the INQUIRY command even when an error occurs
nal command completion. In such a case,CHECK CONDITION status should be returned for comman
UIRY or REQUEST SENSE. The sense‘data returned may contain the field replaceable unit code. The
may be obtained for the failing device-using the INQUIRY command.

standard defines a format that allows device-independent application client software to display the vital
ned by the INQUIRY command. The contents of the data may be vendor specific, and may be unug
iled information about the device.
standard does not define the location or method of storing the vital product data. The retrieval of the dat3
pletion of initializatiomn\operations within the device, that may induce delays before the data is available
n client. Time-critiCal'requirements are an implementation consideration and are not addressed in this stg

itration and

it transfers.

hed in SPI-3,

ecifying the

on returned
), manufac-

ata (e.g., plant and date of manufacture), field replaceable unit data and other vendor speciffc or device

ONDITION
ALID FIELD

that prohibits
s other than
vital product

product data
able without

L may require
to the appli-
ndard.
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7.3.5 Command support data

Implementation of command support data is optional. The application client may request the command support
data information by setting the CMDDT bit to one and specifying the SCSI operation code of the desired CDB.

If the device server implements the requested SCSI operation code, it shall return the data defined in table 55. If
the device server does not implement the requested SCSI operation code it shall return the peripheral qualifier and
type byte and 001b in the SUPPORT field.

Table 55 — Command support data format

Bit| o 6 5 4 3 2 1 0
Byte
0 PERIPHERAL QUALIFIER PERIPHERAL DEVICE TYPE
1 Reserved SUPPORT
2 VERSION
3 Reserved
4 Reserved
5 CDB SIZE (m - 5)
6
CDB USAGE DATA
m

The PERIPHERAL QUALIFIER, the PERIPHERAL DEVICE TYPE, and th€ VERSION fields are defined in 7.3.2.

Table 56 defines the values and meanings of the supPORT fi€ld.

Table 56 — suPPORT-Values and meanings

Support Description

000b Data about the requested SCSI operation code is not currently available.

001b The device serverdoes not support the tested SCSI operation code. All data after
byte 1 is undefined.

010b Reserved

011b The device-server supports the tested SCSI operation code in conformance with a
SCSlstandard. The data format conforms to the definition in table 55.

100b Vendor specific

101b The device server supports the tested SCSI operation code in a vendor specific
manner. The data format conforms to the definition in table 55.

110b Vendor specific

111b Reserved

If the sSUPPORT fiefdtomtams 0000, att data after byte L is ot vatid.—One possibie Teason for SuPPORT being 000b is
the device server's inability to retrieve information stored on the media. When this is the case, a subsequent
request for command support data may be successful.

The cpB sIzZE field shall contain the number of bytes in the CDB for the operation code being queried, and the size
of the cDB USAGE DATA field in the return data.

NOTE 18 The cDs sizEe field is provided for the convenience of the application client. In most cases, the size is known from the
operation code group.

The cDB USAGE DATA field shall contain information about the CDB for the operation code being queried. The first
byte of the CDB usage data shall contain the operation code for the operation being queried. All bytes except the
first byte of the CDB usage data shall contain a usage map for bits in the CDB for the operation code being
queried.
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The bits in the usage map shall have a one-for-one correspondence to the CDB for the operation code being
queried. If the device server evaluates a bit in the CDB for the operation code being queried, the usage map shall
contain a one in the corresponding bit position. If any bit representing part of a field is returned as one all bits for
the field shall be returned as one. If the device server ignores or treats as reserved a bit in the CDB for the
operation code being queried, the usage map shall contain a zero in the corresponding bit position. The usage
map bits for a given CDB field shall all have the same value.

For example, the CDB usage bit map for the SEND DIAGNOSTIC command of a device server that implements
only the default self-test capability is: 1Dh, 04h, 00h, 00h, 00h, 07h. This example assumes that SAM-2 defines
uses for only the low-order three bits of the cCONTROL byte. Note that the first byte contains the operation code and
the remaining bytes contain the usage map.
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The LOG SELECT command (see table 57) provides a means for an application client to manage statistical infor-
mation maintained by the device about the device or its logical units. Device servers that implement the LOG

SELECT command shall also implement the LOG SENSE command. Structures in the form of log
within log pages are defined as a way to manage the log data. The LOG SELECT command provides

parameters
for sending

zero or more log pages via the Data-Out Buffer. This standard defines the format of the log pages, but does not

define the exact conditions and events that are logged.

Table 57 — LOG SELECT command

Bit 7 © 5 Z 3 Z T 0
Byte

0 OPERATION CODE (4Ch)

1 Reserved PCR SP

2 PC Reserved

3 Reserved

4 Reserved

5 Reserved

6 Reserved

7 (MSB)

PARAMETER LIST LENGTH

8 (LSB)

9 CONTROL
A parameter code reset (PCR) bit of one and a parametet list length of zero shall cause all implemented|parameters
to be set to the target-defined default values (e.g.,.zero). If the PCR bit is one and the parameter l|st length is
greater than zero, the command shall be terminated with CHECK CONDITION status. The sense key|shall be set
to ILLEGAL REQUEST and the additional sense. code shall be set to INVALID FIELD IN CDB. A PcCR bit of zero

specifiep that the log parameters shall not be.reset.

A save parameters (sP) bit of one indicates that after performing the specified LOG SELECT operatid
shall sape to nonvolatile memory all parameters identified as savable by the Ds bit in the log page (se¢
bit of zero specifies that parameters'shall not be saved.

Saving pf log parameters isteptional and indicated for each log parameter by the Ds bit in the page.
eters al$o may be saved-at.vendor specific times subject to the TSD bit (see 8.2) in the log parameter ¢
bit in th¢ control mode.page (see 8.3.6). If the target does not implement saved parameters for any lo
and the|sP bit is set to' one, the command shall be terminated with CHECK CONDITION status. Thg
shall be|set to ILLEGAL REQUEST, and the additional sense code set to INVALID FIELD IN CDB.

It is notfan.error to set the sp bit to one and to set the Ds bit of a log parameter to one. In this case, th

n the target
2 8.2). Asp

Log param-
r the GLTSD
) parameter
e sense key

P parameter

that log parameter is not saved.

The page control (pC) field defines the type of parameter values to be selected. The pc field is defined

Table 58 — Page control field

PC LOG SELECT parameter values LOG SENSE parameter values
00b Current threshold values Threshold values

01b Current cumulative values Cumulative values

10b Default threshold values Default threshold values

11b Default cumulative values Default cumulative values

in table 58.
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The current cumulative values may be updated by the target or by the application client using the LOG SELECT

command to reflect the cumulative number of events experienced by the target. Fields in the param

eter control

byte (see 8.2) of each log parameter control the updating and saving of the current cumulative parameters.

The device server shall set the current threshold parameters to the default threshold values in response to a LOG

SELECT command with the pc field set to 10b and the parameter list length field set to zero.

The device server shall set all cumulative parameters to their default values in response to a LO
command with the pc field set to 11b and the parameter list length field set to zero.

G SELECT

The current threshold value may only be modified by the application client via the LOG SELECT command. If the
application client attempts to change current threshold values that are not available or not implemented for that log

the senge key set to ILLEGAL REQUEST, and the additional sense code set to INVALID FIELDANYPARAMETER

parameler, then the device server shall terminate the LOG SELECT command with CHECK CONDHﬂLION status,

LIST. The saving of current threshold parameters and the criteria for the current threshold beingmet a
by bits iph the parameter control byte (see 8.2).

NOTE 19 Pages or log parameters that are not available may become available at some later tinde (e.g., after th
become feady).

The PARAMETER LIST LENGTH field specifies the length in bytes of the parameter list that shall be lo
Data-OUit Buffer. A parameter list length of zero indicates that no pages shall‘be transferred. This co
not be qonsidered an error. If an application client sends page codes or parameter codes within the pa
that are[reserved or not implemented by the target, the device server shall terminate the LOG SELEC

e controlled

e device has

cated in the
hdition shall
rrameter list
T command

with CHECK CONDITION status. The sense key shall be set to ILLEGAL REQUEST and the additional sense

code sef to INVALID FIELD IN PARAMETER LIST.

If a parameter list length results in the truncation of anyAdog/parameter, the device server shall te
command with CHECK CONDITION status. The sense Key shall be set to ILLEGAL REQUEST and th
sense cpde set to INVALID FIELD IN CDB.

The application client should send pages in ascending order by page code value if the Data-Out Bu

rminate the
e additional

er contains

multipld pages. If the Data-Out Buffer contains multiple log parameters within a page, they should be sent in

ascendipg order by parameter code value. The device server shall return CHECK CONDITION status
cation dlient sends pages out of order orrparameter codes out of order. The sense key shall be set
REQUHST and the additional sense code’set to INVALID FIELD IN PARAMETER LIST.

NOTE 20 Initiators should issue LOG SENSE commands prior to issuing LOG SELECT commands to determi
pages arnd page lengths.

The target may provide independent sets of log parameters for each logical unit or for each combinati
units and initiators. Ifithetarget does not support independent sets of log parameters and any log par
changed that affectother initiators, then the device server shall generate a unit attention condition for
except the one that issued the LOG SELECT command (see SAM-2). This unit attention conditi
returned with_an*additional sense code of LOG PARAMETERS CHANGED.

if the appli-
to ILLEGAL

ne supported

bn of logical
Ameters are
all initiators
on shall be

If an application client sends a log parameter that is not supported by the target, the device server shall terminate

the command with CHECK CONDITION status, set the sense key to ILLEGAL REQUEST, and set th
sense code to INVALID FIELD IN PARAMETER LIST.

Additional information about the LOG SELECT command may be found in informative Annex A.

e additional


https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

-104 -

7.5 LOG SENSE command
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The LOG SENSE command (see table 59) provides a means for the application client to retrieve statistical or other
operational information maintained by the device about the device or its logical units. It is a complementary
command to the LOG SELECT command.

Table 59 — LOG SENSE command

Bit
Byte

4 3

OPERATION CODE (4Dh)

Reserved PPC

SP

PC PAGE CODE

Reserved

Reserved

(MSB)

PARAMETER POINTER

(LSB)

(MSB)

ALLOCATION LENGTH

(LSB)

O |0 |IN|O|O |~ |W|IN|F

CONTROL

The par

a)

b)

Saving
log parg
status, §

An sp b
any log
perform
(see 8.2

ameter pointer control (PPC) bit controls the type of parameters requested from the device serv,

A PPC bit of one indicates that the device server.shall return a log page with parameter code
have changed since the last LOG SELECT or LOG SENSE command. The device server shal
those parameter codes following the PARAMETER POINTER field.

A PPC bit of zero indicates that the log parameter requested from the device server shall be
parameter code specified in the PARAMETER POINTER field and return the number of bytes spe
ALLOCATION LENGTH field in ascending<rder of parameter codes from the specified log page.
zero and a PARAMETER POINTER field'of zero shall cause all available log parameters for the s
page to be returned to the application client subject to the specified allocation length.

meters and if the save parameters (SP) bit is one, then the device server shall return CHECK (
et the sense key to tLLEGAL REQUEST, and set the additional sense code to INVALID FIELD

t of zero indicates’the device server shall perform the specified LOG SENSE command and sh
parameterss If'saving log parameters is implemented, an sp bit of one indicates that the device
the specified LOG SENSE command and shall save all log parameters identified as savable
) to a-nenvolatile, vendor specific location.

er:

values that
return only

gin with the
cified by the
A PPC bit of
pecified log

parameters is an optional function of the LOG SENSE command. If the target does not implement saving

CONDITION
IN CDB.

all not save

server shall
y the Ds bit

nition of the

The pag

econtrol (pc) field defines the type of parameter values to be selected (see 7.4 for the defi

page control field). The parameter values returned by a LOG SENSE command are determined as follows:

a)
b)

<)

The specified parameter values at the last update (i.e., in response to a LOG SELECT or LOG SENSE

command or done automatically by the target for cumulative values);

The saved values, if an update has not occurred since the last power-on or hard reset condition and saved

parameters are implemented; or

The default values, if an update has not occurred since the last power-on or hard reset condition and

saved values are not available or not implemented.

The PAGE cODE field identifies which page of data is being requested (see 8.2). If the page code is reserved or not
implemented, the device server shall terminate the command with CHECK CONDITION status. The sense key

shall be

set to ILLEGAL REQUEST with the additional sense code set to INVALID FIELD IN CDB.
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The PARAMETER POINTER field allows the application client to request parameter data beginning from a specific
parameter code to the maximum allocation length or the maximum parameter code supported by the target,
whichever is less. If the value of the PARAMETER POINTER field is larger than the largest available parameter code
known to the device server for the specified page, the device server shall terminate the command with CHECK
CONDITION status. The sense key shall be set to ILLEGAL REQUEST and the additional sense code shall be set
to INVALID FIELD IN CDB.

Log parameters within the specified log page shall be transferred in ascending order according to parameter code.

Additional information about the LOG SENSE command may be found in Annex A.
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7.6 MODE SELECT(6) command

The MODE SELECT(6) command (see table 60) provides a means for the application client to specify medium,
logical unit, or peripheral device parameters to the device server. Device servers that implement the MODE
SELECT(6) command shall also implement the MODE SENSE(6) command. Application clients should issue
MODE SENSE(6) prior to each MODE SELECT(6) to determine supported pages, page lengths, and other param-

eters.

Table 60 — MODE SELECT(6) command

Bit
Byte

4 3

OPERATION CODE (15h)

Reserved PF Reserved

SP

Reserved

Reserved

PARAMETER LIST LENGTH

Al W IN|F

CONTROL

If a targ

initiators,

save on
for each
each co
to have

If an ap
the dev
SELEC]
CHANG

The targ
logical

request
comma

A page

bt supports saved pages, it may save only one copy of the page forneach logical unit and have i
or it may save separate copies for each initiator for each logical/unit. Multiple port implemen
e copy per logical unit and have it apply to all initiators on all ports or save a separate copy pe

initiator on each port. If separate copies are saved, the target shall maintain separate currer
Mmbination of initiator and logical unit that it detects. Pages that are common to all initiators are
multiple copies.

lication client sends a MODE SELECT command'that changes any parameters applying to oth
ce server shall generate a unit attention condition for all initiators except the one that issued
[ command (see SAM-2). The device server shall set the additional sense code to MODE PAR
ED.

Init and initiator. If independent sets of parameters are implemented, and a third-party re
bd, the device server shall\transfer the set of parameters in effect for the initiator that sent the
nd to the parameters used.for commands from the third-party device (see 7.21.3).

format (PF) bit of zeroiindicates that all parameters after the block descriptors are vendor spec

of onei
pages o

A save
shall no
is zero,
REQUE

dicates that the(MODE SELECT parameters following the header and block descriptor(s) are s
related parameters and are as specified in this standard.

bages (SPR) bit of zero indicates the device server shall perform the specified MODE SELECT op
save any pages. If the target implements no distinction between current and saved pages af
he command shall be terminated W|th CHECK CONDITION status. The sense key shall be set

apply to all
tations may
logical unit
t values for
not required

er initiators,
the MODE
RAMETERS

et may provide for independent sets of parameters for each attached logical unit or for each combination of

servation is
RESERVE

fic. A PF bit
fructured as

eration, and
d the sP bit
to ILLEGAL

t the device

server shall perform the specified MODE SELECT operation, and shall save to a nonvolatlle vendor specific
location all the savable pages including any sent in the Data-Out Buffer. The sp bit is optional, even when mode
pages are supported by the target. Pages that are saved are identified by the parameter savable bit that is
returned in the page header by the MODE SENSE command (see 8.3). If the ps bit is set to one in the MODE
SENSE data then the page shall be savable by issuing a MODE SELECT command with the sp bit set to one. If
the target does not implement saved pages and the sp bit is set to one, the command shall be terminated with
CHECK CONDITION status. The sense key shall be set to ILLEGAL REQUEST, and the additional sense code set
to INVALID FIELD IN CDB.

The PARAMETER LIST LENGTH field specifies the length in bytes of the mode parameter list that shall be contained in
the Data-Out Buffer. A parameter list length of zero indicates that the Data-Out Buffer shall be empty. This
condition shall not be considered as an error.
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The device server shall terminate the command with CHECK CONDITION status if the parameter list length results
in the truncation of any mode parameter header, mode parameter block descriptor(s), or mode page. The sense
key shall be set to ILLEGAL REQUEST, and the additional sense code shall be set to PARAMETER LIST LENGTH
ERROR.

The mode parameter list for the MODE SELECT and MODE SENSE commands is defined in 8.3. Parts of each
mode parameter list are defined in a device-type dependent manner. Definitions for the parts of each mode
parameter list that are uniquely for each device-type may be found in the applicable command standards (see

3.1.12).

The device server shall terminate the MODE SELECT command with CHECK CONDITION status, set the sense
key to ILLEGAL REQUEST, set the additional sense code to INVALID FIELD IN PARAMETER LIST, and shall not

change
a)
b)
c)
d)

e)

If the application client sends a value for a mode parameter thatcs outside the range supported by

Server g

a)
b)

A devic
result of

The dey
mode p

NOTE 2
client mg

any mode parameters for the following conditions:

If the application client sets any field that is reported as not changeable by the device) serve
other than its current value;

r to a value

If the application client sets any field in the mode parameter header or block déseriptor(s) t¢ an unsup-

ported value;
If an application client sends a mode page with a page length not equal to the ‘page length retu
MODE SENSE command for that page;

rned by the

If the application client sends a unsupported value for a mode parameter and rounding is not implemented

for that mode parameter; or
If the application client sets any reserved field in the mode parapeter list to a non-zero value.

nd rounding is implemented for that mode parameter, the device server handles the condition
rounding the parameter to an acceptable value andferminate the command as described in 5.
terminating the command with CHECK CONDITION status, the sense key set to ILLEGAL RE(

set the additional sense code to INVALID FIELDJN PARAMETER LIST.

b server may alter any mode parameter in‘\any mode page, even those reported as non-chang
changes to other mode parameters.

ice server validates the non-changeable mode parameters against the current values that exist
hrameters prior to the MODE SELECT command.

|l The current values calculated by the device server may affect the application client's operation. Thi
y issue a MODE SENSE command after each MODE SELECT command, to determine the current value

the device
by either:

B; or
DUEST, and
eable, as a

ed for those

e application

D.
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7.7 MODE SELECT(10) command

The MODE SELECT(10) command (see table 61) provides a means for the application client to specify medium,
logical unit, or peripheral device parameters to the device server. See the MODE SELECT(6) command (7.6) for a
description of the fields and operation of this command. Application clients should issue MODE SENSE(10) prior
to each MODE SELECT(10) to determine supported mode pages, mode page lengths, and other parameters.
Device servers that implement the MODE SELECT(10) command shall also implement the MODE SENSE(10)
command.

Table 61 — MODE SELECT(10) command

Bit
Byte

7 [§) 5 T 3 Z T 0

0 OPERATION CODE (55h)

Reserved PF | Reserved sp

Reserved

Reserved

Reserved

Reserved

Reserved

(MSB)

PARAMETER LIST LENGTH
(LSB)

O |0 |IN|O ||~ |W|IN|F

CONTROL

7.8 MODE SENSE(6) command

7.8.1 MDDE SENSE(6) command introduction

The MQDE SENSE(6) command (see table 62) provides a means for a device server to report parameters to an
application client. It is a complementary command to the MODE SELECT(6) command. Device servers that
implemgnt the MODE SENSE(6) eommand shall also implement the MODE SELECT(6) command.

Table 62 — MODE SENSE(6) command

Bthe 1 7 6 5 4 3 2 1 0
0 Operation code (1Ah)
1 Reserved | DBD | Reserved
2 PC PAGE CODE
3 Reserved
4 ALLOCATION LENGTH
5 CONTROL

A disable block descriptors (DBD) bit of zero indicates that the device server may return zero or more block
descriptors in the returned MODE SENSE data (see 8.3). A DBD bit of one specifies that the device server shall not
return any block descriptors in the returned MODE SENSE data.
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The page control (pc) field defines the type of mode parameter values to be returned in the mode pages. The pc
field is defined in table 63.

Table 63 — Page control field

Code | Type of parameter Reference
00b Current values 7.8.2
01b Changeable values 7.8.3
10b Default values 7.8.4
11b Saved values 7.8.5

The pc
LENGTH
parame

Some §
in respq
SELEC]

The pPAQ

An appl
cation ¢
server

addition|

A page
client. |
SENSE
ILLEGA
Mode p
Mode p

If the P
header

field only affects the mode parameters within the mode pages, however the ps bit, PAGE coD
fields should return current values since they have no meaning when used with other types.
er header and mode parameter block descriptor should return current values.

CSI devices may not distinguish between current and saved mode parameters and report ider
nse to a pc field of either 00b or 11b. See also the description of the save pages (sP) bit in
[ command.

E coDE field specifies which mode page(s) to return. Mode page code-usage is defined in tabl

Table 64 — Mode page code usage for all'devices

Page Code Description

00h Vendor specific (does not{require page format)
01h-1Fh See specific device-types
20h - 3Eh Vendor specific (page format required)

3Fh Return all mode_pages

cation client may request any one or all of.the supported mode pages from the device server.
ient issues a MODE SENSE commandwith a page code value not implemented by the target
thall return CHECK CONDITION status and shall set the sense key to ILLEGAL REQUE
al sense code to INVALID FIELD (N CDB.

code of 3Fh indicates that.all.mode pages implemented by the target shall be returned to the
the mode parameter list exceeds 256 bytes for a MODE SENSE(6) command or 65 536 bytes
10) command, the device server shall return CHECK CONDITION status and the sense key s
L REQUEST and theadditional sense code set to INVALID FIELD IN CDB.

hge 00h, if implemented, shall be returned after all other mode pages.

hges shauld'be returned in ascending page code order except for mode page 00h.

C field“and the PAGE cODE field are both set to zero the device server should return a modd
nd*block descriptor (if applicable)

E and PAGE
The mode

tical values
the MODE

If an appli-
, the device
ST and the

application
for a MODE
all be set to

parameter

The mode parameter list for all device types for MODE SELECT and MODE SENSE is defined in 8.3. Parts of the
mode parameter list are specifically defined for each device type. Definitions for the parts of each mode parameter
list that are unique for each device-type may be found in the applicable command standards (see 3.1.12).
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7.8.2 Current values
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A pc field value of 00b requests that the device server return the current values of the mode parameters. The
current values returned are:

a)
b)

<)

the current values of the mode parameters established by the last successful MODE SELECT

command;

the saved values of the mode parameters if a MODE SELECT command has not successfully completed

since the last power-on or hard reset condition; or
the default values of the mode parameters, if saved values, are not available or not supported.

7.8.3 Changeable values

A pc figld value of 01b requests that the device server return a mask denoting those mode paramet

change
fields of

Implem
eters p3
be term
addition|

An attempt to change a non-changeable mode parameter using the MODE,SELECT command shall

error co

The apq
set to 3
change

7.8.4 Default values

A pc fie
ported (

7.8.5 Sé
A PcC fie
tation of
saved Vi

key set

The me

are retgined when thedevice is powered down. All savable pages should be considered saved wh

SELEC]
of a FO

7.8.61In

ble. In the mask, the fields of the mode parameters that are changeable shall be set to all.one
the mode parameters that are non-changeable (i.e., defined by the target) shall be set 0 all ze

bntation of changeable page parameters is optional. If the target does not implement change
ges and the device server receives a MODE SENSE command with 01b in the B¢ field, the con
inated with CHECK CONDITION status. The sense key shall be set to /LLEGAL REQUE
al sense code set to INVALID FIELD IN CDB.

hdition (see 7.6).
lication client should issue a MODE SENSE command with.the pPc field set to 01b and the PAG

h to determine which mode pages are supported, which.mode parameters within the mods
ble, and the supported length of each mode page prier.to issuing any MODE SELECT commg

d value of 10b requests that the device sepver return the default values of the mode paramete
arameters shall be set to zero. Default values should be accessible even if the device is not rq

ived values

d value of 11b requests that the_device server return the saved values of the mode parameters.
saved page parameters is-optional. Mode parameters not supported by the target shall be se
plues are not implemented,/the command shall be terminated with CHECK CONDITION statu
to ILLEGAL REQUEST and the additional sense code set to SAVING PARAMETERS NOT SU

thod of saving parameters is vendor specific. The parameters are preserved in such a mann

[ command.issued with the sp bit set to one has returned a GOOD status or after the successfu
RMAT UNIT command.

tialresponses

ers that are
bits and the
ro bits.

hble param-
hmand shall
5T, and the

result in an

F cOoDE field
b pages are
nds.

ers. Unsup-
pady.

Implemen-
t to zero. If
5, the sense
PPORTED.

er that they
en a MODE
completion

After a power-up condition or hard reset condition, the device server shall respond in the following manner:

a)
b)

If default values are requested, report the default values;

If saved values are requested, report valid restored mode parameters, or restore the mode parameters and
report them. If the saved values of the mode parameters are not able to be accessed from the nonvolatile
vendor specific location, terminate the command with CHECK CONDITION status and set the sense key

set to NOT READY. If saved parameters are not implemented respond as defined in 7.8.5; or
If current values are requested and the current values of the mode parameters have not been
application client (via a MODE SELECT command), the device server may return either th
saved values, as defined above. If current values have been sent, the current values shall be

sent by the
e default or
reported.
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7.9 MODE SENSE(10) command

The MODE SENSE(10) command (see table 65) provides a means for a device server to report parameters to an
application client. It is a complementary command to the MODE SELECT(10) command. Device servers that
implement the MODE SENSE(10) command shall also implement the MODE SELECT(10) command.

Table 65 — MODE SENSE(10) command

Bit

Byte 7 6 5 4 3 2 1 0

0 OPERATION CODE (5Ah)

Reserved LLBAA | DBD | Reserved

PC PAGE CODE

Reserved

Reserved

Reserved

Reserved

(MSB)

ALLOCATION LENGTH
(LSB)

O |0 |IN|/O|O |~ |W|IN|F

CONTROL

If the Long LBA Accepted (LLBAA) bit is one, the device sefver is allowed to return parameter data with the
LONGLBA bit equal to one (see 8.3.3). If LLBAA is zero, the LONGLBA bit shall be zero in the parameter data returned
by the device server.

See the]MODE SENSE(6) command (7.8) for a description of the other fields and operation of this compmand.
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ERSISTENT RESERVE IN command

7.10.1 PERSISTENT RESERVE IN command introduction
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The PERSISTENT RESERVE IN command (see table 66) is used to obtain information about persistent reserva-
tions and reservation keys that are active within a device server. This command is used in conjunction with the
PERSISTENT RESERVE OUT command (see 7.11).

Table 66 — PERSISTENT RESERVE IN command

Bthe it 7 6 5 4 3 2 1 0

0 OPERATION CODE (5Eh)
1 Reserved SERVICE ACTION
2 Reserved
3 Reserved
4 Reserved
5 Reserved
6 Reserved
7 (MSB)
5 ALLOCATION LENGTH (LSB)
9 CONTROL

The PERSISTENT RESERVE IN parameter data includes.afield that indicates the number of parameter data bytes

availabl
forther
be cons
RESER
7.10.2 H
7.10.2.1

The ser

b to be returned. The ALLOCATION LENGTH field.insthe CDB indicates how much space has bes
bturned parameter list. An allocation length that is not sufficient to contain the entire parameter
idered an error. If the complete list is required, the application client should send a new PH
VE IN command with allocation length large enough to contain the entire list.

ERSISTENT RESERVE IN service actions
Summary of PERSISTENT(RESERVE IN service actions

/ice action codes for the PERSISTENT RESERVE IN command are defined in table 67.

Table 67 — PERSISTENT RESERVE IN service action codes

en allocated
list shall not
RSISTENT

Code Name Description

00h READ KEYS Reads all registered Reservation Keys

01k READ RESERVATION Reads the current persistent reservations
D2k, 1Fh Reserved Reserved

7.10.2.2 Read Keys

The READ KEYS service action requests that the device server return a parameter list containing a header and a
list of each currently registered initiator’s reservation key. If multiple initiators have registered with the same key,
then that key value shall be listed multiple times, once for each such registration.

For more information on READ KEYS, see 5.5.3.3.2.
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7.10.2.3 Read Reservations

The READ RESERVATIONS service action requests that the device server return a parameter list containing a
header and the persistent reservations, if any, that are present in the device server. Multiple persistent reserva-
tions may be returned only if element reservations are present.

For more information on READ RESERVATION see 5.5.3.3.3.

7.10.3 PERSISTENT RESERVE IN parameter data for READ KEYS

The format for the parameter data provided in response to a PERSISTENT RESERVE IN command with the READ
KEYS service action is shown in table 68.

Table 68 — PERSISTENT RESERVE IN parameter data for READ KEYS

Bit
Byte 7 6 5 4 3 2 1 0
0 (MSB)
GENERATION
3 (LSB)
4 (MSB)
ADDITIONAL LENGTH (n-7)
7 (LSB)
Reservation key list
8 (MSB) ] ]
First reservation key
15 (LSB)
n-7 (MSB) )
Last reservation key
n (LSB)

The GENERATION field shall contain a 32-bit counter maintained by the device server that shall be incremented
every time a PERSISTENT RESERVE OUT command requests a REGISTER, a REGISTER AND IGNORE
EXISTING KEY, a CLEAR, a PREEMPT, or a PREEMPT AND ABORT service action. The counter ghall not be
incremgnted by a PERSISTENT-RESERVE IN command, by a PERSISTENT RESERVE OUT cofnmand that
performp a RESERVE or RELEASE service action, or by a PERSISTENT RESERVE OUT command that is termi-
nated dyie to an error or réservation conflict. Regardless of the APTPL bit value the generation value sHall be set to
zero as|part of the power on reset process.

The ADDITIONAL LENGTH field contains a count of the number of bytes in the Reservation key list. If the allocation
length gpecified\by the PERSISTENT RESERVE IN command is not sufficient to contain the entire parameter list,
then only thefirst portion of the list (byte 0 to the allocation length) shall be sent to the application client} The incre-

mental fenjaining bytes shall be truncated, although the ADDITIONAL LENGTH field shall still containp the actual
numberwmmmmmmﬁmmmmajinsuﬁiciem

allocation length. This shall not be considered an error.

The reservation key list contains the 8-byte reservation keys for all initiators that have registered through all ports
with the device server.
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7.10.4 PERSISTENT RESERVE IN parameter data for READ RESERVATION
7.10.4.1 Format of PERSISTENT RESERVE IN parameter data for READ RESERVATION

The format for the parameter data provided in response to a PERSISTENT RESERVE IN command with the READ
RESERVATION service action is shown in table 69.

Table 69 — PERSISTENT RESERVE IN parameter data for READ RESERVATION

Bit
Byte 7 6 5 4 3 2 1 0
0 MSB)
- U GENERATION
3 (LSB)
4 MSB
( ) ADDITIONAL LENGTH (n-7)
7 (LSB)
8 (MSB) Reservation descriptor(s)
n (see table 70) (LSB)

The GENERATION field shall be as defined for the PERSISTENT RESERVE/IN_.READ KEYS parametg¢r data (see
7.10.3).

The ADDITIONAL LENGTH field contains a count of the number of bytesa follow in reservation descriptpr(s). If the
allocatipn length specified by the PERSISTENT RESERVE IN cgmmand is not sufficient to contaip the entire
parameter list, then only the first portion of the list (byte O to the allocation length) shall be sent to the application
client. The incremental remaining bytes shall be truncated,although the ADDITIONAL LENGTH field shall| still contain
the actual number of bytes of reservation descriptor(s) and shall not be affected by the truncation. This|shall not be
considefed an error.

The forat of the reservation descriptors is defined in table 70. There shall be a reservation descr|ptor for the
persistent reservation, if any, present in the logical unit and a reservation descriptor for each element, iflany, having
a persistent reservation.

Table 70 — PERSISTENT RESERVE IN reservation descriptor

Bit
Byte
0 (MSB)

RESERVATION KEY

7

(LSB)

8

(MSB)

11

SCOPE-SPECIFIC ADDRESS

(LSB)

12

Reserved

13

[TataYn]=
=4 =

14
15

Obsolete

If a persistent reservation is present in the logical unit that does not contain elements, there shall be a single reser-
vation descriptor in the list of parameter data returned by the device server in response to the PERSISTENT
RESERVE IN command with a READ RESERVATION service action. The reservation descriptor for each reser-
vation shall contain the RESERVATION KEY under which the persistent reservation is held. The TYPE and scopPk of
each persistent reservation as present in the PERSISTENT RESERVE OUT command that created the persistent
reservation shall be returned (see 7.10.4.2 and 7.10.4.3).

If a persistent reservation is present in the logical unit that does contain elements, there shall be a reservation
descriptor in the list of parameter data returned by the device server in response to the PERSISTENT RESERVE
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IN command with a READ RESERVATION service action for the LU_SCOPE persistent reservation that is held, if
any, and each ELEMENT_SCOPE persistent reservation that may be held. The reservation descriptor shall contain
the RESERVATION KEY under which the persistent reservation is held. The TYPE and scoPE of the persistent reser-
vation as present in the PERSISTENT RESERVE OUT command that created the persistent reservation shall be
returned (see 7.10.4.2 and 7.10.4.3).

If the scope is an ELEMENT_SCOPE reservation, the scope-sPECIFIC ADDRESS field shall contain the element
address, zero filled in the most significant bits to fit the field. If the scope is a LU_SCOPE reservation, the
SCOPE-SPECIFIC ADDRESS field shall be set to zero. The obsolete field in Bytes 14 and 15 was defined in a previous

standard.

7.10.4.2 Persistent reservations Scope

7.10.4.4.1 Summary of persistent reservations Scope

The vallie in the scopE field shall indicate whether a persistent reservation applies to an entire, logical
element. The values in the scopE field are defined in table 71.

Table 71 — Persistent reservation scope codes

LINit or to an

Code Name Description

Oh LU_SCOPE Persistent reservation appli€s to the full logical unit

1h Obsolete

2h ELEMENT_SCOPE | Persistent reservation applies to the specified element
3h - Fh Reserved Reserved

7.10.4.4.2 Logical unit scope

A scork field value of LU_SCOPE shall indicate that‘the persistent reservation applies to the entire
The LU| SCOPE scope shall be implemented by all dévice servers that implement PERSISTENT RES

7.10.4.4.3 Element scope

A scork field value of ELEMENT_SCORE shall indicate that the persistent reservation applies to the
the logig¢al unit defined by the scoPe-sPECIFIC ADDRESS field in the PERSISTENT RESERVE OUT pa
An element is defined by the SMC-2.standard. The ELEMENT_SCOPE scope is optional for all device

implemént PERSISTENT RESERVE OUT.

logical unit.
FRVE OUT.

element of
rameter list.
servers that
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7.10.4.3 Persistent Reservations Type

The value in the TYPE field shall specify the characteristics of the persistent reservation being established for all
data blocks within the element or within the logical unit. Table 72 defines the characteristics of the different type
values. For each persistent reservation type, table 72 lists code value and describes the required device server
support. In table 72, the description of required device server support is divided into two paragraphs. The first
paragraph defines the required handling for read operations. The second paragraph defines the required handling

for write operations.

Table 72 — Persistent reservation type codes

14776-452 © ISO/IEC:2005(E)

Code Name Description
Oh Obsolete
1h Write Reads Shared: Any application client on any initiator may initiate tasks that

Exclusive request transfers from the storage medium or cache of the logical unit to the
initiator.

Writes Exclusive: Any task from any initiator other than theJnitiator holdipg the
persistent reservation that requests a transfer from the nitiator to the storage
medium or cache of the logical unit shall be terminatedwith RESERVATIQN
CONFLICT status.

2h Obsolete

3h Exclusive Reads Exclusive: Any task from any initjator' other than the initiator holdipg the

Access persistent reservation that requests a transfer from the storage medium or|cache of
the logical unit to the initiator shall beterminated with RESERVATION CONFLICT
status.

Writes Exclusive: Any task from.any initiator other than the initiator holdipg the
persistent reservation that requests a transfer from the initiator to the storage
medium or cache of the lagical unit shall be terminated with RESERVATIQN
CONFLICT status.

4h Obsolete

5h Write Reads Shared:.Any application client on any initiator may initiate tasks that

Exclusive— | request transfers from the storage medium or cache of the logical unit to the

Registrants | initiator.

Only Writes Exclusive: A task that requests a transfer to the storage medium pr cache
of the legical unit from an initiator that is not currently registered with the device
server shall be terminated with RESERVATION CONFLICT status.

6h Exclusive Reads Exclusive: A task that requests a transfer from the storage mediym or

Access — cache of the logical unit to an initiator that is not currently registered with the device

Registrants | server shall be terminated with RESERVATION CONFLICT status.

Only. Writes Exclusive: A task that requests a transfer to the storage medium pr cache
of the logical unit from an initiator that is not currently registered with the device
server shall be terminated with RESERVATION CONFLICT status.

7h - (|, Reserved
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7.11 PERSISTENT RESERVE OUT command

7.11.1 PERSISTENT RESERVE OUT command introduction

-117 -

The PERSISTENT RESERVE OUT command (see table 73) is used to request service actions that reserve a
logical unit or element for the exclusive or shared use of a particular initiator. The command uses other service
actions to manage and remove such reservations. The command shall be used in conjunction with the
PERSISTENT RESERVE IN command and shall not be used with the RESERVE and RELEASE commands.

Initiators performing PERSISTENT RESERVE OUT service actions are identified by a reservation key provided by
the application cllent An appllcat|on cllent may use the PERSISTENT RESERVE IN command to obtaln the reser-

vation ke
comma

hd to preempt that reservatlon.

Table 73 — PERSISTENT RESERVE OUT command

Bthe " 7 6 5 4 3 2 1 0

0 OPERATION CODE (5Fh)
1 Reserved SERVICE ACTION
2 SCOPE TYPE
3 Reserved
4 Reserved
5 Reserved
6 Reserved
7 (MSB)
g PARAMETER LIST LENGTH (18h) (LSB)
9 CONTROL

If a PERSISTENT RESERVE OUT command is attempted, but there are insufficient device server rgesources to

comple

the operation, the device seryershall return a CHECK CONDITION status. The sense key s
ILLEGAL REQUEST and the additional sense data shall be set to INSUFFICIENT REGISTRATION RE

The PERSISTENT RESERVE OUT command contains fields that specify a persistent reservation se
the intepded scope of the pefsistent reservation, and the restrictions caused by the persistent reser

TYPE and ScoPE fields are.defined in 7.10.4.2 and 7.10.4.3.
mented| the device server shall return a CHECK CONDITION status.

If a scopPe field specifies a scope that i

The sense key shall be set

REQUHST and additional sense data shall be set to INVALID FIELD IN CDB.

Fields cpntainediin the PERSISTENT RESERVE OUT parameter list specify the information required {
particular persistent reservation service action.

all be set to
SOURCES.

vice action,
ation. The
5 not imple-
o ILLEGAL

o perform a

The parameter list shall be 24 bytes in length and the PARAMETER LIST LENGTH field shall contain 24 (18h). If the
parameter list length is not 24, the device server shall return a CHECK CONDITION status. The sense key shall
be set to ILLEGAL REQUEST and the additional sense data shall be set to PARAMETER LIST LENGTH ERROR.
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7.11.2 PERSISTENT RESERVE OUT Service Actions

When processing the PERSISTENT RESERVE OUT service actions, the device server shall increment the gener-

ation value as specified in 7.10.3.

The PERSISTENT RESERVE OUT command service actions are defined in table 74.

Table 74 — PERSISTENT RESERVE OUT service action codes

14776-452 © ISO/IEC:2005(E)

GENERATION field
incremented
Code Name Description (see 7.10.3)
00h REGISTER Register a reservation key with the device Yes
server (see 5.5.3.4).
01h RESERVE Creates a persistent reservation having a No
specified scoPe and TYPE (see 5.5.3.5). The
SCOPE and TYPE of a persistent reservation
are defined in 7.10.4.2 and 7.10.4.3.
02h RELEASE Releases the selected reservation for the No
requesting initiator (see 5.5.3.6.2).
03h CLEAR Clears all reservation keys and alkpérsistent Yes
reservations (see 5.5.3.6.5).
04h PREEMPT Preempts persistent reseryations from Yes
another initiator (see 5.513.6.3).
05h PREEMPT AND Preempts persistent.reservations from Yes
ABORT another initiator.and aborts all tasks for all
initiators registered with the specified
reservation key (see 5.5.3.6.3 and 5.5.3.6.4).
06h REGISTER Registerareservation key with the device Yes
AND IGNORE server{see 5.5.3.4).
EXISTING KEY
O7h - 1Fh Reserved
The parpmeter list values for eachrservice action are specified in 7.11.3.
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7.11.3 PERSISTENT RESERVE OUT parameter list

The parameter list required to perform the PERSISTENT RESERVE OUT command is defined in table 75. All
fields shall be sent on all PERSISTENT RESERVE OUT commands, even if the field is not required for the
specified service action and scope values.

Table 75 — PERSISTENT RESERVE OUT parameter list

Bit
Byte 7 6 5 4 3 2 1 0
0 (MSB)
RESERVATION KEY
7 (LSB)
8 (MSB)
SERVICE ACTION RESERVATION KEY
15 (LSB)
16 (MSB)
SCOPE-SPECIFIC ADDRESS
19 (LSB)
20 Reserved APTPL
21 Reserved
22 (MSB)
Obsolete
23 (LSB)
The obdolete field in Bytes 22 and 23 was defined in a previous/standard for use with an obsolete scope (see table
71). If the obsolete scope is not supported Bytes 22 and 23 should be zero.
The RE$ERVATION KEY field contains an 8-byte value previded by the application client to the devige server to
identify [the initiator that is the source of the PERSISTENT RESERVE OUT command. The device gerver shall
verify thiat the contents of the RESERVATION KEY fieldhifYa PERSISTENT RESERVE OUT command parameter data
matche$ the registered reservation key for the initiator from which the task was received, except for:
a) |the REGISTER AND IGNORE EXISTING KEY service action where the RESERVATION KEY figld shall be

b)

Except
than the
status.

SERVICH

The SER
REGIS]
REGIST

ignored; and
the REGISTER service actionfor an unregistered initiator where the RESERVATION KEY field
zero.

hs noted above, whenia PERSISTENT RESERVE OUT command specifies a RESERVATION KE
b reservation key fegistered for the initiator the device server shall return a RESERVATION
Except as noted.above, the reservation key of the initiator shall be verified to be correct regar
ACTION and SCoPE field values.

VICE ACTION RESERVATION KEY field contains information needed for four service actions; the
[ER(AND IGNORE EXISTING KEY, PREEMPT, and PREEMPT AND ABORT service actio
[ER and REGISTER AND IGNORE EXISTING KEY service action, the SERVICE ACTION RESEH

hall contain

v field other
CONFLICT
dless of the

REGISTER,
hs. For the
VATION KEY

[t el el W e

actions, the SERVICE ACTION RESERVATION KEY field contains the reservation key of the persistent reservations that
are being preempted. The SERVICE ACTION RESERVATION KEY field is ignored for all other service actions.

If the scope is an ELEMENT_SCOPE reservation, the scoPe-sPECIFIC ADDRESS field shall contain the element
address, zero filled in the most significant bits to fit the field. If the service action is REGISTER, REGISTER AND
IGNORE EXISTING KEY, or CLEAR or if the scope is a LU_SCOPE reservation, the SCOPE-SPECIFIC ADDRESS field
shall be set to zero.

The Activate Persist Through Power Loss (APTPL) bit shall be valid only for the REGISTER, or the REGISTER AND
IGNORE EXISTING KEY service action. In all other cases, the APTPL bit shall be ignored. Support for an APTPL bit
equal to one is optional. If a device server that does not support the APTPL bit value of one receives that value in a
REGISTER or a REGISTER AND IGNORE EXISTING KEY service action, the device server shall return a CHECK
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CONDITION status. The sense key shall be set to ILLEGAL REQUEST and additional sense code shall be set to
INVALID FIELD IN PARAMETER LIST.

If the last valid APTPL bit value received by the device server is zero, the loss of power in the target shall release the
persistent reservation for all logical units and remove all reservation keys (see 5.5.3.4). If the last valid ApTPL bit
value received by the device server is one, the logical unit shall retain any persistent reservation(s) that may be
present and all reservation keys for all initiators even if power is lost and later returned (see 5.5.3.2).

Table 76 summarizes which fields are set by the application client and interpreted by the device server for each
service action and scope value. The APTPL bit in the PERSISTENT RESERVE OUT parameter list, specified in the
previous paragraph, is not summarized in table 76.

Table 76 — PERSISTENT RESERVE OUT service actions and valid parameters

Parameters
SERVICE ACTION
RESERVATION RESERVATION SCOPE-BPECIFIC

Service action Allowed scopPe TYPE KEY KEY ADDRESS
REGISTER ignored ignored valid valid ignpred
REGISTER
AND IGNORE ignored ignored ignored valid ignpred
EXISTING KEY

LU_SCOPE valid . ignored ignpred

[« —

RESERVE ELEMENT_SCOPE valid vaiq ignored valid (glement)

LU_SCOPE valid . ignored ignpred
RELEASE ELEMENT_SCOPE valid valid ignored valid (glement)
CLHAR ignored ignored valid ignored ignpred

LU_SCOPE valid . valid ignpred
PREEMPT ELEMENT SCOPE | valid valid valid valid (dlement)
PREEMPT & LU_SCOPE valid valid valid ignpred
ABQRT ELEMENT_SCOPE valid valid valid (glement)
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REVENT ALLOW MEDIUM REMOVAL command

The PREVENT ALLOW MEDIUM REMOVAL command (see table 77) requests that the target enable or disable
the removal of the medium in the logical unit. The logical unit shall not allow medium removal if any initiator
currently has medium removal prevented.

Table 77 — PREVENT ALLOW MEDIUM REMOVAL command

Bthe it 7 6 5 4 3 2 1 0
0 OPERATION CODE (1Eh)
1 Reserved
2 Reserved
3 Reserved
4 Reserved PREVENT
5 CONTROL

Table 78 defines the PREVENT field values and their meanings.

PREVEN
standar

The pre
REMO\
medium

a)

b)

Table 78 — PREVENT ALLOW MEDIUM REMOVALPREVENT field

PREVENT | Description

00b Medium removal shall be allowed from both the data transport
element and the attached medium changer (if any).

01b Medium removal shall be préhibited from the data transport
element but allowed from the attached medium changer (if any).

10b Medium removal shall-beallowed for the data transport element
but prohibited for the attached medium changer.

11b Medium removalshall be prohibited for both the data transport
element and thé’attached medium changer.

l INQUIRY data.

removal for thedogical unit shall terminate:

successfully performed a synchronize cache operation; or
upon-a hard reset condition.

vention of medium removal shall begin when any application client issues a PREVENT ALLO
AL command with-asPREVENT field of O1b or 11b (i.e., medium removal prevented). The p

after all initiators with application clients that previously prevented medium removal issue
ALLOW(MEDIUM REMOVAL commands with a PREVENT field of 00b or 10b, and the deviceg

r values 10b and 11b are valid only when the rRMB bit and the MCHNGR bit are both equal t¢ one in the

W MEDIUM
evention of

PREVENT
server has

For an initiator that has executed a PERSISTENT RESERVE OUT command with a service action of RESERVE,
REGISTER AND IGNORE EXISTING KEY, or REGISTER service action, the PREVENT field shall be set to zero as
part of the uninterrupted sequence of events performed by a PERSISTENT RESERVE OUT command with a
service action of PREEMPT AND ABORT using that initiator's registration value in the SERVICE ACTION RESER-
VATION KEY field. This allows an initiator to override the prevention of medium removal function for an initiator that
is no longer operating correctly.

While a prevention of medium removal condition is in effect, the target shall inhibit mechanisms that normally allow

removal

of the medium by an operator.
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7.13.1 READ BUFFER command introduction
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The READ BUFFER command (see table 79) is used in conjunction with the WRITE BUFFER command as a
diagnostic function for testing memory in the SCSI device and the integrity of the service delivery subsystem. This
command shall not alter the medium.

Table 79 — READ BUFFER command

Bthe it 7 6 4 3 2 0

0 OPERATION CODE (3Ch)
1 Reserved | MODE
2 BUFFER ID
3 (MSB)
4 BUFFER OFFSET
5 (LSB)
6 (MSB)
7 ALLOCATION LENGTH
8 (LSB)
9 CONTROL

The fungtion of this command and the meaning of fields within the CDB depend on the contents of thg MODE field.

The Mo

DE field is defined in table 80.

Table 80 — READ BUFFER MoDE field

Implementation

MODE Bescription requirements
0000b Combined header and data Optional
0001b Vendor specific Vendor specific
0010b Data Optional
Q011b Descriptor Optional
0100b - 1001b | Reserved Reserved
1010b Echo buffer Optional
1011b Echo buffer descriptor Optional
1100b - 1111b Reserved Reserved
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7.13.2 Combined header and data mode (0000b)

In this mode, a four-byte header followed by data bytes is returned to the application client in the Data-In Buffer.

The BUF

FER ID and the BUFFER OFFSET fields are reserved.

The four-byte READ BUFFER header (see table 81) is followed by data bytes from the buffer.

Table 81 — READ BUFFER header

Bit
Byte

4

0

R ol
M\CSCTVvCT

1

3

BUFFER CAPACITY

The BUS
reduced
WRITE
buffer.

have bg
whicheV

7.13.3

In this n
this stan

7.13.4

In this n
buffer w
within th
codes ¢
comma
the dev
the add

The de
when al

The BUF
The ap
descript
CONDI
FIELD |

FFER CAPACITY field specifies the total number of data bytes available in the buffer. This nu
to reflect the allocation length; nor is it reduced to reflect the actual numberiof bytes writtg

'he device server shall terminate filling the Data-In Buffer when allocation.Jéngth bytes of head
en transferred or when all available header and buffer data have been transferred to the applid
eris less.

endor specific mode (0001b)

node, the meanings of the BUFFER ID, BUFFER OFFSET, and-ALLOCATION LENGTH fields are not
dard.

ata mode (0010b)

node, the Data-In Buffer is filled only with Jogical unit buffer data. The BUFFER ID field identifie
ithin the logical unit from which data shall be transferred. The vendor assigns buffer ID codg

hall be assigned contiguously, beginning with one. Buffer ID code assignments for the REA
nd shall be the same as for the WRITE BUFFER command. If an unsupported buffer ID code
ce server shall return CHECK-CONDITION status, shall set the sense key to ILLEGAL REQUH
tional sense code to INVALID FIELD IN CDB.

the available data from the buffer has been transferred to the application client, whichever am

FER OFFSET field contains the byte offset within the specified buffer from which data shall be
blication.€lient should conform to the offset boundary requirements returned in the REA
or (see 7+13.5). If the device server is unable to accept the specified buffer offset, it shall ret
[ION status, shall set the sense key to ILLEGAL REQUEST, and set the additional sense code
N.CDB.

mber is not
n using the

BUFFER command. Following the READ BUFFER header, the device server shall transfer data from the

er plus data
ation client,

specified by

s a specific
s to buffers

e logical unit. Buffer ID zero shall be Supported. If more than one buffer is supported, additional buffer ID

D BUFFER
is selected,
ST, and set

ice server shall terminate filling the Data-In Buffer when allocation length bytes have been transferred or

punt is less.

transferred.
D BUFFER
irn CHECK
to INVALID
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7.13.5 Descriptor mode (0011b)

In this mode, a maximum of four bytes of READ BUFFER descriptor information is returned. The device server
shall return the descriptor information for the buffer specified by the BUFFER ID field (see the description of the buffer
ID in 7.13.4). If there is no buffer associated with the specified buffer ID, the device server shall return all zeros in
the READ BUFFER descriptor. The BUFFER OFFSET field is reserved in this mode. The allocation length should be
set to four or greater. The device server shall transfer the lesser of the allocation length or four bytes of READ
BUFFER descriptor. The READ BUFFER descriptor is defined as shown in table 82.

Table 82 — READ BUFFER descriptor

Bit
Byte
0
1
3

(2]
(8]
) S
’J

OFFSET BOUNDARY

BUFFER CAPACITY

The oF
BUFFE
as a po

ent WRITE
interpreted

FSET BOUNDARY field returns the boundary alignment within the selected buffer for subsequ
R and READ BUFFER commands. The value contained in the OFFSET BOUNDARY field shall be
ver of two.

The valie contained in the BUFFER OFFSET field of subsequent WRITE BUFFER and READ BUFFER
should e a multiple of 20ffsetboundary 55 shown in table 83.

commands

Table 83 — Buffer offset boundary

pOffsetboundary | g\ffer offsets

Offset boundary
Oh
1h
2h
3h

4h

20 -1 Byte boundaries
21=2
2224
2°=8
2*=16

Even-byte boundaries
Four-byte boundaries
Eight-byte boundaries
16-byte boundaries

FFh Not applicable 0 is the only supported buffer offset

The BUAFER CAPACITY field'Shall return the size of the selected buffer in bytes.

NOTE 21
BUFFER
is active

In a system.employing multiple application clients, a buffer may be altered between the WRITE BUFFH
commands by-another application client. Buffer testing applications should insure that only a single app
Use of.reservations to all logical units on the device or linked commands may be helpful in avoiding bu

R and READ
lication client
ffer alteration

between|these-two' commands.

7.13.6 Read Data from echo buffer (1010b)

In this mode the device server transfers data to the application client from the echo buffer. The echo buffer shall
transfer the same data as when the WRITE BUFFER command with the mode field set to echo buffer was issued.
The BUFFER ID and BUFFER OFFSET fields are ignored in this mode.

The READ BUFFER command shall return up to the number of bytes of data as received in the prior echo buffer
mode WRITE BUFFER command from the same initiator. If the allocation length is insufficient to accommodate
the number of bytes of data as received in the prior echo buffer mode WRITE BUFFER command, the data
returned shall be truncated as described in 4.3.4.6, and this shall not be considered an error. If a prior echo buffer
mode WRITE BUFFER command was not successfully completed the echo buffer mode READ BUFFER
command shall terminate with a CHECK CONDITION status, the sense key shall be set to ILLEGAL REQUEST
and the additional sense code to COMMAND SEQUENCE ERROR. If the data in the echo buffer has been
overwritten by another initiator the target shall terminate the echo buffer mode READ BUFFER command with a
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CHECK CONDITION status, the sense key shall be set to ABORTED COMMAND and the additional sense code to
ECHO BUFFER OVERWRITTEN.

The initiator may send a READ BUFFER command requesting the echo buffer descriptor prior to a WRITE
BUFFER command.

If an echo buffer mode WRITE BUFFER command is successful then the initiator may send multiple echo buffer
mode READ BUFFER commands to read the echo buffer data multiple times.

7.13.7 Echo buffer descriptor mode (1011b)

In this mode, a maximum of four bytes of READ BUFFER descriptor information is returned. The device server

shall return the descriptor information for the echo buffer. If there is no echo buffer implemented, the d

shall re
allocatid
or four

pvice server

urn all zeros in the READ BUFFER descriptor. The BUFFER OFFSET field is reserved in.thiS mode. The
n length should be set to four or greater. The device server shall transfer the lesser of thg-allodation length
ytes of READ BUFFER descriptor. The READ BUFFER descriptor is defined as shown in table 84.

Table 84 — Echo buffer descriptor

Bytz 1 7 6 5 4 3 2 1 0
0 Reserved EBOS
1 Reserved
2 Reserved | (MSB)
3 BUFFER CAPACITY (LSB)
The BURFER CAPACITY field shall return the size of the echo buffer in bytes aligned to a four-byte boyndary. The

maximum echo buffer size is 4096 bytes.

If the eg
An echd
a)

b)

An EBOY

ho buffer is implemented then the echo buiffer descriptor shall be implemented.

buffer overwritten supported (EBOS)\hit'of one indicates either:

the target returns the ECHO BUFFER OVERWRITTEN additional sense code if the data being read from

the echo buffer is not the datapreviously written by the same initiator, or
the target ensures echo buffer data from each initiator is the same as that previously written K
initiator.

y the same

bit of zero specifies that the echo buffer may be overwritten by other initiators or intervening commands.
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7.14 RECEIVE COPY RESULTS command

7.14.1 RECEIVE COPY RESULTS command introduction

The RECEIVE COPY RESULTS command (see table 85) provides a means for the application client to receive
information about the copy manager or the results of a previous or current EXTENDED COPY command (see 7.2).

Table 85 — RECEIVE COPY RESULTS command

Bit
Byte 7 6 5 4 3 2 1 0
0 OPERATION CODE (84h)
1 Reserved SERVICE ACTION
2 LIST IDENTIFIER
3 Reserved
4 Reserved
5 Reserved
6 Reserved
7 Reserved
8 Reserved
9 Reserved
10 (MSB)
11
ALLOCATION LENGTH
12
13 (LSB)
14 Reserved
15 CONTROL
The seryice actions defined for the RECEIVE COPY RESULTS command are shown in table 86.
Table 86 *— RECEIVE COPY RESULTS service action codes
Returns Datp While
EXTENDED COPY Is
Code | Name Description In Progress
00h CORY Return the current copy status of the EXTENDED Yes
STATUS COPY command identified by the LIST IDENTIFIER field.
01h RECEIVE Return the held data read by EXTENDED COPY com- No
DATA mand identified by the 1 IST IDENTIEIER field
03h OPERATING Return copy manager operating parameters. Yes
PARAME-
TERS
04h FAILED Return copy target device sense data and other infor- No
SEGMENT mation about the progress of processing a segment
DETAILS descriptor whose processing was not completed during
processing of the EXTENDED COPY command identi-
fied by the LIST IDENTIFIER field.
05h-1Eh | Reserved
1Fh Vendor Specific
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The LIST IDENTIFIER field identifies the EXTENDED COPY command (see 7.2) about which information is desired.
The RECEIVE COPY RESULTS command shall return information from the EXTENDED COPY command
received from the same initiator with a list identifier that matches the list identifier specified in the RECEIVE COPY
RESULTS CDB. If no EXTENDED COPY command known to the copy manager has a matching list identifier, then
the command shall be terminated with CHECK CONDITION status, the sense key shall be set to ILLEGAL
REQUEST, and the additional sense code shall be set to INVALID FIELD IN CDB.

If the LIST IDENTIFIER field identifies the EXTENDED COPY command that had the NRCR bit set to 1 in the
parameter data (see 7.2), the copy manager may respond to a RECEIVE COPY RESULTS command in the same
manner it would if the EXTENDED COPY command had never been received.

The actual length of the RECEIVE COPY RESULTS parameter data is available in the AVAILABLE DATA parameter

data field. The ALLOCATION LENGTH field in the CDB indicates how much space has been allocated far.the returned
parameter list. If the length is not sufficient to contain the entire parameter list, the first portion efithe|list shall be
returned. This shall not be considered an error. If the remainder of the list is required, the application ¢lient should
send a hew RECEIVE COPY RESULTS command with an ALLOCATION LENGTH field large, énough to|contain the
entire parameter list.
7.14.2 QOPY STATUS service action
In resppnse to the COPY STATUS service action, the copy manager shall réturn the current sfatus of the
EXTENDED COPY command (see 7.2) identified by the LIST IDENTIFIER field'in the CDB. Table 87 shows the
format ¢f the information returned by the copy manager in response to-the COPY STATUS service jaction. If a
device server supports the EXTENDED COPY command, it shall also-support the RECEIVE COPY RESULTS
command with COPY STATUS service action.
Table 87 — Parameter data for the CORY STATUS service action
Bit
Byte 7 6 5 4 3 2 1 0
0 (MSB)
AVAILABLE DATA (00000008h)
3 (LSB)
4 HDD | STATUS
5 (MSB)
SEGMENTS PROCESSED
6 (LSB)
7 TRANSFER COUNT UNITS
8 (MSB)
TRANSFER COUNT
11 (LSB)
After cdmpletion-of.an EXTENDED COPY command, the copy manager shall preserve all data refurned by a
COPY $TATUS: service action for a vendor specific period of time. The copy manager shall discard the COPY
STATU$S data when:
a) a RECIEVE COPY RESULTS command with COPY STATUS Service action Is received irom the same

initiator with a matching list identifier;

when another EXTENDED COPY command is received from the same initiator and the list identifier
matches the list identifier associated with the data preserved for the COPY STATUS service action;

when the copy manager detects a hard reset condition; or

when the copy manager requires the resources used to preserve the data.

b)

c)
d)

The AVAILABLE DATA field shall contain the number of bytes present in the parameter data that follows.

The held data discarded (HDD) bit indicates whether held data has been discarded. If HDD is one, held data has
been discarded as described in 7.14.4. If HDD is zero, held data has not been discarded.
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The sTATUS field contains the current status of the EXTENDED COPY command identified by the LIST IDENTIFIER
field in the CDB as defined in table 88.

Table 88 — COPY STATUS sTATUS values

STATUS value

Meaning

00h
01h
02h

04h - 7Fh

Operation in progress
Operation completed without errors
Operation completed with errors

Reserved

The sSE
EXTEN
being p

The TRA

The TRA
comma
commal

NSFER COUNT UNITS field specifies the units for the TRANSFER COUNT field as defined' in table 89

Table 89 — COPY STATUS TRANSFER COUNT UNITS valués

Value Meaning Binary Multiplier to cenvert
Multiplier TRANSFER COUNT field
Name 2 to bytes
00h Bytes 1
01h | Ki-bytes Kilobinary | 510°5r 1024
02h | Mi-bytes Megabinary. | 220
03h | Gi-bytes Gigabinary | 230
04h | Ti-bytes Tetabinary | 240
05h Pi-bytes Peétabinary | 250
06h Ei-bytes Exabinary | 2%°
07h - FFh | Resenved
& This nomenclature is defined in IEC 60027-2 (2000).

NSFER COUNT field specifies'the amount of data written to a destination device for the EXTEN
nd identified by the IST.IDENTIFIER field in the CDB prior to receiving the RECEIVE COPY RESULTS
nd with COPY STATUS service action.

EMENTS PROCESSED field contains the number of segments the copy manager has procegsed for the
DED COPY command identified by the LIST IDENTIFIER field in the CDB including the segm@nt currently
ocessed. This field shall be zero if the copy manager has not yet begun processing segment d

escriptors.

PED COPY
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7.14.3 RECEIVE DATA service action

If the copy manager supports those segment descriptors require data to be held for transfer to the application
client, then the RECEIVE DATA service action causes the copy manager to return the held data using the format
shown in table 90. If a copy manager supports any of the segment descriptor type codes that require data to be
held for the application client (see 7.2.5), then it shall also support the RECEIVE COPY RESULTS command with
RECEIVE DATA service action.

If the LIST IDENTIFIER field of a RECEIVE COPY RESULTS CDB identifies an EXTENDED COPY command that still
is being processed by the copy manager, the command shall be terminated with a CHECK CONDITION status.
The sense key shall be set to ILLEGAL REQUEST and the additional sense code shall be set to INVALID FIELD IN

CDB.

Table 90 — Parameter data for the RECEIVE DATA service action

Bit
Byte

0

(MSB)

AVAILABLE DATA (n-4)

(LSB)

3
4
n

HELD DATA

Followin
RECIEV
COPY §
EXTEN
shall dig

a)
b)

c)

d)
e)

The AV4
client.
AVAILAB

The HEL
by seve
the first
the hold

g completion of an EXTENDED COPY command, the copy manager shall preserve all data rqg
E DATA service action for a vendor specific period of timeThe application client should issue
RESULTS command with RECEIVE DATA service action as soon as practical following comp
DED COPY command to insure that the data is notydiscarded by the copy manager. The co
card the buffered inline data:

after all data held for a specific EXTENDED,COPY command has been successfully transf
application client;

when a RECIEVE COPY RESULTS command with RECEIVE DATA service action has been re
the same initiator with a matching listidentifier, with the ALLOCATION LENGTH field set to zero;
when another EXTENDED CORY, command is received from the same initiator and the |
matches the list identifier associated with the data preserved for RECEIVE DATA service actio
when the copy manager detécts a hard reset condition; or

when the copy manager tequires the resources used to preserve the data.

ILABLE DATA field shiall'contain the number of bytes of held data available for delivery to the

If the amount of held data sent to the application client is reduced due to insufficient allocatior]

|E DATA field shall'not be altered and the held data shall not be discarded.

D DATA field*contains the data held by the copy manager for delivery to the application client as
ral segment descriptor type codes. Unless the copy manager’s held data limit (see 7.14.4) is
bytesheld in response to the first segment descriptor in the EXTENDED COPY parameter list
ing“of data (called the oldest byte held) is returned in byte 4. The last byte held in respons

turned by a
a RECEIVE
etion of the
Dy manager

erred to the
ceived from

st identifier
N

application
length, the

5 prescribed
exceeded,
prescribing

p to the last

segment descriptor in the EXTENDED COPY parameter list prescribing the holding of data (called the newest byte

held) is

returned in byte n.
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7.14.4 OPERATING PARAMETERS service action

In response to the OPERATING PARAMETERS service action, the copy manager shall return its operating
parameter information in the format shown in table 91. If a device server supports the EXTENDED COPY
command (see 7.2), then it shall also support the RECEIVE COPY RESULTS command with OPERATING
PARAMETERS service action.

Table 91 — Parameter data for the OPERATING PARAMETERS service action

Bit
Byte 7 6 5 4 3 2 1 0
0 MSB)
: : AVAILABLE DATA (n-4)
3 (LSB)
4
Reserved
7
8 MSB
( ) MAXIMUM TARGET DESCRIPTOR COUNT
9 (LSB)
10 MSB
( ) MAXIMUM SEGMENT DESCRIPFOR/COUNT
11 (LSB)
12 MSB
( ) MAXIMUM DESCRIPTOR'IST LENGTH
15 (LSB)
16 MSB
( ) MAXIMUM SEGMENT LENGTH
19 (LSB)
20 MSB
( ) MAXIMUM INLINE DATA LENGTH
23 (LSB)
24 MSB
( ) HELD DATA LIMIT
27 (LSB)
28 MSB
( ) MAXIMUM STREAM DEVICE TRANSFER SIZE
31 (LSB)
32
Reserved
35
36 MAXIMUM CONCURRENT COPIES
37 DATA SEGMENT GRANULARITY (log 2)
38 INLINE DATA GRANULARITY (log 2)
39 HELD DATA GRANULARITY (log 2)
40 R Pl
2 Reserved
43 IMPLEMENTED DESCRIPTOR LIST LENGTH (n-43)
44
List of implemented descriptor type codes (ordered)
n

The AvAILABLE DATA field shall contain the number of bytes following the AVAILABLE DATA field in the parameter data
(i.e., the total number of parameter data bytes minus 4).

The MAXIMUM TARGET COUNT field contains the maximum number of target descriptors that the copy manager
allows in a single EXTENDED COPY target descriptor list.
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The MAXIMUM SEGMENT COUNT field contains the maximum number of segment descriptors that the copy manager
allows in a single EXTENDED COPY segment descriptor list.

The MAXIMUM DESCRIPTOR LIST LENGTH field contains the maximum length, in bytes, of the target descriptor list and
segment descriptor list. This length includes the embedded data but excludes inline data that follows the
descriptors.

The MAXIMUM SEGMENT LENGTH field indicates the length, in bytes, of the largest amount of data that the copy
manager supports writing via a single segment. Bytes introduced as a result of the PAD bit being set to one (see
7.2.7) are not counted towards this limit. A value of zero indicates that the copy manager places no limits on the
amount of data written by a single segment.

The mA
copy m
embedd
descrip
descript

The HE
guarant
DATA s
manags
recently
held dat

The MA
support

The DAT
a non-if
transfer
value is
not cou

The INL
managse
amount
GRANUL
(see 7.2

If the cq
larity o
CONDIT
COPY 9

The HEU

IMUM INLINE DATA LENGTH field indicates the length, in bytes, of the largest amount of inline

ctua that the

anager supports in the EXTENDED COPY parameter list. This does not include data’included as

ed data within the segment descriptors. The MAXIMUM INLINE DATA LENGTH field applies;only
ors containing the 04h descriptor type code (see 7.2.7.7). The field shall be set ta,zero wh
or type code is not supported by the copy manager.

D DATA LIMIT field indicates the length, in bytes, of the minimum amouft‘of data the coq

to segment
en the 04h

y manager

bes to hold for return to the application client via the RECEIVE COPY RESMLTS command with RECEIVE

ervice action (see 7.14.3). If the processing of segment descriptors requires more data to be he
r may discard some of the held data in a vendor specific manner that retains the held bytes frg
processed segment descriptors. The discarding of held data bytés shall not be considered
a is discarded, the hdd bit shall be set as described in 7.14.2.

XIMUM CONCURRENT COPIES field contains the maximum number of EXTENDED COPY
bd for concurrent processing by the copy manager.

A SEGMENT GRANULARITY field indicates the lengthiof the smallest data block that copy manage
line segment descriptor (i.e., segment descriptors with type codes other than 04h). The am
red by a single segment descriptor shall be-&multiple of the granularity. The DATA SEGMENT G
expressed as a power of two. Bytes introduced as a result of the PAD bit being set to one (s€
nted towards the data length granularity:

NE DATA GRANULARITY field indicates the length of the of the smallest block of inline data th
r permits being written by a segment descriptor containing the 04h descriptor type code (see 7
of inline data written by a single segment descriptor shall be a multiple of the granularity. The
\RITY value is expressed\as a power of two. Bytes introduced as a result of the PAD bit bein
.7) are not counted towards the length granularity.

Id, the copy
m the most
an error. If

commands

br permits in
bunt of data
RANULARITY
e 7.2.7) are

at the copy
2.7.7). The
INLINE DATA
) set to one

py manager encounters a data or inline segment descriptor that violates either the data seginent granu-

the inline data granularity, the EXTENDED COPY command shall be terminated with
[ION status/~The sense key shall be set to COPY ABORTED and the additional sense code sh
SEGMENT GRANULARITY VIOLATION.

a CHECK
all be set to

D DATA GRANULARITY field indicates the length of the smallest block of held data that the copy ma

transfer

service action (see 7.14.3). The amount of data held by the copy manager in response to any one segment
descriptor shall be a multiple of this granularity. The HELD DATA GRANULARITY Vvalue is expressed as a power of two.

The MAXIMUM STREAM DEVICE TRANSFER SIZE field indicates the maximum transfer size, in bytes, supported for
stream devices.

The IMPLEMENTED DESCRIPTOR LIST LENGTH field contains the length, in bytes, of the list of implemented descriptor
type codes.

The list of implemented descriptor type codes contains one byte for each segment or target DESCRIPTOR TYPE CODE
value (see 7.2.5) supported by the copy manager, with a unique supported DESCRIPTOR TYPE CODE value in each
byte. The DESCRIPTOR TYPE CODE values shall appear in the list in ascending numerical order.
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7.14.5 FAILED SEGMENT DETAILS service action

In response to the FAILED SEGMENT DETAILS service action, the copy manager shall return details of the
segment processing failure that caused termination of the EXTENDED COPY command (see 7.2) identified by the
LIST IDENTIFIER field in the CDB. Table 92 shows the format of the information returned by the copy manager in
response to a FAILED SEGMENT DETAILS service action. If a device server supports the EXTENDED COPY
command (see 7.4), then it shall also support the RECEIVE COPY RESULTS command with FAILED SEGMENT
DETAILS service action.

When processing of an EXTENDED COPY command is aborted and processing of a segment descriptor is incom-
plete, the copy manager shall preserve details about the progress in processing of that descriptor. These details
enable the application client to obtain information it needs to determine the state in which target devices (in
particulaﬁr stream devices) have been left by incomplete processing.

If the LIJT IDENTIFIER field of a RECEIVE COPY RESULTS CDB identifies an EXTENDED COPY commgnd that still
is being processed by the copy manager, the command shall be terminated with a CHECK |CONDIT|ION status.
The serjse key shall be set to ILLEGAL REQUEST and the additional sense code shall be set'to INVAL|D FIELD IN
CDB.

Table 92 — Parameter data for the FAILED SEGMENT DETAILSservice action

Bit
Byte 7 6 5 4 3 2 1 0
0 MSB
( ) AVAILABLE DATA (n-4)
3 (LSB)
4
Reserved
55
56 EXTENDED COPY COMMAND STATUS
57 Reserved
58 MSB
( ) SENSE DATA LENGTH (n-59)
59 (LSB)
60
SENSE DATA
n

The application client shouldtissue a RECEIVE COPY RESULTS command with FAILED SEGMENT DETAILS
service pction immediately following failure of the EXTENDED COPY command to insure that the information is not
discarded by the copy manager. The copy manager shall discard the failed segment details:

a) |after all failed segment details held for a specific EXTENDED COPY command have been $uccessfully
transferted to the application client;
b) [wheh @ RECEIVE COPY RESULTS command with FAILED SEGMENT DETAILS service actign has been
received from the same initiator with a matching list identifier, with the ALLOCATION LENGTH field| set to zero;

[V o et T el

c) ‘whemanotherEXTENDED—COPY—Ccommand—is—received—fromthe—same—initrator—using—the same list
identifier;

d) when the copy manager detects a hard reset condition; or

e) when the copy manager requires the resources used to preserve the data.

The AVAILABLE DATA field shall contain the number of bytes of failed segment details available for delivery to the
application client. If the amount of failed segment details data sent to the application client is reduced due to insuf-
ficient allocation length, the AVAILABLE DATA field shall not be altered and the failed segment details shall not be
discarded. If no failed segment details data is available for the specified list identifier then the AVAILABLE DATA field
shall be set to zero and no data beyond the AVAILABLE DATA field shall be returned.

The copy cOMMAND STATUS field contains the SCSI status value that was returned for the EXTENDED COPY
command identified by the LIST IDENTIFIER field in the CDB.
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The SENSE DATA LENGTH field indicates how many bytes of sense data are present in the SENSE DATA field.

The SENSE DATA field contains a copy of the sense data that the copy manager prepared as part of terminating the
EXTENDED COPY command identified by the list identifier with a CHECK CONDITION status.

NOTE 23 Specific uses of the reserved bytes 4 to 55 are under discussion for SPC-3.

7.15 RECEIVE DIAGNOSTIC RESULTS command

The RECEIVE DIAGNOSTIC RESULTS command (see table 93) requests that data be sent to the application

client ammlﬁmmmmpmted and
the pcv/|bit is one, the PAGE CcODE field specifies the format of the returned data, and there is no relationship to a

previou$ SEND DIAGNOSTIC command.
Table 93 — RECEIVE DIAGNOSTIC RESULTS command
Bit
Byte 7 6 5 4 3 2 1 0
0 OPERATION CODE (1Ch)
1 Reserved PCV
2 PAGE CODE
3 (MSB)
ALLOCATION LENGTH

4 (LSB)
5 CONTROL

A page [code valid (PcV) bit of zero indicates that the most recent SEND DIAGNOSTIC command sha]l define the

data ret

define the data returned by this command. Page code values are defined in 8.1 or in another co

standar

NOTES

24 To ipsure that the diagnostic command.information is not destroyed by a command sent from another initiaf

unit
25 Alth
med
rem

See 8.1

irned by this command. Optionally, a pcv bitef one indicates that the contents of the PAGE cor

] (see 3.1.12).

should be reserved.
bugh diagnostic software is generally device-specific, this command and the SEND DIAGNOSTIC comm4
ns to isolate the operating system software from the device-specific diagnostic software. The operating
hin device-independent:

for RECEIVE{DIAGNOSTIC RESULTS page format definitions.

E field shall
mmand set

or the logical

nd provide a
system may
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7.16 RELEASE(10) command

7.16.1 RELEASE(10) command introduction

The RELEASE(10) command (see table 94) is used to release a previously reserved logical unit.

Table 94 — RELEASE(10) command

Bit
Byte 7 6 5 4 3 2 1 0

0 OPERATION CODE (57h)

1 Reserved 3RDPTY | Reserved LoNGID Obsolete

2 Obsolete

3 THIRD-PARTY DEVICE ID

4 Reserved

5 Reserved

6 Reserved

7 (MSB)

PARAMETER LIST LENGTH

8 (LSB)

9 CONTROL
The REBERVE and RELEASE commands provide a basic mechanism for contention resolution in mulfiple-initiator
systemg. See 5.5.1 for a general description of reservations-and the commands that manage them. Ajreservation
may only be released by a RELEASE command from the.initiator that made it. It is not an error for ar| application

client to)
device {

Byte 1 H
1, BitO

attempt to release a reservation that is not curréntly valid, or is held by another initiator. In th
erver shall return GOOD status without altering any other reservation.

it 0 and Byte 2 provide an obsolete way:to release previously reserved extents within a logical
s equal to one, device servers not implementing the obsolete capability shall terminate the co

is case, the

unit. If Byte
mmand with

CHECK|]CONDITION status and the sense key shall be set to ILLEGAL REQUEST.

7.16.2 Yogical unit release

hmand shall
e initiator to

Logical unit reservation release‘is mandatory if the RELEASE(10) command is implemented. This con
cause the device server to_terminate all non-third-party logical unit reservations that are active from th

the spetified logical unit.

7.16.3 Third-party release

Third-pprty release allows an application client to release a logical unit that was previously resgrved using
third-pafty reservation (see 7.21.3). Third-party release is intended for use in multiple-initiator systems fthat use the

EXTENPED'COPY command.

If the third-party (3RDPTY) bit is zero, then a third-party release is not requested. If the 3RDPTY bit is zero then the
LoNGID bit and the PARAMETER LIST LENGTH field shall be ignored. If the 3rRDPTY bit is one then the device server
shall release the specified logical unit, but only if the initiator ID, 3RDPTY bit, and THIRD-PARTY DEVICE ID are
identical when compared to the RESERVE command that established the reservation.

If the 3RDPTY bit is one the device server shall not modify the mode parameters for commands received from the
third-party device even if the device server implements the transfer of mode parameters with a third-party
RESERVE command.

NOTE 26 If a target implements independent storage of mode parameters for each initiator, a third-party RESERVE command
copies the current mode parameters for the initiator that sent the RESERVE command to the current mode parameters for the
initiator specified as the third-party device (e.g., a copy manager SCSI device). A unit attention condition notifies the third-party
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of the changed mode parameters due to the reservation. A successful third-party RELEASE command does not change the
third-party devices' current mode parameters back to their previous values. The third-party device may issue MODE SENSE
and MODE SELECT commands to query and modify the mode parameters.

If the THIRD-PARTY DEVICE ID value associated with the reservation release is smaller than 255, the LONGID bit may
be zero and the ID value sent in the CDB THIRD-PARTY DEVICE ID field. Device ID formats are protocol specific. If
the LONGID bit is zero, the PARAMETER LIST LENGTH field shall be set to zero. If the THIRD-PARTY DEVICE ID is greater
than 255, the LONGID bit shall be one.

Device servers that support device IDs greater than 255 shall accept commands with LONGID equal to one. Device
servers whose devices IDs are limited to 255 or smaller may reject commands with LONGID equal to one with
CHECK CONDITION status and a sense key of ILLEGAL REQUEST.

If the LNGID bit is one, the parameter list length shall be eight, and the parameter list shall have the farmat shown
in table [95. If the LONGID bit is one, the THIRD-PARTY DEVICE ID field in the CDB shall be ignored;\If the LONGID bit
is one and the parameter list length is not eight, the device server shall return a CHECK CONDITION status with a
sense key of ILLEGAL REQUEST.

Table 95 — RELEASE(10) parameter list

Bit
Byte 7 6 5 4 3 2 1 0
0
. THIRD-PARTY DEVICE ID

7.17 RELEASE(6) command

The RELEASE(6) command (see table 96) is used to release a previously reserved logical unit. This subclause
describps only those instances where the RELEASE(6) command differs from the RELEASE(10) command.
Except for the instances described in this subclause, the RELEASE(6) command shall function exdctly like the
RELEASE(10) command (see 7.16).

Table 96 — RELEASE(6) command

Bthe 1 7 6 5 4 3 2 1 0
0 OPERATION CODE (17h)
1 Reserved Obsolete
2 Obsolete
3 Reserved
4 Reserved
5 CONTROL

The RELEASE(6) command shall not release third-party reservations.

Obsolete Bits 1 through 4 of Byte 1 provided a method, limited to device addresses 0 through 7, to handle
third-party reservations in earlier versions of the SCSI standard. The obsolete method has been replaced by the
RESERVE(10) and RELEASE(10).

Byte 1 Bit 0 and Byte 2 provide an obsolete way to release previously reserved extents within a logical unit. If Byte
1, Bit 0 is equal to one, device servers not implementing the obsolete capability shall terminate the command with
CHECK CONDITION status and the sense key shall be set to ILLEGAL REQUEST.
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7.18 REPORT DEVICE IDENTIFIER command

EC:2005(E)

The REPORT DEVICE IDENTIFIER command (see table 97) requests that the device server send device identifi-
cation information to the application client. As defined in the SCC-2 standard, the REPORT DEVICE IDENTIFIER
command is the REPORT PERIPHERAL DEVICE/COMPONENT DEVICE IDENTIFIER service action of the
MAINTENANCE IN command. Additional MAINTENANCE IN and MAINTENANCE OUT service actions are

defined

in SCC-2 and in this standard.

The MAINTENANCE IN service actions defined only in SCC-2 shall apply only to SCSI devices that return a device
type of OCh or the sccs bit equal to one in their standard INQUIRY data. When a SCSI device returns a device
type of OCh or the sccs bit equal to one in its standard INQUIRY data the |mplementat|0n requirements for the

SCC-2
service

action defmmons and |mpIementat|on reqwrements stated in th|s standard shall apply.

Table 97 — REPORT DEVICE IDENTIFIER command

Bthe“ 7 6 5 4 3 2 1 0

0 OPERATION CODE (A3h)
1 Reserved SERVICEACTION (05h)
2 Reserved
3 Reserved
4 .
c Restricted
6 (MSB)
7
s ALLOCATION LENGTH
9 (LSB)
10 Reserved Restricted | Reserved
11 CONTROL

SCC-2 flefines specific usages for bytes 4 and 5, and bit 1 in byte 10, however these fields are reserved for the

REPORT DEVICE IDENTIFIER - command defined by this standard.

The ALL

length i$ not sufficient torcontain all the parameter data, the first portion of the data shall be returned. T,
be condidered an erfor.” The actual length of the parameter data is available in the IDENTIFIER LENGTH
paramefer data.~lf.the remainder of the parameter data is required, the application client should
REPORT DEVICE IDENTIFIER command with an ALLOCATION LENGTH field large enough to contain all

DCATION LENGTH field indicates how many bytes have been allocated for the returned parameter

data. If the
his shall not
field in the
send a new
the data.
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The REPORT DEVICE IDENTIFIER parameter list (see table 98) contains a four-byte field that contains the length

in bytes

of the parameter list and the logical unit's identifier.

Table 98 — REPORT DEVICE IDENTIFIER parameter list

Byte

Bit

(MSB)

IDENTIFIER LENGTH (n-4)

(LSB)

AW IN|PF

IDENTIFIER

The IDE

identifie
commal

The IDE
success
DEVICH
operatid

The log

Process
unit. If t
wait for
shall be|

the actipn required to cause the device serverdo become ready.

r length shall initially equal zero, and shall be changed only by a successful SET DEVICE |
nd.

NTIFIER field shall contain a vendor specific value. The value reported shall be the last value
ful SET DEVICE IDENTIFIER command. The value of the jdentifier shall be changed on
E IDENTIFIER command. The identifier value shall persistithrough resets, power cycles, m
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ing a REPORT DEVICE IDENTIFIER may require the enabling of a nonvolatile memory withi
e nonvolatile memory is not ready, the device, server shall return CHECK CONDITION status
the device to become ready. The sense:key shall be set to NOT READY and the additional
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GTH field in
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7.19 REPORT LUNS command

The REPORT LUNS command (see table 99) requests that the peripheral device logical unit inventory be sent to
the application client. The logical unit inventory is a list that shall include the logical unit numbers of all logical units
having a PERIPHERAL QUALIFIER value of 000b (see 7.3.2). Logical unit numbers for logical units with PERIPHERAL
QUALIFIER values of 100b, 101b, 110b, or 111b may optionally be included in the logical unit inventory. A SCSI
device that is capable of supporting a LUN address other than zero shall support a REPORT LUNS command that
is addressed to logical unit zero. Support of the REPORT LUNS command by logical units other than logical unit
zero is optional. Support of the REPORT LUNS command on devices having only a single logical unit with the
logical unit number of zero is optional.

Table 99 — REPORT | UNS command

oy tBe i 7 6 5 4 3 2 1 0
0 OPERATION CODE (AOh)
1 Reserved
2 Reserved
3 Reserved
4 Reserved
5 Reserved
6 (MSB)
; ALLOCATION_KENGTH
9 (LSB)
10 Resetved
11 CONTROL

The allocation length should be at least 16 bytes. If the allocation length is not sufficient to contain the gntire logical
unit invéntory, the device server shall repoert as many logical unit number values as fit in the specifigd allocation
length. [This shall not be considered arerror.

NOTE 27 Devices compliant with.SPC return CHECK CONDITION status with sense key ILLEGAL REQUEST gnd additional
sense cdde set to INVALID FIELDNN CDB when the allocation length is less than 16 bytes.

The REPORT LUNS command shall return CHECK CONDITION status only when the device server Js unable to
return the requestedsreport of the logical unit inventory.

If a RERPORT LUNS command is received from an initiator with a pending unit attention condition (i.e}, before the
device gerver reports CHECK CONDITION status), the device server shall perform the REPORT LUN$ command.
If the unitattention condition was established because of a change in the logical unit inventory, that upit attention
conditionrshattbecteared-forthatmitrator by the REPORTHEUNScommand—UYnitattentionconditions established

for other reasons shall not be cleared by the REPORT LUNS command (see SAM-2).

The REPORT LUNS data should be returned even though the device server is not ready for other commands. To
minimize delays after a hard reset or power-up condition, the default report of the logical unit inventory should be
available without incurring any media access delays. The default report of the logical unit inventory shall contain at
least LUN O.

If the logical unit inventory changes for any reason, including completion of initialization, removal of a logical unit,
or creation of a logical unit, the device server shall generate a unit attention command for all initiators (see SAM-2).
The device server shall set the additional sense code to REPORTED LUNS DATA HAS CHANGED.
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The execution of a REPORT LUNS command to any valid and installed logical unit shall clear the REPORTED
LUNS DATA HAS CHANGED unit attention condition for all logical units of that target with respect to the requesting
initiator. A valid and installed logical unit is one having a PERIPHERAL QUALIFIER of 000b in the standard INQUIRY
data (see 7.3.2).

The device server shall report those devices in the logical unit inventory using the format shown in table 100.

Table 100 — REPORT LUNS parameter list format

Bit
Byte 7 6 5 4 3 2 1 0
0 \IVISB)
LUN LIST LENGTH (N-7)
3 (LSB)
4 (MSB)
Reserved
7 (LSB)
LUN list
8 (MSB) i
First LUN
15 (LSB)
n-7 (MSB)
Last LUN
n (LSB)

The LUN LIST LENGTH field shall contain the length in bytes-of the LUN list that is available to be transferred. The
LUN list length is the number of logical unit numbers-in the logical unit inventory multiplied by dight. If the
allocatign length in the CDB is too small to transferinformation about the entire logical unit inventory, the LUN list
length Vialue shall not be adjusted to reflect the truncation.
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EQUEST SENSE command

7.20.1 REQUEST SENSE command introduction

EC:2005(E)

The REQUEST SENSE command (see table 101) requests that the device server transfer sense data to the appli-

cation client.
Table 101 — REQUEST SENSE command
Bit
Byte 7 6 5 4 3 2 1 0

0 OPERATION CODE (03h)

1 Reserved

2 Reserved

3 Reserved

4 ALLOCATION LENGTH

5 CONTROL
Sense data shall be available and cleared under the conditions defined in SAM=2. If the device server lhas no other
sense data available to return, it shall return a sense key of NO SENSEand an additional sense pode of NO
ADDITIONAL SENSE INFORMATION.
If the dgvice server is in the standby power condition or idle power(condition when a REQUEST SENSE command
is receijed and there is no ACA or CA condition, the device serier shall return a sense key of NO SENSE and an
additiorjal sense code of LOW POWER CONDITION ON.On completion of the command the logical unit shall
return tp the same power condition that was active before'the REQUEST SENSE command was received. A
REQUHST SENSE command shall not reset any active power condition timers.
The deyice server shall return CHECK CONDITION status for a REQUEST SENSE command orfly to report
exceptign conditions specific to the command itself. For example:

a) [An invalid field value is detected inythe CDB;

b) |An unrecovered parity error is detected by the service delivery subsystem; or

c) |A target malfunction that prevents return of the sense data.
If a rec;tvered error occurs during the processing of the REQUEST SENSE command, the device server shall
return the sense data with-GOOD status. If a device server returns CHECK CONDITION status for g REQUEST
SENSE|command, the seénse data may be invalid.
NOTE 28 The senseldata appropriate to the selection of an invalid logical unit is defined in SAM-2.
Device $erversshall be capable of returning eighteen bytes of data in response to a REQUEST SENSH command.
If the aljoecation length is eighteen or greater, and a device server returns less than eighteen bytes [of data, the
applicatian_client should assume that the bytes not transferred would have been zeras had the davice server

returned those bytes. Application clients may determine how much sense data has been returned by examining
the ALLOCATION LENGTH field in the CDB and the ADDITIONAL SENSE LENGTH field in the sense data. Device servers
shall not adjust the additional sense length to reflect truncation if the allocation length is less than the sense data
available.
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The sense data format for response codes 70h (current errors) and 71h (deferred errors) are defined in table 102.

Table 102 — Response codes 70h and 71h sense data format

Bit
Byte 7 4 3 0
0 VALID RESPONSE CODE (70h or 71h)
1 Obsolete
2 EILEMARK ! ! Reserved ! SENSE KEY
3 (MSB)
INFORMATION
6 (LSB)
7 ADDITIONAL SENSE LENGTH (n-7)
8 (MSB)
COMMAND-SPECIFIC INFORMATION
11 (LSB)
12 ADDITIONAL SENSE CODE
13 ADDITIONAL SENSE CODE QUALIFIER
14 FIELD REPLACEABLE UNIT. CODE
15 SKSV
SENSE-KEY SPECIFIC
17
18 -
Additional sense bytes
n
A VALID pit of zero indicates that the INFORMATION fieldis not as defined in this standard. A VALID bit of one indicates
the INFQRMATION field contains valid informationias defined in this standard. Device servers shall implement the
VALID bif.
Responke code value 70h (current errors)is described in 7.20.4. Device servers shall implement response code
70h. Response code value 71h (deferred errors) is described in 7.20.5. Implementation of response [code 71h is
optional. Response code 7Fh is/fora vendor specific sense data formats. Response code values off 72h to 7Eh
and 00R to 6Fh are reserved.
The obdolete byte 1 containéd information used by the COPY command.
The FILEMARK bit is_mandatory for sequential-access devices, and this bit is reserved for all other devige types. A
FILEMARK bit of onglindicates that the current command has read a filemark or setmark. The ADDITIDNAL SENSE
coDE figld may be“used to indicate whether a filemark or setmark was read. Reporting of setmarks is ¢ptional and
indicated by(the RsmK bit for sequential-access devices in the configuration parameters page. (See S$C.)
The end-of- = erved for all

other device types. An EoOM bit of one indicates that an end-of-medium condition (e.g., end-of-partition,
beginning-of-partition, or out-of-paper) exists. For sequential-access devices, this bit indicates that the unit is at or
past the early-warning if the direction was forward, or that the command was not completed because

beginning-of-partition was encountered if the direction was reverse. (See SSC.)

An incorrect length indicator (iL1) bit of one usually indicates that the requested logical block length did not match
the logical block length of the data on the medium. Examples of other conditions indicated by the iLI bit being set to
one include media interchange incompatibilities where the recorded logical block length is too large for the device
server to read.

The SENSE KEY, ADDITIONAL SENSE CODE and ADDITIONAL SENSE CODE QUALIFIER fields provide a hierarchy of infor-
mation. The intention of the hierarchy is to provide a top-down approach for an application client to determine


https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

-142 - 14776-452 © ISO/IEC:2005(E)

information relating to the error and exception conditions. The sense key provides generic categories in which
error and exception conditions may be reported. Application clients typically use sense keys for high level error
recovery procedures. Additional sense codes provide further detail describing the sense key. Additional sense
code qualifiers add further detail to the additional sense code. The additional sense code and additional sense
code qualifier may be used by application clients where sophisticated error recovery procedures require detailed
information describing the error and exception conditions.

The SENSE KEY field is mandatory and indicates generic information describing an error or exception condition. The
sense keys are defined in 7.20.6.

The contents of the INFORMATION field is device-type or command specific and is defined within the appropriate
standard for the device type or command of interest. Device servers shall implement the INFORMATION field.

Unless $pecified otherwise, this field contains:

a) |the unsigned logical block address associated with the sense key, for direct-access deyices (device type
0), write-once devices (device type 4), CD-ROM devices (device type 5), and optical mempry devices
(device type 7). If the logical block address value cannot be represented in four lhytes, the vALID bit shall
be set to zero;

b) [the difference (residue) of the requested length minus the actual length in either bytes or blocks, as deter-
mined by the command, for sequential-access devices (device type 1), printer devices (de\ice type 2),
processor devices (device type 3) and some direct access device gemmands, except as dafined for d)
below. Negative values are indicated by two's complement notation;

c) [the difference (residue) of the requested number of blocks minus, the actual number of blocks copied or
compared for the current segment descriptor of an EXTENDED-€OPY command; or

d) [for sequential-access devices operating in buffered modes th or 2h that detect an unrecovgrable write
error when unwritten data blocks, filemarks, or setmarks rémain in the buffer, the value of the INFORMATION
field for all commands shall be:

A) the total number of data blocks, filemarks, and)setmarks in the buffer if the device is in| fixed block
mode (i.e., BLOCK LENGTH field of the MODE\SENSE block descriptor is non-zero and the| FIXED bit of
the WRITE command is one); or

B) the number of bytes in the buffer, including filemarks and setmarks, if the device is in vafiable mode
(i.e., the FIXED bit of the WRITE command is zero).

For addjtional information on the use of the INFORMATION field by sequential-access devices see SSC.

The ADQITIONAL SENSE LENGTH field indicates the number of additional sense bytes to follow. If the allogation length
of the DB is too small to transfer-all-of the additional sense bytes, the additional sense length is not{adjusted to
reflect the truncation.

The CONMMAND-SPECIFIC INFORMATION field contains information that depends on the command that encquntered the
exceptlon condition. (Further meaning for this field is defined within the command description. The
COMMAND-SPECIFIC INFO@RMATION field is mandatory if the device server supports any of the following commands:
EXTENDPED COPY_,and REASSIGN BLOCKS.

The additional sense code (ASC) indicates further information related to the error or exception condition reported in
the SEN$EKEY field. Device servers shall support the ADDITIONAL SENSE CODE field. Support of the additional sense
codes t nvplir‘iﬂ\ll rnr‘:llirnr‘l h\]/ this standard.is npfinnnl A _list of additional sense codes is in 7206 If the device

server does not have further information related to the error or exception condition, the additional sense code is set
to NO ADDITIONAL SENSE INFORMATION.

The additional sense code qualifier (ASCQ) indicates detailed information related to the additional sense code.
The additional sense code qualifier is optional. If the error or exception condition is reportable by the device, the
value returned shall be as specified in 7.20.6. If the device server does not have detailed information related to the
error or exception condition, the additional sense code qualifier is set to zero.

Non-zero values in the FIELD REPLACEABLE UNIT CODE field are used to define a device-specific mechanism or unit
that has failed. A value of zero in this field shall indicate that no specific mechanism or unit has been identified to
have failed or that the data is not available. The FIELD REPLACEABLE UNIT CODE field is optional. The format of this
information is not specified by this standard. Additional information about the field replaceable unit may be
available in the ASCII information page (see 8.4.3), if supported by the device server.
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The SENSE-KEY SPECIFIC bytes are described in 7.20.3, below.

The additional sense bytes may contain command specific data, peripheral device specific data, or vendor specific
data that further defines the nature of the CHECK CONDITION status.

7.20.3 Sense-key specific

A sense-key specific valid (sksv) bit of one indicates the SENSE-KEY SPECIFIC field contains valid information as
defined in this standard. The sksv bit and SENSE-KEY SPECIFIC field are optional. The definition of this field is deter-
mined by the value of the SENSE KEY field. This field is reserved for sense keys not described below. An sksv
value of zero indicates that this field is not as defined by this standard.

If the sense key is ILLEGAL REQUEST and the sksv bit is set to one, then the SENSE-KEY SPECIFIC field shall be as
defined|as shown in table 103. The FIELD POINTER field indicates which parameters in the CDB or.thé gata param-
eters arg in error.
Table 103 — Field pointer bytes
Bit
Byte 7 6 5 4 3 2 1 0
15 SKSV c/b Reserved BPV BIT POINTER
16 (MSB)
FIELD POINTER

17 (LSB)

A command data (c/D) bit of one indicates that the illegal parameter is in the CDB. A c/D bit of zero indicates that

the illeg

A bit po
indicate|
When 4

The FIEL
starting
in error,

pl parameter is in the data parameters sent by the apglication client in the Data-Out Buffer.

inter valid (BPV) bit of zero indicates that the yalue in the BIT POINTER field is not valid. A BH
5 that the BIT POINTER field specifies which bit of the byte designated by the FIELD POINTER fiel
multiple-bit field is in error, the BIT POINTERfield shall point to the most-significant (left-most) bit

D POINTER field indicates which byte ofthe CDB or of the parameter data was in error. Bytes ar
from zero, as shown in the tables describing the commands and parameters. When a multiple
the field pointer shall point to the-most-significant (i.e., left-most) byte of the field. If several

bytes alle reserved, each shall be treated as a single-byte field.

NOTE 2

If the sd
the SEN

D Bytes identified as being in“error are not necessarily the place that has to be changed to correct the pr,

nse key is RECOVERED ERROR, HARDWARE ERROR or MEDIUM ERROR and if the sKks
EE-KEY SPECIFIC field shall be as shown in table 104.

Table 104 — Actual retry count bytes

v bit of one
d is in error.
of the field.

e numbered
byte field is
consecutive

bblem.

V bit is one,

Bit
Byte 7 6 5 4 3 2 1 0
15 SKSV Reserved
16 MSB
( ) ACTUAL RETRY COUNT
17 (LSB)

The ACTUAL RETRY COUNT field returns vendor specific information on the actual number of retries of the recovery
algorithm used in attempting to recover an error or exception condition.

NOTE 30 This field should be computed in the same way as the retry count fields within the error recovery page of the
MODE SELECT command.
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If the sense key is NOT READY or NO SENSE and the sksv bit is one, the SENSE-KEY SPECIFIC field shall be as
shown in table 105.

Table 105 — Progress indication bytes

Bit
Byte 7 6 5 4 3 2 1 0
15 SKSV Reserved
16 (MSB)
PROGRESS INDICATION
17 (LSB)
The PROGRESS INDICATION field is a percent complete indication in which the returned value is the nurinerator that

has 65

NOTE 3

36 (10000h) as its denominator. The progress indication shall be based upon the total aperati

| Itis intended that the progress indication be time related. However, since for example format time v

on.

hries with the

number ¢f defects encountered, etc., it is reasonable for the device server to assign values to various.Steps within the process.
The granularity of these steps should be small enough to provide reasonable assurances to the application client that progress
is being made.
If the sgnse key is COPY ABORTED and the sksv bit is one, the SENSE-KEY~-SPECIFIC field shall be as shown in
table 106.
Table 106 — Segment pointerbytes
Bit
Byte 7 6 5 4 3 2 1 0
15 SKSV Reserved SD Reserved BPV BIT POINTER
16 (MSB)
FIELD;POINTER

17 (LSB)

The sedment descriptor (sb) bit indicates whether the field pointer is with reference to the start of the parameter list

or to the
the par
descript

A bit po
indicate
When al
field.

The FIEl

NOTE 3
bytes prd

start of a segment descriptor. An sb'value of zero indicates that the field pointer is relative tqg
or indicated by the third and feurth bytes of the COMMAND SPECIFIC INFORMATION field (see 7.2.3
inter valid (BPV) bit of zero’indicates that the value in the BIT POINTER field is not valid. A BP
5 that the BIT POINTER field specifies which bit of the byte designated by the FIELD POINTER fiel
multiple-bit field is in error, the BIT POINTER field shall point to the most-significant (i.e., left-mo

D POINTER.fi€ld indicates which byte of the parameter list or segment descriptor was in error.

P If(the*parameter list is in excess of 65 528 bytes in length and sp is 0, the FIELD POINTER value may
vided by the sense key specific format definition.

the start of

hmeter list. An sD value of onetindicates that the field pointer is relative to the start of the segment

).
v bit of one

d is in error.
s5t) bit of the

not fit in two

7.20.4 Current errors

Response code 70h (current error) indicates that the CHECK CONDITION status returned is the result of an error
or exception condition on the task that returned the CHECK CONDITION status or a protocol specific failure
condition. This includes errors generated during processing of the command. It also includes errors not related to
any command that are first observed during processing of a command (e.g., disk servo-mechanism failure,
off-track errors, or power-up test errors).

7.20.5 Deferred errors

Response code 71h (deferred error) indicates that the CHECK CONDITION status returned is the result of an error
or exception condition that occurred during processing of a previous command for which GOOD status has already
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been returned. Such commands are associated with use of the immediate bit and with some forms of caching.
Device servers that implement these features shall implement deferred error reporting.

The deferred error indication may be sent at a time selected by the device server through use of the asynchronous
event reporting mechanism (see SAM-2), if AER is supported by both the application client and device server.

If AER is not supported, the deferred error may be indicated by returning CHECK CONDITION status to an appli-
cation client on the appropriate initiator as described later in this subclause. A subsequent REQUEST SENSE
command shall return the deferred error sense information.

If the task terminates with CHECK CONDITION status and the sense data describes a deferred error the command
for the terminated task shall not have been processed. After the device server detects a deferred error condition, it

shall refurn a deferred error according to the following rules:

a)

b)

NOTE 3]
cation cl
synchrorf
that reco)

If no external intervention is necessary to recover a deferred error, a deferred error indication
posted unless required by the error handling parameters of a MODE SELECT command. The
of the error may be logged if statistical or error logging is supported;

If it is possible to associate a deferred error with an initiator and with a particutar function or

shall not be
occurrence

a particular

subset of data, and the error is either unrecovered or required to be reported\by the mode pgrameters, a

deferred error indication shall be returned to an application client on the,initiator associated wi
If an application client on an initiator other than the initiator associatedwith'the error attempts a
particular function or subset of data associated with the deferred ettor-and the TsT field equal
8.3.6), the command attempting the access shall be responded te.according to the requiremen
If an application client on an initiator other than the initiator associated with the error attempts a
particular function or subset of data associated with the deferred error and the 7ST field equa

th the error.
ccess to the
5 000b (see
s in SAM-2.
ccess to the
s 001b, the

command attempting the access shall not be blocked by the deferred error and the cause of fhe deferred

error may result in an error being reported for the copyyand attempting the access;

If the device server is unable to associate a deferfedverror with an initiator or with a particul
data, the device server shall return a deferred error indication to an application client on each
multiple deferred errors have accumulated for aninitiator, only the last error shall be returned,;
If the device server is unable to associate a‘deferred error with a particular logical unit, the dg
shall return a deferred error indication to an-application client associated with any logical unit o
priate initiator; or

If a task has never entered the enabled task state, and a deferred error occurs, the task shall bg
with CHECK CONDITION statusand deferred error information posted in the sense data. |
error occurs after a task has entered the enabled task state and the task is affected by the er|
shall be terminated by CHECK CONDITION status and the current error information shall be
the sense data. In this case, if the current error information does not adequately define the de

ar subset of
initiator. If

pvice server
h the appro-

terminated
a deferred
ror, the task
returned in
ferred error

condition, a deferredterror may be returned after the current error information has been recgvered. If a

deferred error occurs-after a task has entered the enabled task state and the task completes s
the device servér may choose to return the deferred error information after the completion of
command in.conjunction with a subsequent command that has not begun processing.

A defetred error may indicate that an operation was unsuccessful long after GOOD status was returned
ent is-Unable to replicate or recover from other sources the data that is being written using buffered writ
ization/commands should be performed before the critical data is destroyed in the host. This is necess3
very-actions may be taken if deferred errors do occur in the storing of the data. If AER is not implemented

uccessfully,
the current

. If the appli-
e operations,
ry to be sure
the synchro-

nizing process should provide the necessary commands to allow returning CHECK CONDITION status and subsequent
returning of deferred error sense information after all buffered operations are guaranteed to be complete.
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7.20.6 Sense key and sense code definitions

The sense keys are defined in table 107.

Table 107 — Sense key descriptions

Sense
key Description

NO SENSE. Indicates that there is no specific sense key information to be reported. This may
Oh occur for a successful command or for a command that receives CHECK CONDITION status
because one of the FILEMARK, EOM, or ILI bits is set to one.

RECOVERED ERROR. Indicates that the last command completed successfully, with,sgme
recovery action performed by the device server. Details may be determinable by examining the
additional sense bytes and the INFORMATION field. When multiple recovered errorsyoccur |during
one command, the choice of which error to report (first, last, most severe, etc.) s vendor specific.

1h

NOT READY. Indicates that the logical unit addressed cannot be accessed. \@perator int¢rvention

2h may be required to correct this condition.

MEDIUM ERROR. Indicates that the command terminated with a non:recovered error cqndition
that was probably caused by a flaw in the medium or an error in the recorded data. This sense key
may also be returned if the device server is unable to distinguish.between a flaw in the medium
and a specific hardware failure (i.e., sense key 4h).

HARDWARE ERROR. Indicates that the device server detected a non-recoverable hardare fail-
4h ure (e.g., controller failure, device failure, or parity error) while performing the command of during a
self test.

ILLEGAL REQUEST. Indicates that there was @anillegal parameter in the CDB or in the gdditional
parameters supplied as data for some commands (e.g., FORMAT UNIT or SEARCH DATA). If the
5h device server detects an invalid parameter.inithe CDB, then it shall terminate the commangd without
altering the medium. If the device serves detects an invalid parameter in the additional pafameters
supplied as data, then the device sefver may have already altered the medium.

3h

UNIT ATTENTION. Indicates thatthe removable medium may have been changed or th¢ target

6h has been reset. See SAM-2 formore detailed information about the unit attention conditipn.

DATA PROTECT. Indicates-that a command that reads or writes the medium was attempted on a

7h block that is protected from this operation. The read or write operation is not performed.

BLANK CHECK. Indicates that a write-once device or a sequential-access device encoyntered
8h blank medium or format-defined end-of-data indication while reading or a write-once devige
encountered,a’honh-blank medium while writing.

9h VENDOR SRECIFIC. This sense key is available for reporting vendor specific conditiong,.
COPY,ABORTED. Indicates an EXTENDED COPY command was aborted due to an erfor

Ah condition on the source device, the destination device, or both (see 7.2.3).

Bh ABORTED COMMAND. Indicates that the device server aborted the command. The application
client may be able to recover by trying the command again.

Ch ODbsolete
VOLUME OVERFLOW. Indicates that a buffered SCSI device has reached the end-of-partition

Dh and data may remain in the buffer that has not been written to the medium. One or more
RECOVER BUFFERED DATA command(s) may be issued to read the unwritten data from the
buffer. (See SSC.)

Eh MISCOMPARE. Indicates that the source data did not match the data read from the medium.

Fh Reserved
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The additional sense codes and additional sense code qualifiers are defined in table 108.

Table 108 — ASC and ASCQ assignments (part 1 of 11)

D - DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S- SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C- COMMUNICATION DEVICE (SCSI-2)
. A- STORAGE ARRAY DEVICE (SCC)
E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC ASCQ DTLPWRSOMCAEBK Description

67h |02h A ADD LOGICAL UNIT FAILED

13h |0Oh D W (0] B K ADDRESS MARK NOT FOUND FOR BATA FIELD

12h |0Oh D W (0] B K ADDRESS MARK NOT FOUND FOR ID FIELD

67h |[08h A ASSIGN FAILURE OCCURREDR

27h |03h T R ASSOCIATED WRITE PROFECT

47h |04h DTLPWRSOMCAEBK ASYNCHRONOUS INFORMATION PROTECTION ERROR DETECTED
67h |06h A ATTACHMENT OF LOGICAL UNIT FAILED

00h |11h R AUDIO PLAY OPERATION IN PROGRESS

00h [12h R AUDIO PLAY OPERATION PAUSED

00h [14h R AUDIO PLAY OPERATION STOPPED DUE TO ERROR
00h |13h R AUDIO PLAY OPERATION SUCCESSFULLY COMPLETED
66h |00h S AUTOMATIE'DOCUMENT FEEDER COVER UP

66h |01h S AUTOMATIC DOCUMENT FEEDER LIFT UP

00h [04h T S BEGINNING-OF-PARTITION/MEDIUM DETECTED

0OCh |[06h DT W 0] B BLOCK NOT COMPRESSIBLE

14h |04h T BIFOCK SEQUENCE ERROR

29h |03h DTLPWRSOMCAE B K\"BUS DEVICE RESET FUNCTION OCCURRED

11h [OEh DT WR O B CANNOT DECOMPRESS USING DECLARED ALGORITHM
30h |06h DT WR O B CANNOT FORMAT MEDIUM - INCOMPATIBLE MEDIUM
30h [02h DT WR O B K CANNOT READ MEDIUM - INCOMPATIBLE FORMAT

30h [02dh DT WR O B K CANNOT READ MEDIUM - UNKNOWN FORMAT

30h |[08h R CANNOT WRITE - APPLICATION CODE MISMATCH

30h |0sh DT WRSEO B K CANNOT WRITE MEDIUM - INCOMPATIBLE FORMAT

30h |04h DT W.R_ O B K CANNOT WRITE MEDIUM - UNKNOWN FORMAT

52h |00h T CARTRIDGE FAULT

73h |00h R CD CONTROL ERROR

24h [0lh DAL PWRSOMCAEBK CDBDECRYPTION ERROR
3Fh |02h B FLPWRSOMC B K CHANGED OPERATING DEFINITION

11h [06h WR O B CIRC UNRECOVERED ERROR
30h |03, " DT R K CLEANING CARTRIDGE INSTALLED
30h lozh DTI WRSOM AEFERK CIEANINGFAIURE

O0Oh 17h DTL WRSOM AEBK CLEANING REQUESTED

4Ah 00Ohh DTLPWRSOMCAEBK COMMAND PHASE ERROR

2Ch 00h DTLPWRSOMCAEBK COMMAND SEQUENCE ERROR

6Eh 00h A COMMAND TO LOGICAL UNIT FAILED

2Fh 0Oh DTLPWRSOMCAEBK COMMANDS CLEARED BY ANOTHER INITIATOR
3Fh 04h DT WR OMCAEBK COMPONENT DEVICE ATTACHED

OCh 04h DT W 0] B COMPRESSION CHECK MISCOMPARE ERROR

27h  06h R CONDITIONAL WRITE PROTECT

67h 00h A CONFIGURATION FAILURE

67h 01h A CONFIGURATION OF INCAPABLE LOGICAL UNITS FAILED

5Dh 25h D B CONTROLLER IMPENDING FAILURE ACCESS TIMES TOO HIGH
5Dh 27h D B CONTROLLER IMPENDING FAILURE CHANNEL PARAMETRICS
5Dh 28h D B CONTROLLER IMPENDING FAILURE CONTROLLER DETECTED

Annex C contains the ASC and ASCQ assignments in numeric order.



https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

- 148 -

Table 108 — ASC and ASCQ assignments (part 2 of 11)
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D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used
P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C- COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)
E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)
ASC ASCQ DTLPWRSOMCAE B K Description
5Dh |22h D B CONTROLLER IMPENDING FAILURE DATA-ERROR RATE T|IOO HIGH
CONTROLLER IMPENDING FAILURE DRIVE-CALIBRATION|RETRY
5Dh [2Ch D B COUNT
5Dh |21h D B CONTROLLER IMPENDING FAILURE\DRIVE ERROR RATE [TOO HIGH
5Dh |20h D B CONTROLLER IMPENDING FAILURE GENERAL HARD DRIYE FAILURH
5Dh |23h D B CONTROLLER IMPENDING FANXURE SEEK ERROR RATE TOO HIGH
5Dh [2Ah D B CONTROLLER IMPENDING-FAILURE SEEK TIME PERFORMANCE
5Dh [2Bh D B CONTROLLER IMPENDINGFAILURE SPIN-UP RETRY COUNT
5Dh [26h D B CONTROLLER IMPENDING FAILURE START UNIT TIMES TPO HIGH
5Dh |29h D B CONTROLLER IMPENDING FAILURE THROUGHPUT PERFDRMANCE
5Dh |24h D B CONTROLLER IMRENDING FAILURE TOO MANY BLOCK REASSIGNS
2Bh [0Oh DTLPWRSO C K COPY CANNOTEXECUTE SINCE HOST CANNOT DISCONINECT
COPY PROTEETION KEY EXCHANGE FAILURE - AUTHENTICATION
6Fh |00h R
FAILURE
6eh lozn R COPY RROTECTION KEY EXCHANGE FAILURE - KEY NOT|
ESTABLISHED
6Fh [01h R COPY PROTECTION KEY EXCHANGE FAILURE - KEY NOT|PRESENT
26h |o0Dh DTLPWRSO C K. (EOPY SEGMENT GRANULARITY VIOLATION
0Dh |0sh DTLPWRSO CA KA\ "COPY TARGET DEVICE DATA OVERRUN
ODh |[04h DTLPWRSO CA K COPY TARGET DEVICE DATA UNDERRUN
0Dh |[02h DTLPWRSO CA K COPY TARGET DEVICE NOT REACHABLE
67h |07h A CREATION OF LOGICAL UNIT FAILED
2Ch |04h R CURRENT PROGRAM AREA IS EMPTY
2Ch |03h R CURRENT PROGRAM AREA IS NOT EMPTY
30h |09h R CURRENT SESSION NOT FIXATED FOR APPEND
5Dh |35h D B DATA CHANNEL IMPENDING FAILURE ACCESS TIMES TO® HIGH
5Dh [37h D B DATA CHANNEL IMPENDING FAILURE CHANNEL PARAMETRICS
5Dh |38h D B DATA CHANNEL IMPENDING FAILURE CONTROLLER DETECTED
5Dh |32h D B DATA CHANNEL IMPENDING FAILURE DATA ERROR RATE|TOO HIGH
DATA CHANNEL IMPENDING FAILURE DRIVE CALIBRATION RETRY
5Dh [3Ch _<b B COUNT
5Dh |31y, " D B DATA CHANNEL IMPENDING FAILURE DRIVE ERROR RATE TOO HIGH
DATA CHANNEL IMPENDING FAI URE GENERAL HARD DRIVE
5Dh 30h D B FAILURE
5Dh 33h D B DATA CHANNEL IMPENDING FAILURE SEEK ERROR RATE TOO HIGH
5Dh 3Ah D B DATA CHANNEL IMPENDING FAILURE SEEK TIME PERFORMANCE
5Dh 3Bh D B DATA CHANNEL IMPENDING FAILURE SPIN-UP RETRY COUNT
5Dh 36h D B DATA CHANNEL IMPENDING FAILURE START UNIT TIMES TOO HIGH
5Dh 39h D B DATA CHANNEL IMPENDING FAILURE THROUGHPUT PERFORMANCE
5Dh 34h D B DATA CHANNEL IMPENDING FAILURE TOO MANY BLOCK REASSIGNS
26h 05h DTLPWRSOMCA BK DATADECRYPTION ERROR
0OCh 05h DT w O B DATA EXPANSION OCCURRED DURING COMPRESSION
69h 00h A DATA LOSS ON LOGICAL UNIT
41h 00h D DATA PATH FAILURE (SHOULD USE 40 NN)
47h 0lh DTLPWRSOMCAEBK DATAPHASE CRC ERROR DETECTED
4Bh 00h DTLPWRSOMCAERBK DATAPHASE ERROR
Annex C contains the ASC and ASCQ assignments in numeric order.
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Table 108 — ASC and ASCQ assignments (part 3 of 11)

D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C - COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)
E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC ASCQ DTLPWRSOMCAEB K Description

11h |[07h W (0] B DATA RE-SYNCHRONIZATION ERROR

16h |03h D w (O] B K DATA SYNC ERROR - DATA AUTO-REALLOEATED

16h |01h D w (0] B K DATA SYNC ERROR - DATA REWRITTEN

16h |04h D W (0] B K DATA SYNC ERROR - RECOMMEND'REASSIGNMENT
16h |[02h D W (0] B K DATA SYNC ERROR - RECOMMEND REWRITE

16h |0Oh D W (0] B K DATA SYNCHRONIZATION MARK,-ERROR

11th [oDh DT WR O B DE-COMPRESSION CRC ERROR

71h |00h T DECOMPRESSION EXCERTION LONG ALGORITHM ID
70h NNh T DECOMPRESSION EXCEPTION SHORT ALGORITHM ID OF NN
19h |0Oh D (0] K DEFECT LIST ERROR

19h |03h D (0] K DEFECT LIST ERROR IN GROWN LIST

19h |02h D (0] K DEFECT LIST,.ERROR IN PRIMARY LIST

19h |01h D (0] K DEFECT LIST NOT AVAILABLE

1Ch [0Oh D 0] B K DEFECT(LIST NOT FOUND

32h |01h D w (0] B K DEFECT LIST UPDATE FAILURE

3Fh |105h DT WR OMCAEBK DEVICEIDENTIFIER CHANGED
29h [0dh D TLPWRSOMCAEBK DEVICE INTERNAL RESET
40h NNh DTLPWRSOMCAEB K. (BIAGNOSTIC FAILURE ON COMPONENT NN (80H-FFH)

66h 02h S DOCUMENT JAM IN AUTOMATIC DOCUMENT FEEDER
66h |03h S DOCUMENT MISS FEED AUTOMATIC IN DOCUMENT FEEQER
DRIVE REGION MUST BE PERMANENT/REGION RESET COUNT
6Fh |05h R
ERROR
3Fh |OFh DTLPWRSOMGCAEBK ECHOBUFFER OVERWRITTEN
72h |04h R EMPTY OR PARTIALLY WRITTEN RESERVED TRACK

34h |00hh DTLPWRSOMCAEBK ENCLOSURE FAILURE

35h |00h DTLPWRSOMCAEBK ENCLOSURE SERVICES FAILURE

35h |03h DTLPWRSOMCAEBK ENCLOSURE SERVICES TRANSFER FAILURE
35h [04h DTISRWRSOMCAEBK ENCLOSURE SERVICES TRANSFER REFUSED
35h [02h DAL PWRSOMCAEBK ENCLOSURE SERVICES UNAVAILABLE

3Bh |OFh R END OF MEDIUM REACHED

63h |00h R END OF USER AREA ENCOUNTERED ON THIS TRACK

00h |05h TL S END-OF-DATA DETECTED

14h Q3K T END-OF-DATA NOT EQUND

00h 02h T S END-OF-PARTITION/MEDIUM DETECTED

51h 00h T R O ERASE FAILURE

51h 01h R ERASE FAILURE - INCOMPLETE ERASE OPERATION DETECTED

Obh 00Oh DTLPWRSO CA K ERROR DETECTED BY THIRD PARTY TEMPORARY INITIATOR
OAh 00Ohh DTLPWRSOMCAERBK ERRORLOG OVERFLOW

11h  10h R ERROR READING ISRC NUMBER

11h  OFh R ERROR READING UPC/EAN NUMBER

11h 02h DT WRSO B K ERROR TOO LONG TO CORRECT

38h 06h B ESN - DEVICE BUSY CLASS EVENT

38h 04h B ESN - MEDIA CLASS EVENT

38h 02h B ESN - POWER MANAGEMENT CLASS EVENT
38h 00h B EVENT STATUS NOTIFICATION

03h 02h T EXCESSIVE WRITE ERRORS

Annex C contains the ASC and ASCQ assignments in numeric order.
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Table 108 — ASC and ASCQ assignments (part 4 of 11)

D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C - COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)

E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC ASCQ DTLPWRSOMCAEB K Description
67h |04h A EXCHANGE OF LOGICAL UNIT FAILED
3Bh |[07h L FAILED TO SENSE BOTTOM-OF-FORM
3Bh |06h L FAILED TO SENSE TOP-OF-FORM
5Dh [00Ohh DTLPWRSOMCAEBK FALURE PREDICTION THRESHOLDEXCEEDED
5Dh [FFh DTLPWRSOMCAEBK FAILURE PREDICTION THRESHOLD EXCEEDED (FALSE)
00h |[01h T FILEMARK DETECTED
14h |02h T FILEMARK OR SETMARK NOT FOUND
5Dh |65h D B FIRMWARE IMPENDING EAILURE ACCESS TIMES TOO HIGH
5Dh |67h D B FIRMWARE IMPENDING'FAILURE CHANNEL PARAMETRICIS
5Dh [68h D B FIRMWARE IMPENDING FAILURE CONTROLLER DETECTED
5Dh [62h D B FIRMWARE IMPENDING FAILURE DATA ERROR RATE TOQ HIGH

FIRMWARE IMPENDING FAILURE DRIVE CALIBRATION RETRY
5Dh |6Ch D B COUNT
5Dh |61h D B FIRMWAREJMPENDING FAILURE DRIVE ERROR RATE TOP HIGH
5Dh |60h D B FIRMWARE IMPENDING FAILURE GENERAL HARD DRIVE FAILURE
5Dh [63h D B FIRMWARE IMPENDING FAILURE SEEK ERROR RATE TOQ HIGH
5Dh |[6Ah D B FIRMWARE IMPENDING FAILURE SEEK TIME PERFORMANCE
5Dh [6Bh D B FIRMWARE IMPENDING FAILURE SPIN-UP RETRY COUNT]
5Dh |66h D B FIRMWARE IMPENDING FAILURE START UNIT TIMES TOQHIGH
5Dh |69h D B FIRMWARE IMPENDING FAILURE THROUGHPUT PERFORMANCE
5Dh [64h D B FIRMWARE IMPENDING FAILURE TOO MANY BLOCK REA$SIGNS
09h [02h WR O K FOCUS SERVO FAILURE
3lh [02h D L R O B FORMAT COMMAND FAILED
58h [00h (0] GENERATION DOES NOT EXIST
1Ch [02h D O B K GROWN DEFECT LIST NOT FOUND
5Dh |15h D B HARDWARE IMPENDING FAILURE ACCESS TIMES TOO HIGH
5Dh [17h D B HARDWARE IMPENDING FAILURE CHANNEL PARAMETRIES
5Dh [18h D B HARDWARE IMPENDING FAILURE CONTROLLER DETECTED
5Dh [12h D B HARDWARE IMPENDING FAILURE DATA ERROR RATE TOP HIGH

HARDWARE IMPENDING FAILURE DRIVE CALIBRATION RETRY
5Dh [1Ch _<Pb B

COUNT
5Dh |11h D B HARDWARE IMPENDING FAILURE DRIVE ERROR RATE TQO HIGH
5Dh WQOh D B HARDWARE IMPENDING FAIl URE GENERAI HARD DRIVH FAILURE
5Dh 13h D B HARDWARE IMPENDING FAILURE SEEK ERROR RATE TOO HIGH
5Dh 1Ah D B HARDWARE IMPENDING FAILURE SEEK TIME PERFORMANCE
5Dh 1Bh D B HARDWARE IMPENDING FAILURE SPIN-UP RETRY COUNT
5Dh 16h D B HARDWARE IMPENDING FAILURE START UNIT TIMES TOO HIGH
5Dh 19h D B HARDWARE IMPENDING FAILURE THROUGHPUT PERFORMANCE
5Dh 14h D B HARDWARE IMPENDING FAILURE TOO MANY BLOCK REASSIGNS
27th 01h DT WR O B K HARDWARE WRITE PROTECTED
09h 04h DT WR O B HEAD SELECT FAULT

0O0Oh 06h DTLPWRSOMCAEBK I/OPROCESS TERMINATED

10h 00h D W (0] B K ID CRC OR ECC ERROR

56h 03h DTLPWRSO CA K IDLE CONDITION ACTIVATED BY COMMAND

56h 0lh DTLPWRSO CA K IDLE CONDITION ACTIVATED BY TIMER

22h 00h D ILLEGAL FUNCTION (USE 20 00, 24 00, OR 26 00)

Annex C contains the ASC and ASCQ assignments in numeric order.
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Table 108 — ASC and ASCQ assignments (part 5 of 11)

D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C - COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)
E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC ASCQ DTLPWRSOMCAEB K Description

64h |00h R ILLEGAL MODE FOR THIS TRACK

2Ch |05h B ILLEGAL POWER CONDITION REQUESF
28h |10dh DT WR OM B IMPORT OR EXPORT ELEMENT ACCESSED
30h [0Oh DT WR OM B K INCOMPATIBLE MEDIUM INSTALLED

11h |08h T INCOMPLETE BLOCK READ

ODh |[03h DTLPWRSO CA K INCORRECT COPY TARGET DEVICE TYPE
47h |03h D TLPWRSOMCAEBK INFORMATION UNIT CRC ERROR DETECTED

6Ah |00h A INFORMATIONAL, REFERTO LOG

48h |[00Oh D TLPWRSOMCAEBK INITIATOR DETECTED,ERROR MESSAGE RECEIVED

26h [oBh DTLPWRSO C K INLINE DATA LENGTH EXCEEDED

3Fh |03h DTLPWRSOMCAEBK INQUIRY DATA HAS CHANGED

55h [04h D TLPWRSOM AE INSUFFICIENJAREGISTRATION RESOURCES

55h 102h DTLPWRSOM AE K INSUFFICIENT\RESERVATION RESOURCES

55h |03h DTLPWRSOMCAE INSUFFICIENT RESOURCES

2Eh |0Oh R INSUFEICIENT TIME FOR OPERATION

44h |00h DTLPWRSOMCAEBK INTERNAL TARGET FAILURE

21h |02h R INVALID ADDRESS FOR WRITE

3Dh [00hh DTLPWRSOMCAE K. dNVALIDBITS IN IDENTIFY MESSAGE

24h |02h T INVALID CDB FIELD WHILE IN EXPLICIT BLOCK ADDRESS|MODEL
24h |03h T INVALID CDB FIELD WHILE IN IMPLICIT BLOCK ADDRESS MODEL
2Ch |02h S INVALID COMBINATION OF WINDOWS SPECIFIED

20h [0Oh DTLPWRSOMCGCAE BK INVALID COMMAND OPERATION CODE

21h [00lh DT WR OM B K INVALID ELEMENT ADDRESS

24h [0Oh DTLPWRSOMCAEBK INVALID FIELD IN CDB

26h |00h DTLPWRSOMCAERBK INVALID FIELD IN PARAMETER LIST

49h |0Oh DTLPWRSOMCAEBK INVALID MESSAGE ERROR

26h |0Ch DTLPWRSO C K INVALID OPERATION FOR COPY SOURCE OR DESTINATIQN
64h |[01h R INVALID PACKET SIZE

26h [04h D ILCPWRSOMCAEBK INVALID RELEASE OF PERSISTENT RESERVATION

11h |05h WR O B L-EC UNCORRECTABLE ERROR

60h |00h S LAMP FAILURE

5Bh [02y,"DTLPWRSOM K LOG COUNTER AT MAXIMUM

5Bh 00k DTl PWRSOM K _10GEXCEPTION

58Bh 03h DTLPWRSOM K LOG LIST CODES EXHAUSTED

2Ah 02h DTL WRSOMCAE K LOGPARAMETERS CHANGED

2lh 00h DT WR OM B K LOGICAL BLOCK ADDRESS OUT OF RANGE
08h 03h DT R OM B K LOGICAL UNIT COMMUNICATION CRC ERROR (ULTRA-DMA/32)
08h 00Oh DT WRSOMCAEBK LOGICAL UNIT COMMUNICATION FAILURE

08h 02h DT WRSOMCAEBK LOGICAL UNIT COMMUNICATION PARITY ERROR

08h 01h DT WRSOMCAEBK LOGICAL UNIT COMMUNICATION TIME-OUT

05h 00h DT WRSOMCAEBK LOGICAL UNIT DOES NOT RESPOND TO SELECTION

4Ch 00Oh DTLPWRSOMCAEBK LOGICAL UNIT FAILED SELF-CONFIGURATION

3Eh 03h DTLPWRSOMCAEBK LOGICAL UNIT FAILED SELF-TEST

3Eh 0lh DTLPWRSOMCAEBK LOGICAL UNIT FAILURE

5Dh 02h R LOGICAL UNIT FAILURE PREDICTION THRESHOLD EXCEEDED
3Eh 0Oh DTLPWRSOMCAEBK LOGICAL UNIT HAS NOT SELF-CONFIGURED YET

rrrrrrr

Annex C contains the ASC and ASCQ assignments in numeric order.
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Table 108 — ASC and ASCQ assignments (part 6 of 11)

D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C - COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)

SCQ DTLPWRSOMCAEBK Description

E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC A

04h |10lh DTLPWRSOMCAEBK LOGICALUNIT IS IN PROCESS OF BECOMING READY
68h |00h A LOGICAL UNIT NOT CONFIGURED

04h |00hh DTLPWRSOMCAEBK LOGICAL UNIT NOT READY, CAUSE NOT REPORTABLE
04h [04h DTL R O B LOGICAL UNIT NOT READY, FORMAT IN PROGRESS

04h [02h DTLPWRSOMCAEBK LOGICAL UNIT NOT READY, INITIALIZING CMD. REQUIRE[
04h |08h R LOGICAL UNIT NOT READY, LONG WRITE IN PROGRESS
04h |103h DTLPWRSOMCAEBK LOGICAL UNIT NOT READY,;"MANUAL INTERVENTION REQUIRED
04h |07h DTLPWRSOMCAEBK LOGICAL UNIT NOT READY;-OPERATION IN PROGRESS
04h |105h DT w OMCA B K LOGICAL UNIT NOT READY, REBUILD IN PROGRESS

04h [06h DT W OMCA B K LOGICAL UNIT NOT READY, RECALCULATION IN PROGRHSS
04h [09h DTLPWRSOMCAEBK LOGICAL UNIT NOT READY, SELF-TEST IN PROGRESS
25h [00Oh DTLPWRSOMCAEBK LOGICAL UNIKNOT SUPPORTED

27h 102h DT WR O B K LOGICAL UNIT"SOFTWARE WRITE PROTECTED

3Eh [04h DTLPWRSOMCAEBK LOGICALUNT UNABLE TO UPDATE SELF-TEST LOG

5Eh [0Oh D TLPWRSO CA K LOW POWER CONDITION ON

15h |[0lh DTL WRSOM B K MECHANICAL POSITIONING ERROR

3Bh |16h R MECHANICAL POSITIONING OR CHANGER ERROR

5Dh [01h R B MEDIA FAILURE PREDICTION THRESHOLD EXCEEDED
53h |00hh DTL WRSOM B K\"MEDIA LOAD OR EJECT FAILED

6Fh |04h R MEDIA REGION CODE IS MISMATCHED TO LOGICAL UNIT|REGION
3Fh |11h DT WR OM B MEDIUM AUXILIARY MEMORY ACCESSIBLE

3Bh |0Dh DT WR OM B K MEDIUM DESTINATION ELEMENT FULL

3lh [0Oh DT WR O B K MEDIUM FORMAT CORRUPTED

3Fh J10h DT WR OM B MEDIUM LOADABLE

3Bh [13h DT WRSOM B K MEDIUM MAGAZINE INSERTED

3Bh [14h DT W.RJ OM B K MEDIUM MAGAZINE LOCKED

3Bh |11h DT W.R OM B K MEDIUM MAGAZINE NOT ACCESSIBLE

3Bh |12h DT WR OM B K MEDIUM MAGAZINE REMOVED

3Bh |15h DT WR OM B K MEDIUM MAGAZINE UNLOCKED

3Ah |0Oh B FL WRSOM B K MEDIUM NOT PRESENT

3Ah [03h DT WR OM B MEDIUM NOT PRESENT - LOADABLE

3Ah [04y DT WR OM B MEDIUM NOT PRESENT - MEDIUM AUXILIARY MEMORY ACCESSIBLE
3Ah 01h DT WR __OM B K _ MEDIUMNOT PRESENT - TRAY CIQSED

3Ah 02h DT WR OM B K MEDIUM NOT PRESENT - TRAY OPEN

53h 02h DT WR OM B K MEDIUM REMOVAL PREVENTED

3Bh OEh DT WR OM B K MEDIUM SOURCE ELEMENT EMPTY

43h 0Oh DTLPWRSOMCAEBK MESSAGE ERROR

3Fh 0lh DTLPWRSOMCAEBK MICROCODE HAS BEEN CHANGED

1Dh 00h DT WR O B K MISCOMPARE DURING VERIFY OPERATION

11h OAh DT (0] B K MISCORRECTED ERROR

2Ah 0lh DTL WRSOMCAEBK MODEPARAMETERS CHANGED

67h 03h A MODIFICATION OF LOGICAL UNIT FAILED

69h 01h A MULTIPLE LOGICAL UNIT FAILURES

07tzh 0Oh DTL WRSOM B K MULTIPLE PERIPHERAL DEVICES SELECTED

11lh 03h DT W SO B K MULTIPLE READ ERRORS

67h 09h A MULTIPLY ASSIGNED LOGICAL UNIT

Annex C contains the ASC and ASCQ assignments in numeric order.
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Table 108 — ASC and ASCQ assignments (part 7 of 11)

D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C - COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)
E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC ASCQ DTLPWRSOMCAEB K Description

00h |00h DTLPWRSOMCAEBK NOADDITIONAL SENSE INFORMATION

00h |15h R NO CURRENT AUDIO STATUS TO RETURN
32h |00h D w (0] B K NO DEFECT SPARE LOCATION AVAILABLE
11h |09h T NO GAP FOUND

01h [0Oh D W (0] B K NO INDEX/SECTOR SIGNAL

72h |05h R NO MORE TRACK RESERVATIONS ALLOWED
06h |00h D WR OM B K NO REFERENCE POSITION-FOUND

02h |00h D WR OM B K NO SEEK COMPLETE

03h |01h T NO WRITE CURRENT

28h [0Oh DTLPWRSOMCAEBK NOTREADY TO READY CHANGE, MEDIUM MAY HAVE CHANGED
00h [16h DTLPWRSOMCAEBK OPERATION IN PROGRESS

5Ah |0tlh DT WR OM B K OPERATOR MERJUM REMOVAL REQUEST

5Ah [0Oh DTLPWRSOM B K OPERATOR\REQUEST OR STATE CHANGE INPUT
5Ah [03h DT WR O A B K OPERATOR,SELECTED WRITE PERMIT

5Ah [02h DT WR O A B K OPERATOR SELECTED WRITE PROTECT

61h |[02h S OUTOFFOCUS

4Eh [0Ohh DTLPWRSOMCAEBK OVERLAPPED COMMANDS ATTEMPTED

2Dh [00h T OVERWRITE ERROR ON UPDATE IN PLACE
63h |01h R PACKET DOES NOT FIT IN AVAILABLE SPACE
3Bh |05h L PAPER JAM

1Ah |[0Oh DTLPWRSOMCAEBK PARAMETER LIST LENGTH ERROR

26h [0lh DTLPWRSOMCGCAEBK PARAMETER NOT SUPPORTED

26h [02h DTLPWRSOMOCAEBK PARAMETER VALUE INVALID

2Ah |00Oh DTL WRSOMCAEBK PARAMETERS CHANGED

69h |02h A PARITY/DATA MISMATCH

1Fh |00h D (0] K PARTIAL DEFECT LIST TRANSFER

03h |06h DTL W SO B K PERIPHERAL DEVICE WRITE FAULT

27h |05h T R PERMANENT WRITE PROTECT

2Ch |[06h R PERSISTENT PREVENT CONFLICT

27h |04h T R PERSISTENT WRITE PROTECT

50h |02h T POSITION ERROR RELATED TO TIMING
3Bh [och T S POSITION PAST BEGINNING OF MEDIUM
3Bh 0Bh S POSITION PAST END OF MEDILIM

15h 02h DT WR O B K POSITIONING ERROR DETECTED BY READ OF MEDIUM
73h 01h R POWER CALIBRATION AREA ALMOST FULL
73h  03h R POWER CALIBRATION AREA ERROR

73h  02h R POWER CALIBRATION AREA IS FULL

29h 0lh DTLPWRSOMCAEBK POWERONOCCURRED
29h 00h DTLPWRSOMCAEBK POWERON, RESET, OR BUS DEVICE RESET OCCURRED

5Eh 41h B POWER STATE CHANGE TO ACTIVE

5Eh 47h B K POWER STATE CHANGE TO DEVICE CONTROL

5Eh 42h B POWER STATE CHANGE TO IDLE

5Eh 45h B POWER STATE CHANGE TO SLEEP

5Eh 43h B POWER STATE CHANGE TO STANDBY

42h 00h D POWER-ON OR SELF-TEST FAILURE (SHOULD USE 40 NN)
1Ch 01h D 0] B K PRIMARY DEFECT LIST NOT FOUND

Annex C contains the ASC and ASCQ assignments in numeric order.
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Table 108 — ASC and ASCQ assignments (part 8 of 11)

D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C - COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)
E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC ASCQ DTLPWRSOMCAEB K Description

73h |05h R PROGRAM MEMORY AREA IS FULL

73h |04h R PROGRAM MEMORY AREA UPDATE FAILURE

40h |0Oh D RAM FAILURE (SHOULD USE 40 NN)

15h |[00Oh DTL WRSOM B K RANDOM POSITIONING ERROR

11h |11h R READ ERROR - LOSS OF STREAMING

6Fh ]03h R READ OF SCRAMBLED SECTORWITHOUT AUTHENTICAT|ON
3Bh |[0Ah S READ PAST BEGINNING OF-MEDIUM

3Bh |09h S READ PAST END OF MEBIUM

11h |0lh DT WRSO B K READ RETRIES EXHAUSTED

20h [04h T READ TYPE OPERATION WHILE IN WRITE CAPABLE STATE
6Ch [0Oh A REBUILD FAILURE/OCCURRED

6Dh [0Oh A RECALCULATE FAILURE OCCURRED

14h [01h DT WR O B K RECORD NOT*FOUND

14h [o6h DT w (0] B K RECORD.NOT FOUND - DATA AUTO-REALLOCATED

14h [05h DT w (0] B K RECORD NOT FOUND - RECOMMEND REASSIGNMENT

14h |[0Oh DTL WRSO B K RECORDED ENTITY NOT FOUND

18h |08h R RECOVERD DATA WITH LINKING

18h |02h D WR O B K. (RECOVERED DATA - DATA AUTO-REALLOCATED

18h |05h D WR O B K\"RECOVERED DATA - RECOMMEND REASSIGNMENT

18h |0o6h D WR O B K RECOVERED DATA - RECOMMEND REWRITE

17h |05h D WR O B K RECOVERED DATA USING PREVIOUS SECTOR ID

18h |03h R RECOVERED DATA WITH CIRC

18h |07h D W (0] B K RECOVERED DATA WITH ECC - DATA REWRITTEN

18h |01h D WR O B K RECOVERED DATA WITH ERROR CORR. & RETRIES APPUIED
18h [oOh DT WRSEO B K RECOVERED DATA WITH ERROR CORRECTION APPLIED
18h |04h R RECOVERED DATA WITH L-EC

17h [03h DT W.R O B K RECOVERED DATA WITH NEGATIVE HEAD OFFSET

17h |0Oh DT WRSO B K RECOVERED DATA WITH NO ERROR CORRECTION APPL|ED
17h |02h DT WR O B K RECOVERED DATA WITH POSITIVE HEAD OFFSET

17h |01h _BD\F WRSO B K RECOVERED DATA WITH RETRIES

17h |04h WR O B RECOVERED DATA WITH RETRIES AND/OR CIRC APPLIEI
17h |06y, D W (0] B K RECOVERED DATA WITHOUT ECC - DATA AUTO-REALLOCATED
17h 09k D WER QO B K RECOVERED DATAWITHQUT ECC - DATA REWRITTEN

17h 07h D WR O B K RECOVERED DATA WITHOUT ECC - RECOMMEND REASSIGNMENT
17h 08h D WR O B K RECOVERED DATA WITHOUT ECC - RECOMMEND REWRITE
1Eh 00h D W (0] B K RECOVERED ID WITH ECC CORRECTION

3Fh 06h DT WR OMCAEB REDUNDANCY GROUP CREATED OR MODIFIED

3Fh 07h DT WR OMCAEB REDUNDANCY GROUP DELETED

6Bh 01h A REDUNDANCY LEVEL GOT BETTER

6Bh 02h A REDUNDANCY LEVEL GOT WORSE

2Ah 05h DTLPWRSOMCAE REGISTRATIONS PREEMPTED

67h 05h A REMOVE OF LOGICAL UNIT FAILED

3Fh OEh DTLPWRSOMCAE REPORTED LUNS DATA HAS CHANGED

3Bh 08h T REPOSITION ERROR

2Ah 03h DTLPWRSOMCAE K RESERVATIONS PREEMPTED

2Ah 04h DTLPWRSOMCAE RESERVATIONS RELEASED

Annex C contains the ASC and ASCQ assignments in numeric order.
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Table 108 — ASC and ASCQ assignments (part 9 of 11)

D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C - COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)

E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC ASCQ DTLPWRSOMCAEB K Description
36h |00h L RIBBON, INK, OR TONER FAILURE
73h |06h R RMA/PMA IS ALMOST FULL
37h |00hh DTL WRSOMCAEBK ROUNDED PARAMETER
5Ch [00h D (0] RPL STATUS CHANGE
3%h [00h DTL WRSOMCAE K SAVING PARAMETERS NOT SURPORTED
62h [00h S SCAN HEAD POSITIONING ERROR
29h |02h DTLPWRSOMCAEBK SCSIBUSRESET OCCURRED
47h |o0Oh DTLPWRSOMCAEBK SCSIPARITY ERROR
47h |02h DTLPWRSOMCAEBK SCSIPARITY ERRORDETECTED DURING ST DATA PHASE
54h |00h P SCSI TO HOST SYSTEM INTERFACE FAILURE
45h |00h DTLPWRSOMCAEBK SELECT OR RESELECT FAILURE
3Bh |00h TL SEQUENTIAL R@SITIONING ERROR
5Dh |45h D B SERVO IMPENDING FAILURE ACCESS TIMES TOO HIGH
5Dh |47h D B SERVO IMPENDING FAILURE CHANNEL PARAMETRICS
5Dh |48h D B SERVO-IMPENDING FAILURE CONTROLLER DETECTED
5Dh [42h D B SERVOTMPENDING FAILURE DATA ERROR RATE TOO HIGH
5Dh [4Ch D B SERVO IMPENDING FAILURE DRIVE CALIBRATION RETRY COUNT
5Dh [41h D B SERVO IMPENDING FAILURE DRIVE ERROR RATE TOO HIGH
5Dh |40h D B SERVO IMPENDING FAILURE GENERAL HARD DRIVE FAIJURE
5Dh |43h D B SERVO IMPENDING FAILURE SEEK ERROR RATE TOO HIGH
5Dh |[4Ah D B SERVO IMPENDING FAILURE SEEK TIME PERFORMANCE
5Dh [4Bh D B SERVO IMPENDING FAILURE SPIN-UP RETRY COUNT
5Dh [46h D B SERVO IMPENDING FAILURE START UNIT TIMES TOO HIGH
5Dh [49h D B SERVO IMPENDING FAILURE THROUGHPUT PERFORMANCE
5Dh |44h D B SERVO IMPENDING FAILURE TOO MANY BLOCK REASSIGNS
72h |00h R SESSION FIXATION ERROR
72h |03h R SESSION FIXATION ERROR - INCOMPLETE TRACK IN SESSION
72h |01h R SESSION FIXATION ERROR WRITING LEAD-IN
72h |02h R SESSION FIXATION ERROR WRITING LEAD-OUT
00h [03h T SETMARK DETECTED
3Bh |04h L SLEW FAILURE
5Dh |03h R SPARE AREA EXHAUSTION PREDICTION THRESHOLD EXICEEDED
3Fh 108h DT WR OMCAER SPARE CREATED OR MODIFIED

3Fh 09h DT WR OMCAEB SPARE DELETED

5Dh 55h D B SPINDLE IMPENDING FAILURE ACCESS TIMES TOO HIGH

5Dh 57h D B SPINDLE IMPENDING FAILURE CHANNEL PARAMETRICS

5Dh 58h D B SPINDLE IMPENDING FAILURE CONTROLLER DETECTED

5Dh 52h D B SPINDLE IMPENDING FAILURE DATA ERROR RATE TOO HIGH
5Dh 5Ch D B SPINDLE IMPENDING FAILURE DRIVE CALIBRATION RETRY COUNT
5Dh 51h D B SPINDLE IMPENDING FAILURE DRIVE ERROR RATE TOO HIGH
5Dh 50h D B SPINDLE IMPENDING FAILURE GENERAL HARD DRIVE FAILURE
5Dh 53h D B SPINDLE IMPENDING FAILURE SEEK ERROR RATE TOO HIGH
5Dh 5Ah D B SPINDLE IMPENDING FAILURE SEEK TIME PERFORMANCE

5Dh 5Bh D B SPINDLE IMPENDING FAILURE SPIN-UP RETRY COUNT

5Dh 56h D B SPINDLE IMPENDING FAILURE START UNIT TIMES TOO HIGH
5Dh 59h D B SPINDLE IMPENDING FAILURE THROUGHPUT PERFORMANCE

Annex C contains the ASC and ASCQ assignments in numeric order.
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Table 108 — ASC and ASCQ assighments (part 10 of 11)

D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C - COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)
E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC ASCQ DTLPWRSOMCAEB K Description

5Dh |54h D B SPINDLE IMPENDING FAILURE TOO MANY-BLEOCK REASSJGNS
09h |03h WR O SPINDLE SERVO FAILURE

5Ch |02h D (0] SPINDLES NOT SYNCHRONIZED

5Ch [01h D (0] SPINDLES SYNCHRONIZED

5eh |04h DTLPWRSO CA K STANDBY CONDITION ACTIVATED BY COMMAND
5eh |02h DTLPWRSO CA K STANDBY CONDITION ACTIVATED BY TIMER

6Bh [00h A STATE CHANGE HAS OCCURRED

1Bh |[00Oh D TLPWRSOMCAEBK SYNCHRONOUS DATA TRANSFER ERROR

55h |01h D (0] B K SYSTEM BUFFER FULL

55h [00h P SYSTEM RESOURCE FAILURE

4Dh NNh DTLPWRSOMCAEBK TAGGED OVERLAPPED COMMANDS (NN = QUEUE TAG)

33h |00h T TAPE LENGTH-ERROR

3Bh |03h L TAPE OR ELECTRONIC VERTICAL FORMS UNIT NOT READPY
3Bh |[01h T TAPE PQSITION ERROR AT BEGINNING-OF-MEDIUM

3Bh |02h T TAPE POSITION ERROR AT END-OF-MEDIUM

3Fh |00h DTLPWRSOMCAEBK TARGET OPERATING CONDITIONS HAVE CHANGED
ODh |[0lh DTLPWRSO CA K THIRD PARTY DEVICE FAILURE
5Bh |0lh DTLPWRSOM K. (?HRESHOLD CONDITION MET
26h |03h DTLPWRSOMCAE K\ THRESHOLD PARAMETERS NOT SUPPORTED
L
L
L

3Eh [02h DTLPWRSOMCAERBK TIMEOUT ON LOGICAL UNIT

26h |08h DTLPWRSO C K TOO MANY SEGMENT DESCRIPTORS
26h [0o6h DTLPWRSO C K TOO MANY TARGET DESCRIPTORS
2Ch |[01h S TOO MANY WINDOWS SPECIFIED
09h [0Oh DT WR O B TRACK FOLLOWING ERROR

09h |01h WRESO K TRACKING SERVO FAILURE

29h |06h DTLPWRSOMCAEBK TRANSCEIVER MODE CHANGED TO LVD
29h |05h DTLPWRSOMCAEBK TRANSCEIVER MODE CHANGED TO SINGLE-ENDED

61h |[O1h S UNABLE TO ACQUIRE VIDEO

57h |00h R UNABLE TO RECOVER TABLE-OF-CONTENTS

26h [0Ah D FPFLPWRSO C K UNEXPECTED INEXACT SEGMENT

53h |01h T UNLOAD TAPE FAILURE

08h |04y, " DTLPWRSO C K UNREACHABLE COPY TARGET

11h 100k DT WRSQ B K UNRECOVERED READ FRROR

11h 04h D W (0] B K UNRECOVERED READ ERROR - AUTO REALLOCATE FAILED
11h 0Bh D W (0] B K UNRECOVERED READ ERROR - RECOMMEND REASSIGNMENT
11h 0Ch D W (0] B K UNRECOVERED READ ERROR - RECOMMEND REWRITE THE DATA
46h 0Oh DTLPWRSOMC B K UNSUCCESSFUL SOFT RESET

35h 0lh DTLPWRSOMCAEBK UNSUPPORTED ENCLOSURE FUNCTION

26h 09h DTLPWRSO C K UNSUPPORTED SEGMENT DESCRIPTOR TYPE CODE

26h 07th DTLPWRSO C K UNSUPPORTED TARGET DESCRIPTOR TYPE CODE

59h  00h (0] UPDATED BLOCK READ

61h 00h S VIDEO ACQUISITION ERROR

65h 00Oh DTLPWRSOMCAEBK VOLTAGE FAULT

3Fh OAh DT WR OMCAEBK VOLUME SET CREATED OR MODIFIED
3Fh 0Ch DT WR OMCAEBK VOLUME SET DEASSIGNED

3Fh 0OBh DT WR OMCAEBK VOLUME SET DELETED

Annex C contains the ASC and ASCQ assignments in numeric order.
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Table 108 — ASC and ASCQ assighments (part 11 of 11)

D- DIRECT ACCESS DEVICE (SBC) Device Column key
. T- SEQUENTIAL ACCESS DEVICE (SSC) blank = code not used
L - PRINTER DEVICE (SSC) not blank = code used

P - PROCESSOR DEVICE (SPC-2)
. W- WRITE ONCE READ MULTIPLE DEVICE (SBC)
R- C/DVD DEVICE (MMC-2)
S - SCANNER DEVICE (SCSI-2)
. O- OPTICAL MEMORY DEVICE (SBC)
M- MEDIA CHANGER DEVICE (SMC)
C - COMMUNICATION DEVICE (SCSI-2)
A- STORAGE ARRAY DEVICE (SCC)
E - ENCLOSURE SERVICES DEVICE (SES)
B - SIMPLIFIED DIRECT-ACCESS DEVICE (RBC)
. K- OPTICAL CARD READER/WRITER DEVICE (OCRW)

ASC ASCQ DTLPWRSOMCAEB K Description

3Fh |oDh DT WR OMCAEBK VOLUME SET REASSIGNED

0Bh |00hh DTLPWRSOMCAEBK WARNING

0Bh |02h DTLPWRSOMCAEBK WARNING - ENCLOSURE DEGRADED,

0Bh [0lh DTLPWRSOMCAEBK WARNING - SPECIFIED TEMPERATURE EXCEEDED

50h |00h T WRITE APPEND ERROR
50h |01h T WRITE APPEND POSITION ERROR
0Ch |00h T RS WRITE ERROR
0Ch |02h D w O B K WRITE ERROR - AUTO REAELOCATION FAILED
0Ch |09h R WRITE ERROR - LOSS OF STREAMING
0Ch |0Ah R WRITE ERROR - PADDING BLOCKS ADDED
0Ch |03h D w o B K WRITE ERROR - RECOMMEND REASSIGNMENT
0Ch |01h K WRITE ERROR*RECOVERED WITH AUTO REALLOCATION
0Ch |08h R WRITE ERROR - RECOVERY FAILED
0Ch |07h R WRITE ERROR - RECOVERY NEEDED
27h |00h DT WR O B K WRITEPROTECTED
20h |05h T WRITE.-TYPE OPERATION WHILE IN READ CAPABLE STATE
31h |02h R ZONED FORMATTING FAILED DUE TO SPARE LINKING
80h |xxh \
Through > Vendor specific.
FFh |xxh /
xxh |80h \
Through > Vendor specific QUALIFICATION OF STANDARD ASC.
xxh |FFh /

ALL CODES NOT SHOWN ARE RESERVED.

Annex|C contains the ASE€’and ASCQ assignments in numeric order.
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ESERVE(10) command

7.21.1 RESERVE(10) command introduction

The RESERVE(10) command (see table 109) is used to reserve a logical unit.

Table 109 — RESERVE(10) command

14776-452 © ISO/IEC:2005(E)

Bit
Byte 7 6 5 4 3 2 1 0

0 OPERATION CODE (56h)

1 Reserved 3RDPTY | Reserved LoNGID Obsolete

2 Obsolete

3 THIRD-PARTY DEVICE ID

4 Reserved

5 Reserved

6 Reserved

7 (MSB)

PARAMETER LIST LENGTH

8 (LSB)

9 CONTROL
The RESERVE and RELEASE commands provide the bBasic mechanism for contention regolution in
multipletinitiator systems. The third-party reservation allows-ogical units to be reserved for another spgcified SCSI
device. |See 5.5.1 for a general description of reservations and the commands that manage them.
If the RESERVE(10) command is implemented, thenthe RELEASE(10) also shall be implemented.
Byte 1 Bit 0 and Byte 2 provide an obsolete way-to reserve extents within a logical unit. If Byte 1, Bit § is equal to
one, dgvice servers not implementing thel@bsolete capability shall terminate the command wjth CHECK
CONDITION status and the sense key shall be set to ILLEGAL REQUEST.
7.21.2 Yogical unit reservation
Logical|unit reservations are mandatory if the RESERVE(10) command is implemented. This conjmand shall
request|that the entire logicalunit be reserved for the exclusive use of the initiator until the reservatipn is super-
seded iy another valid RESERVE command from the same initiator or until released by a RELEASE command
from thg same initiator, that made the reservation, by a TARGET RESET task management function pgerformed by
any initiptor, by a hard-reset condition, or by a power on cycle. A logical unit reservation shall not be granted if the
logical dinit is regserved by another initiator. It shall be permissible for an initiator to reserve a logical unit that is
currently reserved by that initiator. If the LONGID bit or the 3rRDPTY bit is zero then the PARAMETER LIST LENGTH field
shall be|ignored.

If the logical unit is reserved for another initiator, the device server shall return RESERVATION CONFLICT status.

After honoring a logical unit reservation, the device server shall check each newly received command for reser-

vation ¢

onflicts. See 5.5.1.

For multiple port implementations, devices on other ports (i.e., the ports that do not include the initiator to which the
reservation has been granted) also shall be denied access to the logical unit as described in the preceding

paragra

ph.
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7.21.3 Third-party reservation

The third-party reservation for the RESERVE(10) command allows an application client to reserve a logical unit
within a logical unit for another SCSI device. The SCSI port through which the SCSI device being reserved shall
be within the same SCSI domain and use the same SCSI protocol as the SCSI port through which the
RESERVE(10) command is received. If the SCSI ports are not within the same SCSI domain or do not both have
the same SCSI protocol the device server shall return a CHECK CONDITION status with a sense key of ILLEGAL
REQUEST. Third-party reservations are intended for use in multiple initiator systems that use the EXTENDED
COPY command.

If the third-party (3RDPTY) bit is zero, then a third-party reservation is not requested. If the 3RDPTY bit is zero then
the LoNGID bit shall be ignored. If the 3RDPTY bit is one then the device server shall reserve the specified logical

unit for
device {
initiator
managse
shall ign

After af
any othg
the ressd

If indeps
transfer
mode pj
third-pa
the RES

NOTE 34
different
master (i
the modgd

If the TH
be zero
greater
shall be
and the
sense ki

Device
servers
CHECK

If the Ld
in table

he SCSI device specified in the THIRD-PARTY DEVICE ID field. Device ID formats are protocol
erver shall preserve the reservation until it is superseded by another valid RESERVE comm
that made the reservation or until it is released by the same initiator, by a TARGET R
ment function performed by any initiator, a hard reset condition, or by a power on cyclé,* The d
ore any attempt to release the reservation made by any other initiator.

hird-party reservation has been granted, the initiator that sent the RESERVEcommand shall be
br initiator. Reservation conflicts shall occur in all cases where another initiator is not allowed ag
rvation.

bndent sets of mode parameters are implemented, a third-party reservation shall cause the dev

arameters used for commands from the third-party deviee.N"Any subsequent command iss
'ty device shall be executed according to the mode parameters in effect for the application clig
ERVE command.

I This transfer of the mode parameters is applicable t0.device servers that store mode information inde
initiators. This mechanism allows an application client to set the mode parameters of a target for the (
e., the third-party device). The third-party copy master may subsequently issue a MODE SELECT comm
e parameters.

IRD-PARTY DEVICE ID value associated.with the reservation release is smaller than 255, the LoN
and the ID value sent in the CDB- Device ID formats are protocol specific. If the THIRD-PARTY
than 255, the LONGID bit shall berone. If the LONGID bit is one, the THIRD-PARTY DEVICE ID field
ignored. If the LONGID bit.is(one, the parameter list length shall be at least eight. If the LONG
parameter list length is less'than eight, the device server shall return a CHECK CONDITION 9
by of ILLEGAL REQUEST.

bervers that support-device IDs greater than 255 shall accept commands with LONGID equal to ¢
whose devices IDs are limited to 255 or smaller may reject commands with LONGID equal
CONDITION-status and a sense key of ILLEGAL REQUEST.
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110:_If the LONGID bit is one and the parameter list length is not eight, the device server s

CHECK

CONDITION status with a sense key of ILLEGAL REQUEST.

Tall return a

Table 110 — RESERVE(10) ID only parameter list

Bit
Byte

(MSB)

THIRD-PARTY DEVICE ID

(LSB)



https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

- 160 - 14776-452 © ISO/IEC:2005(E)

7.21.4 Superseding reservations

Superseding reservations is mandatory if the RELEASE(10) command is implemented. An application client that
holds a current logical unit reservation may modify that reservation by issuing another RESERVE command to the
same logical unit. The superseding RESERVE command shall release the previous reservation state when the
new reservation request is granted. The current reservation shall not be modified if the superseding reservation
request is not granted. If the superseding reservation cannot be granted because of conflicts with a previous reser-
vation, other than the reservation being superseded, then the device server shall return RESERVATION
CONFLICT status.

NOTE 35 Superseding reservations allow the SCSI device ID in a third-party reservation to be changed. This capability is
necessary for certain situations when using the EXTENDED COPY command.

7.22 RESERVE(6) command

The RE
instance
describ{
(see 7.2

SERVE(6) command (see table 111) is used to reserve a logical unit. This subgclause describe
s where the RESERVE(6) command differs from the RESERVE(10) command:’ Except for th
ed in this subclause, the RESERVE(6) command shall function exactly like the RESERVE(1d
1).

Table 111 — RESERVE(6) command

5 only those
e instances
) command

Bit
Byte 7 6 5 4 3 2 1 0

0 OPERATION CODE (16h)

1 Reserved Obsolete

2 Obsolete

3

Obsolete

4

5 CONTROL
Obsolefe Bits 1 through 4 of Byte I\provided a method, limited to device addresses 0 through 7, to handle
third-pafty reservations in earlier Mersions of the SCSI standard. The obsolete method has been replaced by the
RESERWVE(10) and RELEASE(10)-
Byte 1 Bit O and Bytes 2 thirough 4 provide an obsolete way to reserve extents within a logical unit. If Byte 1, Bit O
is equallto one, device servers not implementing the obsolete capability shall terminate the command with CHECK

CONDI

'ION status and the sense key shall be set to ILLEGAL REQUEST.
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7.23 SEND DIAGNOSTIC command

The SEND DIAGNOSTIC command (see table 112) requests the device server to perform diagnostic operations on
the target, on the logical unit, or on both. Targets that support this command shall implement, at a minimum, the
default self-test feature (i.e., the SELFTEST bit equal to one and a parameter list length of zero). When the
SELFTEST bit is zero and the SELF-TEST CODE field contains 000b, this command is usually followed by a RECEIVE
DIAGNOSTIC RESULTS (see 7.15) command.

Table 112 — SEND DIAGNOSTIC command

Bit
Byte 7 6 5 4 3 2 1 0
0 OPERATION CODE (1Dh)
1 SELF-TEST CODE PF | Reserved | SELFTEST | DEVOFEL UNITOFFL
2 Reserved
3 (MSB)
PARAMETER LIST LENGTH
4 (LSB)
5 CONTROL
When the SELFTEST bit is one the SELF-TEST CcODE field shall contain 0Q0b:” When the SELFTEST bit|is zero, the
content$ of SELF-TEST CODE field are specified in table 113.
Table 113 — SeELF-TEST CODE field values
Valule Name Description
000p This value shall be used\when the SELFTEST bit is set to one or if the|[SEND
DIAGNOSTIC command is not invoking one of the other self-test functions such
as enclosure setrvices (see SES) or the Translate Address page (see|SBC).
001p Background The device sefver shall start its short self-test (see 5.4.2) in the background
short self-test mode (see5/4.3.2). The PARAMETER LIST LENGTH field shall contain ztro.
010p Background The device server shall start its extended self-test (see 5.4.2) in the ballckground
extended self-test | mode-(see 5.4.3.2). The PARAMETER LIST LENGTH field shall contain zpro.
011b Reserved
100p Abortbackground |- The device server shall abort the current self-test running in background mode.
self-test The PARAMETER LIST LENGTH field shall contain zero. This value is only valid if a
previous SEND DIAGNOSTIC command specified a background selfttest func-
tion and that self-test has not completed. If either of these conditions is not met,
then the device server shall return a CHECK CONDITION status with a sense
key of ILLEGAL REQUEST and an additional sense code of INVALID|FIELD IN
CDB.
101b Foreground The device server shall start its short self-test (see 5.4.2) in the foreground
Short sef-test ModE (S€€ 5.4.3.1). The PARAMETER LIST LENGTH Tield shall contain Zero.
110b Foreground The device server shall start its extended self-test (see 5.4.2) in the foreground
extended self-test | mode (see 5.4.3.1). The PARAMETER LIST LENGTH field shall contain zero.
111b Reserved

A page format (PF) bit of one specifies that the SEND DIAGNOSTIC parameters and any parameters returned by a
following RECEIVE DIAGNOSTIC RESULTS command shall conform to the page structure as specified in this
standard. See 8.1 for the definition of diagnostic pages.

A PF bit of zero indicates that all SEND DIAGNOSTIC parameters are vendor specific. If the content of the
PARAMETER LIST LENGTH field is zero and the SEND DIAGNOSTIC command will not be followed by a corre-
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sponding RECEIVE DIAGNOSTIC RESULTS command then the PF bit shall be zero. The implementation of the pF
bit is optional.

A self-test (SELFTEST) bit of one directs the device server to complete the target’s default self-test. If the self-test
successfully passes, the command shall be terminated with GOOD status; otherwise, the command shall be termi-

nated w

ith CHECK CONDITION status and the sense key shall be set to HARDWARE ERROR.

A SELFTEST bit of zero requests that the device server perform the diagnostic operation specified by the SELF-TEST
cobk field or in the parameter list. The diagnostic operation might or might not require the device server to return
parameter data that contains diagnostic results. If the return of parameter data is not required, the return of GOOD
status indicates successful completion of the diagnostic operation. If the return of parameter data is required, the
device server shall either:

a)

b)

A UNITC
user ac
of the
of zero
zero, th

A DEVO
logical |
DEVOFH
quent tg

The PAA
the app|
ferred.
truncati
sense K|

NOTE 3
either th
unit shod

perform the requested diagnostic operation, prepare the parameter data to be returned™3
completion by returning GOOD status. The application client issues a RECEIVE DIAGNOSTI(
command to recover the parameter data; or

accept the parameter list, and if no errors are detected in the parameter list, return GOOD
requested diagnostic operation and the preparation of the parameter data to(b¢ returned arg
upon receipt of a RECEIVE DIAGNOSTIC RESULTS command.

Cessible medium on the logical unit (e.g., write operations to the usér accessible medium, or r
edium on sequential access devices). The implementation of the WNITOFFL bit is optional. A U
brohibits any diagnostic operations that may be detected by subsequent tasks. When the SEL
b UNITOFFL bit shall be ignored.

FFL bit of one grants permission to the device server to-perform diagnostic operations that may
nits on a target (e.g., alteration of reservations, log{arameters, or sense data). The implemen
L bit is optional. A DEVOFFL bit of zero prohibits.diagnostic operations that may be detecte
sks. When the SELFTEST bit is zero, the DEVOFRFL bit shall be ignored.

AMETER LIST LENGTH field specifies the length in bytes of the parameter list that shall be trans
ication client to the device server. A-parameter list length of zero indicates that no data sh
This condition shall not be considéered an error. If the specified parameter list length re
bn of one or more pages (PF bit set'to one) the device server shall return CHECK CONDITION 3
ey of ILLEGAL REQUEST and(an additional sense code of INVALID FIELD IN CDB.
b To ensure that the diagnostic command information is not destroyed by a command sent from ang
e SEND DIAGNOSTIC eommand should be linked to the RECEIVE DIAGNOSTIC RESULTS command
Id be reserved.

nd indicate
C RESULTS

Status.  The
e performed

FFL bit of one grants permission to the device server to perform diagnostic operations that may affect the

bpositioning
NITOFFL bit
FTEST bit is

hffect all the
tation of the
H by subse-

ferred from
all be trans-
sults in the
tatus with a

ther initiator,
or the logical
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7.24 SET DEVICE IDENTIFIER command

The SET DEVICE IDENTIFIER command (see table 114) requests that the device identifier information in the
logical unit be set to the value received in the SET DEVICE IDENTIFIER parameter list. As defined in the SCC-2
standard, the SET DEVICE IDENTIFIER command is the SET PERIPHERAL DEVICE/COMPONENT DEVICE
IDENTIFIER service action of the MAINTENANCE OUT command. Additional MAINTENANCE IN and MAINTE-
NANCE OUT service actions are defined in SCC-2 and in this standard.

The MAINTENANCE OUT service actions defined only in SCC-2 shall apply only to SCSI devices that return a
device type of OCh or the sccs bit equal to one in their standard INQUIRY data. When a SCSI device returns a
device type of OCh or the sccs bit equal to one in its standard INQUIRY data, the |mplementat|on requirements for
the SCG : NTENANCE
OUT se}vice action def|n|t|ons and |mplementat|on requwements stated in this standard shall apply.

On sucgessful completion of a SET DEVICE IDENTIFIER command a unit attention shall be generated for all initi-
ators except the one that issued the service action. When reporting the unit attention conditionithe addifional sense
code shgll be set to DEVICE IDENTIFIER CHANGED.

Table 114 — SET DEVICE IDENTIFIER command

Bthe " 7 6 5 4 3 2 1 0
0 OPERATION CODE (A4h)
1 Reserved SERVICE ACTION (06h)
2 Reserved
3 Reserved
4 .
c Restricted
6 (MSB)
7
s PARAMETER LIST LENGTH
9 (LSB)
10 Reserved Restricted | Reserved
11 CONTROL

SCC-2 flefines specific usages for bytes 4 and 5, and bit 1 in byte 10, however these fields are reserved for the
SET DHVICE IDENTHRIER command defined by this standard.

The PARAMETER\LIST LENGTH field specifies the length in bytes of the identifier that shall be transferred from the
applicatjon,client to the device server. The maximum value for this field shall be 512 bytes. A parameter list length
of zero indiCates that no data shall be transferred, and that subsequent REPORT DEVICE IDENTIFIER commands
shall retarn an Identitier length of zero. Logical units that implement this command shall be capable of accepting a
parameter list length of 64 bytes or less. If the parameter list length exceeds 64 bytes and the logical unit is not
capable of storing the requested number of bytes, then the device server shall return CHECK CONDITION status
with the sense key set to ILLEGAL REQUEST and an additional sense code of INVALID FIELD IN CDB.
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The SET DEVICE IDENTIFIER parameter list (see table 115) contains the identifier to be set by the addressed
logical unit.

Table 115 — SET DEVICE IDENTIFIER parameter list

Bit
Byte 7 6 5 4 3 2 1 0
0
IDENTIFIER
n

The IDENTIFIER field is a value selected by the application client using mechanisms outside the scope of this
standarl to be returned in subsequent REPORT DEVICE IDENTIFIER commands.
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7.25 TEST UNIT READY command
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The TEST UNIT READY command (see table 116) provides a means to check if the logical unit is ready. This is
not a request for a self-test. If the logical unit is able to accept an appropriate medium-access command without
returning CHECK CONDITION status, this command shall return a GOOD status. If the logical unit is unable to
become operational or is in a state such that an application client action (e.g., START UNIT command) is required
to make the unit ready, the device server shall return CHECK CONDITION status with a sense key of NOT READY.

Table 116 — TEST UNIT READY command

BE;itte 7 6 4 3 0

0 OPERATION CODE (00h)

1 Reserved

2 Reserved

3 Reserved

4 Reserved

5 CONTROL
Table 117 defines the suggested GOOD and CHECK CONDITION status ‘responses to the TEST UNIT READY
commahd. Other conditions, including deferred errors, may result in_other responses (e.g., BUSY |or RESER-
VATION CONFLICT status).

Table 117 — Preferred TEST UNK READY responses

Status

Sense Key

Additional Sense Code

GOOD

NO SENSE

NO ADDITIONAL SENSE INFORMATION

other valid additional sense code.

CHECK CONDITION

ILLEGAL REQUEST

LOGICAL UNIT NOT SUPPORTED

CHECK CONDITION NOT.READY LOGICAL UNIT DOES NOT RESPOND
TO SELECTION
CHECK CONDITION NOT READY MEDIUM NOT PRESENT
CHECK CONDITION NOT READY LOGICAL UNIT NOT READY,
CAUSE NOT REPORTABLE
CHECK CONDITION NOT READY LOGICAL UNIT IS IN PROCESS
OF BECOMING READY
CHECK(CONDITION NOT READY LOGICAL UNIT NOT READY,
INITIALIZING COMMAND REQUIRED
CHECK CONDITION NOT READY LOGICAL UNIT NOT READY,
MANUAL INTERVENTION REQUIRED
CHECK CONDITION NOT READY LOGICAL UNIT NOT READY,

FORMAT IN PROGRESS
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The WRITE BUFFER command (see table 118) is used in conjunction with the READ BUFFER command as a
diagnostic function for testing logical unit memory in the target SCSI device and the integrity of the service delivery
subsystem. Additional modes are provided for downloading microcode and for downloading and saving microcode.

Table 118 — WRITE BUFFER command

BE;itte 7 6 5 4 3 2 1 0

0 OPERATION CODE (3Bh)

1 Reserved | MODE

2 BUFFER ID

3 (MSB)

4 BUFFER OFFSET

5 (LSB)

6 (MSB)

7 PARAMETER LIST LENGTH

8 (LSB)

9 CONTROL
This command shall not alter any medium of the logical unit'when the data mode or the combined header and data
mode ig specified.
The fungtion of this command and the meaning of:fields within the CDB depend on the contents of thg MODE field.

The Mo

DE field is defined in table 119.

Table 119 — WRITE BUFFER mobDE field

Implementation

NOTES

MODE Description requirements
0000b Write combined header and data Optional
0001hb Vendor specific Vendor specific
0010b Write data Optional
0011b Reserved Reserved
0100b Download microcode Optional
0101b Download microcode and save Optional
0110b Download microcode with offsets Optional
UITID Download microcode with offSets and save Optional
1000b - 1001b | Reserved Reserved
1010b Echo buffer Optional
1011b - 1111b | Reserved Reserved

37 Modes 0000b and0 001b are not recommended.
38 When downloading microcode with buffer offsets, the WRITE BUFFER command mode should be 0110b or 0111b.
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7.26.2 Combined header and data mode (0000b)

In this mode, data to be transferred is preceded by a four-byte header. The four-byte header consists of all
reserved bytes. The BUFFER ID and the BUFFER OFFSET fields shall be zero. The PARAMETER LIST LENGTH field
specifies the maximum number of bytes that shall be transferred from the Data-Out Buffer. This number includes
four bytes of header, so the data length to be stored in the device server’s buffer is parameter list length minus four.
The application client should attempt to ensure that the parameter list length is not greater than four plus the
BUFFER CAPACITY field value (see 7.13.2) that is returned in the header of the READ BUFFER command (mode
0000b). If the parameter list length exceeds the buffer capacity the device server shall return CHECK CONDITION
status and shall set the sense key to ILLEGAL REQUEST.

7.26.3 Vendor specific mode (0001b)

In this rrI\ode, the meaning of the BUFFER ID, BUFFER OFFSET, and PARAMETER LIST LENGTH fields are‘not
this standard.

specified by

7.26.4 Data mode (0010b)
identifies a
it. Buffer ID
ned contig-
iIrn CHECK

In this mhode, the Data-Out Buffer contains buffer data destined for the logical unit. /The BUFFER ID field
specific|buffer within the logical unit. The vendor assigns buffer ID codes to buffers\iwithin the logical un|
zero shall be supported. If more than one buffer is supported, additional buffer |D codes shall be assig
uously, peginning with one. If an unsupported buffer ID code is selected,{he“device server shall ret

CONDI
FIELD I

Data ar
cation ¢
device {
set the

The pPA

[ION status and shall set the sense key to ILLEGAL REQUEST awith an additional sense code
N CDB.

b written to the logical unit buffer starting at the location specified by the BUFFER OFFSET field
ient should conform to the offset boundary requirements returned in the READ BUFFER desc
erver is unable to accept the specified buffer offset;it'shall return CHECK CONDITION status
bense key to ILLEGAL REQUEST with an additional sense code of INVALID FIELD IN CDB.

RAMETER LIST LENGTH field specifies the maximum number of bytes that shall be transferr

Data-OWit Buffer to be stored in the specified buffer beginning at the buffer offset. The application ¢

attempt
buffer.

descrip
capacit

to ensure that the parameter list lengthplus the buffer offset does not exceed the capacity of t
The capacity of the buffer may be determined by the BUFFER CAPACITY field in the REA
or. If the BUFFER OFFSET and PARAMETER LIST LENGTH fields specify a transfer in excess g

of INVALID

The appli-
iptor. If the
and it shall

ed from the
ient should
he specified
D BUFFER
f the buffer

, the device server shall return CHECK CONDITION status and shall set the sense key {o ILLEGAL

REQUHST with an additional sense:cede of INVALID FIELD IN CDB.

7.26.5 Download microcodexmode (0100b)

If the logical unit is unablgto accept this command because of some device condition, the device server shall
terminate each WRITE'BUFFER command with this mode (0100b) with a CHECK CONDITION status, p sense key

of ILLEC

AL REQUEST, and shall set the additional sense code to COMMAND SEQUENCE ERROR.

In this mode;~vendor specific microcode or control information shall be transferred to the control mem¢ry space of

the logi

alunit. After a power-cycle or reset, the device operation shall revert to a vendor specific con

dition. The

meanin

s of the BUEEER ID _BUEEER OEESET and PARAMETER LIST LENGTH fields are not snecified by tH
J 7 7 L P4

is standard

and are not required to be zero-filled. When the microcode download has completed successfully the device
server shall generate a unit attention condition for all initiators except the one that issued the WRITE BUFFER
command (see SAM-2). The additional sense code shall be set to MICROCODE HAS BEEN CHANGED.

7.26.6 Download microcode and save mode (0101b)

If the logical unit is unable to accept this command because of some device condition, the device server shall
terminate each WRITE BUFFER command with this mode (0101b) with a CHECK CONDITION status, a sense key
of ILLEGAL REQUEST, and shall set the additional sense code to COMMAND SEQUENCE ERROR.

In this mode, vendor specific microcode or control information shall be transferred to the logical unit and, if the
WRITE BUFFER command is completed successfully, also shall be saved in a nonvolatile memory space
(semiconductor, disk, or other). The downloaded code shall then be effective after each power-cycle and reset
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until it is supplanted in another download microcode and save operation. The meanings of the BUFFER ID, BUFFER
OFFSET, and PARAMETER LIST LENGTH fields are not specified by this standard and are not required to be zero-filled.
When the download microcode and save command has completed successfully the device server shall generate a
unit attention condition (see SAM-2) for all initiators except the one that issued the WRITE BUFFER command.
When reporting the unit attention condition, the device server shall set the additional sense code to MICROCODE
HAS BEEN CHANGED.

7.26.7 Download microcode with offsets (0110b)

In this mode, the application client may split the transfer of the vendor specific microcode or control information
over two or more WRITE BUFFER commands. If the logical unit is unable to accept this command because of
some device condition, the device server shall terminate each WRITE BUFFER command with this mode (0110b)
with a JHECK CONDITION status, a sense key of ILLEGAL REQUEST, and shall set the additional¢sgnse code to
COMMAND SEQUENCE ERROR.

If the lagt WRITE BUFFER command of a set of one or more commands completes successfully, the nmjicrocode or
control |nformation shall be transferred to the control memory space of the logical unit{\After a power-cycle or
reset, the device shall revert to a vendor specific condition. In this mode, the Data-Qut Buffer conthins vendor
specific| self-describing microcode or control information.

Since the downloaded microcode or control information may be sent using several commands, when the logical
unit detfects the last download microcode with offsets and save mode WRITE BUFFER commanf has been
receivedl, the device server shall perform any logical unit required verifieation of the complete set of glownloaded
microcgde or control information prior to returning GOOD status for the-last command. After the lagt command
complefes successfully the device server shall generate a unit attention condition (see SAM-2) for @ll initiators
except the one that issued the set of WRITE BUFFER commands.(.When reporting the unit attention condition, the
device gerver shall set the additional sense code to MICROCODE HAS BEEN CHANGED.

If the cgmplete set of WRITE BUFFER commands required to effect a microcode or control information change
(one orlmore commands) are not received before a*teset or power-on cycle occurs, the change $hall not be
effective and the new microcode or control information shall be discarded.

The BUAFER ID field identifies a specific buffer within the logical unit. The vendor assigns buffer ID codgs to buffers
within the logical unit. A buffer ID value of zere shall be supported. If more than one buffer is supportegl, additional
buffer 1D codes shall be assigned contiguously, beginning with one. If an unsupported buffer ID code |s identified,
the device server shall return CHECK.CONDITION status and shall set the sense key to ILLEGAL REQUEST with
an addifional sense code of INVALID:FIELD IN CDB.

The migrocode or control information are written to the logical unit buffer starting at the location spegified by the
BUFFER PFFSET field. The application client shall send commands that conform to the offset boundary r%quirements

(see 7.13.5). If the deviCe,Server is unable to accept the specified buffer offset, it shall return CHECK GCONDITION
status gnd it shall set'the sense key to ILLEGAL REQUEST with an additional sense code of INVALID FIELD IN
CDB.

The PARAMETER LIST LENGTH field specifies the maximum number of bytes that shall be present in the Data-Out
Buffer tp lae stored in the specified buffer beginning at the buffer offset. The application client shouli attempt to
ensure tha , , buffer. The
capacity of the buffer may be determined by the BUFFER CAPACITY f|eId in the READ BUFFER descnptor If the
BUFFER OFFSET and PARAMETER LIST LENGTH fields specify a transfer in excess of the buffer capacity, the device
server shall return CHECK CONDITION status and shall set the sense key to ILLEGAL REQUEST with an
additional sense code of INVALID FIELD IN CDB.

7.26.8 Download microcode with offsets and save mode (0111b)

In this mode, the initiator may split the transfer of the vendor specific microcode or control information over two or
more WRITE BUFFER commands. If the logical unit is unable to accept this command because of some device
condition, the device server shall terminate each mode 0111b WRITE BUFFER command with a CHECK
CONDITION status, a sense key of ILLEGAL REQUEST, and shall set the additional sense code to COMMAND
SEQUENCE ERROR.
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If the last WRITE BUFFER command of a set of one or more commands completes successfully, the microcode or
control information shall be saved in a nonvolatile memory space (e.g., semiconductor, disk, or other). The saved
downloaded microcode or control information shall then be effective after each power-cycle and reset until it is
supplanted by another download microcode with save operation or download microcode with offsets and save
operation. In this mode, the Data-Out Buffer contains vendor specific, self-describing microcode or control infor-
mation.

Since the downloaded microcode or control information may be sent using several commands, when the logical
unit detects the last download microcode with offsets and save mode WRITE BUFFER command has been
received, the device server shall perform any logical unit required verification of the complete set of downloaded
microcode or control information prior to returning GOOD status for the last command. After the last command
completes successfully the device server shall generate a unit attention condition (see SAM-2) for all initiators
except the one that issued the set of WRITE BUFFER commands. When reporting the unit attention’,condition, the
device gerver shall set the additional sense code to MICROCODE HAS BEEN CHANGED.

If the cgmplete set of WRITE BUFFER commands required to effect a microcode or control information change
(one orlmore commands) are not received before a reset or power-on cycle occurs, the’change shall not be
effective and the new microcode or control information shall be discarded.

The BUAFER ID field identifies a specific buffer within the logical unit. The vendor assigns buffer ID codgs to buffers
within the logical unit. A buffer ID value of zero shall be supported. If more than one buffer is supportegl, additional
buffer I codes shall be assigned contiguously, beginning with one. If an ugsupported buffer ID code |s identified,
the device server shall return CHECK CONDITION status and shall set the sense key to ILLEGAL REQUEST with
an addifional sense code of INVALID FIELD IN CDB.

The migrocode or control information are written to the logical unibbuffer starting at the location spegified by the
BUFFER PFFSET field. The application client shall conform to the 0ffset boundary requirements. If the device server
is unable to accept the specified buffer offset, it shall return”’ CHECK CONDITION status and it shall s¢t the sense
key to IlLEGAL REQUEST with an additional sense code of INVALID FIELD IN CDB.

The PARAMETER LIST LENGTH field specifies the maximum number of bytes that shall be present in the Data-Out
Buffer tp be stored in the specified buffer beginning at the buffer offset. The application client should attempt to
ensure t{hat the parameter list length plus the buffer offset does not exceed the capacity of the specified|buffer. The
capacity of the buffer may be determined by the BUFFER CAPACITY field in the READ BUFFER descijiptor. If the
BUFFER |OFFSET and PARAMETER LIST LENGTH fields specify a transfer in excess of the buffer capacity} the device
server shall return CHECK CONDITION status and shall set the sense key to ILLEGAL REQUHST with an
additiongl sense code of INVALID_RIELD IN CDB.

7.26.9 Write data to echo buffer (1010b)
In this mode the device(server transfers data from the application client and stores it in an echo buffér. An echo
buffer ig assigned in.the same manner by the target as it would for a write operation. Data shall be sent aligned on

four-byte boundariés-The BUFFER ID and BUFFER OFFSET fields are ignored in this mode.

NOTE 39 It js recommended that the target assign echo buffers on a per initiator basis to limit the number of exgeption condi-
tions tha} may“eccur in a multi-initiator environment.

Upon successful completion of a WRITE BUFFER command the data shall be preserved in the echo buffer unless
there is an intervening command to any logical unit in which case it may be changed.

The PARAMETER LIST LENGTH field specifies the maximum number of bytes that shall be transferred from the
Data-Out Buffer to be stored in the echo buffer. The application client should attempt to ensure that the parameter
list length does not exceed the capacity of the echo buffer. The capacity of the echo buffer may be determined by
the BUFFER CAPACITY field in the READ BUFFER echo buffer descriptor. If the PARAMETER LIST LENGTH field
specifies a transfer in excess of the buffer capacity, the device server shall return CHECK CONDITION status and
shall set the sense key to ILLEGAL REQUEST with an additional sense code of INVALID FIELD IN CDB.
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8 Parameters for all device types
8.1 Diagnostic parameters

8.1.1 Diagnostic page format and page codes for all device types

This subclause describes the diagnostic page structure and the diagnostic pages that are applicable to all SCSI
devices. Pages specific to each device type are described in the command standard (see 3.1.12) that applies to
that device type.

A SEND DIAGNOSTIC command with a PF bit of one specifies that the SEND DIAGNOSTIC parameter list
consistg of zero or more diagnostc pages and that the data returned by the subsequent RECEIVE DIAGNOSTIC
RESULJTS command shall use the diagnostic page format defined in table 120. A RECEIVE-DVAGNOSTIC
RESULTS command with a pcv bit of one specifies that the device server return a diagnostic page_using the format
defined|in table 120.

Table 120 — Diagnostic page format

Bit
Byte 7 6 5 4 3 2 1 0
0 PAGE CODE
1 Reserved
2 MSB
( ) PAGE LENGTH (n-3)
3 (LSB)
4
Diagnostic‘parameters
n

Each dipgnostic page defines a function or operatiof’that the device server shall perform as a resul{ of a SEND
DIAGNOSTIC command or the information being,returned as a result of a RECEIVE DIAGNOSTIC RESULTS with
the pcv|bit equal to one. The page contains apage header followed by the data that is formatted accqrding to the
page cgde specified.

Device|servers that implement diagnostic pages are only required to accept a single diagnostic page per
command.
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The PAGE coODE field identifies which diagnostic page is being sent as a result of a SEND DIAGNOSTIC command,
requested as a result of a RECEIVE DIAGNOSTIC RESULTS command with the pcv bit equal to one, or returned
as a result of a RECEIVE DIAGNOSTIC RESULTS parameter data. The page codes are defined in table 121.

Table 121 — Diagnostic page codes

Page Code | Description Reference
00h Supported diagnostics pages 8.1.2
01h Configuration SES
02h Enclosure Status/Control SES
03h Help Text SES
04h String In/Out SES
05h Threshold In/Out SES
06h Array Status/Control SES
07h Element Descriptor SES
08h Short Enclosure Status SES

09h - OFh Reserved for SES SES
10h - 3Fh Pages that apply to all device types

40h - 7Fh | See specific device type for definition

80h - FFh | Vendor specific pages

The PAGE LENGTH field specifies the length in bytes of the diagnostic parameters that follow this field.

If the appli-

cation client sends a page length that results in the truncation of any parameter, the device server shall terminate

the conpmand with CHECK CONDITION status. The sense\key shall be set to ILLEGAL REQUE

additionfal sense code set to INVALID FIELD IN PARAMETER LIST.

ST with the

The diagnostic parameters are defined for each pagé.code. The diagnostic parameters within a page may be

defined [differently in a SEND DIAGNOSTIC commané than in a RECEIVE DIAGNOSTIC RESULTS c¢

mmand.
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The supported diagnostics page (see table 122) returns the list of diagnostic pages implemented by the device
server. This page shall be implemented if the device server implements the page format option of the SEND
DIAGNOSTIC and RECEIVE DIAGNOSTIC RESULTS commands.

Table 122 — Supported diagnostic pages

Bit
Byte 7 5 4 3 0
0 PAGE CODE (00h)
1 Reserved
2 (MSB)
PAGE LENGTH (n-3)
3 (LSB)
4
SUPPORTED PAGE LIST
n
The defjinition of this page for the SEND DIAGNOSTIC command includes only\the first four bytes. | If the PAGE
LENGTH|field is not zero, the device server shall terminate the SEND DIAGNOSTIC command with CHECK
CONDITION status. The sense key shall be set to ILLEGAL REQUEST wijthvan additional sense code| of INVALID
FIELD IN PARAMETER LIST. This page instructs the device server_to make available the list of all supported
diagnostic pages to be returned by a subsequent RECEIVE DIAGNOSTIC RESULTS command.
The deffinition of this page for the RECEIVE DIAGNOSTIC RESULTS command includes the list of diagnostic
pages supported by the device server.
The PAGE LENGTH field specifies the length in bytes of theyfollowing supported page list.
The SURPORTED PAGE LIST field shall contain a list @f.all diagnostic page codes implemented by the device server in

ascending order beginning with page code 00h,
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8.2 Log parameters

8.2.1 Log page structure and page codes for all device types

This subclause describes the log page structure and the log pages that are applicable to all SCSI devices. Pages
specific to each device type are described in the command standard (see 3.1.12) that applies to that device type.
The LOG SELECT command supports the ability to send zero or more log pages. The LOG SENSE command
(see 7.5) returns a single log page specified in the PAGE CODE field of the CDB.

Each log page begins with a four-byte page header followed by zero or more variable-length log parameters
defined for that page. The log page format is defined in table 123.

Table 123 — Log page format

Bit]
Byte 7 6 5 4 3 2 i 0
0 PAGE CODE
1 Reserved
2 (MSB)
PAGE LENGTH (n-3)
3 (LSB)
Log parameter(s)
4 Log parameter (First)
x+3 (Length x)
n-y+1 Log parameter (Last)
n (Length y)
The pagE cobDE field identifies which log pagelis being transferred.
The PAGE LENGTH field specifies the lengthin bytes of the following log parameters. If the application client sends a
page lepgth that results in the truncation of any parameter, the device server shall terminate the cojnmand with
CHECK|CONDITION status. The'sense key shall be set to ILLEGAL REQUEST with the additional serjse code set

to INVA

Most log pages contain one.or more special data structures called log parameters (see table 124). Log
data counters of (@) particular event(s), the conditions under which certain operations were perfa

may be
parame

| ID FIELD IN PARAMETER LIST.

ers that confain a character string description of a particular event.

Table 124 — Log parameter

parameters
rmed, or list

Bit
7 6 5 4 3 2 1
Byte 0
0 (MSB)
PARAMETER CODE
1 (LSB)
2 DU DS TSD ETC T™MC LBIN LP
3 PARAMETER LENGTH (n-3)
4
PARAMETER VALUE
n

Each log parameter begins with a four-byte parameter header followed by one or more bytes of PARAMETER VALUE

data.
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The PARAMETER CODE field identifies the log parameter being transferred for that log page.
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The Du, DS, TSD, ETC, TMC, LBIN, and LP fields are collectively referred to as the PARAMETER CONTROL byte. These

fields are described below in this subclause.

For cumulative log parameter values, indicated by the pc field of the LOG SELECT and LOG SENSE
the disable update (bu) bit is defined as follows:

a) A zero value indicates that the device server shall update the log parameter value to reflect all
should be noted by that parameter; or

b) A one value indicates that the device server shall not update the log parameter value except in
a LOG SELECT command that specifies a new value for the parameter.

commands,

events that

response to

NOTE 40 When updating cumulative log parameter values, a device server may use volatile memory to hold\thes
a LOG JELECT or LOG SENSE command is received with an sp bit of one or a target-defined event occurs. A
updated [cumulative log parameter values may be lost if a power cycle occurs.

The Du bt is not defined for threshold values, indicated by the pc field of the LOG SENSE command
paramefers as indicated by the LP bit. The device server shall ignore the value of the 'DU bit in any log
received with a LOG SELECT command.

A disab
shall sa
the CDH
that the
comma

e save (DS) bit of zero indicates that the target supports saving for thatlog parameter. The d¢
e the current cumulative or the current threshold parameter value xdepending on the value in th
, inresponse to a LOG SELECT or LOG SENSE command wijth an sp bit of one. A Ds bit of o
target does not support saving that log parameter in respehse to a LOG SELECT or L
hd with an sp bit of one.

save disable (TsD) bit of zero indicates that the tatget provides a target-defined method fo
ers. This implicit saving operation shall be done frequently enough to insure that the cumulativ
etain statistical significance (i.e., across power. gycles). A TsD bit of one indicates that eithg
t provide a target-defined method for saving log parameters or the target-defined metho
i individually by an application client setting the TsD bit to one. An application client may

A targe
parame
values

does nq
disable
target-d

mode page (see 8.3.6).

An enalble threshold comparison (ETC) bit of one indicates that a comparison to the threshold value i
whenever the cumulative value is updated. An eTc bit of zero indicates that a comparison is not perf
value offthe ETC bit is the same far cumulative and threshold parameters.

The threshold met criteria{TMmc) field (see table 125) defines the basis for comparison of the cum
threshofld values. The Fmc/field is valid only if the ETC bit is one. The value of the T™C field is th
cumulative and threshgld-parameters.

Table 125 — Threshold met criteria

e values until
5 a result the

, hor for list
parameters

bvice server
e pc field of
he indicates
DG SENSE

[ saving log
b parameter
r the target
d has been
disable the

efined method for saving all log parameters without changing any TsD bits. See the GLTSD bit ip the control

5 performed
brmed. The

ulative and
e same for

Code | Basis for comparison
00b | Every update of the cumulative value
01b | Cumulative value equal threshold value
10b | Cumulative value  not equal threshold value
11b | Cumulative value greater than threshold value

If the ETC bit is one and the result of the comparison is true, a unit attention condition shall be generated for all initi-
ators. When reporting the unit attention condition, the device server shall set the sense key to UNIT ATTENTION
and set the additional sense code to THRESHOLD CONDITION MET.

The LBIN bit is only valid if the LP bit is set to one. If the LP bit is one and the LBIN bit is zero then the list parameter
is a string of ASCII graphic codes (i.e., code values 20h through 7Eh). If the LP bit is one and the LBIN bit is one
then the list parameter is a list of binary information.
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The list parameter (LP) bit indicates the format of the log parameter. If an application client attempts to set the
value of the LP bit to a value other than the one returned for the same parameter in the LOG SENSE command, the
device server shall terminate the command with CHECK CONDITION status. The sense key shall be set to
ILLEGAL REQUEST with the additional sense code set to INVALID FIELD IN PARAMETER LIST.

An LP bit of zero indicates that the parameter is a data counter. Data counters are associated with one or more
events. The data counter is updated whenever one of these events occurs by incrementing the counter value, if
each data counter has associated with it a target-defined maximum value. Upon reaching this maximum value, the
data counter shall not be incremented (i.e., it does not wrap). When a data counter reaches its maximum value,
the device server shall set the associated DU bit to one. If the data counter is at or reaches its maximum value
during the execution of a command, the device server shall complete the command. If the command completes

correctl

_except for the data counter being at its maximum value, and if the RLEC bit of the control mode page (see

8.3.6) is
the sen

AnLPb
and T™™(

If more
codes:

a)

b)

NOTE 4
block is
tered, th
made ve
defined
oldest re

The pan
sends 4

terminate the command with. CHECK CONDITION status. The sense key shall be set to ILLEGAL RE(

the add

If the ap
is imple

a)
b)

be key to RECOVERED ERROR with the additional sense code set to LOG COUNTER AT.\MA

fields shall be set to zero.

than one list parameter is defined in a single log page, the following rules“apply to assigning

The parameter updated last shall have a higher parameter code than-the previous paramete
defined in rule b);

When the maximum parameter code value supported by the target is reached, the device
assign the lowest parameter code value to the next log paraméter (i.e., wrap-around paramete
the associated command completes correctly, except for the parameter code being at its maxi

the command with CHECK CONDITION status andset the sense key to RECOVERED ERR
additional sense code set to LOG LIST CODES EXHAUSTED.

| List parameters may be used to store the locations of defective blocks in the following manner. Whe
dentified, a list parameter is updated to reflect'the location and cause of the defect. When the next defe
b list parameter with the next higher paramgter code is updated to record this defect. The size of the

ndor specific to accommodate memory litritations. It is recommended that one or more data counter p
or the page to keep track of the number of valid list parameters and the parameter code of the param
corded defect. This technique may be-“adapted to record other types of information.

ameter length field specifies'the length in bytes of the following parameter value. If the appli
parameter length value that results in the truncation of the parameter value, the device

tional sense code'set to INVALID FIELD IN PARAMETER LIST.

plication clieht'Sends a log parameter value that is outside the range supported by the target, aj
Mmented for.that parameter, the device server may either:

round to an acceptable value and terminate the command as described in 5.3; or

set to one; then the device server shall terminate the command with CHECK CONDITION status and set

KIMUM.

t of one indicates that the parameter is a list parameter. List parameters are not counters and thus the ETC

parameter

I, except as

server shall
r codes). If
mum value,

and if the RLEC bit of the control mode page (see 8.3.6)\i§ set to one; then the device server shall terminate

DR with the

n a defective
ct is encoun-
bage may be
hrameters be
eter with the

cation client
server shall
DUEST with

hd rounding

terminate the command with CHECK CONDITION status and set the sense key to ILLEGAL

REQUEST

with the additional sense code set 10 INVALID FIELD IN FARAMETER LIST.

When any counter in a log page reaches its maximum value, incrementing of all counters in that log page shall
cease until reinitialized by the application client via a LOG SELECT command. If the RLEC bit of the control mode
page is one, then the device server shall report the exception condition.
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The page code assignments for the log pages are listed in table 126.

Table 126 — Log page codes

8.2.2 Application client page

Page Code | Description Reference
OFh Application client page
01h Buffer over-run/under-run page 8.2.3
03h Error counter page (read) page 8.2.4
04h Error counter page (read reverse) page 8.2.4
05h Error counter page (verify) page 8.2.4
02h Error counter page (write) page 8.2.4
0Bh Last n deferred errors or asynchronous events page 8.2.5
07h Last n error events page 826
06h Non-medium error page 8.2.7
10h Self-test results page 8.2.8
OEh Start-stop cycle counter page 8.2.9
00h Supported log pages 8.2.10
0Dh Temperature page 8.2.11

08h - OAh | Reserved (may be used by specific device types)
0Ch Reserved (may be used by spegific-device types)

11h - 2Fh Reserved (may be used by spegific device types)
3Fh Reserved

30h - 3Eh | Vendor specific pages

The application client page (see table 127) provides a place for application clients to store information. The page
code foff the application client page is OFh:
Table 127 — Application client page
Bit
Byte 7 6 5 4 3 2 1 0
0 PAGE CODE (OFh)
1 Reserved
2 (MSB)
PAGE LENGTH (n-3)
3 (LSB)
Application client log parameters
4
First application client log parameter
Last application client log parameter
n

The PAGE cODE and PAGE LENGTH fields are described in 8.2.1.
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Parameter codes 0000h through OFFFFh are for general usage application client data. The intended use for this
information is to aid in describing the system configuration and system problems, but the exact definition of the
data is application client specific. The general usage application client data parameters all have the format shown
in table 128.

Table 128 — General usage application client parameter data

Bit

Byte 7 6 5 4 3 2 1 0
0 (MSB)

PARAMETER CODE — ]
1 (LSB)
2 DU DS TSD ETC T™MC LBIN LP
3 PARAMETER LENGTH (FCh)
4
- GENERAL USAGE PARAMETER BYTES

For gerjeral usage application client data, the value in the PARAMETER CODE field shall be between| 0000h and
OFFFh.| The first supported general usage application client parameter code.shall be 0000h and additional
supported parameters shall be sequentially numbered. If any general usage.parameter codes are implemented,
the device shall support at least 64 general usage parameter descriptors andvthey shall be parameter codes 0000h
through[O03Fh.

For the peneral usage application client parameter, the PARAMETER-LENGTH value for each parameter shall be FCh.

©

The stafe of the log parameter control bits for parameters 0000h through OFFFh is specified in table 12

Table 129 — Parameter control bits for general usage parameters (0000h through OFFHh)

Bit Value | Description

DU 1 Value provided by application client

DS 0 Device server supports saving of parameter
TSD 0 Bevice server manages saving of parameter
ETC 0 No threshold comparison is made on this value
T™C XX Ignored when ETC is O
LBIN 1 The parameter is in binary format

LP 1 The parameter is a list parameter

The vallies stored inithe' GENERAL USAGE PARAMETER BYTES represent data sent to the device server in a previous
LOG SHLECT comimand. If a previous LOG SELECT command has not occurred, the data is vendor $pecific.

In the application client page, parameter codes 1000h through FFFFh are reserved.

823 Buffw UVCI'IUIIIIUIIUICI'IUII payc

The buffer over-run/under-run page (page code 01h) defines 24 data counters that may be used to record the
number of buffer over-runs or under-runs for the logical unit. A target that implements this page may implement
one or more of the defined data counters.

A buffer over-run or under-run may occur when an initiator does not transmit data to or from the target’s buffer fast
enough to keep up with reading or writing the media. The cause of this problem is protocol specific. A buffer
over-run condition may occur during a read operation when a buffer full condition prevents continued transfer of
data from the media to the buffer. A buffer under-run condition may occur during a write operation when a buffer
empty condition prevents continued transfer of data to the media from the buffer. Most devices incur a delay at this
point while the media is repositioned.
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Table 130 defines the PARAMETER CODE field for the buffer over-run/under-run counters.
Table 130 — Parameter code field for buffer over-run/under-run counters
Bit
Byte 7 6 5 4 3 2 1 0
0 Reserved
1 COUNT BASIS | CAUSE TYPE

The PARAMETER CODE field for buffer over-run/under-run counters is a 16-bit value comprised of eight reserved bits,
a three-bit COUNT BASIS field (see table 131), a four-bit CAUSE field (see table 132), and a one-bit TYPE field. These

are con
parame
increme

The col

NOTE 42

one revo

The cal
table 13

The TYH

under-riin condition and a value of one specifies a buffer over-run condition.

Catenated to determine the value of the parameter code for that log parameter. For example,.g
er code value of 0023h specifies a count basis of 001b; a cause of 0001b; and a type of 1b;\th
nted once per command that experiences an over-run due to the SCSI bus being busy:

NT BASIS field defines the criteria for incrementing the counter. The criteria are defined in tablg

Table 131 — Count basis definition

Count basis | Description
000b Undefined
001b Per command
010b Per failed reconnect
011b Per unit of time
100b - 111b | Reserved

P The per unit of time count basis is device type speeific. Direct-access devices typically use a latenc

ution of the medium) as the unit of time.

sk field indicates the reason that the overstun or under-run occurred. The following causes ar
2.

Table 132 — Cause field definition

Cause | Description

Oh Undefined

1h Bus busy

2h Transfer rate too slow
3h - Fh | Reserved

E field indicates whether the counter records under-runs or over-runs. A value of zero speci

The cod

counter for
s counter is

131.

y period (i.e.,

e defined in

ies a buffer

nters contain the total number of times buffer over-run or under-run conditions have occurred s

nce the last

time the counter was cleared. The counter shall be incremented for each occurrence of an under-run or over-run
condition and may be incremented more than once for multiple occurrences during the execution of a single
command.
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ror counter pages

This subclause defines the optional error counter pages for write errors (page code 02h), read errors (page code
03h), read reverse errors (page code 04h) and verify errors (page code 05h). The log page format is defined in
8.2.1. A page may return one or more log parameters that record events defined by the parameter codes. Table
133 defines the parameter codes for the error counter pages. Support of each log parameter is optional.

Table 133 — Parameter codes for error counter pages

NOTE 4
products|

8.2.5L3

The last
or asyn
deferre
asynch
occurre

asynchronous event occurred. A higher parameter code indicates that the deferred error or asynchrg

occurre

The cor
error.

The fiel

binary imformation. The Lp-bit shall be set to one to indicate a list parameter.

8.2.6 L3

The last
format @
record @

Parameter code | Description
0000h Errors corrected without substantial delay
0001k Errors-corrected-with-possible-delays
0002h Total (e.g., rewrites or rereads)
0003h Total errors corrected
0004h Total times correction algorithm processed
0005h Total bytes processed
0006h Total uncorrected errors

0007h - 7FFFh Reserved

8000h - FFFFh | Vendor specific

The exact definition of the error counters is not part of this standard. Fhese counters should not be use
because the products may define errors differently.

st n deferred errors or asynchronous events page

n deferred errors or asynchronous events page (page-code 0Bh) provides for a number of def
Chronous events sense data records using the listparameter format of the log page. The num
d errors or asynchronous events records stpported, n, is vendor specific. Each deferr
onous event record contains SCSI sense'data for a deferred error or asynchronous eveg
. The parameter code associated with the-record indicates the relative time at which the defe

1 later in time.

tent of the parameter value field of each log parameter is the SCSI sense data describing t

s DU, TSD, ETC, and TMc are reserved and shall be set to zero. The LBIN bit shall be set to oné

st n error events page

n error.events page (page code 07h) provides for a number of error-event records using the lig
f thedog page. The number of these error-event records supported, n, is vendor specific. Each
ontains vendor specific diagnostic information for a single error encountered by the device. Th

d to compare

erred errors
ber of these
ed error or
nt that has
red error or
nous event

he deferred

p to indicate

t parameter

error-event
P parameter

code a

coclated with error-event record-indicates the relative time at which the error occurred. A higha

r parameter

code indicates that the error event occurred later in time.

The content of the parameter value field of each log parameter is an ASCII character string that may describe the
error event. The exact contents of the character string is not defined by this standard.

When the last supported parameter code is used by an error-event record, the recording on this page of all subse-
quent error information shall cease until one or more of the list parameters with the highest parameter codes have
been reinitialized. If the RLEC bit of the control mode page (see 8.3.6) is set to one, the device server shall return
CHECK CONDITION status with the sense key set to RECOVERED ERROR and the additional sense code set to
LOG LIST CODES EXHAUSTED. Alternatively, the device server may report this condition via asynchronous event

notificat

ion (see SAM-2).
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8.2.7 Non-medium error page

The non-medium error page (page code 06h) provides for summing the occurrences of recoverable error events
other than write, read, or verify failures. No discrimination among the various types of events is provided by
parameter code (see table 134). Vendor specific discrimination may be provided through the vendor specific
parameter codes.

Table 134 — Non-medium error event parameter codes

Parameter code | Description

0000h Non-medium error count

0001h—-7FFER Reserved

8000h - FFFFh | Vendor specific error counts

8.2.8 Sglf-test results page

The sell-test results log page (see table 135) provides the results from the twenty mostrecent self-tesjs (see 5.4).
Results[from the most recent self-test or the self-test currently in progress shall be reported in the first|self-test log
parameter; results from the second most recent self-test shall be reported in thesecond self-test log| parameter;
etc. If fewer than twenty self-tests have occurred, the unused self-test log parameter entries shall be zgro filled.

Table 135 — Self-test results page

Bit
Byte 7 6 5 4 3 2 1 0

0 PAGE CODE (10h)
1 Reserved

2 (MSB)

PAGELENGTH (190h)
3 (LSB)
Self-tesst results log parameters

4

3 First self-test results log parameter

384 .

103 Twentieth self-test results log parameter

The PAGE CODE and PAGE LENGTH fields are described in 8.2.1.
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Table 136 shows the format of one self-test log parameter.

Table 136 — Self-test results log parameter format

Bit
Byte 7 6 5 4 3 2 1 0
0 (MSB)
PARAMETER CODE (0001h to 0014h)
1 (LSB)
2 DU DS TSD | ETC | T™MC | LBIN | LP
3 PARAMETER LENGTH (10h)
4 SELF-TEST CODE | Reserved | SELF-TEST RESULTS
5 SELF-TEST NUMBER
6 (MSB)
TIMESTAMP
7 (LSB)
8 (MSB)
ADDRESS OF FIRST FAILURE
15 (LSB)
16 reserved SENSE KEY
17 ADDITIONAL SENSE CODE
18 ADDITIONAL SENSE C@DE)QUALIFIER
19 Vendor specific
The PARAMETER CODE field identifies the log parameter being transferred. The PARAMETER CODE field for the results

of the m
test sha

The val

The PAR

ost recent self-test shall contain 0001h; the PARAMETER CODE field for the results of the second
| contain 0002h; etc.

Table 137 — Parametercontrol bits for self-test results log parameters

Bit Value | Deéscription

DU 0 Value provided by device server

DS 0 Device server supports saving of parameter
TSD 0 Device server manages saving of parameter
ETC 0 No threshold comparison is made on this value
T™C XX Ignored when ETC is O
LBIN 1 The parameter is in binary format

LP 1 The parameter is a list parameter

AMETER LENGTH field shall contain 10h.

les of the log parameter control bits for self-test results log parameters is specified in table 137|.

most recent

The SeLF-TEST coDE field contains the value in the SELF-TEST coDE field of the SEND DIAGNOSTICS command
that initiated this self-test (see 7.23).
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Table 138 defines the content of the SELF-TEST RESULTS field.

Table 138 — Self-test results values

Value | Description

Oh | The self-test completed without error.

1h | The background self-test was aborted by the application client using a SEND DIAGNOSTICS com-
mand (see 7.23) with the SELF-TEST CODE field set to 100b (Abort background self-test).

2h | The self-test routine was aborted by an application client using a method other than a SEND DIAG-
NOSTICS command with the SELF-TEST CODE field set to 100b (e.g., by a task management function,
by a reset, or by issuing an exception command as defined in 5.4.3).

3h | | An unknown error occurred while the device server was executing the self-test and the devige server
was unable to complete the self-test.

4h | | The self-test completed with a failure in a test segment, and the test segment that failed’is npt known.

5h | | The first segment of the self-test failed.

6h | | The second segment of the self-test failed.

7h | | Another segment of the self-test failed (see the SELF-TEST SEGMENT NUMBER\field).
8h-Eh | Reserved

Fh | | The self-test is in progress.

The seUrF-TEST NUMBER field identifies the self-test that failed and consists ‘of either:

a) [the number of the segment that failed during the self-test; or
b) |the number of the test that failed and the number of the’segment in which the test was run, usihg a vendor
specific method for placing the two values in the onedield.

When the segment in which the failure occurred cannqt er~need not be identified, the SELF-TEST NUMBHR field shall
contain p0Oh.

The TIMESTAMP field contains the total accumulated power-on hours for the device server at the time the self-test
was completed. If the test is still in progress{ithe content of the TIMESTAMP field shall be zero. If the power-on
hours fqr the device server at the time the self-test was completed is greater than FFFFh then the cdntent of the
TIMESTAMP field shall be FFFFh.

The ADDRESS OF FIRST FAILURE field'contains information that locates the failure on the media. If the logical unit
impleménts logical blocks, the content of the ADDRESS OF FIRST FAILURE field is the first logical block addiress where
a self-tgst error occurred. This\implies nothing about the quality of any other logical block on the logical unit, since
the testing during which the error occurred may not have been performed in a sequential manner. Thig value shall
not chapge (e.g., as the\result of block reassignment). The content of the ADDRESS OF FIRST FAILURE fleld shall be
FFFFFRFFFFFFFERER if no errors occurred during the self-test or if the error that occurred is not re¢lated to an
identifiable media-address.

The SENSE,KEY, ADDITIONAL SENSE CODE, and ADDITIONAL SENSE CODE QUALIFIER fields may contain a hierarchy of
additionjakinformation relating to error or exception conditions that occurred during the self-test represgnted in the
same format used Dy the Ssense data (see 7.20).
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8.2.9 Start-stop cycle counter page

This subclause defines the optional start-stop cycle counter page (page code OEh). A device server that imple-
ments the start-stop cycle counter page shall implement one or more of the defined parameters. Table 139 shows
the start-stop cycle counter page with all parameters present.

Table 139 — Start-stop cycle counter page

Bit
Byte 7 6 5 4 3 2 1 0

0 PAGE CODE (OEh)
1 Reserved
2 (MSB)

PAGE LENGTH (24h)
3 (LSB)
4 (MSB) PARAMETER CODE 0001h
5 Date of Manufacture (LSB)
6 DU DS TSD ETC | T™MC LBIN LP
7 PARAMETER LENGTH (06h)
8 (MSB)

YEAR OF MANUFACTURE (4)ASCII characters)
11 (LSB)
12 (MSB)

WEEK OF MANUFACTURE (2 ASCII characters)
13 (LSB)
14 (MSB) PARAMETER‘CODE 0002h
15 Accounting Date (LSB)
16 DU | DS TSD ETC | T™MC | LBIN | LP
17 PARAMETER LENGTH (06h)
18 (MSB)

ACCOUNTING DATE YEAR (4 ASCII characters)
21 (LSB)
22 (MSB)

ACCOUNTING DATE WEEK (2 ASCII characters)
23 (LSB)
24 (MSB) PARAMETER CODE 0003h
25 Specified cycle count over device lifetime (LSB)
26 DU | DS TSD | ETC | T™MC | LBIN | LP
27 PARAMETER LENGTH (04h)
28 (MSB) SPECIFIED CYCLE COUNT OVER DEVICE LIFETIME
31 (4-byte binary number) (LSB)
32 (MSB) PARAMETER CODE 0004h
33 Accumulated start-stop cycles (LSB)
34 DU | DS TSD | ETC | T™MC LBIN | LP
35 PARAMETER LENGTH (04h)
36 (MSB) ACCUMULATED START-STOP CYCLES
39 (4-byte binary number) (LSB)

The year and week in the year that the device was manufactured shall be set in the parameter field defined by
parameter code 0001h. The date of manufacture shall not be saveable by the application client using the LOG
SELECT command (i.e., the log parameter Ds bit shall be one). The date is expressed in numeric ASCII
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characters (30h — 39h) in the form YYYYWW, as shown in table 139. The state of the parameter control bits for
parameter 0001h is specified in table 140.

Table 140 — Parameter control bits for date of manufacture parameter (0001h)

The ac
indicate

placed in the parameter field shall be 6 ASCII blank characters (20h). The field shall’'not’be checked fg
the device server. The state of the parameter control bits for parameter 0002h is specified in table 141).

The specified cycle count over device lifetime (parameter code 0003h) is a parameter provided by

server.
using th
binary n
device
device.

1

vithout degrading the devicé’s operation or reliability outside the limits specified by the manufa

Bit Value | Description

DU 0 Value provided by device server

DS 1 Device server does not support saving of parameter
TSD 0 Device server manages saving of parameter

ETC 0 No threshold comparison is made on this value
TMC XX lgnored when ETC is O
LBIN 0 The parameter is in ASCII format

LP 1 The parameter is a list parameter

ounting date specified by parameter code 0002h may be saved using a LOG'SELECT cpmmand to

Table 141 — Parameter control bits for accounting date parameter (0002h)

Bit Value | Description

DU 0 Value provided by device server

DS Oor1 | Device server optionally,supports saving of parameter
TSD 0 Device server manage€sysaving of parameter

ETC 0 No threshold comparison is made on this value
T™C XX Ignored when ETC'is 0
LBIN 0 The parametépis in ASCII format

LP 1 The parameter is a list parameter

The specified cycle count over:device lifetime parameter shall not be saveable by the appli
e LOG SELECT command_(j-€;; the log parameter Ds bit shall be one). The parameter value
umber. The value indicates-how many stop-start cycles may typically be executed over the lif

The state of the parameter control bits for parameter 0003h is specified in table 142.

when the device was placed in service. If the parameter is not yet set or is not séttable, the default value

r validity by

the device
cation client
is a 4-byte
etime of the
Cturer of the

04h)

able 142 — Parameter control bits for start-stop cycle counter parameters (0003h and 0d

Bit Value | Description

DU 0 Value provided by device server

DS 1 Device server does not support saving of parameter

ISD 0 Device server manages saving of parameter

ETC 0 No threshold comparison is made on this value
T™C XX Ignored when ETC is O
LBIN 1 The parameter is in binary format

LP 1 The parameter is a list parameter

The accumulated start-stop cycles (parameter code 0004h) is a parameter provided by the device server. The
accumulated start-stop cycles parameter shall not be saveable by the application client using the LOG SELECT
command (i.e., the log parameter Ds bit shall be one). The parameter value is a 4-byte binary number. The value
indicates how many start-stop cycles the device has detected since its date of manufacture. The time at which the
count is incremented during a start-stop cycle is vendor specific. For rotating magnetic storage devices, a single
start-stop cycle is defined as an operational cycle that begins with the disk spindle at rest, continues while the disk
accelerates to its normal operational rotational rate, continues during the entire period the disk is rotating,
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continues as the disk decelerates toward a resting state, and ends when the disk is no longer rotating. For devices
without a spindle or with multiple spindles, the definition of a single start-stop cycle is vendor specific. The count is
incremented by one for each complete start-stop cycle. No comparison with the value of parameter 0003h shall be
performed by the device server. The state of the control bits for parameter 0004h is specified in table 142.

8.2.10 Supported log pages

The supported log page (see table 143) returns the list of log pages implemented by the target. Targets that
implement the LOG SENSE command shall implement this log page.

Table 143 — Supported log pages

Bit
Byte 7 6 5 4 3 2 1 0
0 PAGE CODE (00h)
1 Reserved
2 MSB
( ) PAGE LENGTH (n-3)
3 (LSB)
4
SUPPORTED PAGE LIST
n

This page is not defined for the LOG SELECT command. This log page returns the list of supported lag pages for
the spetified logical unit.

The PAGE LENGTH field specifies the length in bytes of the follewing supported page list.

The suRPORTED PAGE LIST field shall contain a list of alllog page codes implemented by the target in ascending
order beginning with page code 00h.

8.2.11 Tlemperature page

This subclause defines the optional temperature log page (page code 0Dh). A device server that implements the
temperature page shall implement parameter 0000h. Parameter 0001h is optional and may be eithefr omitted or
set to a|value indicating that the parameter is not defined. Table 144 shows the temperature page witp all param-
eters prgsent.

Table 144 — Temperature page (part 1 of 2)

Bit

Byte 7 6 5 4 3 2 1 0

0 PAGE CODE (0ODh)

Reserved

(MSB)

PAGE LENGTH (0Ch) (LSB)

(MSB) PARAMETER CODE 0000h
Temperature (LSB)

DU DS TSD ETC T™C LBIN LP

PARAMETER LENGTH (02h)

Reserved

O 0N~ [WIN|F

TEMPERATURE (degrees Celsius)
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Table 144 — Temperature page (part 2 of 2)

14776-452 © ISO/IEC:2005(E)

Bit
Byte 7 6 5 4 3 2 1 0

10 (MSB) PARAMETER CODE 0001h

11 Reference temperature (LSB)

12 DU DS TSD ETC T™MC LBIN LP

13 PARAMETER LENGTH (02h)

14 Reserved

15 REFERENCE TEMPERATURE (degrees Celsius)
The tenjperature sensed in the device at the time the LOG SENSE command is performed shall be returned in the
parameter field defined by parameter code 0000h. The one byte binary value specifies the'temperpture of the
device in degrees Celsius. Temperatures equal to or less than zero degrees Celsius shall be‘indicated by a value
of zero.| If the device server is unable to detect a valid temperature because of a senser failure or other condition,
the valde returned shall be FFh. The temperature should be reported with an acclracy of plus or minus three
Celsius|degrees while the device is operating at a steady state within the envirgnmental limits spedified for the
device.| No comparison is performed between the temperature value specified in parameter 00Q0h and the

refereng
is speci

A referg
no refe
referen
maximu
without
ature m
specifie

e temperature specified in parameter 0001h. The state of the parametér control bits for pararn
ied in table 145.

Table 145 — Parameter control bits for temperature parameters (0000h and 0001h)

Bit Value | Description

DU 0 Value provided by device server

DS 1 Device server does not support saving of parameter
TSD 0 Device server manages saving of parameter

ETC 0 No threshgld comparison is made on this value
T™MC XX Ignored.when ETC is O
LBIN 1 The_parameter is in binary format

LP 1 The parameter is a list parameter

ence temperature is provided, the parameter may not be provided in the log page or alter

Hegrading the device's operation or reliability beyond manufacturer accepted limits. The refere

1 in table-145:

nce temperature for the device may optionally be provided by the device using parameter cod

Ce temperature valuesmay be set to the value of FFh. The one byte binary value should
M reported sensortemperature in degrees Celsius at which the device is capable of operating ¢

heter 0000h

e 0001h. If
atively, the
reflect the
ontinuously
hce temper-

ay change fer\vendor specific reasons. The state of the parameter control bits for parameter 0001h is
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8.3 Mode parameters

8.3.1 Mode parameters overview

This subclause describes the block descriptors and the pages used with MODE SELECT and MODE SENSE
commands that are applicable to all SCSI devices. Pages specific to each device type are described in the
command standard (see 3.1.12) that applies to that device type.

8.3.2 Mode parameter list format

The mode parameter list shown in table 146 contains a header, followed by zero or more block descriptors,

fo”owec hvzaro-ormoravariabhlalanath nanac  Daramatar licte ara dafinad faor aach davica tvyna
Hy—Aero-e-HotreYaHaptie~eRg-pPagesS—aladthe e HstSale-aeHiea+or-eacr-ae\ice-type-

Table 146 — Mode parameter list

Bthe 1 7 6 5 4 3 2 i 0
0-n Mode parameter header

0-n Block descriptor(s)

0-n Page(s)

8.3.3 Mpde parameter header formats

The six{byte CDB mode parameter header is defined in table 147.

Table 147 — Mode parameter header(6)

Bthe 4 7 6 5 4 3 2 1 0
0 MODE DATA LENGTH
1 MEDIUM TYPE
2 DEVICE-SPECIFIC PARAMETER
3 BLOCK DESCRIPTOR LENGTH

The tentbyte CDB mode parameter header is defined in table 148.

Table 148 — Mode parameter header(10)

Bit
Byte 7 6 5 4 3 2 1 0
0 MSB
¢ ) MODE DATA LENGTH
1 (LSB)
2 MEDIUM TYPE
3 DEVICE-SPECIFIC PARAMETER
4 Reserved LONGLBA
5 Reserved
6 MSB
( ) BLOCK DESCRIPTOR LENGTH
7 (LSB)

When using the MODE SENSE command, the MODE DATA LENGTH field specifies the length in bytes of the following
data that is available to be transferred. The mode data length does not include the number of bytes in the MODE
DATA LENGTH field. When using the MODE SELECT command, this field is reserved.
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NOTE 44 Targets that support more than 256 bytes of block descriptors and pages may need to implement ten-byte mode
commands. The mode data length field in the six-byte CDB header limits the returned data to 256 bytes.

The contents of the MEDIUM TYPE field are unique for each device type. Refer to the mode parameters subclause of
the specific device type command standard (see 3.1.12) for definition of these values. Some device types reserve
this field.

The DEVICE-SPECIFIC PARAMETER field is unique for each device type. Refer to the mode parameters subclause of
the specific device type command standard (see 3.1.12) for definition of this field. Some device types reserve all or
part of this field.

The Long LBA (LONGLBA) bit of zero indicates the mode parameter block descriptors are eight bytes long and have
the format described in 8.3.4.1 or 8.3.4.2. A LONGLBA bit of one indicates the mode parameter block descriptors are
sixteen pytes long and have the format described in 8.3.4.3.

The BLQCK DESCRIPTOR LENGTH field specifies the length in bytes of all the block descriptors:” It is ¢qual to the
number|of block descriptors times eight if the LONGLBA bit is set to zero or times sixteen ifithe LONGLBA bit is set to
one, anfl does not include pages or vendor specific parameters, if any, that may followhe last block descriptor. A
block d¢scriptor length of zero indicates that no block descriptors are included in the, mode parametegr list. This
conditiop shall not be considered an error.

8.3.4 Mpde parameter block descriptor formats
8.3.4.1 General block descriptor format

When t:l;e LONGLBA bit is set to zero (see 8.3.3), the mode parameter block descriptor format for all device types
except dlirect-access is shown in table 149.

Table 149 — General mode parameter block descriptor

Bthe 1 7 6 5 4 3 2 1 0
0 DENSITY CODE
1 (MSB)
2 NUMBER OF BLOCKS
3 (LSB)
4 Reserved
5 (MSB)
6 BLOCK LENGTH
7 (LSB)

Block descriptors specify some of the medium characteristics for all or part of a logical unit. Support for block
iptors’is optional. Each block descriptor contains a DENSITY CODE field, a NUMBER OF BLOCKS [field, and a
' ; i Y nit attention

The DENSITY CODE field is unique for each device type. Refer to the mode parameters subclause of the specific
device type command standard (see 3.1.12) for definition of this field. Some device types reserve all or part of this
field.

The NUMBER OF BLOCKS field specifies the number of logical blocks on the medium to which the DENSITY cODE and
BLOCK LENGTH FIELDS apply. A value of zero indicates that all of the remaining logical blocks of the logical unit shall
have the medium characteristics specified.
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NOTES

45 There may be implicit association between parameters defined in the pages and block descriptors. In this case, the target
may change parameters not explicitly sent with the MODE SELECT command. A subsequent MODE SENSE command
may be used to detect these changes.

46 The

number of remaining logical blocks may be unknown for some device types.

The BLOCK LENGTH field specifies the length in bytes of each logical block described by the block descriptor. For
sequential-access devices, a block length of zero indicates that the logical block size written to the medium is
specified by the transfer length field in the CDB (see SSC).

8.3.4.2 Direct-access device block descriptor format for LONGLBA=0

When tie TONGTBA bit 5 SettoZeTo (see 8-3-3); the Tmode parameter bfock descriptor formmat for the direct-access

device {]

ype is shown in table 150.

Table 150 — Direct-access device mode parameter block descriptor

Bit
Byte 7 6 5 4 3 2 1 0

0 (MSB)

1

5 NUMBER OF BLOCKS

3 (LSB)

4 DENSITY CODE

5 (MSB)

6 BLOCK LENGTH

7 (LSB)
This bldck descriptor format shall apply only to direct-access devices. When the LONGLBA bit is set {o zero (see
8.3.3), gll other device types shall use the block-descriptor format described in 8.3.4.1.
Block dgscriptors specify some of the meédium characteristics for a logical unit. Support for block descriptors is
optional. Each block descriptor contains a DENSITY CODE field, a NUMBER OF BLOCKS field, and a BLOCK LENGTH
field. Al unit attention condition (sée-7.6 and SAM-2) shall be generated when any block descriptol values are

change

.

The NUNMBER OF BLOCKS field 'specifies the number of logical blocks on the medium to which the DENSITY coDE and
BLOCK LENGTH fields apply; “A value of zero indicates that all of the remaining logical blocks of the logigal unit shall

have th¢ medium characteristics specified.

If the SCSI device doesn’t support changing its capacity by changing the NUMBER OF BLOCKS field using the MODE
SELEC|T command, the value in the NUMBER OF BLOCKS field is ignored. If the device supports dhanging its
capacity by.changing the NUMBER OF BLOCKS field, then the NUMBER OF BLOCKS field is interpreted as fo]lows:

a)

b)

<)

d)

If the number of blocks is set to zero, the device shall retain its current capacity if the block size has not
changed. If the number of blocks is set to zero and the block size has changed, the device shall be set to
its maximum capacity when the new block size takes effect;

If the number of blocks is greater than zero and less than or equal to its maximum capacity, the device
shall be set to that number of blocks. If the block size has not changed, the device shall not become
format corrupted. This capacity setting shall be retained through reset events or power cycles;

If the number of blocks field is set to a value greater than the maximum capacity of the device and less
than FFFFFFFFh, then the command is terminated with a CHECK CONDITION status. The sense key is
setto ILLEGAL REQUEST. The device shall retain its previous block descriptor settings;

If the number of blocks is set to FFFFFFFFh, the device shall be set to its maximum capacity. If the block
size has not changed, the device shall not become format corrupted. This capacity setting shall be
retained through reset events or power cycles.


https://iecnorm.com/api/?name=46fabbbe03ebcc0dfbfd2756f3830b24

- 190 - 14776-452 © 1SO/I

EC:2005(E)

NOTE 47 There may be implicit association between parameters defined in the pages and block descriptor. For direct-access
devices, the block length affects the optimum values (i.e., the values that achieves the best performance) for the sectors per
track, bytes per physical sector, track skew factor, and cylinder skew factor fields in the format parameters page. In this case,
the target may change parameters not explicitly sent with the MODE SELECT command. A subsequent MODE SENSE
command may be used to detect these changes.

The DENSITY CODE field is unique for each device type. Refer to the mode parameters subclause of the specific
device type command standard (see 3.1.12) for the definition of this field. Some device types reserve all or part of
this field.

The BLOCK LENGTH field specifies the length in bytes of each logical block described by the block descriptor.

8.3.4.3 fong tBA ptotkdescriptor formmat
When the LONGLBA bit is set to one (see 8.3.3), the mode parameter block descriptor format forall device types is
shown ip table 151.
Table 151 — Long LBA mode parameter block descriptor
Bit
Byte 7 6 5 4 3 2 1 0
0 (MSB)
NUMBER OF BLOCKS

7 (LSB)

8 DENSITY CODE

9 Reserved

10 Reserved

11 Reserved

12 (MSB)

BLOCK LENGTH

15 (LSB)
Block descriptors specify some of the medium characteristics for all or part of a logical unit. Support for block
descriptors is optional. Each block descriptor contains a DENSITY CODE field, a NUMBER OF BLOCKS [field, and a
BLOCK UENGTH field. Block descriptorvalues are always current (i.e., saving is not supported). A upit attention
condition (see 7.6 and SAM-2) shall\be generated when any block descriptor values are changed.

The NUNMBER OF BLOCKS field specifies the number of logical blocks on the medium to which the DENSIT

BLOCK L
have th

If the S
SELEC
capacity

FNGTH fields apply-~A-value of zero indicates that all of the remaining logical blocks of the logic
e medium characteristics specified.

LS| devicedoesn’t support changing its capacity by changing the NUMBER OF BLOCKS field using
I command, the value in the NUMBER OF BLOCKS field is ignored. If the device supports g
by ehanging the NUMBER OF BLOCKS field, then the NUMBER OF BLOCKS field is interpreted as fo

Y CODE and
al unit shall

the MODE
hanging its
lows:

ize has not

a)

b)

<)

d)

If the number of blocks is set to ZerQ, the device shall retain its current r‘npnr‘ihj/ if the block d

changed. If the number of blocks is set to zero and the block size has changed, the device shall be set to

its maximum capacity when the new block size takes effect;
If the number of blocks is greater than zero and less than or equal to its maximum capacity.

, the device

shall be set to that number of blocks. If the block size has not changed, the device shall not become

format corrupted. This capacity setting shall be retained through reset events or power cycles;
If the number of blocks field is set to a value greater than the maximum capacity of the devi

ce and less

than FFFFFFFFFFFFFFFFN, then the command is terminated with a CHECK CONDITION status. The
sense key is set to ILLEGAL REQUEST. The device shall retain its previous block descriptor settings;

If the number of blocks is set to FFFFFFFFFFFFFFFFh, the device shall be set to its maximum

capacity. If

the block size has not changed, the device shall not become format corrupted. This capacity setting shall

be retained through reset events or power cycles.
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NOTE 48 There may be implicit association between parameters defined in the pages and block descriptor. For direct-access
devices, the block length affects the optimum values (i.e., the values that achieve the best performance) for the sectors per
track, bytes per physical sector, track skew factor, and cylinder skew factor fields in the format parameters page. In this case,
the target may change parameters not explicitly sent with the MODE SELECT command. A subsequent MODE SENSE
command may be used to detect these changes.

The DENSITY CODE field is unique for each device type. Refer to the mode parameters subclause of the specific
device type command standard (see 3.1.12) for the definition of this field. Some device types reserve all or part of
this field.

The BLOCK LENGTH field specifies the length in bytes of each logical block described by the block descriptor.

8.35M

The mo

pUe page formmat and page COuesS

He page format is defined in table 152.

Table 152 — Mode page format

Byti I 7 6 5 4 3 2 1 0
0 PS Reserved PAGE CODE
1 PAGE LENGTH (n-1)
2
. Mode parameters
Each mpde page contains a PAGE CODE field, a PAGE LENGTH field, and a set of mode parameters. The|page codes

are defi
specific

When u
be save
parame

The pPA
defined

ned in this subclause and in the mode parameter sulaclauses in the command standard (see 3.
device type.

5ing the MODE SENSE command, a parameters savable (PS) bit of one indicates that the mod
ers cannot be saved. When using theZ/MODE SELECT command, the Ps bit is reserved.

LE CODE field identifies the format’and parameters defined for that mode page. Some pags

codes t
When
server
MODE

The PA

PAGE LE

at apply to a specific device.type are defined in the command standard (see 3.1.12) for that dg

sing the MODE SENSE command, if page code 00h (vendor specific page) is implemented
hall return that page last in response to a request to return all pages (page code 3Fh). Wh¢g
ELECT command, this page should be sent last.

E LENGTH-field specifies the length in bytes of the mode parameters that follow. If the appli
set this.value to the value that is returned for the page by the MODE SENSE command, the d
inate the command with CHECK CONDITION status. The sense key shall be set to ILLEGAL

as applying to all device types-and other page codes are defined for the specific device type|.

1.12) for the

e page may

d by the target in a nonvolatile, vendor\specific location. A ps bit of zero indicates that th¢ supported

b codes are
The page
vice type.

the device
n using the

cation client
bvice server

REQUEST
b implement

NGTH field correctly specifies the actual length implemented.

ted and the

The mode parameters for each page are defined in the following subclauses, or in the mode parameters subclause
in the command standard (see 3.1.12) for the specific device type. Mode parameters not implemented by the
target shall be set to zero.
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Table 153 defines the mode pages that are applicable to all device types that implement the MODE SELECT and
MODE SENSE commands.

Table 153 — Mode page codes

8.3.6 Control mode page

Page code | Description Reference
0Ah Control mode page 8.3.6
02h Disconnect-reconnect page 8.3.7
1Ch Informational exceptions control page 8.3.8
09h obsolete 3.3.7
1Ah Power condition page 839
18h Protocol specific LUN page 8.3.10
19h Protocol specific port page 8.3.11
01h (See specific device type)

03h - 08h | (See specific device type)

0Bh - 17h | (See specific device type)
1Bh (See specific device type)

1Dh - 1Fh | (See specific device type)
00h Vendor specific (does not require page format)

20h - 3Eh | (See specific device type)
3Fh Return all pages (valid only for the MODESENSE command)

The control mode page (see table 154) provides controls ‘oever several SCSI features that are appl|cable to all
device types such as tagged queuing, asynchronous eyvent reporting, and error logging.
Table 154 ~Control mode page
Bit
Byte 7 6 5 4 3 2 1 0

0 PS Reserved PAGE CODE (0OAh)
1 PAGE LENGTH (0OAh)
2 TST Reserved | GLTSD RLEC
3 QUEUE ALGORITHM MODIFIER Reserved QERR DQUE
4 TAS | RAC Reserved Sswp RAERP | UAAERP EAERP
5 Reserved AUTOLOAD MODE
6 (MSB)

READY AER HOLDOFF PERIOD
7 (LSB)
8 (MSB])

BUSY TIMEOUT PERIOD
9 (LSB)
10 (MSB)

EXTENDED SELF-TEST COMPLETION TIME
11 (LSB)

A task set type field (TST) specifies the type of task set (see table 155). If the device maintains mode pages per
initiator, the TST field, if changeable, shall reflect in all initiator pages the state selected by the most recent MODE
SELECT. If the most recent MODE SELECT changes the setting of this field the device server shall establish a unit
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attention condition for all initiators except the one that issued the MODE SELECT command (see SAM-2). The
device server shall set the additional sense code to MODE PARAMETERS CHANGED.

Table 155 — Task set type

Value Description

000b Task set per logical unit for all initiators

001b Task set per initiator per logical unit
010b - 111b | Reserved

A global logging target save disable (GLTSD) bit of zero allows the target to provide a target-defined method for

saving
for savi

A repor
tions as
tions.

The Qu
tasks hg

A value
sequen
means

Im parameters. T 0T one Indicates that erther the target nas disabled the target-deti
g log parameters or when set by the initiator specifies that the target-defined method shall-be

log exception condition (RLEC) bit of one specifies that the device server shall report)log exce
described in 8.2. A RLEC bit of zero specifies that the device server shall not report log exce

FUE ALGORITHM MODIFIER field (see table 156) specifies restrictions on the algorithm used fo
lving the SIMPLE task attribute.

Table 156 — Queue algorithm modifier

Value | Description

Oh Restricted reordering

1h Unrestricted reordering allowed
2h-7h | Reserved
8h - Fh | Vendor spegific

of zero in the QUEUE ALGORITHM MODIFIERfield specifies that the device server shall order the
Ce of tasks having the SIMPLE task attribute such that data integrity is maintained for that in
hat, if the transmission of new service delivery requests is halted at any time, the final valu

observgble on the medium shall have exactly the same value as it would have if all the tasks had beg

ORDER

A value
sequen
sequen
and tas

ED task attribute. The restricted\reordering value shall be the default value.

Ce of tasks having the SIMPLE task attribute in any manner. Any data integrity exposures rel

attributes.

of one in the QUEUE ALG@RITHM MODIFIER field specifies that the device server may reorder the

te order shall be explicitly handled by the application client through the selection of appropriate

hed method
Hisabled.

ption condi-
ption condi-

reordering

processing
tiator. This
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commands
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The queue error management (QERR) field specifies how the device server shall handle blocked tasks when
another task receives a CHECK CONDITION status (see table 157). The task set type (see the TsT field definition
above) defines which tasks are blocked. If TST field equals 000b, then all tasks from all initiators are blocked. If TST
field equals 001b, then only tasks from the initiator that receives the CHECK CONDITION status are blocked.

Table 157 — Queue error management (QERR) field

Value Definition
00b Blocked tasks in the task set shall resume after an ACA or CA condition is cleared (see SAM-2).
01b All the blocked tasks in the task set shall be aborted when the CHECK CONDITION status is
sent. If the TAS bit is zero, a unit attention condition (see SAM-2) shall be generated for each
initiator that had blocked tasks aborted except for the initiator to which the CHECK CONDITION
status was sent. The device server shall set the additional sense code to COMMANDS
CLEARED BY ANOTHER INITIATOR. If the TAS bit is one, all tasks blocked forinitiators other
than the initiator for which the CHECK CONDITION status was sent shall be, completed| with a
TASK ABORTED status and no unit attention shall be generated.
10b Reserved
11b Blocked tasks in the task set belonging to the initiator to which a CHECK CONDITION gtatus is
sent shall be aborted when the status is sent.
A disable queuing (DQUE) bit of zero specifies that tagged queuing shall he€nabled if the device senjer supports
tagged gueuing. A DQUE bit of one specifies that tagged queuing shall be disabled. Any queued|commands
received by the device server shall be aborted. The method used to‘abort queued commands is protog¢ol specific.
The repprt a check (RAC) bit provides control of reporting long‘usy conditions or CHECK CONDITION status. A
RAC bit pf one specifies that a CHECK CONDITION status-should be reported rather than a long bugy condition
(e.g., lgnger than the BUSY TIMEOUT PERIOD). A RAC bit\of*zero specifies that long busy conditions| (e.g., busy

conditiop during auto contingent allegiance) may be reported.

A task gdborted status (TAS) bit of zero specifies that\aborted tasks shall be terminated by the device server without
any response to the initiator. A TAS bit of one spégifies that tasks aborted by the actions of another initigtor shall be
terminated with a TASK ABORTED status (se€’SAM-2).

A software write protect (swp) bit of one specifies that the logical unit shall inhibit writing to the medium
all cached or buffered write data, .if @ny. When swp is one, all commands requiring writes to the m
return QHECK CONDITION status and shall set the sense key to DATA PROTECT and the additional
to WRITE PROTECTED. When swp is one and the device model defines a write protect (WH
DEVICE-BPECIFIC PARAMETERfield in the mode parameter header, the wp bit shall be set to one for
MODE BENSE commands? A swp bit of zero specifies that the logical unit may allow writing to t
depending on other write-inhibit mechanisms implemented by the logical unit. When the swep bit is ze

after writing
edium shall
sense code
) bit in the
subsequent
e medium,
, the value

of the WP bit, if defined, is device model specific. For a list of commands affected by the swp bit and details of the
WP bit spe the cammand standard (see 3.1.12) for the specific device type.

The RAERP,, UAAERP, and EAERP bits enable specific events to be reported via the asynchronous event reporting
protoco|. When all three bits are zero, the target shall not use asynchronous event reporting. AER is defined in
SAM-2.

A ready AER permission (RAERP) bit of one specifies that the device server may issue an asynchronous event
report upon completing its initialization sequence instead of generating a unit attention condition. A RAERP bit of
zero specifies that the device server shall not issue an asynchronous event report upon completing its initialization
sequence.

NOTE 49 If the device server’s default value for the RAERP bit is one and it does not implement saved parameters or include a
hardware switch, then it may be impossible to disable the initialization sequence asynchronous event reporting.

A unit attention AER permission (UAAERP) bit of one specifies that the device server may issue an asynchronous
event report instead of creating a unit attention condition upon detecting a unit attention condition event, other than
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upon completing an initialization sequence. A UAAERP bit of zero specifies that the device server shall not issue an
asynchronous event reporting instead of creating a unit attention condition.

An error AER permission (EAERP) bit of one specifies that the device server may issue an asynchronous event
report upon detecting a deferred error condition instead of waiting to report the deferred error on the next
command. An EAERP bit of zero specifies that the device server shall not report deferred error conditions via an
asynchronous event reporting.

The auToLOAD MODE field specifies the action to be taken by a removable medium device server when a medium is
inserted. For devices other than removable medium devices, this field is reserved. Table 158 shows the usage of
the AUTOLOAD MODE field.

The REA
ization §
rounded

The BUS

for the tprget to remain busy for unanticipated conditions that,are not a routine part of commands from
This value may be rounded down as defined in 5.3. A 00Q0hwalue in this field is undefined by this st

FFFFh

The EXTENDED SELF-TEST COMPLETION TIME field_céntains advisory data that an application client

Table 158 — AUTOLOAD MODE field

Value Definition
000b Medium shall be loaded for full access.
001b Medium shall be loaded for medium auxiliary memory access only.

010b Medium shall not be loaded.
011b - 111b | Reserved

DY AER HOLDOFF PERIOD field specifies the minimum time in milliseconds after the target sta
equence that it shall delay before attempting to issue an asynchronous event report. This va
up as defined in 5.3.

Y TIMEOUT PERIOD field specifies the maximum time, in 100(milliseconds increments, that the ini

alue in this field is defined as an unlimited period.

ts its initial-
llue may be

tiator allows
the initiator.
andard. An

may use to

determihe the time in seconds that the device server requires to complete an extended self-test when the device

server i$ not interrupted by subsequent commands and no errors occur during execution of the self-tes

cation ¢
self-tes
CODE fid

SELF-TEST COMPLETION TIME field.

ient should expect this time to increase significantly if other commands are sent to the logical
is in progress or if errors occur during execution of the self-test. Device servers supportin
Id values other than 000b for.the’SEND DIAGNOSTIC command (see 7.23), shall support th

L. The appli-
unit while a
) SELF-TEST
£ EXTENDED
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8.3.7 Disconnect-reconnect page

The disconnect-reconnect page (see table 159) provides the application client the means to tune the performance
of the service delivery subsystem. The name for this mode page, disconnect-reconnect, comes from the SCSI
parallel bus. A SCSI device based on any of the protocols may use appropriate parameters in the
disconnect-reconnect mode page. The parameters appropriate to each protocol and their interpretation for that
protocol may be specified in the individual protocol documents.

Table 159 — Disconnect-reconnect page

Bit
Byte 7 6 5 4 3 2 1 0
0 PS Reserved PAGE CODE (02h)
1 PAGE LENGTH (OEh)
2 BUFFER FULL RATIO
3 BUFFER EMPTY RATIO
4 (MSB)
BUS INACTIVITY LIMIT
5 (LSB)
6 (MSB)
DISCONNECT TIME LIMIT
7 (LSB)
8 (MSB)
CONNECT TIME LIMJT.
9 (LSB)
10 (MSB)
MAXIMUM BURST SIZE
11 (LSB)
12 EMDP FAIR ARBITRATION Dimm DTDC
13 Reserved
14 (MSB)
FIRST BURST SIZE
15 (LSB)
The deyice server communicates :the parameter values in this mode page to the service delivery pubsystem.
Similarly the application client mayyalso communicate parameter values to the service delivery subsystem. This
communication is internal to the initiator or target device and is outside the scope of SCSI.
If a pargmeter that is net appropriate for the specific protocol implemented by the SCSI device is ngn-zero, the
device gerver shall returi fCHECK CONDITION status. The sense key shall be set to ILLEGAL REQUEST and the
additiongal sense code set to ILLEGAL FIELD IN PARAMETER LIST.
An interponnecttenancy is a period of time during which a SCSI device owns or may access the intercpnnect. For
example¢, onarbitrated interconnects, a tenancy typically begins when a SCSI device successfully arbitfates for the
interconnect and ends when the SCSI device releases the interconnect for use by other devices. Dafa and other

information transfers take place during interconnect tenancies.

The BUFFER FULL RATIO field indicates to the device server, during read operations, how full the buffer should be
prior to requesting an interconnect tenancy. Device servers that do not implement the requested ratio should round
down to the nearest implemented ratio as defined in 5.3.

The BUFFER EMPTY RATIO field indicates to the device server, during write operations, how empty the buffer should
be prior to requesting an interconnect tenancy. Device servers that do not implement the requested ratio should
round down to the nearest implemented ratio as defined in 5.3.

The buffer full and buffer empty ratios are numerators of a fractional multiplier that has 256 as its denominator. A
value of zero indicates that the target determines when to request an interconnect tenancy consistent with the
disconnect time limit parameter. These parameters are advisory to the target.
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NOTE 50 As an example, consider a device server with ten 512-byte buffers and a specified buffer full ratio of 3Fh. The
formula is: INTEGER((ratio/256)*number of buffers). Therefore in this example INTEGER((3Fh/256)*10) = 2. During the read
operations described in this example, the device server should request an interconnect tenancy whenever two or more buffers
are full.

The BUS INACTIVITY LIMIT field indicates the maximum time that the target is permitted to maintain an interconnect
tenancy without data or information transfer. If the bus inactivity limit is exceeded the device server shall conclude
the interconnect tenancy, within the restrictions placed on it by the applicable SCSI protocol. The contents of the
DTDC field in this mode page also shall affect the duration of an interconnect tenancy. This value may be rounded
as defined in 5.3. A value of zero indicates that there is no bus inactivity limit. Different protocols specify different

units of

The DI
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limit. D

The co
limit is 4
the app
intercor
connect

The MA
single d
bytes, t
tenanci
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measure for the bus inactivity limit.

s. This value may be rounded as defined in 5.3. A value of zero indicates that there is nodiso
erent protocols specify different units of measure for the disconnect time limit.

NECT TIME LIMIT field indicates the maximum duration of a single interconnect tenancy:. If the g
xceeded the device server shall conclude the interconnect tenancy, within the-restrictions pla
icable SCSI protocol. The contents of the bTDC field in this mode page alsgshall affect the du
nect tenancy. This value may be rounded as defined in 5.3. A value of\zero indicates that
time limit. Different protocols specify different units of measure for the connect time limit.

IMUM BURST sIzZE field indicates the maximum amount of data that\the’device server shall trans
ata transfer operation. This value is expressed in increments of 512 bytes (e.g., a value of one
vo means 1024 bytes, etc.). The relationship (if any) between/data transfer operations and i
bs is specified in the individual protocol documents. A yalue of zero indicates there is no
of data transferred per data transfer operation.
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ble modify data pointers (EMDP) bit indicates whether or not the initiator allows the data trg
d by the target. If the EMDP bit is zero, the target)shall not re-order the data transfer. If the EmO
bt is allowed to re-order the data transfer.

R ARBITRATION field indicates whether the target should use fair or unfair arbitration when re
nect tenancy. The field may be used<o indicate different fairness methods as specified in th
documents.

terconnect
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ced on it by
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insfer to be
P bit is one,

fuesting an
e individual

hnect immediate (DIMM) bit. @f,zero indicates that the target may transfer data for a commandg during the

same interconnect tenancy in whichit receives the command. Whether or not the target does so may depend upon
the targpt’s internal algorithms, the rules of the applicable SCSI protocol, and settings of the other pgrameters in
this mogle page. A discondeet immediate (DIMMm) bit of one indicates that the target shall not transfgr data for a
command during the same-interconnect tenancy in which it receives the command.
The dath transfer disconnect control (DTDC) field (see table 160) defines other restrictions on when multiple inter-
connect tenancigsyare permitted. A non-zero value in the DTDC field shall take precedence over other interconnect
tenancy contrelssrepresented by other fields in this mode page.
Table 160 — Data transfer disconnect control
DTDC Description
000b Data transfer disconnect control is not used. Interconnect tenancies are controlled
by other fields in this page.
001b A target shall transfer all data for a command within a single interconnect tenancy.
010b Reserved
011b A target shall transfer all data for a command and complete the command within a
single interconnect tenancy.
100b - 111b | Reserved
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The FIRST BURST sSIzE field indicates the maximum amount of data that may be transferred to the target for a
command along with the command. This value is expressed in increments of 512 bytes; a value of one means 512
bytes, two means 1024 bytes, etc. A value of zero indicates that there is no first burst size limit.

8.3.8 Informational exceptions control page

The informational exceptions control page (see table 161) defines the methods used by the target to control the
reporting and the operations of specific informational exception conditions. This page shall only apply to informa-
tional exceptions that report an additional sense code of FAILURE PREDICTION THRESHOLD EXCEEDED or
WARNING to the application client.

Informational exception conditions occur as the result of vendor specific events within a target. An informational
exceptign condition may occur asynchronous to any commands issued by an application client.

Table 161 — Informational exceptions control page

Bit
Byte 7 6 5 4 3 2 1 0
0 PS Reserved PAGE CODE (1Ch)
1 PAGE LENGTH (0Ah)
2 PERF | Reserved EBF EWAsc DEXcPT | TEST Reserved | LOGERR
3 Reserved MRIE
4 (MSB)
INTERVAL TIMER
7 (LSB)
8 (MSB)
REPORT GOUNT
11 (LSB)

The log|errors bit (LOGERR) of zero indicates thathe logging of informational exception conditions py a device
server i$ vendor specific. A LOGERR bit of one indicates the device server shall log informational exception condi-
tions.

A TEST bit of one shall create a test device-failure at the next interval time, as specified by the INTERVAY TIMER field,
if the DEEXCPT bit is set to zero. Whentthe TEST bit is one, the MRIE and REPORT COUNT fields shall apply as if the
TEST bif were zero. The test device failure shall be reported with an additional sense code of FAILURE
PREDICTION THRESHOLD EXCEEDED (FALSE). If both the TEST and the DEXCPT bits are one| the device
server ghall terminate the MODE SELECT command with CHECK CONDITION status. The sense key|shall be set
to ILLEGAL REQUEST with)the additional sense code set to INVALID FIELD IN PARAMETER LIST. A TEST bit of
zero shall instruct the device server not to generate any test device failure notifications.

A disable exceptioefi.control (DEXcpT) bit of zero indicates the failure prediction threshold exceeded reporting shall
be enaljled. Themethod for reporting the failure prediction threshold exceeded when the DEXCPT bit i$ set to zero
is determined from the MRIE field. A DEXCPT bit of one indicates the target shall disable reporting df the failure
predictipn.threshold exceeded. The MRIE field is ignored when DEXCPT is set to one and EWASC is set|to zero.

An enable warning (EWASsC) bit of zero indicates the target shall disable reporting of the warning. The MRIE field is
ignored when DEXCPT is set to one and EWASC is set to zero. An EWASC bit of one indicates warning reporting
shall be enabled. The method for reporting the warning when the EWASC bit is set to one is determined from the
MRIE field.

If background functions are supported, an Enable Background Function (EBF) bit of one indicates the target shall
enable background functions. An EBF bit of zero indicates the target shall disable the functions.

For the purposes of the EBF bit, background functions are defined as idle time functions that may impact perfor-
mance that are performed by a target operating without errors but do not impact the reliability of the target (e.g.,
read scan).
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A performance (PERF) bit of zero indicates that informational exception operations that are the cause of delays are
acceptable. A PERF bit of one indicates the device server shall not cause delays while doing informational
exception operations. A PERF bit set to one may cause the device server to disable some or all of the informational
exceptions operations, thereby limiting the reporting of informational exception conditions.

The method of reporting informational exceptions field (MRIE) indicates the methods that shall be used by the
device server to report informational exception conditions (see table 162). The priority of reporting multiple infor-
mation exceptions is vendor specific.

Table 162 — Method of reporting informational exceptions (MRIE) field (part 1 of 2)

MRIE Description

gh No reporting of informational exception condition: This method instructs the deviCg server
to not report information exception conditions.

1h Asynchronous event reporting: This method instructs the device server tq feport infdrma-
tional exception conditions by using the rules for asynchronous event reporting as desctibed
in SAM-2 and the relevant protocol standard.

The sense key shall be set to RECOVERED ERROR and the additional sense code shall indi-
cate the cause of the informational exception condition.

D)
>

Generate unit attention: This method instructs the device sefver to report informationgl excep-
tion conditions by returning a CHECK CONDITION status.\The sense key shall be set to UNIT
ATTENTION and the additional sense code shall indicate)the cause of the informationallexcep-
tion condition.

The command that has the CHECK CONDITI@N shall not be executed before the informational
exception condition is reported.

[d0)
=y

Conditionally generate recovered error) "This method instructs the device server to r¢port
informational exception conditions, if the reporting of recovered errors is allowed, by retlirning a
CHECK CONDITION status. If the:TEST bit equals zero, the status may be returned on gny com-
mand after the informational exception condition occurs. If the TEST bit equals one, the status
shall be returned on the next command that is normally capable of returning an informational
exception condition when the TEST bit equals zero. The sense key shall be set to RECOVERED
ERROR and the additionalsense code shall indicate the cause of the informational excgption
condition.

A command that'has the CHECK CONDITION shall complete without error before any ipforma-
tional exception condition may be reported.

4h Unconditionally generate recovered error: This method instructs the device server tp report
informational exception conditions, regardless of the value of the per bit of the error rec¢very
mode-page, by returning a CHECK CONDITION status. If the TEST bit equals zero, the jstatus
may be returned on any command after the informational exception condition occurs. If the TEST

the |nformat|onal exceptlon condition.

The command that has the CHECK CONDITION shall complete without error before any infor-
mational exception condition may be reported.
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Table 162 — Method of reporting informational exceptions (MRIE) field (part 2 of 2)

MRIE

Description

5h

Generate no sense: This method instructs the device server to report informational exception
conditions by returning a CHECK CONDITION status. If the TEST bit equals zero, the status
may be returned on any command after the informational exception condition occurs. If the TEST
bit equals one, the status shall be returned on the next command that is normally capable of
returning an informational exception condition when the TEST bit equals zero. The sense key
shall be set to NO SENSE and the additional sense code shall indicate the cause of the informa-
tional exception condition.

Tecommand-thatas the CHECK CONDITTONshatt tomptete withouterror before any infor-

mational exception condition may be reported.

Only report informational exception condition on request: This method instructs the device
server to preserve the informational exception(s) information. To find out abput information
exception conditions the application client polls the device server by issuing,an unsolicited
REQUEST SENSE command. The sense key shall be set to NO SENSE-and the additional
sense code shall indicate the cause of the informational exception cendition.

7h i Bh

Reserved

Ch} Fh

Vendor specific

The INTERVAL TIMER field indicates the period in 100 millisecond increments for reporting that a informational
exceptipn condition has occurred. The device server shall not repert informational exception conditions more
frequengly than the time specified by the INTERVAL TIMER field and@s soon as possible after the timer jinterval has
elapsed. After the informational exception condition has been'reported the interval timer shall be restarted. A
value off zero or FFFFFFFFh in the INTERVAL TIMER field shalljindicate the timer interval is vendor specific.

The RERORT COUNT field indicates the number of times.torreport an informational exception condition {o the appli-
cation cjient. A value of zero in the REPORT COUNT field,indicates there is no limit on the number of timeg the device

server rgports an informational exception condition,

The majintaining of the INTERVAL TIMER and the REPORT COUNT fields across power cycles and/or rgsets by the

target afe vendor specific.

8.3.9 Power condition page

The poyer condition page (see table 163) provides the application client the means to control the bg¢havior of a
logical dinit in a manner thatireduces the power required to operate. There shall be no notification to|the initiator
that a Iggical unit has entered into one of the power conditions. The application client may determing if a power
conditiop is in effect by.issuing a REQUEST SENSE command (see 7.20). In addition to the power condition page,
the power conditionssmay be controlled by the START STOP UNIT command (see SBC). If both methods are
being used on_the same logical unit then any START STOP UNIT commands power condition rgquest shall

overridg the pawer condition pages power control.

No powlercondition shall affect the supply of any power required for proper operation of the serv|ce delivery

subsystem.

On the receipt of a command the device server shall adjust itself to the power condition that allows the command to
execute. The timer that maps to this power condition and any lower power condition timers shall be reset on
receipt of the command. On completion of the command the timer associated with this power condition shall be

restarted.

Logical units that contain cache memory shall implicitly perform a SYNCHRONIZE CACHE command (see SBC)
for the entire medium prior to entering into any power condition that prevents access the media (e.g., the spindle
being stopped).
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The logical unit shall use the power condition page to control the power conditions after a power on or a hard reset
until a START STOP UNIT command is received that sets power conditions.

Table 163 — Power condition page

Bit
Byte 7 6 5 4 3 2 1 0
0 PS Reserved PAGE CODE (1Ah)
1 PAGE LENGTH (0Ah)
2 Reserved
| |
3 Reserved | DLE [ [STANDBY
4 (MSB)
IDLE CONDITION TIMER
7 (LSB)
8 (MSB)
STANDBY CONDITION TIMER
11 (LSB)
An IDLEbit of one indicates that the logical unit shall use the IDLE CONDITION TIMER field to determine the length of
inactivity time to wait before entering the idle condition. An IDLE bit of zero jndicates that the logical ynit shall not
enter the idle condition.
A STANDBY bit of one indicates that the logical unit shall use the STANDBY CONDITION TIMER field to dgtermine the

length (¢
logical U

The DL
before 6

If the ID
on com

The sTA
shall w4
Zero.

If the sT]
unit sha

If the sT]
unit sha

nit shall not enter the standby condition.

E CONDITION TIMER field indicates the inactivity time{in 100 ms increments that the logical un
ntering the idle condition.

LE bit is one, a value of zero in the idle condition timer indicates the logical unit shall enter the id
pletion of any command.

NDBY CONDITION TIMER field indicatés the inactivity time in 100 millisecond increments that thg
it before entering the standby cendition. This timer shall only count if the idle condition time
IANDBY bit is one and the IDLE bit is zero, a value of zero in the standby condition timer indicate

| enter the standby eaondition on completion of any command.

IANDBY bit is onesand the IDLE bit is one, a value of zero in the standby condition timer indicate
| enter the standby condition when the idle condition timer equals zero.

f inactivity time to wait before entering the standby condition. A STANDBY bit of zero indicaftes that the

it shall wait

le condition
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Fis equal to

5 the logical
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Figure 3 shows graphically the relationships between the different power conditions and their timers.
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Figure 3 — Power conditions flowchart

rotocol specific LUN page

ocol specific LUN page (see table164) provides protocol specific controls that are associated With a logical

e the protocol standard (see@3:1.41) for definition of the protocol specific mode parameters.

Table 164 — Protocol specific LUN page

Bit
Byte 7 6 5 4 3 1 0
0 PS Reserved PAGE CODE (18h)
1 PAGE LENGTH (n-1)
2 Reserved PROTOCOL IDENTIFIER
3
Protocol specific mode parameters
n

The PROTOCOL IDENTIFIER field indicates the protocol to which the page applies. For MODE SENSE commands,
the device server shall set the PROTOCOL IDENTIFIER field to one of the values shown in table 165 to indicate the
protocol used by its service delivery subsystem. For MODE SELECT commands, the application client shall set
the PROTOCOL IDENTIFIER field to one of the values shown in table 165 indicating the protocol to which the protocol
specific mode parameters apply. If a device server receives a page containing a protocol identifier value other than
the one used by its service delivery subsystem, it shall terminate the command with a CHECK CONDITION status.
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The sense key shall be set to ILLEGAL REQUEST and the additional sense code shall be set to INVALID FIELD IN

PARAMETER LIST.
Table 165 — PROTOCOL IDENTIFIER values
Protocol Identifier | Description
0 Fibre Channel (FCP-n)
1 Parallel SCSI (SPI-n)
2 SSA (SSA-S2P or SSA-S3P)
3 IEEE 1394 (SBP-2)
4 SRP
5 iISCSI
7-15 Reserved
8.3.11 Hrotocol specific port page
The protocol specific port page (see table 166) provides protocol specific controls that are associated|with a port.
See the|protocol standard (see 3.1.41) for definition of the protocol specific mode parameters.
Table 166 — Protocol specific port page
Bit
Byte 7 6 5 4 3 2 1 0
0 PS Reserved PAGE CODE (19h)
1 PAGE LENGTH\(n-1)
2 Reserved PROTOCOL IDENTIFIER
3
Protacol specific mode parameters
n
The PROTOCOL IDENTIFIER field indicates the protocol to which the page applies. For MODE SENSE commands,
the dev|ce server shall set the PROTOCQOLIDENTIFIER field to one of the values shown in table 165 to |ndicate the
protoco| used by its service delivery subsystem. For MODE SELECT commands, the application cli¢nt shall set
the PROJrOCOL IDENTIFIER field to ong'of the values shown in table 165 indicating the protocol to which the protocol
specificlmode parameters apply. {If a device server receives a page containing a protocol identifier valug other than
the onelused by its service delivery subsystem, it shall terminate the command with a CHECK CONDITION status.

The sen

PARAMETER LIST.

se key shall be sef4tOJLLEGAL REQUEST and the additional sense code shall be set to INVAL

D FIELD IN
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8.4 Vital product data parameters

8.4.1 Vital product data parameters overview and page codes

This subclause describes the vital product data page structure and the vital product data pages (see table 167) that
are applicable to all SCSI devices. These pages are optionally returned by the INQUIRY command (see 7.3).

Table 167 — Vital product data page codes

Support
Page code | Description Reference | Requirements
824 ASCHmplemented-operating-defiritonpage 842 Optienal
01h - 7Fh | ASCII information page 8.4.3 Optional
83h Device identification page 8.4.4 Mandatory
81h Obsolete 3.3.7
00h Supported vital product data pages 8.4.5 Mandatory
80h Unit serial number page 8.4.6 Optional
84h - BFh | Reserved
COh - FFh | Vendor specific

8.4.2 A$CIl implemented operating definition page

The ASCII implemented operation definition page (see table 168) cantains operating definition description data for
all operating definitions implemented by the target.

Table 168 — ASCIl implemented operating definition

Bit]
7 6 5 4 3 2 1 0
Byte
0 PERIPHERAL QUALIFIER PERIPHERAL DEVICE TYPE
1 PAGE CODE (82h)
2 Reserved
3 PAGE LENGTH (n-3)
4 ASCII OPERATING DEFINITION DESCRIPTION LENGTH (m-4)
5
ASCII OPERATING DEFINITION DESCRIPTION DATA
m
m+1 . -
Vendor specific description data
n

The PERIPRHERAL QUALIFIER field and the PERIPHERAL DEVICE TYPE field are as defined in 7.3.2.

The PAGE LENGTH field specifies the length of the following page data. If the allocation length is less than the length
of the data to be returned, the page length shall not be adjusted to reflect the truncation.

The ASCII OPERATING DEFINITION DESCRIPTION LENGTH field specifies the length in bytes of the ASCIl OPERATING
DEFINITION DESCRIPTION DATA field that follows. If the allocation length is less than the length of data to be returned,
the ASCII operating definition description length shall not be adjusted to reflect the truncation. A value of zero in
this field indicates that no ASCII operating definition description data is available.

The ASCII OPERATING DEFINITION DESCRIPTION DATA field contains the ASCII operating definition description data for
the device server. The data in this field shall be formatted in lines (or character strings). Each line shall contain
only graphic codes (i.e., code values 20h through 7Eh) and shall be terminated with a NULL (00h) character. The
text is vendor specific.
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8.4.3 ASCII information page

The ASCII information page (see table 169) contains information for the field replaceable unit code returned in the
REQUEST SENSE data (see 7.20.2).

Table 169 — ASCIl information page

Bit
Byte 7 6 5 4 3 2 1 0

0 PERIPHERAL QUALIFIER PERIPHERAL DEVICE TYPE

1 PAGE CODE (01h - 7Fh)

2 Reserved

3 PAGE LENGTH (n-3)

4 ASCII LENGTH (m-4)

5

ASCII INFORMATION
m
m+1 e .
Vendor specific information

n
The PERIPHERAL QUALIFIER field and the PERIPHERAL DEVICE TYPE field are-defined in 7.3.2.
The PAGE CODE field contains the same value as in the PAGE OR @GPERATION CODE field of the INQUIRY CDB (see
7.3) and is associated with the FIELD REPLACEABLE UNIT CODE field returned by the REQUEST SENSE ¢ommand.
NOTE 51 The FIELD REPLACEABLE UNIT CODE field in the sense data provides for 255 possible codes, while the pgge code field
provides|for only 127 possible codes. For that reason it is net)possible to return ASCII information pages for th¢ upper code
values.
The PAGE LENGTH field specifies the length of the following page data. If the allocation length of the| CDB is too
small to|transfer all of the page, the page length shall not be adjusted to reflect the truncation.
The As¢i LENGTH field specifies the |length in bytes of the Ascil INFORMATION field that follows. If the allocation
length is less than the length of the data to be returned, the ASCII length shall not be adjusted tg reflect the
truncatipn. A value of zero in thisTield indicates that no ASCII information is available for the specified|page code.
The Asgil INFORMATION field ‘contains ASCII information concerning the field replaceable unit identified py the page
code. The data in this field_shall be formatted in one or more character string lines. Each line shall ¢ontain only
graphic|codes (i.e., code-values 20h through 7Eh) and shall be terminated with a NULL (00h) charactey.
The corftents of the'wendor specific information field is not defined in this standard.
8.4.4 Dgvice.identification page

The device identification page (see table 170) provides the means to retrieve zero or more identification descriptors
applying to the logical unit. Logical units may have more than one identification descriptor (e.qg., if several types or
associations of identifier are supported).

Device identifiers, if any, shall be assigned to the peripheral device (e.g., a disk drive) and not to the currently
mounted media, in the case of removable media devices. Media identification is outside the scope of this standard.
Operating systems are expected to use the device identifiers during system configuration activities to determine
whether alternate paths exist for the same peripheral device.
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In the case of virtual logical units (e.g., volume sets as defined by SCC-2), the Identifier field (see table
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171) should

be a concatenation of all the bytes in an IEEE Registered Extended name. The IEEE Registered Extended name has a code of

3hinthe

Identifier type field and an NAA value of 0110b as defined in FC-FS.

Table 170 — Device identification page

Bit
Byte 7 6 5 4 3 2 1 0
0 PERIPHERAL QUALIFIER PERIPHERAL DEVICE TYPE
1 PAGE CODE (83h)
2 Reserved
3 PAGE LENGTH (n-3)
Identification descriptor list
4 o . :
Identification descriptor (first)
Identification descriptor (last)
n
The PERIPHERAL QUALIFIER field and the PERIPHERAL DEVICE TYPE field in table 170 are as defined in 7.3}2.
Each Identification descriptor (see table 171) contains informiation identifying the logical unit, physical device, or
access path used by the command and returned parametér data. The ASSOCIATION field indicates the entity that
the Identification descriptor describes. If a physical or lagical device returns an Identification descripfor with the
ASSOCIATION field set to Oh, it shall return the same descriptor when it is accessed through any other path.
Table 171 —dentification descriptor
Bit]
Byte 7 6 5 4 3 2 1 0
0 Reserved CODE SET
1 Reserved ASSOCIATION IDENTIFIER TYPE
2 Reserved
3 IDENTIFIER LENGTH (n-3)
4 (MSB)
IDENTIFIER
n (LSB)
The cope/SET field specifies the code set used for the identifier field, as described in table 172. This field is

intended_fe"be an aid to software that displays the identifier field.

Table 172 — Code set

Value Description
Oh Reserved
1h The identifier field shall contain binary values.
2h The identifier field shall contain ASCII graphic codes
(i.e., code values 20h through 7Eh)
3h-Fh | Reserved
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The ASSOCIATION field specifies the entity with which the IDENTIFIER field is associated, as described in table 173.

Table 173 — Association

Value Description

Oh The IDENTIFIER field is associated with the addressed physical or logical device.
1h The IDENTIFIER field is associated with the port that received the request.
2h - 3h | Reserved

The IDENTIFIER TYPE field specifies the format and assignment authority for the identifier, as described in table 174.
At least one identification descriptor shall contain 1h, 2h, or 3h in the IDENTIFIER TYPE field and Oh in the AssocI-
ATION figld AT Ieast one identification descriptor should contain 2Zh or 3n in the IDENTIFIER TYPE tield. ahd Oh in the
ASSOCIATION field.

Table 174 — Identifier type

alue Description

Oh No assignment authority was used and consequently there is no gudrantee that the identifier
is globally unique (i.e., the identifier is vendor specific)
1h The first eight bytes of the identifier field are a Vendor ID (see Annex D). The organization

associated with the Vendor ID is responsible for ensuring thatthe remainder of the identifier
field is unique. One recommended method of constructing-the remainder of the identifier
field is to concatenate the product identification field from the standard INQUIRY datq field
and the product serial number field from the unit serial number page.

2h The identifier field contains a canonical form IEEE’Extended Unique Identifier, 64-bit
(EUI-64). In this case, the identifier length field:shall be set to eight. Note that the IEEE
guidelines for EUI-64 specify a method fofdinambiguously encapsulating an IEEE 481bit
identifier within an EUI-64.
3h The identifier field contains an FC-ES Name_Identifier. Any FC-FS identifier may be pised,
including one of the four based an.a Canonical form IEEE company _id.
4h If the ASSOCIATION value is 1h;the IDENTIFIER value contains a four-byte binary numbgr iden-
tifying the port relative to othér ports in the device using the values shown table 175. (In this
case, the cope seT field shall be set to 1h and the IDENTIFIER LENGTH field shall be set to 4. If
the ASSOCIATION value is not 1h, use of this identifier type is reserved.

5h - Fh Reserved

Table 175 — Relative port identifier values

Value Description
Oh Reserved
1lh Relative port 1, historically known as port A
2h Relative port 2, historically known as port B
3h-7FFFFFFFh Relative port 3 through 2 147 483 647
0NAAAAAAR EEEEEEEEh | R ocamad

The IDENTIFIER LENGTH field specifies the length in bytes of the IDENTIFIER field. If the allocation length field of the
CDB is too small to transfer all of the identifier, the identifier length shall not be adjusted to reflect the truncation.

The IDENTIFIER field contains the identifier as described by the ASSOCIATION, IDENTIFIER TYPE, CODE SET, and
IDENTIFIER LENGTH fields.

The example described in this paragraph and shown in table 176 is not a normative part of this standard. This
example of a complete device identification VPD page assumes that the product is a direct-access device with an
T10 Vendor ID of “XYZ_Corp”, a product identification of “Super Turbo Disk”, and a product serial number of
“2034589345". Furthermore, it is assumed that the manufacturer has been assigned a 24-bit IEEE company_id of
01ABCDh by the IEEE Registration Authority Committee and that the manufacture has assigned a 24-bit
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extension_identifier of 234567h to this logical unit. The combined 48-bit identifier is reported in the 64-bit format as
defined by the IEEE 64-bit Global Identifier (EUI-64) standard. The data returned in the device identification VPD
page for this logical unit is shown in table 176.

Table 176 — Device identification page example

Bytes Hexadecimal values ASCIl values

00-15 00 83 00 32 02 01 00 22 58 59 5A 5F 436F 7270 ..2.."XYZ_Corp

16 -31 53 75 70 65 72205475 72 62 6F 20 44 69 73 6B Super Turbo Disk

32-47 32303334 35383933 34350102 00 08 01 AB 2034589345......

483 -53 | CDFF FF 23 4567

NOTE 1 Non-printing ASCII characters are shown as ".".

NOTE 2 Byte 00 is the beginning of the VPD page (see table 170).

NOTE 3 Byte 04 is the beginning of the Identification descriptor for the Vendor ID based identifier
(Identifier type 1, see table 174).

NOTE 4 Byte 42 is the beginning of the Identification descriptor for the EUI-64 identifier (Identifier
type 2, see table 174).

8.4.5 Supported vital product data pages

This comtains a list of the vital product data page codes supported by the target or logical unit (see table 177). If a
device gerver supports any vital product data pages, it also shall supportthis vital product data page.

Table 177 — Supported vital product data pages

Bthe 1 7 6 5 4 3 2 1 0
0 PERIPHERAL QUALIFIER PERIPHERAL DEVICE TYPE
1 PAGE-CODE (00h)
2 Reserved
3 PAGE LENGTH (n-3)
4
" SUPPORTED PAGE LIST

The PERIPHERAL QUALIFIER field and the PERIPHERAL DEVICE TYPE field are defined in 7.3.2.

The PAGE LENGTH field specifies the length of the supported page list. If the allocation length is too sma]l to transfer
all of the¢ page, the page-length shall not be adjusted to reflect the truncation.

The sURPORTED, PAGE LIST field shall contain a list of all vital product data page codes (see 8.4) implemented for the
target of logieal unit in ascending order beginning with page code 00h.
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8.4.6 Unit serial number page

This page (see table 178) provides a product serial number for the target or logical unit.

Table 178 — Unit serial number page

Bit| ¢ 6 5 4 3 2 1 0
Byte

0 PERIPHERAL QUALIFIER PERIPHERAL DEVICE TYPE

1 PAGE CODE (80h)

2 Reserved

3 PAGE LENGTH (n-3)

4

PRODUCT SERIAL NUMBER

n
The PERIPHERAL QUALIFIER field and the PERIPHERAL DEVICE TYPE field are defined in 7.38.2.
The PAGE LENGTH field specifies the length of the product serial number. If the allocation length is oo small to
transferfall of the page, the page length shall not be adjusted to reflect the truncation.
The PRQDUCT SERIAL NUMBER field contains ASCII data that is vendor-assighed serial number. The leagt significant
ASCII dharacter of the serial number shall appear as the last byte in’ the Data-In Buffer. If the prpduct serial

number

is not available, the device server shall return ASCII spaces\(20h) in this field.
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9 Commands for processor type devices
9.1 Summary of commands for processor type devices

The commands for processor type devices shall be as listed in table 179.

Table 179 — Commands for processor devices

Operation
Command name code Type Reference
Obsolete 40h oB
Obsolete 39h OB
Obsolete 18h OB
Obsolete 3Ah OB
EXTENDED COPY 83h O 7.2
INQUIRY 12h M 7.3
LOG SELECT 4Ch 0] 7.4
LOG SENSE 4Dh 0] 7.5
PERSISTENT RESERVE IN 5Eh o] 7.10
PERSISTENT RESERVE OUT 5Fh o 7.11
READ BUFFER 3Ch O 7.13
RECEIVE 08h @) 9.2
RECEIVE COPY RESULTS 84h O 7.14
RECEIVE DIAGNOSTIC RESULTS 1Ch (0] 7.15
RELEASE(10) 57h o] 7.16
RELEASE(6) 17h o] 7.17
REPORT LUNS AOh O 7.19
REQUEST SENSE 03h M 7.20
RESERVE(10) 56h o} 7.21
RESERVE(6) 16h 0] 7.22
SEND 0Ah o] 9.3
SEND DIAGNOSTIC 1Dh M 7.23
TEST UNIT READY 00h M 7.25
WRITE BUFFER 3Bh @] 7.26
key: M = Command implementation is mandatory.
O—GCommandimplementation-s-optionak
OB = Command imglementation is dgfined in a previous standard

The following operation codes are vendor specific: 02h, 05h, 06h, 09h, OCh, 0Dh, OEh, OFh, 10h, 11h, 13h, 14h,
19h, COh through FFh. All remaining operation codes for processor devices are reserved.
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9.2 RECEIVE command
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The RECEIVE command (see table 180) requests that the device server transfer data to the initiator. The contents

of the data are not defined by this standard.

Table 180 — RECEIVE command

Bit
Byte 7 4 3 0
0 OPERATION CODE (08h)
1 Reserved
2 (MSB)
3 TRANSFER LENGTH
4 (LSB)
5 CONTROL
The TRANSFER LENGTH field specifies the length in bytes of data that shall be transferred to the Data-|n Buffer. A
transfer|length of zero indicates that no data shall be sent. This condition shall-not be considered an efror.
9.3 SHND command
The SEND command (see table 181) requests that the device server transfer data from the initiator.
Table 181 — SEND command
Bit
Byte 7 4 3 0
0 OPERATION CODE (0Ah)
1 Reserved AER
2 (MSB)
3 TRANSFER LENGTH
4 (LSB)
5 CONTROL
An asyrjchronous event reporting (AER) bit of one indicates that the data to be transferred conforms to AER data
format gs defined.intable 182. A SEND command with an AER bit of one shall be only issued to logical unit zero.
An AER pit of zere.indicates that the data to be transferred are vendor specific.
The TRANSFER LENGTH field specifies the length in bytes of data that shall be transferred from the Datg-Out Buffer.
A transfeHength-of zero-indicatesthat-rodatashalH-be-sent—Fhis-econditionshaltrotbe-considered-an error.
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Table 182 — SEND command — AER data format

Bit
Byte 7 6 5 4 3 2 1 0
0 scsI-3 Reserved
1
Reserved
3
4 (MSB)
LUN ——]
11 (LSB)
12 Sense data byte (0)
n+12 Sense data byte (n)

If the sdsI-3 bit is zero, then the AEN data format, as defined by the SCSI-2 standard, shall be’used. |f the scsI-3
bit is ong, then the AER data format shown in table 182 shall be used.

The LUN field shall contain the logical unit number on which the asynchronous evert\occurred. The LUN field shall
have th¢ properties defined in SAM-2.

The ser]se data bytes shall have the format defined in 7.20.2.

10 Panameters for processor type devices
10.1 Djiagnostic parameters

This subclause defines the descriptors and pages for diagnostic parameters used with processor type flevices.

The diagnostic page codes for processor devices are defined in table 183.

Table 183 = 'Processor diagnhostic page codes

Page Code | Desgtiption Reference

00h Supported diagnostics pages 8.1.2
01h - 3Fh Reserved (for pages that apply to all device types)
40h -7Eh Reserved
80h.~FFh | Vendor specific pages
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10.2 Log parameters

This subclause defines the descriptors and pages for log parameters used with processor type devices.

The log page codes for processor devices are defined in table 184.

Table 184 — Processor log page codes

Page Code | Description Reference
01h Buffer over-run/under-run page 8.2.3
0Bh | ast n deferred errors or asynchronous events page 825
07h Last n error events page 8.2.6
06h Non-medium error page 8.2.7
00h Supported log pages 8.2.10

02h - 05h Reserved
08h - OAh | Reserved
0Ch - 2Fh | Reserved
3Fh Reserved
30h - 3Eh | Vendor specific pages

10.3 Vjtal product data parameters

This supclause defines the descriptors and pages for vital product data parameters used with progessor type
devices

The vitdl product data page codes for processor _devices are defined in table 185.

Table 185 — Processor vital product data page codes

Support

Page code | Descriptign Reference | Requirements

82h ASCII implemented operating definition page 8.4.2 Optional
01h - 7Fh | ASCII information page 8.4.3 Optional

83h Device identification page 8.4.4 Mandatory

00h Supported vital product data pages 8.4.5 Mandatory

86h Unit serial number page 8.4.6 Optional
€0h - FFh | Vendor specific
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Annex A
(Informative)

Procedures for logging operations in SCSI

A.1 Procedures for logging operations in SCSI introduction

This annex provides guidance in the use of the LOG SELECT and LOG SENSE commands defined in clause 7.
This annex does not replace the descriptions in clause 7 and is not intended to conflict with clause 7. The purpose
of this annex is to provide more information to gain a more uniform implementation of the SCSI logging functions.

A.2 Ldgging operations terminology

A.21

list parrImeter:

A paral

A.2.2

log pagle:

A page

A.2.3
log par

Log infg

A.2.4

eter value that consists of a string of ASCII graphic codes or a binary value.

made up of one or more log parameters.

hmeter:

parameter code:

A uniqu

A.2.5

e identifier that is used to distinguish between the,different log parameters within a single log p

parameter control byte:

Used to

A.2.6

parameter pointer field:

Contain

A.2.7

5 a parameter code.

paramegter value:

A count

A.2.8
GT:
Greater

A.2.9
NV:
Not Vali

br, cumulative, threshold, or ASCII value.

Than

rmation that is made up of a parameter code, a parameter centrol byte, and a parameter value

hge.

tell the device server how to update;.save, use thresholds, determine format, etc. of the parameter value.

d
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A.3 LOG SENSE command

The LOG SENSE command may be used to do two functions. One is to allow the device server to save the log
parameters in a log page to nonvolatile storage. The other is to allow an application client to receive the value of
the current log parameters for a given log page.

Table A.1 lists the definitions of the LOG SENSE CDB fields.

Table A.1 — LOG SENSE Command CDB fields

LOG SENSE CDB
\alues

U

PC SP PC
kit bit field | Description

D - -- Indicates that the log parameter requested from the device server’begin wjth the
parameter code specified by the PARAMETER POINTER field.in,ascending ofder of
parameter codes from the specified log page.

i - -- Indicates that the device server returns a log page cansisting only of the |og
parameters in which a log parameter value has changed since the last LOG
SELECT or LOG SENSE command. The deviCe-server returns only thoge log
parameters with a parameter code greater than’or equal to the parametef code
specified by the PARAMETER POINTER field;

0 -- Indicates that the device server performs the specified LOG SENSE command
and does not save any log parameters.

1 -- Indicates that the device server'performs the specified LOG SENSE command
and saves all log parameters identified as savable by the Ds bit to a nonyolatile
vendor specific location if.allowed. See the table A.3 to determine the interac-
tion between the sp and’ps bits to see what 'allowed' means.

- 00 Indicates that the device server returns current threshold values.

- 01 Indicates that the’device server returns current cumulative values.

- 10 Indicates that the device server returns default threshold values.

- 11 Indicates‘that the device server returns default cumulative values.
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